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Interface Overview

1 Introduction

1.1 Document Overview

The NPAC SMS Interoperable Interface Specification contains the information model for the

Number Portability Administration Center and Service Management System (NPAC SMS)

mechanized interfaces. Both Service Order Activation (SOA) and Local Service Management

System (LSMS or Local SMS) interfaces to the NPAC SMS are described in this document.
1.2 How To Use This Document

The NPAC SMS Interoperable Interface Specification contains the following chapters:

Chapter 1 Introduction -- This chapter describes the conventions and organization of this
document. It also lists related documentation.

Chapter 2Interface Overview -- This chapter contains an overview of protocol requirements and a
brief description of the functionality provided in each interface.

Chapter 3 Hierarchy Diagrams -- This chapter contains the class hierarchy diagrams for all
managed objects defined in the interoperable interface.

Chapter 4 Interface Functionality to CMOP Definition Mapping -- This chapter contains the
mapping of the interface functionality to the managed objects, attributes, actions, and notifications.

Chapter 5 Secure Association Establishment-- This chapter contains information on secure
association establishment.

Chapter 6 Message Flow Diagrams -- This chapter contains the message flow diagrams.

Chapter 7 GDMO Definitions -- This chapter contains the GDMO interface definitions supporting
the SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface

Chapter 8 General ASN.1 Definitions -- This chapter contains the ASN.1 definitions that support
the GDMO definitions in Chapter 7.

Chapter 9 Managed Object Conformance Statements -- This chapter contains the Managed
Object Conformance tables.

Chapter 10 Subscription Version Status -- This chapter contains a Subscription Version Status
diagram, which illustrates the transition from one subscription version state to another.

Appendix A Errors -- This appendix contains the valid errors associated with CMISE confirmed
primitives used in the interoperable interface definitions.
1.3  Document Version History

NANC Version 1.0, released on 04/07/97, contains changes from the ICC Subcommittee IIS
Version 1.1.5.

NANC Version 1.1, released on 05/08/97, contains changes from the NANC IIS Version 1.0.
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1.4

1.4.1

NANC Version 1.2, released on 05/25/97, contains changes from the NANC IIS Version 1.1.

NANC Version 1.3, released on 07/09/97, contains changes from the NANC IIS Version 1.2.

NANC Version 1.4, released on 08/08/97, contains changes from the NANC IIS Version 1.3.

NANC Version 1.5, released on 09/09/97, contains changes from the NANC IIS Version 1.4.

NANC Version 1.6, released on 11/12/97, contains changes from the NANC IIS Version 1.5.

NANC Version 1.7, released on 12/12/97, contains changes from the NANC IIS Version 1.6.

NANC Version 1.8, released on 2/11/98, contains the following changes from the NANC IIS
Version 1.7:
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2 Interface Overview

2.1 Overview

This specification defines the interfaces between the NPAC SMS and the service providers’
Service Order Entry System and Local SMS. The interfaces, defined using the CMIP protocol, are
referred to as the SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface
respectively. CMISE M-CREATE, M-DELETE, M-SET, M-GET, M-EVENT-REPORT, and M-
ACTION primitives are fully supported in a confirmed mode. The relationship from the SOA to
the NPAC SMS is a manager to agent relationship. The relationship between the Local SMS to
NPAC SMS is a manager to agent or an agent to manager relationship depending on the function
being performed. The SOA and Local SMS interfaces are defined by Association Functions. These
functions allow each association to define the services it supports. Association establishment from
the SOAs and Local SMSs to the NPAC SMS, Association Function and security for each of these
interfaces is discussed in Chapter 5, 5 Secure Association Establishment.

Note: The M-CANCEL-GET primitive may not be supported in some NPAC SMS
implementations due to the fact that this functionality was not determined necessary for the
interface defined.

The sections that follow provide an overview of protocol requirements and a brief description of
the functionality provided in each interface. Complete functional descriptions for the interfaces

are provided in the process flow diagrams in Chapter 6, Message Flow Diagrams, as well as the
behavior for the managed objects.

2.2 OSI Protocol Support

The SOA to NPAC SMS and NPAC SMS to Local SMS interfaces must be implemented over the
protocol stack shown in Exhibit 1.

Exhibit 1. NPAC/SMS Primary Network Protocol Stacks

Layer Mechanized Interface Function
CMIP Agent Server User
7 CMISE, ACSE, ROSE Application
6 ANSI T1.224 Presentation
5 ANSIT1.224 Session
4 TCP, RFC1006, TPO Transport
3 1P Network
2 PPP, MAC, FRAME Relay, Link
ATM (IEEE 802.3)

1 DS-1, DS-0 x n, ISDN, V.34 Physical
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2.3

2.3.1

232

233

Multiple associations per service provider to the NPAC SMS can be supported. The secure
association establishment is described in Chapter .

SOA to NPAC SMS Interface

The SOA to NPAC SMS interface, which allows communication between a service provider’s
Service Provisioning Operating Systems and/or Gateway systems and the NPAC SMS, supports
the retrieval and update of subscription, service provider, and network information. The following
transactions occur to support local number portability functionality:

* SOA requests for subscription administration to the NPAC SMS and responses from
the NPAC SMS to the SOA.

* Audit requests from the SOA to the NPAC SMS and responses from the NPAC SMS to
the SOA.

* Notifications from the NPAC SMS to the SOA of subscription version data changes,
need for concurrence or authorization for number porting, conflict-resolution,
cancellation, outage information, or customer disconnect dates.

* Service provider data administration from the SOA to the NPAC SMS.

Mapping of this functionality into the CMIP Definitions is provided in Chapter (see Exhibit 7.)

Subscription Administration

Audit Requests

Notifications

Service provider subscription administration functionality includes the capability to:
¢ Create a subscription version

¢ Cancel a subscription version

*  Acknowledge cancellation of a subscription version

*  Modify a subscription version or range of versions

* Retrieve a specific subscription version or range of versions

*  Activate a version or range of versions

* Disconnect a subscription version or range of versions

* Remove a subscription version from conflict

Audit functionality allows the SOAs to request audits for a subscription version or group
of subscription versions based on a Telephone Number (TN) for a specified service
provider or all service provider networks. The action SOA receives discrepancy reports as
they are found in the network. Upon audit completion it receives a notification of the
success or failure of the audit and the total number of discrepancies found.

SOAs are sent notifications to ensure that they are fully informed of relevant events for
their subscriptions. Notification of creation, deletion, or data value changes for
subscription versions will be sent to the SOA as they occur. Notification will be sent to
the SOA if the service provider has not authorized transfer of service for a TN in the
amount of time specified in the “Service Provider Concurrence Interval” defined on the
NPAC. This notification will indicate to the service provider that authorization is needed
for the pending subscription version. If the service provider has not acknowledged
version cancellation within a timeframe specified by the NPAC SMS, notifications will
be sent requesting cancellation acknowledgment. The donor service provider SOA is
notified of the customer’s disconnect date. SOA systems are also sent notifications to
insure they are aware of planned down time in the NPAC SMS.
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Service Provider Data Administration

Service providers can use, read, and update their own service provider information on the
NPAC SMS using the SOA to NPAC SMS interface. Service providers can update
information in their service provider profile as well as add and delete their own network
data. Changes to network data that result in mass updates are prevented by the NPAC
SMS to SOA interface. Mass changes must be initiated by the service provider
contacting the NPAC personnel directly.

NPAC SMS to Local SMS Interface

The

NPAC SMS to Local SMS interface is used for communications between a service provider’s

Local SMS and the NPAC SMS for support of LNP network element provisioning. The following
transactions occur to support Local Number Portability:

Subscription version and network data download from the NPAC SMS to the Local SMS.
Service provider data administration from the Local SMS to the NPAC SMS.

Notifications from the NPAC SMS to the Local SMS of planned NPAC SMS outages and the
first use of a new NPA-NXX.

Mapping of this functionality into the CMIP Definitions is provided in Chapter (see Exhibit 7.)

Subscription Version and Network Data Download

When new network (new switches, NPA-NXX, or LRN data for service providers) or
subscription data is created or existing network or subscription data is modified on the
NPAC SMS, the data is automatically downloaded from the NPAC SMS to the Local
SMS. The Local SMS may request that data be downloaded using a download request
that is sent from the Local SMS to the NPAC SMS. The Local SMS then receives the
data to be downloaded in the request response. Subscriber data to be downloaded can be
requested based on time range, a TN, or a TN range and an optional local number
portability type. Network data to be downloaded can be requested based on a time range,
service provider or all service providers, an NPA-NXX range or all NPA-NXX data, an
LRN range or all LRN data, or all network data can be requested.

Service providers can also directly read data they wish to download from the NPAC SMS
MIB.

Service Provider Data Administration

Notifications

Service providers can use, read, and update their own service provider information on the
NPAC SMS using the Local SMS to NPAC SMS interface. Service providers can update
information in their service provider profile as well as add and delete their own network
data. Changes to network data that result in mass updates are prevented by the NPAC
SMS to Local SMS interface. Mass changes must be initiated by the service provider
contacting the NPAC personnel directly.

Local SMS are sent notifications to insure they are aware of planned down time in the
NPAC SMS. Local SMS are also sent notifications when a new NPA-NXX is to be used
for the first time in a subscription version.
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3 Hierarchy Diagrams

3.1 Overview

The following five exhibits show the class hierarchy diagram for all managed objects (Exhibit 2), Log
Record Objects (Exhibit 3), the Local SMS (Exhibit 4), the NPAC SMS naming hierarchies for the
Local SMS (Exhibit 5) and the SOA (Exhibit 6.) These exhibits will help the user gain a better
understanding of the structure of the interface definitions provided.

3.1.1  Managed Object Model Inheritance Hierarchy

The Managed Object Model Inheritance Hierarchy shows the inheritance hierarchy used for
object definitions in the NPAC SMS to Local SMS and the SOA to NPAC SMS interfaces.
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Exhibit 2. The Managed Object Model Inheritance Hierarchy
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Log Record Managed Object Hierarchy

The Log Record Managed Object Hierarchy shows the inheritance hierarchy of the log
records used in the NPAC SMS to Local SMS and SOA to NPAC SMS interfaces.

Log Record Managed Object Hierarchy

| top |
logRecord
(X.721)
|
eventLogRecord
(X.721)
InpLogAudit- InpLogAuditResults InpLogCancellation InpLogOperational- InpLogNewSP-
DiscrepancyRpt Record Record Acknowledgment InformationRecord CreateRequestRecord
RequestRecord
InpLogLocalSMS- InpLogOIdSP- InpLogOIdSP- InpLogDonorSP- InpLogNewNPA-NXX InpLogStatusAttribute
ActionResultsRecord ConcurrenceRequest FFinalConcurrenceWindow CustomerDisconnect Record ValueChangeRecord

Record

ExpirationRecord

DateRecord

Exhibit 3. Log Record Managed Object Hierarchy
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NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS

The NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS shows the naming
hierarchy used in the NPAC SMS to instantiate objects defined in the NPAC SMS to Local

SMS interface.

Shaded objects are instantiated at NPAC SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store

on the NPAC SMS or from actions taken while the NPAC SMS is running.

Each object class belongs to one or more Association Functions.
Refer to Section , 5.2.1.8 Association Functions.

NPAC SMS TO LOCAL SMS

NAMING HIERARCHY FOR THE NPAC SMS

root

[
InpNPAC-SMS

InpServiceProvs

InpSubscriptions

InpNetwork

serviceProv

subscriptionVersionNPAC

serviceProvNetwork

I
IsmsFilterNPA-NXX

serviceProvNPA-NXX

serviceProvLRN

Exhibit 4. The NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS.
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3.14

NPAC SMS to Local SMS Naming Hierarchy for the Local SMS

The NPAC SMS to Local SMS Naming Hierarchy for Local SMS shows the naming
hierarchy used in the Local SMS to instantiate objects defined in the NPAC SMS to Local

SMS interface.

Shaded objects are instantiated at Local SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store
on the Local SMS or from actions taken while the Local SMS is running.

Each object class belongs to one or more Association Functions.
Refer to Section , 5.2.1.8 Association Functions.

NPAC SMS TO LOCAL SMS
NAMING HIERARCHY FOR THE LOCAL SMS

root

InpLocalSMS

InpSubscriptions

InpNetwork

subscriptionVersion

serviceProvNetwork

i

N

serviceProvNPA-NXX

serviceProvLRN

Exhibit 5. The NPAC SMS to Local SMS Naming Hierarchy for the Local SMS.
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SOA to NPAC SMS Naming Hierarchy for the NPAC SMS

The SOA to NPAC SMS Naming Hierarchy for the NPAC SMS shows the naming hierarchy
used in the NPAC SMS to instantiate objects defined in the SOA to NPAC SMS interface.

Shaded objects are instantiated at NPAC SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store
on the NPAC SMS or from actions taken while the NPAC SMS is running.

Each object class belongs to one or more Association Functions.
Refer to Section , 5.2.1.8 Association Functions.

SOA TO NPAC SMS
NAMING HIERARCHY FOR THE NPAC SMS

root

\
InpNPAC-SMS

InpServiceProvs

InpAudits InpSubscriptions InpNetwork

| I [

serviceProv

subscriptionAudit subscriptionVersionNPAC serviceProvNetwork

IsmsFilterNPA-NXX

serviceProvNPA-NXX serviceProvLRN

Exhibit 6. The SOA to NPAC SMS Naming Hierarchy for the NPAC SMS.
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4 Interface Functionality to CMIP Definition Mapping

4.1 Overview

4.1.1

Primary NPAC Mechanized Interface Operations

The following tables, Exhibits 7-11, contain the mapping of the interface functionality to managed
objects, attributes, actions, and notifications.

The primary interface functions in support of the NPAC requirements are described in the
table below, as well as their corresponding Common Management Information Exchange
(CMISE) operation and referenced object type for that operation. This table does not
include miscellaneous operations, such as service provider network data querying or
downloading, etc. These functions are described in the object behaviors in the GDMO

source below.

Exhibit 7. Primary NPAC Mechanized Interface Operations Table

Abort/Cancel Audit | from SOA M-DELETE subscriptionAudit
Request
Audit Complete to SOA M-EVENT-REPORT: subscriptionAudit
subscriptionAuditResults
Audit Discrepancy | to SOA M-EVENT-REPORT: subscriptionAudit
subscriptionAuditDiscrepancyRpt
Audit Query from SOA M-GET subscriptionAudit
Audit Request from SOA M-CREATE subscriptionAudit
SOA
Cancellation from SOA (new service M-ACTION: InpSubscriptions
Acknowledge- provider) subscription VersionNewSP-
ment CancellationAcknowledge
Cancellation from SOA (old service M-ACTION: InpSubscriptions
Acknowledg- provider) subscriptionVersionOldSP-
ment CancellationAcknowledge
Conflict Removal from SOA (new service M-ACTION: InpSubscriptions
id
provider) subscriptionVersionRemoveFromConflict
Customer to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Di t Dat
iseontiect Late subscriptionVersionDonorSP-
CustomerDisconnectDate
Final Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC

Version Create

(old service provider)

subscription VersionOldSP-
FinalConcurrenceWindowExpiration




Errors

LSMS Filter NPA- | from LOCAL SMS M-CREATE IsmsFilterNPA-NXX
NXX Create
LSMS Filter NPA- | from LOCAL SMS M-DELETE IsmsFilterNPA-NXX
NXX Delete
LSMS Filter NPA- | from LOCAL SMS M-GET IsmsFilterNPA-NXX
NXX Query
Network Data from LOCAL SMS M-ACTION: InpNetwork
Download InpDownload
or
M-GET:
scoped and filtered for intended
serviceProvLRN, serviceProvNPA-NXX
service provider attributes
Network Data from LOCAL SMS M-CREATE: serviceProvLRN,
Update serviceProvNPA-NXX
or or
from SOA M-SET:
on relevant
serviceProvLRN, serviceProvNPA-NXX
service provider attributes
New NPA-NXX to LOCAL SMS M-EVENT-REPORT: subscriptionVersionNPAC
subscription VersionNewNPA-NXX
Recovery from LOCAL SMS M-ACTION: InpNPAC-SMS
Complet;
ompiete InpRecoveryComplete
Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Cancellation subscription
Acknowledg- VersionCancellationAcknowledgment
ment Request
Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC

Version Create

(new service provider)

subscriptionVersionNewSPCreate
Request

Request for
Version Create

to SOA
(old service provider)

M-EVENT-REPORT:
subscriptionVersionOldSPConcurrence
Request

subscriptionVersionNPAC

Service Provider to LOCAL SMS M-CREATE serviceProvNetwork
Network
Creation

Service Provider to LOCAL SMS M-DELETE serviceProvNetwork
Network
Deletion

Service Provider to LOCAL SMS M-SET: serviceProvNetwork
Network Service serviceProvName
Provider Name
Change

Subscription from SOA M-ACTION: InpSubscriptions
Version Activate subscriptionVersionActivate

Subscription from SOA M-ACTION InpSubscriptions
Version Cancel subscriptionVersionCancel

Subscription to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Version Change attributeValueChangeNotification or
Notification subscription VersionStatusAttribute Value




Errors

Change
Subscription from SOA (old service M-ACTION: subscriptionVersion
Version Conflict provider) subscriptionVersionOldSP-Create
setting subscriptionOldSP-Authoriztion =
FALSE
Note: This is an enhancement based on the
current IIS, superseding RFP narrative
5.1.2.2 for manual-only conflict on/off
Subscription to LOCAL SMS M-ACTION: InpSubscriptions
Version Create subscriptionVersionLocalSMS-Create
for multiple creates (i.e., range bscrintionVersi
operations) where the data in the subscriptionVersion
subscription versions is the same
M-CREATE:
for an individual subscriptionVersion
Subscription from SOA M-ACTION: InpSubscriptions
Version Create subscription VersionOldSP-Create or
subscriptionVersionNewSP-Create
Subscription to LOCAL SMS M-DELETE: subscriptionVersion
Version Delete scoped and filtered for intended
subscriptionVersion criteria
Subscription from SOA M-ACTION: InpSubscriptions
Version subscriptionVersionDisconnect
Disconnect
Subscription to LOCAL SMS M-ACTION: InpSubscriptions
Version subscriptionVersionLocalSMS-Create
Download
or
M-CREATE:
for an individual subscriptionVersion
Subscription from LOCAL SMS M-ACTION: InpSubscriptions
Version InpDownload
Download
Request or
M-GET:
scoped and filtered for intended
subscriptionVersionNPAC criteria
Subscription from SOA M-ACTION: subscriptionVersion Modify InpSubscriptions
Version Modify
or
M-SET:
on relevant subscriptionVersionNPAC
attributes for pending, active, and conflict
versions
Subscription to LOCAL SMS M-SET: InpSubscriptions
Version Modify scoped and filtered for intended
subscriptionVersion criteria setting relevant
attributes
Subscription from SOA M-GET: InpSubscriptions
Version Query scoped and filtered for intended
from LOCAL SMS subscriptionVersionNPAC criteria setting
relevant attributes
Subscription to LOCAL SMS M-GET: InpSubscriptions




Errors

Version Query scoped and filtered for intended
subscriptionVersion criteria
4.1.2  Managed Object Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS managed objects to the interface functionality described in the RFP.

Exhibit 8. Managed Object Interface Functionality Table

Managed Object Name

Interface Functionality Mapping

InpAudits Container object used to contain all subscription audit objects on the NPAC SMS and
the Local SMS. It is used in the SOA to NPAC SMS interface to support audit
functionality.

InpLocal SMS Container object used to contain all objects on a Local SMS. 1t is used in the NPAC
SMS to Local SMS interface to support NPAC SMS communication to the service
provider Local SMS system.

InpLogAudit- Object used to log information from a

DiscrepancyRptRecord subscriptionAudit-DiscrepancyRpt notification.

InpLogAuditResultsRecord

Object used to log information from a
subscriptionAuditResults notification.

InpLogCancellation Object used to log information from a

AcknowledgeRequest subscriptionVersionCancellationAcknowledgeRequest notification.
Record

InpLogDonorSP- Object used to log information from a

CustomerDisconnectDate
Record

subscriptionVersionDonorSP-CustomerDisconnectDate notification.

InpLogLocal SMS- Object used to log information from a

ActionResultsRecord subscriptionVersionLocalSMS-ActionResults notification.
InpLogNewNPA- Object used to log information from a

NXXRecord subscriptionVersionNewNPA-NXX notification.
InpLogNewSP- Object used to log information from a

CreateRequestRecord subscriptionVersionNewSP-CreateRequest notification.
InpLogO1dSP- Object used to log information from a
ConcurrenceRequestRecord subscriptionVersionOldSP-ConcurrenceRequest notification.
InpLogO1dSP- Object used to log information from a

FinalConcurrenceWindow-
Expiration

subscriptionVersionOldSP-Final Concurrence WindowExpiration notification

InpLogOperational-
InformationRecord

Object used to log information from a
InpNPAC-SMS-Operational-Information notification.

InpLogStatusAttributeValue
ChangeRecord

Object used to log information from a
subscriptionVersionStatusAttribute ValueChange notification.

InpNetwork

Container object used to contain all service provider network data on the NPAC SMS
and the Local SMS 1t is used in the NPAC SMS to Local SMS interface to support
downloading of network data to the Local SMS and the functionality that allows
service providers to create/delete their network data on the NPAC SMS.

InpNPAC-SMS

Container object used to contain all objects on a NPAC SMS. It is used in the NPAC
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Managed Object Name

Interface Functionality Mapping

SMS to Local SMS interface to support NPAC SMS communication from the service
provider Local SMS and the SOA systems.

InpServiceProvs

Container object used to contain all service provider data on the NPAC SMS. 1t is
used in the NPAC SMS to Local SMS interface to support retrieving of service
provider data from the Local SMS and the functionality that allows service providers
to update their service provider data on the NPAC SMS. Service providers can only
retrieve their own service provider data.

InpSubscriptions

Container object used to contain all subscription versions on the NPAC SMS and the
Local SMS. It is used in the NPAC SMS to Local SMS interface to support query of
subscription data on the NPAC SMS and downloading of subscription data to the
Local SMS.

IsmsFilterNPA-NXX

Object used to represent the NPA-NXX values for which a service provider does not
want to be informed of subscription version broadcasts.

serviceProv

Object used to represent a service provider and its associated data on the NPAC SMS.
These objects are used in the NPAC SMS to Local SMS interface to support
retrieving of service provider data from the Local SMS and the functionality that
allows service providers to update their service provider data on the NPAC SMS
except serviceProvld and serviceProvType. Service providers can only retrieve their
own service provider data.

serviceProvLRN

Object used to represent an LRN associated with a service provider on the NPAC
SMS or the Local SMS. These objects are used to support downloading of network
LRN data to the Local SMS and the functionality that allows service providers to
create/delete their own network LRN data. The service provider will have to add a
new object and delete the old one to modify the data.

serviceProvNetwork

Container object used to contain network data for a service provider on the NPAC
SMS and the Local SMS. It is used in the NPAC SMS to Local SMS interface to
support downloading of network data to the Local SMS and the functionality that
allows service providers to update their network data on the NPAC SMS.

serviceProvNPA-NXX

Object used to represent an NPA-NXX associated with a service provider on the
NPAC SMS or the Local SMS. These objects are used to support downloading of
network NPA-NXX data to the Local SMS and the functionality that allows service
providers to create/delete their own network NPA-NXX data. NPA splits are
supported only through direct contact with NPAC personnel.

subscriptionAudit Object used to represent a subscription audit request on the NPAC SMS. These
objects are used to support subscription audit requests from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface. The object supports notifications for
audit discrepancies found and audit completion results.

subscriptionVersion Object used to represent a subscription version on the Local SMS. These objects are

used to support subscription version download from the NPAC SMS to the Local
SMS using the NPAC SMS to Local SMS interface

subscriptionVersionNPAC

Object used to represent a subscription version on the NPAC SMS. These objects are
used to support subscription administration from the SOA using the SOA to NPAC
SMS interface. Capability is provided for version creation, activation, modification,
cancellation, and disconnect.

4.1.3  Attribute Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS attributes to the interface functionality described in the RFP.
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Exhibit 9. Attribute Interface Functionality Table

Attribute Name Interface Requirements Mapping

accessControl This attribute is used to define access control information for
security. It is used in the NPAC SMS to Local SMS and SOA to
NPAC SMS interfaces.

actionResultsStatus This attribute is used to store the status of an action that sends

back an asynchronous notification with the results.

additionalDownTimeInformation

This attribute is used to provide additional information about a
planned NPAC SMS outage. It is used to support the
notification of operational outages to the service provider SOA
and Local SMS systems using the SOA to NPAC SMS interface
and the NPAC SMS to Local SMS interface.

auditDiscrepancyFailureReason

This attribute is used to specify the failure reason for a
discrepancy in the InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancy LSMS-SP-1d

This attribute is used to specify the service provider Id of the
Local SMS on which a discrepancy was found in the
InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancyTn

This attribute is used to specify the TN for which a discrepancy
was found in the InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancy Versionld

This attribute is used to specify the version Id for which a
discrepancy was found in the InpLogAudit-
DiscrepancyRptRecord.

auditResultCompletionTime

This attribute is used to specify the completion time of an audit
in the InpLogAuditResultsRecord.

auditResultFailed-SP-List

This attribute is used to specify the list of failed service provider
Local SMSs for a failed audit. It is used to support the audit
functionality from the service provider SOA using the SOA to
NPAC SMS interface.

auditResultNumberDiscrepancies

This attribute is used to specify the number of discrepancies
found in an audit in the InpLogAuditResultsRecord.

auditResultStatus This attribute is used to specify the final status of an audit in the
InpLogAuditResultsRecord.
downTime This attribute is used to specify the down time in the

InpLogOperational-InformationRecord.

failedTN-List

This attribute is used to indicate the TN(s) and errors for a failed
action in the return asynchronous notification.

InpAuditsName

This attribute is used to specify the name of the audit container.
It is used to support audit functionality in the NPAC SMS using
the SOA to NPAC SMS interface.

InpLocal-SMS-Name

This attribute is used to specify the name of the Local SMS data
container. It is used to support the NPAC SMS to Local SMS
interface.

InpNetworkName

This attribute is used to specify the name of the network data
container. It is used to support download functionality to the
Local SMS in the NPAC SMS to Local SMS interface.

InpNPAC-SMS-Name

This attribute is used to specify the name of the NPAC SMS
data container. It is used to support the NPAC SMS to Local
SMS interface.
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Interface Requirements Mapping

InpServiceProvsName

This attribute is used to specify the name of the service provider
data container. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

InpSpecificlnfo

This attribute is used to pass specific error information in the
case of a cmip processing failure error.

InpSubscriptionsName

This attribute is used to specify the name of the subscription
container. It is used to support subscription download
functionality to the service provider Local SMS systems and
subscription administration functionality for the SOA systems
using the SOA to NPAC SMS and Local SMS to NPAC SMS
interfaces.

IsmsFilterNPA-NXX-1d

This attribute is used to specify the LSMS Filter NPA-NXX
unique identifier. It supports the broadcast of subscription
versions.

IsmsFilterNPA-NXX-Value

This attribute is used to specify the service provider NPA-NXX
value. It supports the broadcast of subscription versions.

npacContactNumber

This attribute is used to indicate the NPAC contact number to be
called concerning an NPAC SMS outage. It is used to support
the notification of operational outages to the service provider
SOA and Local SMS systems using the SOA to NPAC SMS
interface and the NPAC SMS to Local SMS interface.

npacCustomerAllowableFunctions

This attribute is used to specify what functions a service
provider can perform on the SOA to NPAC SMS and NPAC
SMS to Local SMS interfaces.

resultsCompletionTime

This attribute is used to store the completion time of the action
in the action results notification.

serviceProvAddress

This attribute is used to specify the service provider address
data. It is used to support service provider data query and the
Lockheed Martin functionality for service provider data update
in the NPAC SMS using the Local SMS to NPAC SMS or SOA
to NPAC SMS interface.

serviceProvBillingAddress

This attribute is used to specify the service provider billing
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

serviceProvConflictAddress

This attribute is used to specify the service provider conflict
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

serviceProvDownloadReason

This attribute is used to specify the reason for download in the
serviceProvLRN and serviceProvNPA-NXX objects. It is used
in the NPAC SMS to Local SMS Interface.

serviceProvID

This attribute is used to specify the service provider Id to
uniquely identify a service provider object. It is used to support
service provider data query and the Lockheed Martin
functionality for service provider data update in the NPAC SMS
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Attribute Name

Interface Requirements Mapping

using the Local SMS to NPAC SMS or SOA to NPAC SMS
interface.

serviceProvLRN-ID

This attribute is used to specify the service provider LRN
unique identifier. It is used to support downloading of network
LRN data to the Local SMS and the functionality that allows
service providers to update their own network LRN data.

serviceProvLRN-CreationTimeStamp

This attribute is used to specify the last date and time the
serviceProvLRN object was created on the NPAC SMS. It is
used in the NPAC SMS to Local SMS Interface.

serviceProvLRN-Value

This attribute is used to specify the value for a service provider
LRN associated with an NPA-NXX.

serviceProvLSMS-Address

This attribute is used to specify the service provider Local SMS
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvName

This attribute is used to specify the service provider English
name. It is used to support service provider data query and the
Lockheed Martin functionality for service provider data update
in the NPAC SMS using the Local SMS to NPAC SMS or SOA
to NPAC SMS interface.

serviceProvNetAddress

This attribute is used to specify the service provider Network
operations contact address data. It is used to support service
provider data query and the Lockheed Martin functionality for
service provider data update in the NPAC SMS using the Local
SMS to NPAC SMS or SOA to NPAC SMS interface.

serviceProvNPA-NXX-EffectiveTimeStamp

This attribute is used to specify the effective date on which the
service provider NPA-NXX is available for LNP. It is used in
the NPAC SMS to Local SMS interface.

serviceProvNPA-NXX-ID

This attribute is used to specify the service provider NPA-NXX
unique identifier. It is used to support downloading of network
NPA-NXX data to the Local SMS and the functionality that
allows service providers to update their own network NPA-
NXX data.

serviceProvNPA-NXX-CreationTimeStamp

This attribute is used to specify the date and time the
serviceProvNPA-NXX object was created. It is used in the
NPAC SMS to Local SMS Interface.

serviceProvNPA-NXX-Value

This attribute is used to specify the service provider NPA-NXX
value. It is used to support downloading of network NPA-NXX
data to the Local SMS.

serviceProvOperationsAddress

This attribute is used to specify the service provider operations
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvRepairCenterInfo

This attribute is used to specify the repair center information for
a service provider.

serviceProvSOA-Address

This attribute is used to specify the service provider SOA
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
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provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvSysLinkInfo

This attribute is used to specify the service provider network
address connectivity data. It is used to support service provider
data query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS interface and the SOA to NPAC SMS interface.

serviceProvUserAdminAddress

This attribute is used to specify the service provider user
administration contact address data. It is used to support service
provider data query and the Lockheed Martin functionality for
service provider data update in the NPAC SMS using the Local
SMS to NPAC SMS or SOA to NPAC SMS interface.

serviceProvWebAddress

This attribute is used to specify the service provider web contact
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

subscriptionActivationTimeStamp

This attribute is used to specify the subscription version
activation time stamp. It is used to support service provider
data administration in NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to NPAC
SMS interface.

subscriptionAuditAttributeList

This attribute is used to specify a list of attributes in a
subscription version that are to be audited. It is used to support
audit functionality from the SOA to the NPAC SMS using the
SOA to NPAC SMS interface.

subscriptionAuditld

This attribute is used to uniquely identify an audit request. It is
used to support audit functionality from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface.

subscriptionAuditName

This attribute is used to give an English name to an audit
request. It is used to support audit functionality from the SOA
to the NPAC SMS using the SOA to NPAC SMS.

subscriptionAuditNonPortedTNs

This attribute is used to specify if non-ported TNs should be
audited in an audit request. It is used to support audit
functionality from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

subscriptionAuditNumberOfTN's

This attribute is used to specify the number of TNs being
audited in an audit request. It is used to support audit
functionality from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

subscriptionAuditNumberOfTNsComplete

This attribute is used to specify the number of TNs that have
been successfully audited in a complete or in progress audit
request. It is used to support audit functionality from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

subscriptionAuditRequestingSP

This attribute is used to specify the service provider Id that
requested the audit.

subscriptionAuditServiceProvIldRange

This attribute is used to identify a specific service provider or if
all service providers should be audited in an audit request. It is
used to support audit functionality from the SOA to the NPAC
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SMS using the SOA to NPAC SMS interface.

subscriptionAuditStatus

This attribute is used to specify the status of an audit request. It
is used to support audit functionality from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface.

subscriptionAuditTN-ActivationRange

This attribute is used to specify the activation date and time
range for TNs to be audited in an audit request. It is used to
support audit functionality from the SOA to the NPAC SMS
using the SOA to NPAC SMS interface.

subscriptionAuditTN-AtSuspend

This attribute is used to specify the last TN that was audited
when an audit request was suspended in the network. It is used
to support audit functionality from the SOA to the NPAC SMS
using the SOA to NPAC SMS interface.

subscriptionAuditTN-NotificationNumber

This attribute is used to specify the number of TNs that have
completed audit before the number of
subscriptionAuditNumberOfTNsComplete gets incremented in
an audit request. It is used to support audit functionality from
the SOA to the NPAC SMS using the SOA to NPAC SMS
interface.

subscriptionAuditTN-Range

This attribute is used specify the range of TNs to be audited in
an audit request. It is used to support audit functionality from
the SOA to the NPAC SMS using the SOA to NPAC SMS
interface.

subscriptionBillingld

This attribute is used to specify the subscription version service
provider billing Id. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionBroadcastTimeStamp

This attribute is used to specify the subscription version’s
broadcast from the NPAC SMS to the Local SMS systems time
stamp. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionCancellationTimeStamp

This attribute is used to specify the subscription version
cancellation time stamp. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to NPAC
SMS interface.

subscriptionCLASS-DPC

This attribute is used to specify the subscription version CLASS
DPC Type. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionCLASS-SSN

This attribute is used to specify the subscription version CLASS
SSN. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.
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subscriptionCNAM-DPC

This attribute is used to specify the CNAM DPC in the
subscriptionVersion object. It is used in the both the NPAC
SMS to Local SMS Interface and the SOA to NPAC SMS
Interface.

subscriptionCNAM-SSN

This attribute is used to specify the CNAM SSN in the
subscriptionVersion object. It is used in the both the NPAC
SMS to Local SMS Interface and the SOA to NPAC SMS
Interface.

subscriptionConflictTimeStamp

This attribute is used to specify the subscription conflict time
stamp. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionCreationTimeStamp

This attribute is used to specify the subscription version creation
time stamp. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionCustomerDisconnectDate

This attribute is used to specify the timestamp of when the
customer was disconnected.

subscriptionDisconnectCompleteTimestamp

This attribute is used to specify the timestamp of when the
subscription version was disconnect. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to the NPAC SMS interface.

subscriptionDownloadReason

This attribute is used to specify the reason for download in the
subscriptionVersion objects. It is used in the NPAC SMS to
Local SMS Interface.

subscriptionEffectiveReleaseDate

This attribute is used to specify the subscription version
disconnect date. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionEndUserLocationType

This attribute is used to specify the subscription version end
user location type. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionEndUserLocationValue

This attribute is used to specify the subscription version end
user location value. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionFailed -SP-List

This attribute is used to store the failed service providers after a
subscription version broadcast results in a failed or partially-
failed subscription version status.
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subscriptionISVM-DPC

This attribute is used to specify the ISVM DPC in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionlSVM-SSN

This attribute is used to specify the ISVM SSN in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionLIDB-DPC

This attribute is used to specify the subscription version LIDB
DPC. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionLIDB-SSN

This attribute is used to specify the LIDB SSN in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionLNPType

This attribute is used to specify the subscription version LNP
Type. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionLRN

This attribute is used to specify the LRN data for the
subscription version. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionModifiedTimeStamp

This attribute is used to specify the timestamp of any
modifications to the subscription version. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewCurrentSP

This attribute is used to specify the current or new service
provider for the subscription version. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewSP-CreationTimeStamp

This attribute is used to specify the subscription version new
service provider creation time stamp. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewSP-CancellationTimeStamp

This attribute is used to specify the time stamp of the
subscription version cancellation pending acknowledgment by
the new service provider. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to the
NPAC SMS interface.

subscriptionNewSP-
ConflictResolutionTimeStamp

This attribute is used to specify the time stamp of when the
subscription version was removed from conflict by the new
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service provider. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to the NPAC SMS
interface.

subscriptionNewSP-DueDate

This attribute is used to specify the new service provider
activation date and time for the subscription version. It is used
to support service provider data administration in the NPAC
SMS using the SOA to NPAC SMS interface and subscription
version download from the NPAC SMS to the Local SMS using
the Local SMS to NPAC SMS interface.

subscriptionOldSP

This attribute is used to specify the old SP for the subscription
version. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionOldSP-Authorization

This attribute is used to specify the subscription version old
service provider authorization indication. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldSP-AuthorizationTimeStamp

This attribute is used to specify the subscription version old
service provider authorization time stamp. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldSP-CancellationTimeStamp

This attribute is used to specify the time stamp of the
subscription version cancellation pending acknowledgment by
the old service provider. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to the
NPAC SMS interface.

subscriptionOldSP-
ConflictResolutionTimeStamp

This attribute is used to specify the time stamp of when the
subscription version was removed from conflict by the old
service provider. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to the NPAC SMS
interface.

subscriptionOldSP-DueDate

This attribute is used to specify the subscription version cutover
time stamp to the new service provider. It is used to support
service provider data administration in NPAC SMS using the
SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldTimeStamp

This attribute is used to specify the subscription version time
stamp when the version became old. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
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download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionPortingToOriginal-SPSwitch

This attribute is used to specify that subscription version is
being ported back to the original service provider. It is used to
support service provider data administration in the NPAC SMS
using the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to the NPAC SMS interface.

subscriptionPreCancellationStatus

This attribute is used to specify the previous status of a cancel-
pending subscription version. Valid values are pending,
conflict, sending, active, failed, failed partial, and disconnect-
pending.

subscriptionStatusChangeCauseCode

This attribute is used to specify the reason a subscription
version went into conflict.

subscriptionTN

This attribute is used to specify the subscription version TN for
a subscription version. It is used to support service provider
data administration using the SOA to NPAC SMS interface and
the NPAC SMS to Local SMS interface.

subscriptionVersionAttribute ValueChangelnfo

This attribute is used to specify the attribute value change
information in the InpLogVersionAttributeValueChangeRecord.

subscriptionVersionld

This attribute is used to specify the unique version id for the
subscription version in the NPAC SMS. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionVersionStatus

This attribute is used to specify the subscription version status.
It is used to support service provider data administration in the
NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

4.1.4  Action Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS actions to the interface functionality described in the RFP.

Exhibit 10. The Action Interface Functionality Table

Action Name Interface Requirements Mapping

LnpDownload This action is used to support the downloading of subscription and

network data to the Local SMS from the NPAC via the NPAC SMS to
Local SMS interface.

LnpRecoveryComplete This action is used to specify the system has recovered from down time

and the transactions performed since the association establishment can
now be sent to the Local SMS from the NPAC SMS using the Local SMS
to NPAC SMS interface.
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SubscriptionVersionActivate

This action is used to support subscription version activation by the new
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionCancel

This action is used to support subscription version cancellation by a
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionDisconnect

This action is used to support subscription version disconnection by the
current service provider from the SOA to the NPAC SMS using the SOA
to NPAC SMS interface.

SubscriptionVersionLocalSMS-Create

This action can be used by the NPAC SMS to create multiple subscription
versions via the Local SMS to NPAC SMS interface.

SubscriptionVersionModify

This action is used to support subscription version modification by a
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionNewSP-
CancellationAcknowledge

This action is used to support the acknowledgment of subscription
versions with a status of cancel-pending by the old service from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

SubscriptionVersionNewSP-Create

This action is used to support subscription version creation by the new
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionOldSP-
CancellationAcknowledge

This action is used to support the acknowledgment of subscription
versions with a status of cancel-pending by the old service from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

SubscriptionVersionOldSP-Create

This action is used to support subscription version creation by the old
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersion
RemoveFromConflict

This action is used on the NPAC SMS via the SOA to NPAC SMS
interface to set the subscription version status from conflict to pending.

4.1.5  Notification Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS notifications to the interface functionality described in the RFP.

Exhibit 11. The Notification Interface Functionality Table

Notification Name

Interface Requirements Mapping

InpNPAC-SMS-Operational-Information

This notification is used to support the reporting of NPAC
SMS scheduled down time. This notification can be issued
from the InpNPAC-SMS object on the NPAC SMS to a
SOA via the SOA to NPAC SMS interface or from the
NPAC SMS to the Local SMS via the NPAC SMS to Local
SMS interface.

subscriptionAudit-DiscrepancyRpt

This notification is used to support the reporting of audit
discrepancies found during audit processing. This
notification can be issued from an audit object on the
NPAC SMS to a SOA via the SOA to NPAC SMS
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Notification Name

Interface Requirements Mapping

interface.

subscriptionAudit-Results

This notification is used to support the reporting of audit
processing results. This notification can be issued from an
audit object on the NPAC SMS to a SOA via the SOA to
NPAC SMS interface.

subscriptionVersionCancellationAcknowledgeRequest

This notification is issued to new and old service providers
to request that a cancellation acknowledgment be sent for a
subscriber version in a cancel-pending state. This
notification is issued via the SOA to NPAC SMS interface
from the NPAC subscription version object if the service
provider fails to acknowledge the cancellation after a
tunable amount of time specified in the NPAC SMS
service data table.

subscriptionVersionDonorSP-
CustomerDisconnectDate

This notification informs the donor service provider SOA
that a subscription version is being disconnected. This
notification is issued from a subscription version object on
the NPAC SMS to a SOA via the SOA to NPAC SMS
interface.

subscriptionVersionLocalSMS-ActionResults

This notification contains the results of a
subscriptionVersionLocalSMS-Create action once all the
create requests have been attempted. It is issued from the
Local SMS to the NPAC SMS via the NPAC SMS to Local
SMS interface.

subscriptionVersionNew-NPA-NXX

This notification informs the Local SMS of a pending
subscription version involving a new NPA-NXX.

SubscriptionVersionNewSP-CreateRequest

This notification is issued to the new service provider to
request that a create request be sent for the subscriber
version created by the old service provider to provide
authorization and/or porting information. This notification
is issued via the SOA to NPAC SMS interface from the
NPAC subscription version object if the new service
provider failed to authorize porting of a number after a
tunable amount of time specified in the NPAC SMS
service data table.

SubscriptionVersionOldSP-ConcurrenceRequest

This notification is issued to the old service provider to
request that a create request be sent for the subscriber
version created by the new service provider to provide
concurrence for porting. This notification is issued via the
SOA to NPAC SMS interface from the NPAC subscription
version object if the old service provider failed to authorize
porting of a number after a tunable amount of time
specified in the NPAC SMS service data table.

subscriptionVersionStatusAttribute ValueChange

This notification is issued when the subscription version
status is modified. This notification is issued from both
the NPAC SMS to Local SMS interface and the SOA to
NPAC SMS interface from the subscriptionVersionNPAC
object.

4.2
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Scoping and Filtering Support

The following section defines the scoping and filtering support for both the SOA to NPAC SMS
interface and LSMS to NPAC SMS interface.

4.2.1  Scoping

4.2.2  Filtering

The LSMS to NPAC SMS interface does not support scoping of CMIP operations of any
type by the LSMS for the following objects:

71 root

72 InpLocal-SMS

73 InpNetwork

74 any object with an “empty” filter

NPAC SMS is not required to support Scope other than baseObject Scope for CMIP
operations that specify baseManangedObjectClass of one of the following:

75 InpNPAC-SMS
76 InpServiceProvs

Scoped operations for subscriptionVersions to the LSMS must be supported on the
baseObject (level 0) or from the InpSubscriptions object with a non-empty filter.

The limit in scoping and functionality prevents both the NPAC and the LSMS systems
from having to implement functionality or respond to large requests that are not necessary
to support LNP over the mechanized interfaces.

Filtering on the NPAC SMS is supported as defined in the GDMO. The NPAC SMS
requires the Local SMS to support at a minimum the filter criterias specified below.

Limitations:
?7 OR and NOT filter support is not required for the Local SMS.
78 NOT filter support is not required for the NPAC SMS.

79 Filtering requests with a scope will not be issued to the Local SMS by the NPAC
SMS for any object other than the subscriptionVersion object.

710 All authorization rules apply to scoped and filtered operations. For example, a query
for data that a service provider is not authorized to view will be failed with a
reason of access denied.

711 CMISSync is not supported for any scoped/filtered CMIP operation.

The following table shows the CMISE primitive filtering support required of the Local
SMS by the NPAC SMS for the subscriptionVersion object.

Exhibit 12 - CMISE Primitive Filtering Support

CMISE Primitives

Filter Supported | Notes

M-ACTION

N No actions are defined for the subscriptionVersion object.

M-GET

Y TN Range with greatOrEqual, lessOrEqual, equality must be supported
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CMISE Primitives | Filter Supported | Notes
for auditing.

M-SET Y TN Range with greatOrEqual, lessOrEqual, equality must be supported
for Mass Update or TN range modify requests.

M-DELETE Y TN Range with greatOrEqual, lessOrEqual, equality will be supported
for range disconnect or port to original requests.

4.2.3  Action Scoping and Filtering Support

For messages sent to any object, the scope and filter will be checked to insure it is
appropriate for that object class.

1.

All M-Actions that relate to subscriptions are targeted to
Inpsubscriptions.

The ONLY filters allowed by the GDMO for
InpSubscriptions are "equality" and "present" for the
single attribute InpSubscriptionsName.

If any one of the above M-Actions is sent to a
subscriptionVerisonNPAC object you will get a "no
such action" error response from that object.

If you send a scoped/filters M-Action that whose scope
includes objects of class subscriptionVersionNPAC, you
will receive an error "no such action" from each object
specified by the filter. This could mean 1 for EVERY
subscriptionVersion in the NPAC.

4.3  InpLocal-SMS-Name and InpNPAC-SMS-Name Values

The following table (Exhibit 13) shows the values to be used for all currently identified NPAC
regions for InpNPAC-SMS-Name in the InpNPAC-SMS object. The InpLocal-SMS-Name for the
InpLocal-SMS object will be the service provider ID followed by a dash and the InpNPA-SMS
Name (e.g., 9999-Midwest Regional NPAC SMS).

Exhibit 13 - Defined InpLocal-SMS-Name and InpNPAC-SMS-Name Values

NPAC SMS Region InpNPAC-SMS-Name NPAC Customer IDs
Mid-Atlantic Mid-Atlantic Regional NPAC SMS 0001
Midwest Midwest Regional NPAC SMS 0000
Northeast Northeast Regional NPAC SMS 0002
Southeast Southeast Regional NPAC SMS 0003
Southwest Southwest Regional NPAC SMS 0004
Western West Regional NPAC SMS 0005
West Coast West Coast Regional NPAC SMS 0006

4.4  OID Usage Information

4.4.1  OIDs Used for Bind Requests
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CMIPUserInfo 2:1:1  (per standards and pp.49 1IS1.5)
CMIPAbortInfo 2:1:1  (per standards and pp.51 I1IS1.5)
LnpAccessControl {Ilnp-attribute 1} = 1:3:6:1:4:1:103:7:0:0:2:1

UserlInfo (NpacAssociationInfo)

1:3:6:1:4:1:103:7:0:0:2:105

Application context

2:9:0:0:2 (per standards)

44.2 Other OIDs of Interest

AccessControl OID as part of a SMI notification 1:3:6:1:4:1:103:7:0:0:8:1

AccessControl as part of LNP notifications

{Inp-attribute 1} = 1:3:6:1:4:1:103:7:0:0:2:1

4.5 Naming Attributes

Non-zero values are not supported in the auto-instance naming attributes for Local Number
Portability objects defined in the IIS.

4.6  Subscription Version M_DELETE Messages

M_DELETE commands are not sent for subscription versions set to old as a result of subsequent
porting activity. M_ DELETES for subscription versions are only sent as a result of disconnect or
port to original processing. Local SMS systems are responsible for deletion of the subscription
versions in their Local SMS database due to the fact that some LSMS implementations may
choose to retain old subscription versions in their database.




5 Secure Association Establishment

5.1

5.2

5.2.1

Overview

Security

This chapter describes the security, the association management and recovery procedures for the
service provider SOAs and Local SMSs to follow, and how error information will be passed
between interfaces.

The first section describes the security and authentication procedures used in the NPAC SMS
interface. The second section describes the NPAC SMS's behavior and error handling and suggests
how a service provider SOA or Local SMS should proceed when establishing an association.

This section describes the security processes and procedures necessary for service provider SOA
systems and Local SMSs to establish a secure association and maintain secure communication
with the NPAC SMS. Security threats to the NPAC SMS include:

7Spoofing - An intruder may masquerade as either the SOA, Local SMS, or NPAC SMS to falsely
report information.

8Message Tampering - An intruder may modify, delete, or create messages passed.

9Denial or Disruption of Service - An intruder may cause denial or disruption of service by
generating or modifying messages.

10Diversion of Resources - An intruder may generate or modify messages that cause resources to
be diverted to unnecessary tasks.

11Slamming - An intruder may generate or modify messages that cause customer’s service to be
moved between service providers.

Security threats are prevented in the NPAC SMS by use of the following methods:
12Strong two way authentication at association.
13Insuring data integrity by detection of replay, deletion, or modification to a message.

14Insuring non-repudiation of data by guaranteeing integrity and supporting data origination
authentication for each incoming message.

15Implementation of access control and application level security that allows only authorized
parties to cause changes to the NPAC SMS database.

Authentication and Access Control Information

The following access control information definition will be used in the AccessControl
field of the association and CMIP PDUs to insure a secure communication for both the
SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface:
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Exhibit 14 Access Control

LnpAccessControl ::= SEQUENCE ({
systemId [0] SystemID,
systemType [1] SystemType,
userIld [2] GraphicString60 OPTIONAL,
listId [3] INTEGER,
keyId [4] INTEGER,
cmipDepartureTime [5] GeneralizedTime,
sequenceNumber [6] INTEGER (0...4294967295),
function [7] AssociationFunction,
recoveryMode [8] BOOLEAN
signature [9]1 BIT STRING

}

ServiceProvId ::= GraphicString4

SystemID ::= CHOICE {

serviceProvID [0] ServiceProvId,
npac-sms [1l] GraphicString60

}
SystemType ::= ENUMERATED {
soa(0),
local-sms(1),
soa-and-local-sms(2),
npac-sms(3) --value is only valid for AccessControl
definition
}
AssociationFunction ::= SEQUENCE {
soaUnits [0] SoaUnits,
lsmsUnits [1] LSMSUnits
}
SoaUnits ::= SEQUENCE {
soaMgmt [0] NULL OPTIONAL,
networkDataMgmt [1] NULL OPTIONAL
}
LSMSUnits ::= SEQUENCE {

dataDownload [0] NULL OPTIONAL,
networkDataMgmt [1] NULL OPTIONAL,
query [2] NULL OPTIONAL
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5.2.1.1

5212

5.2.1.3

52.14

5.2.1.5

5.2.1.6

5.2.1.7

System Id

System Type

User Id

List Id

Key Id

CMIP Departure Time

Sequence Number

The system Id is the unique Id for the system using an interoperable interface
and must be specified in the systemld field. For a service provider using the
SOA and/or Local SMS interfaces, this is the Service Provider ID. For the NPAC
SMS, it is the unique identifier for the regional SMS.

The system type that indicates the type of system using the interoperable
interface must be specified in the systemType field. The valid types are SOA
and/or Local SMS and NPAC SMS.

The user Id of the user of the interface can optionally be specified in the userld
field for the SOA interface. This is the 60 character graphics string user
identifier for a user on a SOA system. It is not validated on the NPAC SMS,
however, it is used for logging purposes.

The list Id must be specified as an integer in the listld field to identify a key list.
This key list is one of the key lists exchanged outside of the interface process
that is known to both the NPAC SMS and the Local SMS or SOA system it is
communicating with.

The key Id of a key in the key list must be specified as an integer in the keyld
field. This uniquely identifies the key in the key list used to create the digital
signature. The size of the modulus for the key is variable between 600 and 2048
bits.

Keys will be treated independently at the presentation layer for an association.
By using presentation layer support of a key, SOAs and LSMS systems could
have unique keys. In addition, if an LSMS is made up of two processes, one
supporting network subscription data and the other supporting query; they could
have unique keys.

If the service provider determines their key is compromised they should change
their own private key and list. If the NPAC determines that their key is
compromised then they should change their own private key and list. The NPAC
should not invalidate a service providers key and vice versa.

The CMIP departure time must be specified in GeneralizedTime in the
cmipDepartureTime field as the time the PDU departed the sending system. The
universal time format (YYYYMMDDHHMMSS.0Z) is used. In order to insure
data integrity and no-repudiation the NPAC SMS system must be synchronized
to within five minutes of the Local SMS and SOA systems that it communicates.

The sequence number is a 32 bit integer that must be specified in the
sequenceNumber field. It should be specified as zero at association time and
incremented by one for every message sent over the association. Once the
sequence number reaches 4294967295 the counter will be reset to one for the
association. Please note that each sender independently keeps its own counter for
the sequence number of messages sent and received. For example, after
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5.2.1.8

52.19

Association Functions

association is established, a Local SMS could send three messages to the NPAC
SMS with sequence numbers 1, 2, and 3 respectively. The NPAC SMS when
sending it's first message to the Local SMS would use sequence number 1 not
sequence number 4.

The Association Function(s) must be specified on the initial association request
(AARQ PDU). The following table lists the possible Association Functions that
can be specified for each of the Association Request Initiators:

Exhibit 15 Association Functions

Association Function

Ssosiation Request Initiator SOA Local SMS

Version)

Classes:

SOA Management (Audit and Subscription X

InpSubscriptions
subscriptionAudit
subscriptionVersion

subscriptionVersionNPAC

Classes:
InpNetwork
InpNPAC-SMS

serviceProv

Service Provider and Network Data Management X X

InpServiceProvs
IsmsFilterNPA-NXX

serviceProvLRN
serviceProvNetwork
serviceProv-NPA-NXX

Classes:

InpNetwork

Network and Subscription Data Download X

InpSubscriptions

Query
Classes:
All

Recovery Mode

The association functions specified upon association are stored. Then all
subsequent operations performed by that associations are then validated against
that data to verify that they are 'legal'. All outbound messages from the NPAC
are also validated against the association functions and if a service provider does
not have the correct masking set, they will not receive the transmission. Note
that the multiple Association Functions can be specified for an association. For
example, a Local SMS can establish an association for both the process audit
and network and subscription data download association functions.

The recovery mode flag is set to TRUE when a Local SMS is establishing a
connection after a downtime. This flag indicates to the NPAC SMS to hold all
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5.2.1.10 Signature

current transactions until the Local SMS sends the Recovery Complete action.
Once an association is established in recovery mode, the Local SMS should
request subscription and network downloads. After these steps are complete, the
Local SMS should submit the Recovery Complete action. The NPAC SMS will
respond with all updates since association establishment and then normal
processing will resume. See Chapter , Section , 6.7.1 Sequencing of Events on
Initialization/Resynchronization of Local SMS.

The recovery mode flag applies only to the Network and Subscription Data
Download Association Function.

The signature field contains the MD5 hashed and encrypted systemld, the
system type, the userld, the cmipDepartureTime, and sequenceNumber without
separators between those fields or other additional characters. Before hashing
and encryptions, character fields are ASCII format and integer fields are 32 bit
big endian. Encryption is done using RSA encryption using the key from the
key list specified. Validation of this field insures data integrity and non-
repudiation of data. The following is additional information about how the
information should be represented for digital signature encoding:

systemID ASCII

systemType Integer e.g. local-sms =1

userld ASCII

cmipDepartureTime ASCII "YYYYMMDDHHMMSS.OZ" format
sequenceNumber ASCII

522 Association Establishment

Strong two way authentication at association is done for both the SOA to NPAC SMS
interface and the NPAC SMS to Local SMS interface. This secure association
establishment is done at the application level using the access control field described
above. The access control information used during association set-up is sent in the
association control messages. Association establishment can be done by the SOA to
NPAC SMS or Local SMS to NPAC SMS. The NPAC SMS cannot initiate an association.
The initiator of the association specifies its information in the AARQ PDU message and
the responder in the AARE PDU.

When the SOA or LSMS initiate an association with the NPAC the NSAP and PSAP
values will be edited to insure that they are valid for the service provider initiating the
association. The following is an example of the information exchanged in the AARQ and
AARE PDUs and the processing involved. Assume for the example:

16A Local SMS is making an association with the NPAC SMS.
17The Local SMS systemld is “9999.”

18The NPAC SMS systemld is “NPAC SMS User Id.”

19The listld for the key list is 1.

20The keyld is 32.

21The key in listld 1 with a keyld of 32 is “ABC123.”
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22The sequence number is 0 (as required).

The Local SMS initiates the association request by creating and sending an AARQ PDU
to the NPAC SMS. This AARQ PDU contains the following access control information
in the syntax described above:

23The systemld of “9999.”

24The listld of 1.

25The keyld of 32.

26The current Local SMS GMT time in the cmipDepartureTime.
27A sequence number of 0.

28The signature contains MD5 hashed and encrypted systemld, systemType, userld,
cmipDepartureTime, and the sequenceNumber using the encryption key “ABC123” as
found in key list 1 with key id 32.

29And all BOOLEAN items are set to FALSE in the functional groups field, except for
the LSMSUnit of Query item which is set to TRUE.

Once the AARQ PDU is sent, the sender (in this case the Local SMS), starts a tunable
timer (with a default value of 2 minutes). If the timer expires before the AARE PDU is
received then the Local SMS will terminate the association attempt.

When the NPAC SMS receives the association request it validates the data received. The
data is validated as follows:
30Insure the systemld is present and valid for the association.

31Insure the sequence number is 0.

32Insure the cmipDepartureTime is within 5 minutes of the current NPAC SMS GMT
time.

33Find the key specified and decrypt the signature insuring that the systemld,
systemType, userld, cmipDepartureTime, and sequenceNumber are the same as those
specified in the PDU.

34The functional groups requested are valid for the system type that requested the
association. In this example, the system type must be “local-sms(1)” or “soa-and-local-
sms(2).”

If validation of the AARQ PDU fails then an A-ABORT will be issued by the NPAC SMS
with an error of access denied. If the validation of the AARQ PDU is successful then an
AARE PDU would be sent back to the Local SMS. This AARE PDU contains the
following access control information in the syntax described above:

35The systemld of “NPAC SMS User Id.”

36The listld of 1.

37The keyld of 32.

38The current NPAC SMS GMT time in the cmipDepartureTime.

39A sequence number of 0.

40And the signature contains MDS5 hashed and encrypted systemld, systemType, userld,

cmipDepartureTime, and the sequenceNumber using the encryption key “ABC123” as
found in key list 1 with key id 32.
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The NPAC SMS may choose to optionally specify a new listld and keyld if for any
reason it wants to make a key change. When the Local SMS receives the association
response it validates the data received. The data is validated as follows:

41Insure the systemld is present and valid for the association. (Note: the userld field is
not required for Local SMS and NPAC SMS associations).

42Insure the sequence number is 0.

43Insure the cmipDepartureTime is within 5 minutes of the current Local SMS GMT
time.

44Find the key specified and decrypt the signature insuring that the systemld,
systemType, userld, cmipDepartureTime, and sequenceNumber are the same as those
specified in the PDU.

If validation of the AARE PDU fails then an A-ABORT will be issued by the Local SMS.
If validation is successful then an secure association has been established.

5.2.3  Data Origination Authentication

For M-GET, M-SET, M-CREATE, M-DELETE, and M-ACTION, the access control field
described above is used for data origination authentication. Please note that any of the
messages sent between manager and agent must be sent in confirmed mode. The
following is an example of the information exchanged in the CMIP PDUs and the
processing involved. Assume for the example:

45A Local SMS is making an association with the NPAC SMS.
46The Local SMS systemld is “9999.”

47The NPAC SMS systemld is “NPAC SMS User Id.”

48The listld for the key list is 1.

49The keyld is 32.

50The key in listld 1 with a keyld of 32 is “ABC123.”

51The sequence number is 1.

The Local SMS sends an M-GET to the NPAC SMS. The M-GET PDU contains the
following access control information in the syntax described above:

52The systemld of ©“9999.”

53The listld of 1.

54The keyld of 32.

55The current Local SMS GMT time in the cmipDepartureTime.

56A sequence number of 1.

57And the signature contains MD35 hashed and encrypted systemld, systemType, userld,
cmipDepartureTime, and the sequenceNumber using the encryption key “ABC123” as
found in key list 1 with key Id 32.

Once the M-GET is sent, the sender (in this case the Local SMS), starts a tunable timer
(with a default value of 2 minutes). If the timer expires before the M-GET CMISE
service response is received then the Local SMS will regenerate the sequenceNumber,
cmipDepartureTime and signature and resend the request. The Local SMS should resend
3 times and abort the association if no response is received. If a response is received after
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524

Audit Trail

the timeout period, it should be discarded. If an error message is received on a retry
request, it should be evaluated to see if the request was processed or the error was
received for other reasons. For example, an error of “duplicateObjectInstance” for an M-
CREATE request most likely indicates a successful create.

When the NPAC SMS receives the M-GET request it validates the data received. The
data is validated as follows:

58Insure the systemld is present and valid for the association. (Note: the userld field is
not required for Local SMS and NPAC SMS associations).

59Insure the sequence number is the next sequence number expected. (In this case 1).
60Insure the cmipDepartureTime is within 5 minutes of the current NPAC SMS time.

61Find the key specified and decrypt the signature, insuring that the systemld,
systemType, userld, cmipDepartureTime, and sequenceNumber are the same as those
specified in the PDU.

If validation of the M-GET PDU fails then an A-ABORT will be issued by the NPAC
SMS without any additional information to prevent tampering and unauthorized use of
network resources by intruders. If the validation of the M-GET PDU is successful then
the NPAC SMS would get the data requested and send an M-GET Response would be
sent back to the Local SMS.

Since CMIP notifications (M-EVENT-REPORT) do not have access control fields, all
notifications defined contain the access control information in the notification definition.
ObjectCreation, ObjectDeletion, and AttributeValueChange should use the “information”
attribute (i.e., sub-index 6.1.7.3, 7.1.6.3, and 8.1.6.3 in section 9.21.5,
subscriptionVersionNPACNotifications, Exhibit 83), which is an ANY DEFINED BY to
contain the access control field. The values and authentication for the notification access
control fields are the same as above.

Audit trails will be maintained in logs on the NPAC SMS for the following association
information:

62Association set-up messages.
63Association termination messages.

64Invalid messages:

?12 Invalid digital signature.

713 Sequence number out of order.

714 Generalized time out of range.

?15 Invalid origination address.
65All incoming messages regardless of whether or not they cause changes to data stored
in the NPAC SMS.

This information will be made available for report generation on the NPAC SMS system.
It will not be made available through the NPAC SMS Interoperable Interface.
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5.3  Association Management and Recovery

5.3.1  Establishing Associations

5.3.1.1  NpacAssociationUserInfo

The following structure will be used to report the status of a login attempt or the
current state of the NPAC SMS:

NpacAssociationUserInfo ::= SEQUENCE ({
error-code [0] IMPLICIT ErrorCode,
error-text [1] IMPLICIT GraphicString(SIZE(1..80))

ErrorCode ::= ENUMERATED
{
success (0),
access-denied (1)
retry-same-host (2)
try-other-host (3)
}
Bind Requests and Responses
For AARQ (M-Bind requests) the NPAC SMS will be ignoring the

CMIPUserInfo userInfo field. The SMASEUserInfo will be ignored by the
NPAC SMS.

In order to validate a successful login, the AARE (M-Bind response) from the
NPAC SMS will contain the NpacAssociationUserInfo as the “userInfo” field of
the CMIPUserInfo that is contained on the AARE. The ErrorCode will be set to
“success”.

The following structure will be used for CMIPUserInfo:

CMIPUserInfo ::= 2:9:1:1:4
--{joint-iso-ccitt(2) ms(9) cmip(l) cmip-pci(1l)
abstractSyntax(4)}

CMIPUserInfo ::= SEQUENCE {
protocolVersion [0] IMPLICIT ProtocolVersion
DEFAULT {versionl-cmip-assoc},
functionalUnits [1] IMPLICIT FunctionalUnits DEFAULT {},
accessControl [2] EXTERNAL OPTIONAL
userInfo [3] EXTERNAL OPTIONAL

5.3.1.2  Unbind Requests and Responses
The NPAC SMS will never be issuing the RLRQ (M-Unbind request), but will

respond to them from the SOA or Local SMS.
5.3.1.3  Aborts

For unsuccessful logon attempts or situations where the NPAC SMS application
must abort all associations, the ABRT CMIPAbortInfo structure’s “userInfo” will
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53.14

53.1.5

NPAC SMS Behavior

contain the NpacAssociationUserInfo structure. The ErrorCode will be set to
one of the enumeration values.

The following structure will be used for CMIPAbortInfo:

CMIPAbortInfo ::= 2:9:1:1:4
--{joint-iso-ccitt(2) ms(9) cmip(l) cmip-pci(1l)
abstractSyntax(4)}

CMIPAbortInfo ::= SEQUENCE {
abortSource [0] IMPLICIT CMIPAbortSource,
userInfo [1] EXTERNAL OPTIONAL

}

Under normal conditions, the primary NPAC SMS will be responding by
accepting association requests while the secondary NPAC SMS will be
responding by denying association requests with an ABRT and error code of
TRY_OTHER HOST.

When the primary NPAC SMS needs to go down for a short period of time
(secondary will not take over), the primary NPAC SMS will either not be
responding (if down) or be denying association requests with an error code of
RETRY SAME HOST (if partially up). The secondary NPAC SMS will be
responding by denying association requests with an ABRT and error code of
TRY _OTHER HOST.

When the primary NPAC SMS goes down (scheduled or unscheduled) and the
secondary NPAC SMS is re-synchronizing to become active, the primary NPAC
SMS will be denying association requests with an ABRT and error code of
TRY _OTHER HOST. The secondary NPAC SMS will be responding by
denying association requests with an ABRT and error code of

RETRY_SAME HOST. Once the secondary NPAC SMS is done re-
synchronizing, it will then start accepting association requests.

Service Provider SOA and Local SMS Procedures

The following is an algorithm that can be used by a service provider SOA or
Local SMS when trying to establish an association with the NPAC SMS:

try to establish an association on the primary NPAC SMS if a
response was obtained

{

if the response was an ABRT and the ABRT is from the NPAC
Application

{
switch (error code)
{
case ACCESS_DENIED
find out what is causing the error and fix it
retry the association on the primary NPAC SMS
case RETRY_SAME HOST
wait X seconds
retry the association on the primary NPAC SMS
case TRY OTHER HOST
wait X seconds

execute this algorithm again substituting
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"secondary" for "primary"

}

else

{

if the response was an ABRT and from the PROVIDER
(not application)

find out what is causing the error and fix it
retry the association on either the primary or
secondary NPAC SMS
}
else
{
# timeout - some type of network error has occurred

# a number of different things can be done:

#

# wait X seconds

# retry primary

#

# or

#

# find out what is causing the error and fix it
# retry the association on the primary NPAC SMS
#

# or

#

# wait X seconds

# execute this algorithm again substituting

# "secondary" for "primary"

Releasing or Aborting Associations

Any of the systems, NPAC SMS, service provider SOA or Local SMS can abort an
association at any time. Only the SOA and Local SMS can perform an RLRQ request.
Once a scheduled outage has arrived, the NPAC SMS will abort associations (error code
of “Try Other Host” or “Retry Same Host” depending on the type of outage).

Error Handling

NPAC SMS Error Handling

The NPAC SMS will issue errors to the Local SMS and SOA interfaces based
upon the definitions and mappings in Appendix A. The NPAC SMS expects the
SOA and Local SMS to support the same error definitions when both issuing and
receiving error responses for the operations each interface supports.

The NPAC SMS will attempt to interpret an error returned from a SOA or Local
SMS. The NPAC SMS will either retry a tunable number of times or the error
will be logged. If the request is not resent and the error response was returned
from a Local SMS and related to a subscription version broadcast (M-CREATE
or Create Action, M-DELETE, M-SET), a broadcast failure will be noted for the
service provider on the subscription version. If a service provider does not have
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Processing Failure Error

Resynchronization

an active Local SMS association at the time of a broadcast, the broadcast will be
automatically failed for the service provider.

The Local SMS and SOA are expected to re-synchronize themselves with the
NPAC SMS when their association is reestablished. Thus it is the responsibility
of the Local SMS and SOA to request the necessary data to rectify the failed
transmission of M-EVENT-REPORTS, network data updates and non-broadcast
oriented subscription version updates. Subscription version broadcast updates to
the Local SMS can be re-transmitted.

If the NPAC SMS sends a request to a Local SMS or SOA and receives no
response from the CMISE service within the tunable period, the NPAC SMS
will resend the message according to the tunable retry periods for the specific
message type. If a response is received after the timeout period, it will be
discarded. If the NPAC SMS receives no response, the NPAC SMS will assume
the association is down and abort the connection. The Local SMS and SOA
systems should assume the same behavior with the NPAC SMS.

In addition to the standard CMIP error reporting mechanisms, the following
attribute will be passed in the SpecificErrorInfo structure on CMIP errors that
return a PROCESSING FAILURE error. This structure will be used to detail
errors not covered by the standard CMIP error codes.

GDMO Definition
lnpSpecificInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.LnpSpecificInfo;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpSpecificInfoBehavior;
REGISTERED AS {lnp-attribute 8};

InpSpecificInfoBehavior BEHAVIOUR
DEFINED AS !

This attribute is used to return more detailed
error text information upon a CMIP Processing
Failure error.

1.
I

ASN.1 Definition
LnpSpecificInfo ::= GraphicString(SIZE(1l..256))

The SOA and Local SMS associations are viewed to be permanent connections by the
NPAC SMS. Thus when the association is broken for any reason, the system connecting
to the NPAC SMS must assume responsibility to resynchronize themselves with the
NPAC SMS. One association should be established for recovery and no other
associations should be established in normal mode until recovery is complete.

Local SMS Resynchronization

SOA Resynchronization

To resynchronize itself, the Local SMS starts by setting the recoveryMode flag
of the access control parameter. This flag signals the NPAC SMS to hold all data
updates to this Local SMS. The Local SMS should then request the downloads it
needs. Once this is complete, the Local SMS should issue the
InpRecoveryComplete action to turn off the recoveryMode flag and receive back
any other updates that have occurred since the association was established.
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The SOA interface resynchronizes itself by issuing the necessary queries that
inform it of updates made to objects it is concerned with since it last had an
association with the NPAC SMS. For subscription objects, a query should be
launched based upon the new or old service provider equal to the SOA service
provider and the subscriptionModifiedTimeStamp to be greater than the time
when the association was lost.

Audit results may only be viewed from the NPAC SMS GUI and are not
available on the mechanized interface.



6 Message Flow Diagrams

6.1 Overview

This chapter defines the message flow scenarios for the SOA to NPAC and the NPAC SMS to
Local SMS interfaces. Each of these definitions consists of a message flow diagram and a textual
description of the diagram.

NOTE: The order of messages in the message flows must be followed by the NPAC SMS, SOA,
and LSMS systems with the exception of the return of the M-EVENT-REPORT confirmations.

The following is an example message flow diagram and legend for elements shown in the diagram.

SOA

---------------------------------------------- a
M-DELETE

M-DELETE Response

M-EVENT-REPORT
l———————— - ---- -} e - d

M-EVENT-REPORT Confirmation

M-DELETE

M-DELETE Response
=

LEGEND:
E> REAL-TIME EVENT

NETWORK NODE

I:l PROCEDURE TRANSACTION
—— P MESSAGE

""""" @  CORRESPONDING DESCRIPTION
""""" b LISTED BELOW FIGURE, WITH
""""" °  TIME RUNNING DOWN PAGE

(attribute) ATTRIBUTE NAME

(attribute=value) ATTRIBUTE NAME AND SETTING

6.2



Audit Scenarios

6.2.1 SOA Initiated Audit

In this scenario, the SOA initiates an audit to the NPAC SMS due to suspected
subscription version discrepancies.

@ ______________________________________________ a
. M-CREATE Request

subscriptionAudit

< M-CREATE Response

_____________________ —_————— -

< M-EVENT-REPORT
objectCreation

M-EVENT-REPORT
> ____________________________ e
Confirmation
- - { NPAC SMS beings audit. |— e, f
M-GET Request > _______ g
subscriptionVersion

4 M-GET Response h

NPAC SMS performs object comparisons. |
Items j-I apply to each discrepancy.

M-EVENT-REPORT
‘ subscriptonAuditDiscrepancyRpt | [T 77 !

M-EVENT-REPORT >

Confirmation

| _ |NPAC SMS performs necessary operations
to fix discrepancy on Local SMS.

Audit comparisons and
=~ fixes are complete. 7

M-EVENT-REPORT
subscriptionAuditResults

M-EVENT-REPORT
Confirmation >

M-EVENT-REPORT objectDeletion
' subscriptionAudit

M-EVENT-REPORT objectDeletion >

Confirmation

M-DELETE Response

a. Action is taken by SOA personnel to start an audit due to suspected network
discrepancies.

b. The SOA sends a M-CREATE request to the NPAC SMS, requesting an audit. The
SOA must specify the following attributes in the request:

subscriptionAuditName - English audit name
subscriptionAuditRequestingSP - the service provider requesting the audit
subscriptionAuditServiceProvIidRange - which service provider or all service
providers for audit

subscriptionAuditTN-Range - TNs to be audited

OIf these attributes are not specified, then the create will fail with a
missingAttributesValue error. The SOA may also specify the following attributes in
the request:
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subscriptionAuditAttributeList - subscription version attributes to be audited
subscriptionAuditTN-ActivationRange - time range of activation for
subscription versions to be audited

1The subscriptionAuditld and the subscriptionAuditStatus will be determined by the
NPAC SMS. If any values are deemed invalid, an invalidArgumentValue error will
be returned. NOTE: The subscriptionAuditTN-Range will be limited based on the
maximum range size specified in the NPAC SMS. If the limit specified is exceeded,
the create request will fail with an invalidAttributeValue error.

Once the NPAC SMS creates the audit request object, it sends an M-CREATE
response back to the SOA that initiated the request.

NPAC SMS sends M-EVENT-REPORT to the service provider SOA for the
subscriptionAudit creation.

The service provider SOA confirms the M-EVENT-REPORT.
NPAC SMS begins audit.

NPAC SMS issues a scoped and filtered M-GET for the subscription versions in the
audit, to all LSMS’s accepting downloads for the NPA-NXX of the subscription
version.

Local SMS returns M-GET query data.
NPAC SMS performs the necessary comparisons of each subscription version object.

If a discrepancy is found, NPAC SMS issues a subscriptionAuditDiscrepancyRpt M-
EVENT-REPORT.

Service provider SOA confirms the M-EVENT-REPORT.

If a discrepancy is found, NPAC SMS issues the necessary operation to the Local
SMS to correct the discrepancy (M-CREATE, M-DELETE, or
M-SET).

. NPAC SMS has completed the audit comparisons and corrections.

NPAC SMS issues the subscriptionAuditResults M-EVENT-REPORT to the service
provider SOA.

The Service provider SOA confirms the M-EVENT-REPORT.

The NPAC SMS then sends an objectDeletion M-EVENT-REPORT to the SOA for
the subscriptionAudit object.

The service provider SOA confirms the M-EVENT-REPORT.

The NPAC SMS issues a local M-DELETE request for the subscriptionAudit object
to/from the NPAC SMS. This will attempt to delete the subscriptionAudit object
on the NPAC SMS.

The M-DELETE response is received on the NPAC SMS indicating whether the
subscriptionAudit object was deleted successfully.



SOA Initiated Audit Cancellation by the SOA

The SOA cancels an audit that it initiated.

NPAC LOCAL
SOA SMS SMS

SOA ab-----mmmm e a

M-DELETE Request

i e R b

M-EVENT-REPORT objectDeletion

M-EVENT-REPORT Confirmation

M-DELETE Response

c. Action is taken by SOA personnel to cancel an audit previously initiated by the SOA.

d. The SOA sends an M-DELETE request for the subscriptionAudit object to the NPAC
SMS, requesting cancellation of an audit. If the audit was not initiated by the
SOA requesting cancellation, then the request will be rejected with an
accessDenied error.

e. The NPAC SMS will respond by sending an objectDeletion M-EVENT-REPORT.
f.  The SOA confirms the M-EVENT-REPORT.
g.  The NPAC SMS sends an M-DELETE response to the SOA.

6.2.3



SOA Initiated Audit Cancellation by the NPAC

6.2.4

The NPAC cancels an audit that was initiated by an SOA.

NPAC LOCAL
SOA SMS SMS

M-EVENT-REPORT objectDeletion

M-EVENT-REPORT Confirmation

M-DELETE Request

.~ :

subscriptionAudit

M-DELETE Response

—— — o = = = ———— e

subscriptionAudit

h. Action is taken by NPAC personnel to cancel an audit previously initiated by an
SOA.

i.  The NPAC SMS sends an objectDeletion M-EVENT-REPORT to the SOA that
initiated the audit request.

j- The SOA confirms the M-EVENT-REPORT

k. The NPAC SMS issues a local M-DELETE request to/from the NPAC SMS. This
will attempt to delete the subscriptionAudit object on the NPAC SMS.

1. The M-DELETE response is received on the NPAC SMS indicating whether the
subscriptionAudit object was deleted successfully.



NPAC Initiated Audit

In this scenario, the NPAC SMS initiates an audit due to suspected subscription version
discrepancies.

NPAC LOCAL
SMS SMS

NPAC > |- ---——— - a

e o)
subscriptionAudit

M-CREATE Response

S o

M-GET Request (Scoped and Filtered) .

subscriptionVersion
M-GET Response

€« .

NPAC SMS performs the
comparisons. If any

7 discrepancies are found, the - -1t~ -"-"---=-- f
NPAC SMS will perform the
necessary fix to the Local SMS.

— - .I NPAC SMS completes the audit. | - 4 — — = — = — — = g

M-DELETE Request

—_———— - - - -}

subscriptionAudit

M-DELETE Response

m. Action is taken by NPAC personnel to start an audit due to suspected network
discrepancies.

n. The NPAC SMS does a Local M-CREATE request to itself for the subscriptionAudit
object requesting an audit.

0. The NPAC SMS responds with an M-CREATE response indicating that the
subscriptionAudit object was created successfully.

p. The NPAC SMS sends an M-GET request to the Local SMSs to retrieve the
subscription data to use for audit processing. The request uses the CMIP
scoping and filtering options to retrieve only the subscriptionVersion objects to
be audited.

g- The Local SMS responds to the M-GET request by returning the subscription data
that satisfies the scope and filter data.

r.  NPAC SMS performs the comparisons. If any discrepancies are found, the NPAC
SMS will perform the necessary fix to the Local SMS.

s. NPAC SMS completes the audit.

t.  Issue a local M-DELETE request for the subscriptionAudit object to/from the NPAC
SMS. This will attempt to delete the subscriptionAudit object on the NPAC
SMS.

t. The M-DELETE response is received on the NPAC SMS indicating whether the
subscriptionAudit object was deleted successfully.

6.2.5



NPAC Initiated Audit Cancellation by the NPAC

The NPAC SMS cancels an audit that it initiated.

NPAC
SMS

NPAC 3-----------
. M-DELETE Request

subscriptionAudit
M-DELETE Response

subscriptionAudit

LOCAL
SMS

u. Action is taken by NPAC personnel to cancel an audit previously initiated by the

NPAC SMS.

v. Issue a local M-DELETE request to/from the NPAC SMS. This will attempt to delete
the subscriptionAudit object on the NPAC SMS.

w. The M-DELETE response is received on the NPAC SMS indicating whether the
subscriptionAudit object was deleted successfully.

6.2.6



Audit Query on the NPAC

This scenario shows a service provider query on an existing audit that it initiated.

NPAC
SOA SMS

sOA >} a

M-GET Request subscriptionAudit
- - - - - ——— = - b

M-GET Response
ff————————— - — — — - — - —— — — - c

x. The service provider SOA takes action to query an audit that it initiated.

y.  Service provider SOA sends an M-GET request for a subscriptionAudit on the NPAC
SMS.

z.  NPAC SMS responds to an M-GET with the audit data or a failure and reason for
failure. An accessDenied error will be returned to the service provider if they did
not originate the audit queried.

6.3



Service Provider Scenarios

6.3.1  Service Provider Creation by the NPAC

In this scenario, the NPAC SMS creates data for a new LNP service provider. The
addition of NPA-NXX and LRN data for a new service provider will be shown in flows
that follow.

aa.

bb.

CC.

dd.

€cC.

ff.

gg-

6.3.2

Local
NPAC SMS

NPAC > |- --——— oo a

M-CREATE Request

serviceProv

M-CREATE Response

serviceProv

M-CREATE Request

serviceProvNetwork
M-CREATE Response

serviceProvNetwork

M-CREATE Request >
serviceProvNetwork

M-CREATE Response

serviceProvNetwork

Action is taken by NPAC SMS personnel to create a new service provider.

Issue a local M-CREATE request for the serviceProv object to/from the NPAC SMS.
This will attempt to create the serviceProv object on the NPAC SMS. If the M-
CREATE fails, the appropriate error will be returned.

The M-CREATE response is received on the NPAC SMS indicating whether the
serviceProv object was created successfully. If a failure occurs, processing will
stop.

Issue a local M-CREATE request for the serviceProvNetwork object to/from the
NPAC SMS. This will attempt to create the serviceProvNetwork object on the
NPAC SMS. If the M-CREATE fails, the appropriate error will be returned.

The M-CREATE response is received on the NPAC SMS indicating whether the
serviceProvNetwork object was created successfully. If the object cannot be
created, the serviceProv object is deleted and an error is returned.

The NPAC SMS sends an M-CREATE request for the serviceProvNetwork object to
each of the Local SMSs.

The Local SMS(s) will respond by sending an M-CREATE response back to the
NPAC SMS.



Service Provider Deletion by the NPAC

In this scenario, the NPAC SMS deletes data for an LNP service provider with no

network data.

NPAC

Local
SMS

NPAC >

Check if NPA-NXX data, LRN
data, or subscription versions
with status other than old or
cancelled exist for the
Service Provider.

M-DELETE Request

serviceProv

M-DELETE Response

serviceProv

M-DELETE Request

serviceProvNetwork
M-DELETE Response

serviceProvNetwork

M-DELETE Request
serviceProvNetwork

M-DELETE Response

serviceProvNetwork

hh.

il.

Action is taken by NPAC SMS personnel to delete an existing service provider.

Check the database to see if the service provider has associated with it NPA-NXX

data, LRN data, or subscription versions with status other than old or canceled.

If so, deny the request.

i

Issue a local M-DELETE request for the serviceProv object to/from the NPAC SMS.

This will attempt to delete the serviceProv object on the NPAC SMS.

kk.

The M-DELETE response is received on the NPAC SMS indicating whether the

serviceProv object was deleted successfully.

11.

If the serviceProv object was deleted, issue a local M-DELETE request for the

serviceProvNetwork object to/from the NPAC SMS. This will attempt to delete
the serviceProvNetwork object on the NPAC SMS.

mm.The M-DELETE response is received on the NPAC SMS indicating whether the

serviceProvNetwork object was

nn. If the serviceProvNetwork object wa
request for the serviceProvNetw

deleted successfully.

s deleted, the NPAC SMS sends an M-DELETE
ork object to each of the Local SMS(s).



00. The Local SMS(s) will respond by sending an M-DELETE response back to the
NPAC SMS.

6.3.3



Service Provider Modification by the NPAC

In this scenario, the NPAC SMS modifies the LNP service provider data.

NPAC Local
SMS SMS

NPAC 3 |---—--—--------—--}-------- a
M-SET Request serviceProv

Validate the data received in

4 . c

the M-SET Request.

M-SET Response serviceProv

M-SET Request
serviceProvNetwork

M-SET Response

pp- Action is taken by the NPAC personnel to modify data for an existing service
provider.

qq. Issue alocal M-SET request for the serviceProv object to/from the NPAC SMS. This
will attempt to set the specified information on the NPAC SMS.

rr.  Validate the data to be set in the M-SET request. An M-SET Error Response of
invalidArgumentValue is returned if any data is deemed invalid.

ss. The M-SET response is received on the NPAC SMS indicating whether the
serviceProv object was modified successfully.

tt. NPAC SMS performs an M-SET to all the Local SMSs if the service provider name
changed.

uu. The Local SMSs respond.

6.3.4



Service Provider Modification by the Local SMS

6.3.5

In this scenario, the Local SMS modifies its own service provider data.

NPAC
SMS

M-SET Request
B 3 -

serviceProv

Verify that the Service
Provider to Set information for|_
is the same as the one that

initiated the M-SET Request.

Validate the data received in |
the M-SET Request.

M-SET Response

, >
serviceProv
M-SET Request

- '
serviceProvNetwork

M-SET Response

vv. Action is taken by the Local SMS personnel to modify their own service provider

data.

ww. The Local SMS sends an M-SET request to the NPAC SMS to modify their service

provider information.

xx. The NPAC SMS verifies that the service provider to be modified is owned by the
service provider that initiated the request. If not, an access denied M-SET Error

Response of invalidArgumentValue is returned.

yy. Validate the data to be set in the M-SET request. An invalidArgumentValue M-SET
Error Response is returned if any data is deemed invalid.

zz. The NPAC SMS sends an M-SET response back to the Local SMS that initiated the
request.

aaa. NPAC SMS performs an M-SET to all Local SMSs if the service provider name
changed.

bbb. The Local SMSs respond.



Service Provider Modification by the SOA

In this scenario, the SOA modifies its own service provider data.

SOA NPAC Local

SOA S - o 2

M-SET Request
serviceProv

Verify that the Service
Provlder to Set information for| |
is the same as the one that

initiated the M-SET Request.

Validate the data received in ||

| the M-SETRequest. ~ [| ~~ """ T TTTTTTo- o it d
M-SET Response R
serviceProv

M-SET Request
: P - - - - f
serviceProvNetwork
M-SET Response
———————— 9

ccc. Action is taken by the SOA to modify their own service provider data.

ddd.The SOA sends an M-SET request to the NPAC SMS to modify their service
provider information.

eee. The NPAC SMS verifies that the service provider to be modified is owned by the
service provider that initiated the request. If not, an access denied M-SET Error
Response is returned.

fff. Validate the data to be set in the M-SET request. An invalidArgumentValue M-SET
Error Response is returned if any data is deemed invalid.

ggg. The NPAC SMS sends an M-SET response back to the SOA that initiated the
request.

hhh.NPAC SMS performs an M-SET to all Local SMSs if the service provider name
changed.

iii. The Local SMSs respond.

6.3.6



Service Provider Query by the Local SMS

In this scenario, the Local SMS queries their own service provider data.

NPAC Local
SMS Sol\ﬁg

_____________________________ a Local
SMS
M-GET Request
- - - - - - - - — - — — — b
serviceProv

Verify that the Service
Provider to query is the same | |

_____________ [}
as the one that initiated the
M-GET Request.
M-GET Response
P —— — —————— = —— d

serviceProv

Jjij- Action is taken by the Local SMS personnel to query their own service provider data.

kkk.The Local SMS sends an M-GET request to the NPAC SMS requesting their own
service provider information.

11l.  The NPAC SMS verifies that the service provider information to be retrieved is
owned by the service provider that initiated the request. If not, an M-GET Error
Response of accessDenied is returned if the two service providers do not match.

mmm.The NPAC SMS sends an M-GET response containing the requested service
provider information back to the Local SMS or SOA that initiated the request.

6.3.7



Service Provider Query by the SOA

6.4

SOA

In this scenario, the SOA queries their own service provider data.

SOA NPAC

_____________________________ a
M-GET Request
_ a P ————————— === b
serviceProv
Verify that the Service
_______________ | | Provider to query is the c
same as the one that
initiated the M-GET Request.
M-GET Response
———————————— - — — — - — — — — — — —— d
serviceProv

nnn. Action is taken by the SOA or SOA personnel to query their own service provider
data.

000.The SOA sends an M-GET request to the NPAC SMS requesting their own service
provider information.

ppp- The NPAC SMS verifies that the service provider information to be retrieved is
owned by the service provider that initiated the request. If not, an M-GET error
response of accessDenied is returned if the two service providers do not match.

qqq.The NPAC SMS sends an M-GET response containing the requested service provider
information back to the SOA that initiated the request.



Service Provider Network Data Scenarios

6.4.1 NPA-NXX Scenarios

6.4.1.1  NPA-NXX Creation by the NPAC

In this scenario, NPAC SMS creates new NPA-NXX data for an LNP service
provider.

NPAC
SMS Local

NPAC > |F--—--—----=-mmfmmmmmmmm - a

____________________ b
serviceProvNPA-NXX
| M-CREATE Response
___________________ c
serviceProvNPA-NXX
M-CREATE Request
g P ———— - ——— - —— = d

serviceProvNPA-NXX

M-CREATE Response
serviceProvNPA-NXX

rrt. Action is taken by the NPAC Personnel to create an NPA-NXX for a
specified service provider.

sss. The NPAC SMS sends an M-CREATE request to itself in order to create a
local serviceProvNPA-NXX object.

ttt. The NPAC SMS receives the M-CREATE response indicating whether the
serviceProvNPA-NXX object was created successfully.

uuu. If the serviceProvNPA-NXX object was created, the NPAC SMS sends an
M-CREATE request to all Local SMS(s) for the serviceProvNPA-NXX
object.

vvv. The Local SMS(s) respond by sending an M-CREATE response indicating
whether the serviceProvNPA-NXX object was created successfully.

6.4.1.2



NPA-NXX Deletion by the NPAC

6.4.1.3

NPAC >

In this scenario, NPAC SMS deletes an NPA-NXX for an LNP service provider.

Local
"M SMS

_____________________________ a
Check if subscriptions exist for
the NPA-NXX that have a

I] status other than “old” or I b
canceled.”

M-DELETE Request

serviceProv NPA-NXX
M-DELETE Response
serviceProv NPA-NXX

M-DELETE Request
serviceProv NPA-NXX

M-DELETE Response

€
serviceProv NPA-NXX

www.Action is taken by NPAC SMS personnel to delete an NPA-NXX for a
specified service provider.

xxx.Check the subscriptions database to see if subscriptions exist with this
NPA-NXX that have a status other than “old” or “canceled.” If so,
terminate processing at this point.

yyy. The NPAC SMS sends an M-DELETE request to itself in order to delete the
local serviceProvNPA-NXX object.

zzz. The NPAC SMS receives the M-DELETE response indicating whether the
serviceProvNPA-NXX object was deleted successfully.

aaaa.If the serviceProvNPA-NXX object was deleted, the NPAC SMS sends an
M-DELETE request to all Local SMS(s) for the serviceProvNPA-NXX
object.

bbbb.The Local SMS(s) responds by sending an M-DELETE response to the
NPAC SMS indicating whether the serviceProvNPA-NXX object was
deleted successfully.



NPA-NXX Creation by the Local SMS

6.4.14

In this scenario, the Local SMS creates a new NPA-NXX for its own service
provider network data.

NPAC Local
SMS SMS

________________ < Local |y _ ____,
M-CREATE Request SMS

.- - b
serviceProvNPA-NXX

Verify that the service

|| provider creating the
NPA-NXX is the same as the
service prov that owns the
network data.

M-CREATE Response

serviceProvNPA-NXX
M-CREATE Request

serviceProvNPA-NXX
M-CREATE Response
serviceProvNPA-NXX

ccce.Action is taken by the Local SMS personnel to create an NPA-NXX
available for porting in their own service provider network.

dddd.The Local SMS sends an M-CREATE request to the NPAC requesting that
an NPA-NXX object be created for their own service provider network.

eeee.The NPAC SMS verifies that the service provider creating the NPA-NXX
information is the same as the service provider that owns the network
data. If not, then an access denied M-CREATE accessDenied Error
Response is returned.

fftf. The NPAC SMS responds by sending an M-CREATE response to the Local
SMS that initiated the request indicating whether the serviceProvNPA-
NXX object was created successfully.

ggge If the serviceProvNPA-NXX object was created, the NPAC SMS sends an
M-CREATE request to all Local SMS(s) for the serviceProvNPA-NXX
object.

hhhh.The Local SMS(s) responds by sending an M-CREATE Response
indicating whether the serviceProvNPA-NXX object was created
successfully.



NPA-NXX Creation by the SOA

6.4.1.5

SOA

In this scenario, the SOA creates a new NPA-NXX for its own service provider

network data.

M-CREATE Request

serviceProvNPA-NXX

M-CREATE Response

Verify that the service
provider creating the
H NPA-NXXis the same asthe (- ————-—-—-—-——-—-—-— c
service provider that owns the
network data.

serviceProvNPA-NXX

M-CREATE Request

serviceProvNPA-NXX
M-CREATE Response
serviceProvNPA-NXX

iiii. Action is taken by the SOA personnel to create an NPA-NXX available for
porting in their own service provider network.

Jijj- The SOA sends an M-CREATE request to the NPAC requesting that an
NPA-NXX object be created for their own service provider network.

kkkk.The NPAC SMS verifies that the service provider creating the NPA-NXX
information is the same as the service provider that owns the network
data. If not, then an access denied M-CREATE response is returned to
the SOA that initiated the request.

11Il. The NPAC SMS sends an M-CREATE response back to the SOA for the
serviceProvNPA-NXX object.

mmmm.The NPAC SMS sends an M-CREATE request to all Local SMS(s) for
the serviceProvNPA-NXX object.

nnnn.The Local SMS(s) responds by sending an M-CREATE response
indicating whether the serviceProvNPA-NXX object was created
successfully.



NPA-NXX Deletion by the Local SMS

In this scenario, the Local SMS deletes an NPA-NXX in its own service provider
network data.

NPAC Local
SMS SMS

________________ <Loca| e &
M-DELETE Request SMS

<« — - - b
serviceProvNPA-NXX

Verify that the service provider
deleting the NPA-NXX
information is the same as the
service provider that owns

the network data.

Check if subscriptions exist
for the NPA-NXX that have a

|| status other than “old” or T """~~~ 7° d
“canceled.”
M-DELETE Response
P —— ————————— e
serviceProvNPA-NXX
M-DELETE Request
» - — - —————— = f
serviceProvNPA-NXX
M-DELETE Response g

serviceProvNPA-NXX

0000.Action is taken by the Local SMS personnel to delete an NPA-NXX for
their own service provider network data.

pppp-The SMS sends an M-DELETE request to the NPAC SMS requesting that
an NPA-NXX object be deleted for their own service provider.

qqqq.The NPAC SMS verifies that the service provider that owns the NPAC-
NXX information to be deleted is the same as the service provider that
owns the network data. If not, then an M-DELETE accessDenied error
response is returned.

rrrr. Check the subscriptions database to see if subscriptions exist with this LRN
that have a status other than “old” or canceled.” If so, terminate
processing at this point.

ssss.The NPAC SMS responds by sending an M-DELETE response indicating
whether the serviceProvNPA-NXX object was deleted successfully.

tttt. If the serviceProvNPA-NXX object was deleted, the NPAC SMS sends an

M-DELETE request to all Local SMS(s) for the serviceProvNPA-NXX
object.

uuuu.The Local SMS(s) responds by sending an M-DELETE response
indicating whether the serviceProvNPA-NXX object was deleted
successfully.



6.4.1.6  NPA-NXX Deletion by the SOA

In this scenario, the SOA deletes a new NPA-NXX for its own service provider
network data.

SOA M- - — - - —m - e e oo a

M-DELETE Request
serviceProvNPA-NXX

Verify that the service provider
deleting the NPA-NXX
information is the same as the
service provider that owns

the network data.

Check if subscriptions exist
for the NPA-NXX that have a

|| status otherthan “old”or  [|"~ "~ ~ """ 77 d
“canceled.”

M-DELETE Response
serviceProvNPA-NXX

M-DELETE Request

serviceProvNPA-NXX
M-DELETE Response
serviceProvNPA-NXX

vvvv.Action is taken by the SOA personnel to delete an NPA-NXX for their own
service provider network data.

wwww.The SOA sends an M-DELETE request to the NPAC SMS requesting
that an NPA-NXX object be deleted for their own service provider.

xxxX.The NPAC SMS verifies that the service provider that owns the NPA-NXX
information to be deleted is the same as the service provider that owns
the network data. If not, then an M-DELETE accessDenied Error
Response is returned.

yyyy.Check the subscriptions database to see if subscriptions exist with this
NPA-NXX that have a status other than “old” or “canceled.” If so,
terminate processing at this point.

zzzz.The NPAC SMS responds by sending an M-DELETE response indicating
whether the serviceProvNPA-NXX object was deleted successfully.

aaaaa.The NPAC SMS sends an M-DELETE request to all Local SMS(s) for the
serviceProvNPA-NXX object.

bbbbb.The Local SMS(s) respond by sending an M-DELETE response
indicating whether the serviceProvNPA-NXX object was deleted
successfully.

6.4.1.7



NPA-NXX Query by the Local SMS
In this scenario, the Local SMS queries for NPA-NXX data.

NPAC Local
SMS SMS
Local

“““““““““ smMs | "~ ""°?

M-GET Request
serviceProvNPA-NXX

M-GET Response
serviceProvNPA-NXX

ccccc.Action is taken by Local SMS personnel to query for a serviceProvNPA-
NXX.

ddddd.The Local SMS sends an M-GET request to the NPAC SMS for the
serviceProvNPA-NXX object.

eeeee. The NPAC SMS responds by sending an M-GET response containing the
NPA-NXX data back to the Local SMS.

6.4.1.8



NPA-NXX Query by the SOA
In this scenario, the SOA queries for NPA-NXX updates.

SOA NPAC

Y0 .

M-GET Request
serviceProvNPA-NXX

M-GET Response
serviceProvNPA-NXX

fftff. Action is taken by SOA personnel to query for a serviceProvNPA-NXX.

ggggg. The SOA sends an M-GET request to the NPAC SMS for the
serviceProvNPA-NXX object.

hhhhh.The NPAC SMS responds by sending an M-GET response containing the
NPA-NXX data back to the SOA.

6.4.2



LRN Scenarios

6.4.2.1  LRN Creation by the NPAC
In this scenario, the NPAC SMS creates an LRN for an LNP serviceProvNPA -

NXX.

NPAC Local
SMS SMS

e a
-

serviceProvLRN
M-CREATE Response
serviceProvLRN

M-CREATE Request
- qu | I d
serviceProvLRN

M-CREATE Response

serviceProvLRN

local serviceProvLRN object.

kkkkk.The NPAC SMS receives the M-CREATE response indicating whether
the serviceProvLRN object was created successfully.

1111 If the serviceProvLRN object was created, the NPAC SMS sends an M-
CREATE request to all Local SMS(s) for the serviceProvLRN object.

mmmmm.The Local SMS(s) responds by sending an M-CREATE response
indicating whether the serviceProvLRN object was created

successfully.

6.4.2.2



LRN Creation by the SOA

In this scenario, the SOA creates an LRN for its own service provider network
data.

SOAS -~ — - oo b a

M-CREATE Request

serviceProvLRN

Verify that the service provider
creating the LRN

H information is the same as -——————=—=—=-=—-=-= c
the service provider that owns
the network data.

M-CREATE Response

serviceProvLRN

M-CREATE Request
serviceProvLRN

M-CREATE Response
-«

serviceProvLRN

nnnnn.Action is taken by the SOA personnel to create an LRN for their own
network data.

00000.The SOA sends an M-CREATE request to the NPAC SMS requesting that
an LRN object be created for their own network data.

ppppp-The NPAC SMS verifies that the service provider creating the LRN
information is the same as the service provider that owns the service
provider network data. If not, then an accessDenied M-CREATE Error
Response is returned.

qqqqq.The NPAC SMS responds by sending an M-CREATE response back to
the SOA that initiated the request, indicating whether the
serviceProvLRN object was created successfully.

rrrrr. The NPAC SMS sends an M-CREATE request to all Local SMS(s) for the
serviceProvLRN object.

sssss. The Local SMS(s) respond by sending an M-CREATE response indicating
whether the service provider LRN object was created successfully.

6.4.2.3



LRN Deletion by the SOA

In this scenario, the SOA deletes an LRN for their own service provider network
data.

10 N e e e e it a

M-DELETE Request
serviceProvLRN

Verify that the service provider
deleting the LRN information

{ is the same as the service === =-=-- c
provider that owns the
network data.

Check if subscriptions exist
| for this LRN that have a I d
status other than “old” or
“canceled.”
M-DELETE Response
____________________________ e

serviceProvLRN

M-DELETE Request Ny E f

serviceProvLRN

M-DELETE Response g

serviceProvLRN

ttttt. Action is taken by the SOA personnel to delete an LRN for their own
network data.

uuuuu. The SOA sends an M-DELETE request to the NPA requesting that an
LRN object be deleted.

vvvvv.The NPAC SMS verifies that the service provider deleting the LRN
information is the same as the service provider that is associated with
the network data. If not, then an accessDenied M-DELETE error
response is returned.

wwwww.Check the subscriptions database to see if subscriptions exist with this
LRN that have a status other than “old” or “canceled.” If so, an M-SET
error response complexity limitation is returned.

xxxxX.The NPAC SMS responds by sending an M-DELETE response indicating
whether the serviceProvLRN object was deleted successfully.

yyyyy.The NPAC SMS sends an M-DELETE request to all Local SMS(s) for the
serviceProvLRN object.

zzzzz.The Local SMS(s) responds by sending a message indicating whether the
serviceProvLRN object was deleted successfully.

6.4.2.4



LRN Query by the SOA
In this scenario, the SOA queries LRN data.

NPAC

SOA S |- b .

M-GET Request
ServiceProvLRN

M-GET Response
ServiceProvLRN

aaaaaa.Action is taken by SOA personnel to an LRN for a specified service
provider.

bbbbbb.The SOA sends an M-GET request to the NPAC SMS for the
serviceProvLRN object.

cccecc.The NPAC SMS responds by sending an M-GET response containing the
data back to the SOA.

6.4.2.5



LRN Deletion by the NPAC

In this scenario, the NPAC SMS deletes an LRN for an LNP serviceProvNPA-
NXX.

NPAC Bl -— - — - - —-———— - a
Check if subscriptions exist

L1 for this LRN that have a I b
status other than “old” or
“canceled.”

M-DELETE Request

serviceProvLRN

| M-DELETE Response

___________________ d
serviceProvLRN
M-DELETE Request
- d P ———————— === e
serviceProvLRN
M-DELETE Response £

serviceProvLRN

dddddd.Action is taken by the NPAC SMS personnel to delete an LRN for a
service provider.

eeeeee.Check the subscriptions database to see if subscriptions exist with this
LRN that have a status other than “old” or “canceled.” If so, terminate

processing at this point.

fftfff. The NPAC SMS sends an M-DELETE request to itself in order to delete
the local serviceProvLRN object.

gggggge The NPAC SMS receives the M-DELETE response indicating whether
the serviceProvLRN object was deleted successfully.

hhhhhh.If the serviceProvLRN object was deleted, the NPAC SMS sends an M-
DELETE request to all Local SMS(s) for the serviceProvLRN object.

whether the serviceProvLRN object was deleted successfully.



6.4.2.6  LRN Creation by the Local SMS

In this scenario, the Local SMS creates an LRN for its own service provider
network data.

NPA Local
SMSC SMS

________________ Local jp______,
<SM;
M-CREATE Request

- - b

serviceProvLRN

Verify that the service provider
creating the LRN

H information is the same as -——=———=—=—=-=—-=-- c
the service provider that owns
the network data.

M-CREATE Response

serviceProvLRN

I d

M-CREATE Request
serviceProvLRN

M-CREATE Response
-«

P —-——-— - ———— - — = e

serviceProvLRN

network data.

kkkkkk.The SMS sends an M-CREATE request to the NPAC requesting that an
LRN object be created for their own network data.

111111.The NPAC verifies that the service provider creating the LRN information
is the same as the service provider that owns the service provider
network data. If not, then an accessDenied M-CREATE error response
is returned.

mmmmmm.The NPAC SMS responds by sending an M-CREATE response back
to the Local SMS that initiated the request, indicating whether the
serviceProvLRN object was created successfully.

nnnnnn.If the serviceProvLRN object was created, the NPAC SMS sends an M-
CREATE request to all Local SMS(s) for the serviceProvLRN object.

000000.The Local SMS(s) responds by sending an M-CREATE response
indicating whether the serviceProvLRN object was created
successfully.

6.4.2.7



LRN Deletion by the Local SMS

In this scenario, the Local SMS deletes an LRN for their own service provider
network data.

NPAC Local
SMS SMS

NPAC > --—--—---—————f-—————-——-——- a
M-DELETE Request

-« - b

serviceProvLRN

Verify that the service provider
deleting the LRN information

1 is the same as the service —-—-—-———=—===-=-- c
provider that owns the
network data.

Check if subscriptions exist
| for this LRN that have a I d
status other than “old” or
“canceled.”

M-DELETE Response

P - ———— === e
serviceProvLRN
M-DELETE Request Sy I f
serviceProvLRN
M-DELETE Response g

serviceProvLRN

pppppp-Action is taken by the Local SMS personnel to delete an LRN for their
own network data.

qqqqqq.-The Local SMS sends an M-DELETE request to the NPAC requesting
that an LRN object be deleted.

rrrrrr. The NPAC SMS verifies that the service provider deleting the LRN
information is the same as the service provider that is associated with
the network data. If not, then an accessDenied M-DELETE Error
Response is returned.

ssssss.Check the subscriptions database to see if subscriptions exist with this
LRN that have a status other than “old” or “canceled.” If so, an M-SET
Error Response complexity limitation is returned.

tttttt. The NPAC SMS responds by sending an M-DELETE response indicating
whether the serviceProvLRN object was deleted successfully.

uuuuuu.If the serviceProvLRN object was deleted, the NPAC SMS sends an M-
DELETE request to all Local SMS(s) for the serviceProvLRN object.

vvvvvv.The Local SMS(s) responds by sending a message indicating whether
the serviceProvLRN object was deleted successfully.

6.4.2.8  LRN Query by the Local SMS
In this scenario, the Local SMS queries LRN data.



NPAC Local
SMS SMS
_________________ Local |y .
SMS
M-GETRequest |~
< ServiceProvLRN b
M-GET Response
, e c
ServiceProvLRN

wwwwww.Action is taken by Local SMS personnel to query an LRN for a
specified service provider.

xxxxxXx.The Local SMS sends an M-GET request to the NPAC SMS for the
serviceProvLRN object.

yyyyyy.The NPAC SMS responds by sending an M-GET response containing
the data back to the Local SMS.

6.4.2.9



Network Data Download

This scenario shows a Local SMS request for network data download in order to

update their view of this data.

6.4.2.10

NPAC LOCAL
SMS SMS
Loca

M-ACTION Request

InpDownload

The NPAC SMS looks up the
specified network data in the
1 network tables.

M-ACTION Response

InpDownload

The Local SMS updates their
—| network view according to the -

data received in the download.

zzzzz7.Action is taken by the Local SMS personnel to request a network data
download. The criteria to decide which network data is to be
downloaded is specified by the Local SMS personnel.

aaaaaaa.The Local SMS sends an M-ACTION request to the NPAC SMS
InpNetwork object requesting a network data download.

bbbbbbb.The NPAC SMS looks up the network data in the network database as
specified by the criteria in the M-ACTION request.

cccecce. The NPAC SMS responds by sending an M-ACTION response to the
Local SMS that initiated the request. The response includes the
success/failure of the request along with the requested network data.

ddddddd.The Local SMS must take appropriate action to update their view of
the data.



Scoped/Filtered GET of Network Data

6.4.2.11

This scenario shows a request for network data via a scoped/filtered M-GET. In
this case, scoping is done from the InpNetwork object. However, scoping and
filtering can be done from serviceProvNetwork and serviceProvNPA-NXX

objects.
NPAC LOCAL
SMS SMS
Loca
T T T T T T sMs |
M-GET Request (scoped/filtered)
——————————— b
InpNetwork
M-GET Linked response 1~ g |~ _ _ _ _ _ _ _ _ _
S - c
[ d
L]
M-GET Linked response n >
M-GET Linked response (final) o I d

eeeeeee.Action is taken by the Local SMS personnel to request network data via
a scoped/filtered M-GET request.

fftffff. The Local SMS sends a scoped/filtered M-GET request to the NPAC
SMS.

gggeooo The NPAC SMS sends network data objects (serviceProvNetwork,
serviceProvNPA-NXX, serviceProvLRN) that pass the scope/filter
criteria to the Local SMS that initiated the request.

hhhhhhh.A final M-GET response is sent to the Local SMS that initiated the
request once all scoped/filtered network objects have been returned.



Scoped/Filtered GET of Network Data from SOA

6.5

S0A

This scenario shows a request for network data via a scoped/filtered M-GET.
Scoping and filtering is done from serviceProvNetwork.

NPAC
SOA SKS

M-GET Request (scoped fitered)

serviceProvNework
M-GET Linked response

- - - - ------- ¢

)
M-GET Linked response n

fep}

A

A

<>

ET Linked response (inal)

A

kkkkkkk.The NPAC SMS sends network data objects (serviceProvNetwork,
serviceProvNPA-NXX, serviceProvLRN) that pass the scope/filter
criteria to the SOA that initiated the request.

1111 A final M-GET response is sent to the SOA that initiated the request once
all scoped/filtered network objects have been returned.



SubscriptionVersion Flow Scenarios

Note: All actions for subscription versions in the flows that follow are atomic. If the
operation fails for one TN in a range it fails for all TNs in the range.

6.5.1  SubscriptionVersion Create Scenarios

The subscriptionVersionNPAC object is created by either the new or old service provider
SOA issuing their M-ACTION to create the subscription version. If the new service
provider SOA issues its subscriptionVersionNewSP-Create action first, the old service
provider SOA has the option of sending in the subscriptionVersionOldSP-Create action or
not. If they do send in the subscriptionVersionOldSP-Create, the old service provider
explicitly states their concurrence or non-concurrence to the port by the value set within
the subscriptionOldSP-Authorization field. If the old service provider does not send in
their create request within the concurrence window, this implies concurrence to the port.
However, the old service provider can send in their create request after the concurrence
window before activation of the subscription version and the NPAC SMS will accept the
data if valid.

If the old service provider SOA issues its subscriptionVersionOldSP-Create action first,
then the new service provider SOA must issue its subscriptionVersionNewSP-Create
action.



6.5.1.1  SubscriptionVersion Create by the Initial SOA (Old Service Provider)
In this scenario, the old service provider is the first to send the M-ACTION to
create the subscriptionVersion object.
NPAC
New SOA 0ld SOA LOCAL
SMS SMS
MACTION Request subscriptionVersionQldSP-Create
e et BT
MCREATE
subscriptonVersionNPAC
MCREATE Response
MACTION Response
MEVENT-REPORT objectCreation
M-EVENT-REPORT Confirmtion > ______________________
< MEVENTREPORT objectCreation | | oo
WLEVENT-REPORT Confimation > ______________________
NPAC SIS decides i this
suscripfonversionisthe e e e e e - = -
frst use of the NPACNKK
MEVENT-REPORT
subscripton\VersionNewNPA-NKX >
NEVENT-REPORT Confirmetion
\VEVENT-REPORT
] ‘ subscriptionVersionNewNPA-NKX
MEVENT-REPORT Confimation l
MEVENT-REPORT
I subscriptionVersionNewhPA-NKX
MEVENT-REPORT Confirmetion ’

mmmmmmm.Action is taken by the old service provider SOA to create a new

version of a subscriber.



nnnnnnn.Old service provider SOA sends M-ACTION
subscriptionVersionOldSP-Create to the NPAC SMS InpSubscriptions
object to create a new subscriptionVersionNPAC. The old service
provider SOA must specify the following valid attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionNewCurrentSP

subscriptionOldSP

subscriptionOldSP-DueDate
subscriptionOldSP-Authorization

subscriptionLNPType

If the service provider were to give a range of TNs, this would result in
an M-CREATE and M-EVENT-REPORT for each TN.

If an attribute value is invalid, an invalidArgumentValue will be
returned, indicating invalid data values. Other appropriate errors will
also be returned.

0000000.If the request is valid, the NPAC SMS will create the
subscriptionVersionNPAC object. The status will be set to “pending”
and the subscriptionOldSP-AuthorizationTimeStamp and
subscriptionModifiedTimeStamp will be set.

prrpppp-NPAC SMS responds to M-CREATE.

q999999-NPAC SMS sends action reply with success or failure and reasons for
failure.

rrrrrrr. If the M-ACTION was successful, the NPAC SMS issues an M-EVENT-
REPORT containing the following attributes to old service provider
SOA of subscriptionVersionNPAC creation.

sssssss.subscription TN
ttttttt.subscriptionOldSP
uuuuuuu.subscriptionNewCurrentSP
vvvvvvv.subscriptionOldSp-DueDate
wwwwwww.subscriptionOldSP-Authorization
xxxxxxx.subscriptionOldSP-AuthorizationTimeStamp
yyyyyyy.subscriptionStatusChangeCauseCode
7zz7777.(if subscriptionOldSP-Authorization set to false)
aaaaaaaa.subscriptionVersionStatus

bbbbbbbb.Old service provider SOA responds by sending an M-EVENT-
REPORT confirmation back to the NPAC SMS.

ccceeccee.If the M-ACTION was successful, the NPAC SMS issues an M-
EVENT-REPORT to new service provider SOA of
subscriptionVersionNPAC creation.

dddddddd.New service provider SOA issues an M-EVENT-REPORT
confirmation to NPAC SMS.

eeeeeeee. NPAC SMS decides if this subscription version is the first use or the
NPA-NXX.

e If this is the first use of the NPA-NXX, the NPAC SMS sends the
subscriptionVersionNewNPA-NXX M-EVENT-REPORT to inform the
accepting Local SMSs.

gggggoos. The Local SMS confirms the M-EVENT-REPORT.



6.5.1.2

hhhhhhhh.The NPAC SMS sends the subscriptionVersionNew NPA-NXX M-
EVENT-REPORT to inform the Old SOA.

EVENT-REPORT to inform the New SOA.
kkkkkkkk.The New SOA confirms the M-EVENT-REPORT.

2The next scenario would be “SubscriptionVersion Create by the Second
SOA (New Service Provider).”



SubscriptionVersion Create by the Initial SOA (New Service Provider)

In this scenario, the new service provider is the first to send the M-ACTION to
create the subscriptionVersion object.

NPAC LOCAL
New SOA 0ld SOA
SMS SNS
D e R R :
A-ACTION Request subscripfionVersiofNewSP-Create
e b
M-CREATE
subscriptonVersionNPAC
- - L B C
M-CREATE Respanse
« = !
M-ACTION Response
e :
M-EVENT-REPORT abjectCreation
4 e f
M-EVENT-REPORT Confrmation > ______________________ !
< MEVENT-REPORT obeciCrgafon e oo b
M-EVENT-REPORT Conﬁrmalon >
NPAC SMS decides i this
swscripfonversionste | fp====- j
first use of the NPA-NKX.
MEVENT-REPORT
subscriptonVersionNewNPA-NXX
Ppr------- f
M-EVENT-REPORT Confimation
[4-EVENT-REPORT
< ubscripionVersionNewNPA-NXX
____________________ i
V-EVENT-REPORT Confirmation
4’, ____________________ N
N-EVENT-REPORT
‘ubscriptionVersionNewNPA-NXX _____________________ )
V-EVENT-REPORT Confimafon w :

11111111 Action is taken by the new service provider SOA to create a new version
of a subscriber.

mmmmmmmm.New service provider SOA sends M-ACTION
subscriptionVersionNewSP-Create to the NPAC SMS InpSubscriptions
object to create a new subscriptionVersionNPAC. The new service



provider SOA must specify the following valid attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionNewCurrentSP

subscriptionOldSP

subscriptionNewSP-DueDate

subscriptionLNPType
subscriptionPortingToOriginal-SP Switch

The following items must be provided unless
subscriptionPortingToOriginal-SP is true:

subscriptionLRN
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionlSVM-SSN

The following attributes are optional:

subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingld

If the service provider were to give a range of TNs, this would result in
an M-CREATE and M-EVENT-REPORT for each TN.

If any attribute is invalid, an action failure will be returned, indicating
invalidArgumentValue. Other appropriate errors will also be returned.

nnnnnnnn.If the request is valid, the NPAC SMS will create the
subscriptionVersionNPAC object. The status will be set to “pending”
and the subscriptionModifiedTimeStamp and
subscriptionCreationTimeStamp will be set.

00000000.NPAC SMS responds to M-CREATE.

ppprppppp-NPAC SMS sends action reply with success or failure and reasons for
failure.

q99999qg.I1f the M-ACTION was successful, NPAC SMS issues an M-EVENT-
REPORT containing the following attributes to old service provider
SOA of subscriptionVersionNPAC creation.

rrrrrrer.subscription TN

ssssssss.subscriptionOldSP
tttttttt.subscriptionNewCurrentSP
uuuuuuuu.subscriptionNewSP-CreationTimeStamp
vvvvvvvv.subscriptionVersionStatus
wwwwwwww.subscriptionNewSP-DueDate

xxxxxxxx.0ld service provider SOA responds by sending an M-EVENT-
REPORT confirmation back to the NPAC SMS.

yyyyyyyy.If the M-ACTION was successful, NPAC SMS issues an M-EVENT-
REPORT to new service provider SOA of subscriptionVersionNPAC
creation.



6.5.1.3

7zz77777.New service provider SOA issues an M-EVENT-REPORT
confirmation to NPAC SMS.

aaaaaaaaa. NPAC SMS decides if this subscription version is the first use or the
NPA-NXX.

bbbbbbbbb.If this is the first use of the NPA-NXX, the NPAC SMS sends the
subscriptionVersionNewNPA-NXX M-EVENT-REPORT to inform the
accepting Local SMSs.

ccceccecee. The Local SMS confirms the M-EVENT-REPORT.

ddddddddd.The NPAC SMS sends the subscriptionVersionNew NPA-NXX M-
EVENT-REPORT to inform the Old SOA.

eeeeeeeee. The Old SOA confirms the M-EVENT-REPORT.

fitfttff. The NPAC SMS sends the subscriptionVersionNew NPA-NXX M-
EVENT-REPORT to inform the New SOA.

gggggoogo The New SOA confirms the M-EVENT-REPORT.

3The next scenario is either “SubscriptionVersion Create by the Second
SOA (Old Service Provider).” or “SubscriptionVersion Activated by New
Service Provider SOA”.



SubscriptionVersion Create by Second SOA (New Service Provider)

SOA

In this scenario, the old service provider has already issued its request causing
the subscriptionVersionNPAC to be created. The new service provider is now
following with its own create action.

New SOA

Oid SOA

M-ACTION Request subscr

NPAC
SMS

LOCAL
SMS

ptionVersionNewSP-Create

M-ACTION Response

g

M-SET

M-EVENT-REPORT attributeValueChange

-

M-EVENT-REPORT Confirmation

-
M-EVENT-REPORT attributeValueChange
M-EVENT-REPORT Confiration

.

hhhhhhhhh.New service provider SOA personnel take action to create a new

subscription version.

subscriptionVersionNewSP-Create to NPAC SMS InpSubscriptions
object to create a new subscriptionVersionNPAC. The new service
provider SOA must specify the following valid attributes:

subscriptionTN or a valid subscriptionVersionTN-Range

subscriptionNe

wCurrentSP

subscriptionOldSP

subscriptionNe

wSP-DueDate

subscriptionLNPType
subscriptionPortingToOriginal-SP Switch

The following items mu
subscriptionPortingToO

st be provided unless
riginal-SP is true:

subscriptionLRN

The following attributes are optional:

subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN




subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingld

If a TN range is specified in the request, it would result in an M-SET
request and M-EVENT-REPORT for each TN.

If the new service provider is not the new service provider specified in
the initial create by the old service provider, an accessDenied error will
be returned.

If any attribute is invalid, an action failure will be returned, indicating
invalidArgumentValue. Other appropriate errors will be returned.

subscriptionCreationTimeStamp, and all data specified in the M-
ACTION.

kkkkkkkkk. NPAC SMS responds to M-SET.

11111111L.NPAC SMS sends M-ACTION reply with success or failure and reasons
for failure.

mmmmmmmmm.NPAC SMS issues the M-EVENT-REPORT with the
following attributes to the old service provider when the
subscriptionNewSP-DueDate changes value.

nnnnnnnnn.subscriptionNewSP-DueDate
000000000.subscriptionNewSP-CreationTimeStamp

prpprppppp-Old service provider SOA issues M-EVENT-REPORT confirmation.

qqq99qqqq.If the M-ACTION was successful, the NPAC SMS issues M-
EVENT-REPORT to the new service provider for all attributes updated
from the preceding list of modifiable attributes in addition to the
following:

rrrrrrrrr.subscriptionNewSP-DueDate
sssssssss.subscriptionNewSP-CreationTimeStamp

ttttttttt. New service provider SOA issues M-EVENT-REPORT confirmation.

6.5.14



SubscriptionVersion Create by Second SOA (Old Service Provider)

4In this scenario, the new service provider has already issued its request
causing the subscriptionVersionNPAC to be created. The old service
provider is now following with its own create action.

Note: This is an optional step.

New Old
SOA SOA

M-ACTION Request

subscriptionVersionOldSP-Create]

NPAC
SMS

M-ACTION Response

g

L

M-SET Request
subscriptionOldSPAuthorization TimeStamp

M-SET Response

M-EVENT-REPORT
attribute ValueChange

M-EVENT-REPORT
Confirmation

M-EVENT-REPORT attribute VglueChange

g

M-EVENT-REPORT Confirmatign

>

uuuuuuuuu. Old service provider SOA personnel take action to create a old
subscription version.

vvvvvvvvv.Old service provider SOA sends M-ACTION
subscriptionVersionOldSP-Create to NPAC SMS InpSubscriptions
object to create an old subscriptionVersionNPAC. The old service
provider SOA must specify the following valid attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionNewCurrentSP
subscriptionOldSP
subscriptionOldSP-Authorization
subscriptionOldSP-DueDate
subscriptionLNPType

If a TN range is specified in the request, it would result in an M-SET
request and M-EVENT-REPORT for each TN.

If the old service provider is not the old service provider specified in
the initial create request by the new service provider, an accessDenied
error will be returned.

If any attribute is invalid, an invalidArgumentValue will be returned,



indicating invalid data values. Other appropriate errors will also be
returned.

wwwwwwwww.If the data is valid, the NPAC SMS sets the subscriptionOldSP-
AuthorizationTimeStamp, subscriptionModifiedTimeStamp and all data
specified in the M-ACTION.

xxxxxxxxX.NPAC SMS responds to M-SET.

yyyyyyyyy.NPAC SMS sends M-ACTION reply with success or failure and
reasons for failure.

777777777 1f the M-ACTION was successful, the NPAC SMS issues M-EVENT-
REPORT attribute value change to the old service provider for all
attributes updated from the following list:

subscriptionOldSP-DueDate
subscriptionOldSP-Authorization
aaaaaaaaaa.subscriptionOldSP-AuthoriztionTimeStamp

bbbbbbbbbb.Old service provider SOA issues M-EVENT-REPORT
confirmation.

ccceccccce. If the M-ACTION was successful, the NPAC SMS issues M-
EVENT-REPORT attribute value change to the new service provider
for all attributes updated from the preceding list. The following
attributes are sent in the attributeValueChangeNotification:

dddddddddd.subscriptionOldSP-DueDate
eeeeeeeeee.subscriptionOldSP-Authorization
T, subscriptionOldSP-Authoriztion TimeStamp

gggeggooos New service provider issues M-EVENT-REPORT confirmation.

5The next scenario would be “SubscriptionVersion Activated by New
Service Provider SOA.”

6.5.1.5



SubscriptionVersion Activated by New Service Provider SOA

In this scenario, either both service providers have sent their create data updates
for a new subscription version to the NPAC SMS or the concurrence window has
expired for receiving the subscriptionVersionOldSP-Create action. The new
service provider can now activate the subscription version.

New SOA

Old SOA

LOCAL
SMS

NPAC
SMS

M-ACTION Request subscriptionVe[sionActivate

M-ACTION subscriptionVersionActi

ate Response

M-SET Request
subscriptionVersionStatus=sending
SubscriptionVersionActivationTimpStamp

M-SET Response

______________________ d
M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChande
_____________________ e
(subscriptionVersionStatus=sending)
M-EVENT-REPORT Confirmation
p--—-—-——————————— f
M-EVENT-REPORT subscriptjonVersionStatusAttributeValueChange
_____________________ 9
(subscriptionVersionStatus=sending
M-EVENT-REPORT Confirmati
onfirmation e h

M-SET Request
SubscriptionBroadcastTimeStamp|

|M-SET Response

hhhhhhhhhh.The new service provider SOA issues a
subscriptionVersionActivate
M-ACTION to the NPAC SMS InpSubscriptions object to activate the
pending subscription version by specifying the subscription version ID,
subscription version TN, or a range of subscription version TNs.

subscriptionVersionStatus to “sending,”
subscriptionVersionActivationTimeStamp and
subscriptionModifiedTimeStamp on the subscriptionVersionNPAC

object.

kkkkkkkkkk.The NPAC SMS responds with the M-ACTION response. An error
will be returned if the service provider is not the new service provider
(accessDenied) or if there is no version to be activated
(invalidArgumentValue) or if any other failures occur.



6.5.1.6

111111111 If the M-ACTION was successful, the NPAC SMS sends to the old SOA
a subscription VersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to “sending”.

mmmmmmmmmm. The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

nnnnnnnnnn.If the M-ACTION was successful, the NPAC SMS sends to the
new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to “sending.”

0000000000.The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

prrpppepppp-NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending,”
subscriptionBroadcastTimeStamp on the subscriptionVersionNPAC
object.

q999999999-NPAC SMS responds to the M-SET.

6For subscription versions that are not being ported to the original service
provider’s switch, processing continues in the “Active SubscriptionVersion
Create on Local SMSs” flow.

7For ports to the original service provider’s switch, the flow follows an
immediate disconnect scenario. The NPAC SMS sets the broadcast
timestamp, notifies the service provider SOA of the status change and
proceeds to issue M-DELETE:s for the subscriptionVersion to the Local
SMS.



Active SubscriptionVersion Create on Local SMS

New Old NPAC
SOA SOA SMS

NPAC SMS has a new subscriptionVersi
with a subscriptionVersionStatus of “send

M-CREATE Request subscription)

M-CREATE Response

-

NPAC SMS waits for all Local SM
| M-CREATE Response.

M-EVENT-REPORT
< subscriptionVersionStatusAttributeValueChangd

(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation >

M-EVENT-REPORT sulscriptionVersionStatusAttributeValueChange
- — . —
(subscriptionVersionStafus=active)

M-EVENT-REPORT Confirmation »

- M-EVENT-REPORT sulpscriptionVersionStatusAttributeValueChange
(subscrintionVersionStatus (nrevious active SV) =old)

M-EVENT-REPORT Confifmation >

This scenario and associated error scenarios reflect the message flow for all new
object create requests from the NPAC SMS to the Local SMSs.

rrrrrrrrrr. NPAC SMS has a new subscriptionVersion with a status of “sending.”

ssssssssss. The NPAC SMS issues an M-CREATE for the subscriptionVersion to
each of the Local SMSs, that is accepting downloads for the NPA-NXX
of the subscriptionVersion.

tttttttttt. Each Local SMS will reply to the M-CREATE.

uuuuuuuuuu.NPAC SMS waits for Local SMSs to report successful
objectCreation.

vvvvvvvvvv.If the subscriptionVersion NPAC object was modified, the NPAC
SMS will issue M-EVENT-REPORT notifications to the old service
provider SOA of the status change using an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange.

wwwwwwwwww.The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

xxxxxxxxxx.If the subscriptionVersion NPAC object was modified, the NPAC
SMS will issue M-EVENT-REPORT notifications to the new service
provider SOA of the status change using an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange.

yyyyyyyyyy.The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

zzzzz77z777.If this TN has been previously ported (i.e., a previously active
subscriptionVersion NPAC object exists), the NPAC SMS will issue an
M-EVENT-REPORT notification to the current service provider SOA
for the previously active subscriptionVersion NPAC object of the status



change using an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange.

aaaaaaaaaaa.The current service provider SOA for the previously active
subscriptionVersion NPAC object returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

6.5.1.6.1



Active Subscription Version Create on Local SMS Using Create Action

6.5.1.6.2

This scenario reflects the message flow for all new object create
requests from the NPAC SMS to the Local SMS Using Create
Action. This action is used to create a group of subscription versions
with the same routing information.

NPAC LOCAL
SMS SMS
| | NPAC SMS has one or more subscription | _ | _ _ _ _ _ _ _ _ _
. . «, H ” a
versions with a status of “sending.
M-ACTION Request
 _EEEEEEEES b

subscriptionVersionLocalSMS-Create

|Local SMS verifies |
action is valid.

. M-ACTION Response

M-EVENT-REPORT

All creates have
4 been attempted | - ¢
on Local SMS.

subscriptionVersionLocalSMS-CreateResults

M-EVENT-REPORT Confirmation >_

(default 1 hour).

NPAC SMS waits for all responses
— a tunable amount of time r-r—-——————--—- h

bbbbbbbbbbb.NPAC SMS has one or more subscription versions
with a status of “sending ” that have been activated by the
new service provider.

ccceccceccc. NPAC SMS issues the subscriptionVersionLocal SMS-
Create action to the Local SMS, if it is accepting downloads
for the NPA-NXX of the subscriptionVersion. This action
contains all data necessary to create the subscription
version.

ddddddddddd.The Local SMS verifies the action is valid, but does
not attempt to create the subscription version(s).

eeeeeeeeeee. The Local SMS responds to the M-ACTION.

Tt The Local SMS proceeds to execute all the creates specified
by the action.

gggggoogoos The Local SMS sends to the NPAC SMS the M-
EVENT-REPORT specifying the success or failure of the
creates.

hhhhhhhhhhh.NPAC SMS confirms the M-EVENT-REPORT.

time. The default is 1 hour.



SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

New
SOA

Ooid
SOA

6.5.1.6.3

M-EVENT REPORT

subscriptionVersionOldSP-ConcurrenceRequest

This scenario shows no response within “Service Provider
Concurrence Window” by the old service provider SOA.

In this case, the new service provider SOA issued the create request.
The NPAC SMS has issued the ObjectCreation M-EVENT-REPORT
back to both the old and new service provider SOAs. No response
has yet been received by the old service provider SOA.

NPAC LOCAL
SMS SMS

No response from old SOA in
—{"Service Provider Concurrence[ -~ -~ ———-————~ a
Window” tunable.

g

M-EVENT REPORT Confirmation

S Sp) F b

| i e c
NPAC SMS waits for

|| M-ACTION from old SOA | d

within “Service Provider
Concurrence Failure Window.”

provider SOA within “Service Provider Concurrence
Window” for the pending subscriptionVersionNPAC
created by the new service provider SOA.

kkkkkkkkkkk.NPAC SMS sends the old service provider an M-
EVENT-REPORT subscriptionVersionOldSP-
ConcurrenceRequest.

11111111111. The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

mmmmmmmmmmm.Old service provider has up to “Service
Provider Concurrence Failure Window” to respond to the
request.

8If the old service provider SOA responds with a valid M-
ACTION or M-SET, processing resumes as a successful create.



SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

New
SOA

Ooid
SOA

6.5.1.6.4

M-EVENT REPORT

g

subscriptionVersionOIdSP-FinalConcurrenceWinglowExpiration

This scenario shows no response within “Service Provider Final
Concurrence Window” by the old service provider SOA.

In this case, the new service provider SOA issued the create request.
The NPAC SMS has issued the ObjectCreation M-EVENT-REPORT
back to both the old and new service provider SOAs as well as a
subsciptionVersionOldSP-ConcurrenceRequest
M-EVENT-REPORT to the old service provider SOA. No response
has yet been received by the old service provider SOA.

NPAC LOCAL
SMS SMS

No response from old SOA in
—1"“Service Provider Final rn———-—""—""="""=>"="=--- a
Concurrence Window” tunable.

M-EVENT REPORT Confirmation

e b

o U S c

nnnnnnnnnnn. NPAC SMS does not receive a response from the old
service provider SOA within “Service Provider Final
Concurrence Window” for the pending
subscriptionVersionNPAC created by the new service
provider SOA.

00000000000.NPAC SMS sends the old service provider an
M-EVENT-REPORT subscriptionVersionOldSP-Final
ConcurrenceWindowExpiration.

prppPppPppp-The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

9If the old service provider SOA responds with a valid
M-ACTION or M-SET prior to activation by the new service
provider, the subscription version will be updated.



Subscription Version Create: Failure to Receive Response from New SOA

This scenario shows action taken by the NPAC SMS after not
receiving any concurrence from the new service provider after the
“Service Provider Concurrence Failure Window.”

New Oid NPAC LOCAL
SOA SOA SMS SMS

No response from new SOA in|
- —| “Service Provider Concurrence|— 4+ — — — — — — — — a
Failure Window.”

M-SET Request
subscriptionVersionStatus=cancel

M-SET Response

M-EVENT-REPORT
SubscriptionVersionAttributeValueChangej

yYp—-—————————— — —— — - ——————— - d

(subscriptionVersionStatus=cancel)

M-EVENT-REPORT Confirmation

G e

M-EVENT-REPORT
SubscriptionVersionAttributeValueChange

I f

(subscriptionVersionStatuscancel)

M-EVENT-REPORT Confirnation

e 0

q9999999999.NPAC SMS receives no occurrence from the new
service provider SOA in “Service Provider Concurrence
Failure Window” for the pending
subscriptionVersionNPAC created by the old service
provider SOA.

rrrrrrrerr. NPAC SMS issues M-SET for subscriptionVersionStatus to
set it to “cancel” and the subscriptionModifiedTimeStamp
in the subscriptionVersionNPAC object.

sssssssssss.NPAC SMS responds to M-SET.

ttttttttttt. If the subscription VersionNPAC object was modified, the
NPAC SMS notifies the old service provider of the status
change.

uuuuuuuuuuu. The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

vvvvvvvvvvv.If the subscriptionVersionNPAC object was modified,
the NPAC SMS notifies new service provider SOA of the
status change.

wwwwwwwwwww.The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

6.5.1.7



SubscriptionVersionCreate M-CREATE Failure to Local SMS
This scenario shows a failure to all of the Local SMS on M-CREATE.

NPAC LOCAL

New SOA Old SOA SMS SMS

The new service provider SOA
— | has activated the pending - |- —-—-—-—-——--- a
subscription.

M-CREATE Request subscriptionVersion

- b
NPAC SMS waits for
[~ | responses from local SMS. r-t—-————=——=—-—- c
| | NPAC SMS retries each o g
local SMS.
I—| No responses occur. — - — - - ——— - e

M-SET Request

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=failed)

M-EVENT-REPORT Confirmation

- - — - - - - — - - - - — - - —— = i
M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange
S j
(subscriptionVersiopStatus=failed)
M-EVENT-REPORT Confirmation ) K
xxxxxxxxxxx.The new service provider SOA has activated the pending

subscription.

yyyyyyyyyyy.The NPAC SMS issues an M-CREATE for the
subscriptionVersion to each of the Local SMSs, that is accepting
downloads for the NPA-NXX of the subscriptionVersion.

77727777777 NPAC SMS waits for responses from each Local SMS.

aaaaaaaaaaaa.NPAC SMS resends to each Local SMS up to a tunable number of
retries at a tunable interval.

bbbbbbbbbbbb.No responses occur from any Local SMS or all Local SMSs
report a failure response to the M-CREATE.

ccceccceeccce.NPAC SMS issues M-SET to update the subscriptionVersionStatus
to “failed” in the subscriptionVersionNPAC object, the
subscriptionFailed-SP-List, and the subscriptionModifiedTimeStamp.

dddddddddddd.NPAC SMS issues M-SET response.

eeeeeeeeeeee.If the subscriptionVersionNPAC was modified, the NPAC SMS
will send M-EVENT-REPORT to the old service provider SOA of the
subscriptionVersionStatus change.



fITTT. The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

gggegooooooo If the subscriptionVersionNPAC was modified, the NPAC SMS
will send M-EVENT-REPORT to the new service provider SOA of the
subscriptionVersionStatus change.

hhhhhhhhhhhh.The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

6.5.1.8



SubscriptionVersion M-CREATE: Partial Failure to Local SMS
This scenario shows a partial failure to a Local SMS on an M-CREATE.

NPAC LOCAL
New SOA Old SOA
v SMS SMS
The new service provider SOA
| | has activated the pending ~ [ — - - - - - - - a
subscription.

M-CREATE Request
subscriptionVersion

- b
M-CREATE Response
—y————————— - —————— - c
NPAC SMS waits for
[ | responses from local SMS. |- """ """ " d
NPAC SMS retries each
| | local SMS that has not I e

responded.

No response occurs from at
least one local SMS.

M-SET Request
subscriptionVersionStatus=partial-failure

M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=partial-failure)

M-EVENT-REPORT Confirmation

p--—---—-——-————— =] - ———— == j
M-EVENT-REPORT]
subscriptionVersion$tatusAttributeValueChange N I K
(subscriptionVersior|Status=partial-failure)
M-EVENT-REPORT Confirmation

g |

each of the Local SMSs, that is accepting downloads for the NPA-NXX
of the subscriptionVersion.

kkkkkkkkkkkk.One or more Local SMSs respond to the M-CREATE.
11111111111.NPAC SMS waits for responses from each Local SMS.

mmmmmmmmmmmm.NPAC SMS resends, to each unresponsive Local SMS,
up to a tunable number of retries at a tunable interval.

nnnnnnnnnnnn.No responses occur from at least one Local SMS, or a Local
SMS returns an M-CREATE failure.

000000000000.NPAC SMS issues M-SET to the subscriptionVersionStatus to
“partial-failure” in the subscriptionVersionNPAC object,
subscriptionFailed-SP-List, and the subscriptionModifiedTimeStamp.

prpprpepppppp-NPAC SMS issues M-SET response.



6.5.1.9

qq999999999qq.1f the subscriptionVersionNPAC was modified, the NPAC SMS
will send M-EVENT-REPORT to the old service provider SOA of the
subscriptionVersionStatus change and a list of failed Local SMSs.

rrrrrrrrrrrr. The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

ssssssssssss.If the subscriptionVersionNPAC was modified, the NPAC SMS will
send M-EVENT-REPORT to the new service provider SOA of the
subscriptionVersionStatus change and a list of failed Local SMSs.

tttttttttttt. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.



Create Subscription Version: Resend Successful to Local SMS Action

NPAC

This scenario shows the successful resend of a subscription version create. The
resend of a failed subscription version create can only be performed by

authorized NPAC personnel.

New SOA

Old SOA

M-EVENT-REPORT

NPAC
SMS

subscriptionVersionStatusAttributeValueChange

LOCAL
SMS

M-CREATE Request
subscriptionVersion

M-CREATE Response

| | NPAC SMS waits for all Local SMS
M-CREATE responses.

(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange
(subscriptionVersionStatlis=active)

M-EVENT-REPORT Confirmation -

uuuuuuuuuuuu. NPAC personnel take action to resend a failed
subscriptionVersion create.

vvvvvvvvvvvv.The NPAC SMS issues an M-CREATE for the
subscriptionVersion to each of the Local SMSs that previously failed,
and is accepting downloads for the NPA-NXX of the

subscriptionVersion.

wwwwwwwwwwww.Each Local SMS will reply to the M-CREATE.

xxxxXxxXxXxXX.NPAC SMS waits for all Local SMSs to report successful
subscription version creation.

VYyyyyyyyyyy.lf the subscriptionVersion NPAC object was modified, the NPAC
SMS will issue M-EVENT-REPORT notifications to the old service
provider SOA of the status change using an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange.

777777777777.The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

aaaaaaaaaaaaa.lf the subscriptionVersion NPAC object was modified, the NPAC
SMS will issue M-EVENT-REPORT notifications to the new service
provider SOA of the status change using an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange.

bbbbbbbbbbbbb.The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.



6.5.1.10



Subscription Version: Resend Failure to Local SMS

This scenario shows a failure on a resend of a Subscription Version M-CREATE
a Local SMS. The resend of a failed modified active version can only be
performed by authorized NPAC SMS personnel.

New SOA

NPAC LOCAL
Oid SOA
SMS SMS

M-CREATE Request
subscriptionVersion

M-CREATE Response

NPAC SMS waits for
responses from all Local SMSs.

NPAC SMS retries each
| | local SMS that has not 4 - - - —— —
responded.

No response occurs from at
least one local SMS.

M-SET Request
subscriptionVersionStatus=partial-failurg¢

M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=partial-failure)

M-EVENT-REPORT Confirmation

M-EVENT-REPORT

subscriptionVersionStatyisAttributeValueChange
(subscriptionVersionStafus=partial-failure)

M-EVENT-REPORT Copfirmation I

cccecceeeccee. The NPAC personnel issues a resend for the failed or partially
failed subscriptionVersion.

ddddddddddddd.The NPAC SMS issues an M-CREATE for the
subscriptionVersion to each of the Local SMSs for which the M-
CREATE previously failed, and is accepting downloads for the NPA-
NXX of the subscriptionVersion.

eeeeeeeeeeeee.One or more Local SMSs respond to the M-CREATE.
T . NPAC SMS waits for responses from each Local SMS.

gggggoogoooos NPAC SMS resends, to each unresponsive Local SMS, up to a
tunable number of retries at a tunable interval.

hhhhhhhhhhhhh.No responses occur from at least one or all Local SMSs, or one
or all Local SMSs return an M-CREATE failure.
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failure” or “failed” in the subscriptionVersionNPAC object,
subscriptionFailed-SP-List, and the subscriptionModifiedTimeStamp.

kkkkkkkkkkkkk.If the subscriptionVersionNPAC was modified, the NPAC SMS
will send M-EVENT-REPORT to the old service provider SOA of the
subscriptionVersionStatus change and a list of failed Local SMSs.

111 The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

mmmmmmmmmmmmm.If the subscriptionVersionNPAC was modified, the
NPAC SMS will send M-EVENT-REPORT to the new service provider
SOA of the subscriptionVersionStatus change and a list of failed Local
SMSs.

nnnnnnnnnnnnn. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.



SubscriptionVersion Create for Intra-Service Provider Port

This scenario shows how an intra-service port is processed.

Current NPAC LOCAL
SOA SMs SMs
o R i e a
M-ACTION Request subscriptionVersionNewSP-Create
- - - —t----— - b
M-CREATE Request
| subscriptionVersionNPAC

M-ACTION Response

M-EVENT-REPORT objectCreation

L T — e f

M-EVENT-REPORT Confirmation

- - 9

0000000000000.Action is taken by the current provider SOA to create a new
version of a subscriber.

prpprperppppppp.-Current provider SOA sends M-ACTION
subscriptionVersionNewSP-Create to the NPAC SMS InpSubscriptions
object to create a new subscriptionVersionNPAC. The SOA must
specify the following valid attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionNewCurrentSP
subscriptionOldSP
subscriptionNewSP-DueDate
subscriptionPortingToOriginal-SPSwitch
subscriptionLRN
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN
subscriptionLNPType

The subscriptionNewCurrentServiceProv must be equal to the
subscriptionOldServiceProv.

The following attributes are optional:
subscriptionEndUserLocationValue

subscriptionEndUserLocationType
subscriptionBillingld
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4999999999999.1f the request is valid, the NPAC SMS will M-CREATE the
subscriptionVersionNPAC object. The status will be set to “pending.”
Also the subscriptionCreationTimeStamp, the subscriptionNewSP-
AuthorizationTimeStamp, subscriptionOldSP-
AuthorizationTimeStamp, and the subscriptionModifiedTimeStamp
will be set.

rrrrrrrrrrrrt. NPAC SMS responds to M-CREATE.

sssssssssssss. NPAC SMS sends an action reply with success or failure and
reasons for failure. If the action fails, no modifications are applied and
processing stops for this scenario.

ttttttttttttt. NPAC SMS notifies intra-service provider SOA of
subscriptionVersionNPAC creation.

uuuuuuuuuuuuu.Service provider SOA sends M-EVENT-REPORT confirmation
to NPAC SMS.

10The intra-service subscriptionVersion now follows the same flow as an
inter-service subscriptionVersionCreation to activate the
subscriptionVersion on the NPAC SMS and create the subscriptionVersion
on the Local SMSs.

11The only difference is the M-EVENT-REPORT for the
subscription VersionStatusAttributeValueChange is only sent to the new
provider.

12



SubscriptionVersion Port-to-Original: Successful

This scenario shows how a port-to-original (successful) port is processed.

New SOA Oid SOA

M-ACTION request subs|

NPAC
SMS

triptionVersionActivate

Activate SV2 Port-to-Orig

M-ACTION subscrip!

inal

ionVersionActivate response

LOCAL
SMS

M-SET Request

subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

M-EVENT-REPORT
subscriptionVersiong

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChangg

(subscriptionVersionStatus=sending on SV2

M-EVENT-REPORT Confirmation -

tatusAttributeValueChange

(subscriptionVersion

Btatus=sending on SV2

M-EVENT-REPORT

M-EVENT-REPORT Corffirmation »

subscriptionVersion$tatusAttributeValueChange

M-SET Request

subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

(subscriptionVersion

M-EVENT-REPORT Corffirmation

Btatus=sending on SV1

M-DELETE request

(subscriptionVersion

M-DELETE response

-

All Local SMSs have responded
successfully.

(continued on next page)




New SOA

Old SOA

M-EVENT-REPORT

subscriptionVersion

tatusAttributeValueChange

NPAC
SMS

LOCAL
SMS

M-SET Request
subscriptionVersionStatus=old on SV1

subscriptionModifiedTimeStamp
subscriptionDisconnectCompleteTimg

M-SET Response

(subscriptionVersion

Btatus=old on SV1

M-EVENT-REPORT Corjfirmation

M-EVENT-REPORT

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=old on SV2

M-EVENT-REPORT Confirmation

subscriptionVersionStatusAttributeValueChange

>

M-SET Request

subscriptionVersionStatus=old on SV2

e

M-SET Response

subscriptionModifiedTimeSta

(subscriptionVersion

Btatus=old on SV2

M-EVENT-REPORT Corffirmation

Housekeeper purges after x days.

SV 1 is the currently active Subscription Version.

SV 2 is the current pending Subscription Version.

vvvvvvvvvvvvv.The new service provider SOA issues a
subscriptionVersionActivate M-ACTION to the NPAC SMS
InpSubscriptions object to activate the pending subscription version
SV2 by specifying the subscription version ID, subscription version
TN, or a range of subscription version TNs.

wwwwwwwwwwwww. The NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending”,
subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp
on the subscriptionVersionNPAC on SV2.

xxxxXXXXxxxxxX.NPAC SMS response to the M-SET.




yyyyyyyyyyyyy.The NPAC SMS responds with the M-ACTION response. An
error will be returned if the service provider is not the new service
provider (accessDenied) or if there is no version to be activated
(invalidArgumentValue) or if any other failures occur.

7272777777777.1f the M-ACTION was successful, the NPAC SMS sends to the
old service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

aaaaaaaaaaaaaa.The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

bbbbbbbbbbbbbb.If the M-ACTION was successful, the NPAC SMS sends to
the new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

ccceccecccccee. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

dddddddddddddd.The NPAC SMS sets the subscriptionVersionStatus to sending
and sets the subscriptionBroadcastTimeStamp and
subscriptionModifiedTimeStamp on the subscriptionVersionNPAC on
SVI.

eeeeeeceeeeeee. NPAC SMS response to the M-SET.

HTttff. The NPAC SMS sends to the current/new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV1.

gggggoggooooos The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

hhhhhhhhhhhhhh.NPAC SMS sends out an M-DELETE on the subscription
Version SV1 to all Local SMSs, that are accepting downloads for the
NPA-NXX of subscription Version SV1. If the M-DELETE is for
multiple subscription versions, a scoped and filtered operation will be
sent.

kkkkkkkkkkkkkk.NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV1 to old. It also sets the
subscriptionModifiedTimeStamp and
subscriptionDisconnectCompleteTimeStamp.

11111111111.NPAC SMS responds to the M-SET.

mmmmmmmmmmmmmm.The NPAC SMS sends to the current/new service
provider SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to old on SV1.

nnnnnnnnnnnnnn. The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

00000000000000.NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV2 to old. It also sets the
subscriptionModifiedTimeStamp.

prrpprprpPrpppp-NPAC SMS responds to the M-SET.
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49999999999999. The NPAC SMS sends to the old service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to old on SV2.

rrrrrrrrrrrrrr. The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

ssssssssssssss. The NPAC SMS sends to the new service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to old on SV2.

tttttttttttttt. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

uuuuuuuuuuuuuu. After a tunable amount of days, the subscription versions SV 1
and SV2 are purged by the NPAC SMS housekeeping process.
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SubscriptionVersion Port-to-Original: All LSMSs Fail

This scenario shows how a port-to-original (all fail) port is processed.

New SOA

Oid SOA

M-ACTION request subsgriptionVersionActivate

NPAC
SMS

Activate SV2 Port-to-Original

M-ACTION subscrip!

ionVersionActivate response

LOCAL
SMS

M-SET Request

subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChangg

(subscriptionVersionStatus=sending on SV2

M-EVENT-REPORT Confirmation

M-EVENT-REPORT
subscriptionVersion§tatusAttributeValueChange
(subscriptionVersionBtatus=sending on SV2

M-EVENT-REPORT Corjfirmation -

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

M-SET Request

subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

(subscriptionVersionptatus=sending on SV1

M-EVENT-REPORT Corjfirmation

(continued on next page)

M-DELETE request

"] SMS that has not responded.

| received from all local SMSs.

(subscriptionVersion

The NPAC SMS waits for a
response from each local SMS.

The NPAC SMS retries any local

No response or an error is




NPAC LOCAL
New SOA Old SOA SMS SMS

M-SET Request
subscriptionVersionStatus=active on SV1

M-EVENT-REPORT
subscriptionVersion$tatusAttributeValueChange

S s

(subscriptionVersionftatus=active on SV1

M-EVENT-REPORT Corjfirmation

g R e EEEE t

M-SET Request

subscriptionVersionStatus=failed on SV2

u
< SubscriptionFailed-SP-List
M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=failed on SV2; SubscriptionFailed-SP-List w
M-EVENT-REPORT Confirmation >
__________________________________ M
M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange
(subscriptionVersion$tatus=failed on SV2; SubscriptionFailed-SP-List y
M-EVENT-REPORT Corffirmation > e,
— Housekeeper purges after x days. f—— == == -=------ aa

SV 1 is the currently active Subscription Version.

SV 2 is the current pending Subscription Version.

vvvvvvvvvvvvvv.The new service provider SOA issues a
subscriptionVersionActivate M-ACTION to the NPAC SMS
InpSubscriptions object to activate the pending subscription version
SV2 by specifying the subscription version ID, subscription version
TN, or a range of subscription version TNs.

wwwwwwwwwwwwww.The NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending”,
subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp
on the subscriptionVersionNPAC on SV2.

xxXxXXXXXxxXxx.NPAC SMS response to the M-SET.

yYYyyyyyyyyyyyy.The NPAC SMS responds with the M-ACTION response. An
error will be returned if the service provider is not the new service
provider (accessDenied) or if there is no version to be activated
(invalidArgumentValue) or if any other failures occur.

72722777777777.1f the M-ACTION was successful, the NPAC SMS sends to the
old service provider SOA a




subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

aaaaaaaaaaaaaaa.The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

bbbbbbbbbbbbbbb.If the M-ACTION was successful, the NPAC SMS sends to
the new service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to sending on SV2.

cccecceeccceece. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

ddddddddddddddd.The NPAC SMS sets the subscriptionVersionStatus to
sending and sets the subscriptionBroadcastTimeStamp and
subscriptionModifiedTimeStamp on the subscriptionVersionNPAC on
SVI.

eceeeeeceeeeeee. NPAC SMS response to the M-SET.

THTTTtf. The NPAC SMS sends to the current/new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV1.

gggggoogooooooo The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

hhhhhhhhhhhhhhh.NPAC SMS sends out an M-DELETE on the subscription
Version SV1 to all Local SMSs, that are accepting downloads for the
NPA-NXX of subscription Version SV1. If the M-DELETE is for
multiple subscription versions, a scoped and filtered operation will be
sent.

kkkkkkkkkkkkkkk.No response or an error is received from all Local SMSs.

1HIIIIIILNPAC SMS issues an M-SET updating the subscriptionVersionStatus
of SV1 to active.

mmmmmmmmmmmmmmm.NPAC SMS responds to the M-SET.

nnnnnnnnnnnnnnn. The NPAC SMS sends to the current/new service provider
SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to active on SV1.

000000000000000.The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

prpepepPrrprpprpp-NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV2 to failed. It also sets the
subscriptionFailed-SP-List.

499999999999999-NPAC SMS responds to the M-SET.

rrrrrrrrrrrrerr. The NPAC SMS sends to the old service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to failed on SV2, along with the
subscriptionFailed-SP-List.

sssssssssssssss. The old service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.
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tettttttttttttt. The NPAC SMS sends to the new service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to failed on SV2, along with the
subscriptionFailed-SP-List.

uuuuuuuuuuuuuuu. The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

vvvvvvvvvvvvvvv.After a tunable amount of days, the subscription versions
SV1 and SV2 are purged by the NPAC SMS housekeeping process.

wwwwwwwwwwwwwww.NOTE: SV1 may exist as an old SV that may be
associated with SV2 that is in a “partially failed” state for a port to
original port. In this case, the housekeeping process should not purge
SV1 unless SV2 is also being purged.

xxxxXXXxXxXxXxxX.NOTE: SV1 and SV2 should be updated to the NPA-NXX
for a NPA Split if SV2 is in a “failed” or “partially failed” state.



SubscriptionVersion Port-to-Original: Partial Failure

This scenario shows how a port-to-original (partial fail) port is processed.

New SOA

Oid SOA

M-ACTION request subsgriptionVersionActivate

NPAC
SMS

Activate SV2 Port-to-Original

M-ACTION subscripfionVersionActivate response

LOCAL
SMS

M-SET Request
subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChangg

(subscriptionVersionStatus=sending on SV2

M-EVENT-REPORT Confirmation

M-EVENT-REPORT
subscriptionVersion§tatusAttributeValueChange
(subscriptionVersionpBtatus=sending on SV2

M-EVENT-REPORT Corjfirmation -

M-EVENT-REPORT
subscriptionVersion$tatusAttributeValueChange

M-SET Request

subscriptionBroadcastTimeStamp
subscriptionModifiedTimeStamp

M-SET Response

(subscriptionVersionptatus=sending on SV1

M-EVENT-REPORT Corjfirmation

M-DELETE request

| SMS that has not responded.

| ceived from at least one, but not

(subscriptionVersion

The NPAC SMS waits for a
response from each local SMS.

The NPAC SMS retries any local

No response or an error is re-

(continued on next page)

Leach, local SMS




New SOA

Old SOA

M-EVENT-REPORT
subscriptionVersion$tatusAttributeValueChange

NPAC
SMS

LOCAL

SMS

M-SET Request
subscriptionVersionStatus=old on SV1

(subscriptionVersionBtatus=old on SV1

M-EVENT-REPORT Corjfirmation

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=partially failed on SV2;

>

M-EVENT-REPORT Confirmation

M-SET Request

< SubscriptionFailed-SP-List

M-SET Response

(subscriptionVersionﬁtatus=partially failed on SV2; SubscriptionFailed-SP-J

M-EVENT-REPORT Corffirmation

-

S

SV 1 is the currently active Subscription Version.

SV 2 is the current pending Subscription Version.

yYyyyyyyyyyyyyy.The new service provider SOA issues a
subscriptionVersionActivate M-ACTION to the NPAC SMS
InpSubscriptions object to activate the pending subscription version
SV2 by specifying the subscription version ID, subscription version
TN, or a range of subscription version TNs.

Housekeeper purges after x days. —

subscriptionVersionStatus=partiallv failed fon SV2

777777777777777. The NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending”,
subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp
on the subscriptionVersionNPAC on SV2.

r—-———-——=-—=-=-2z




aaaaaaaaaaaaaaaa. NPAC SMS response to the M-SET.

bbbbbbbbbbbbbbbb.The NPAC SMS responds with the M-ACTION response.
An error will be returned if the service provider is not the new service
provider (accessDenied) or if there is no version to be activated
(invalidArgumentValue) or if any other failures occur.

cceececcccccecee.If the M-ACTION was successful, the NPAC SMS sends to
the old service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

dddddddddddddddd.The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

eeceeeeeeeeeeeeee.If the M-ACTION was successful, the NPAC SMS sends to
the new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

fItf. The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

ggggggoooooooooo The NPAC SMS sets the subscriptionVersionStatus to
sending and sets the subscriptionBroadcastTimeStamp and
subscriptionModifiedTimeStamp on the subscriptionVersionNPAC on
SV1.

hhhhhhhhhhhhhhhh.NPAC SMS response to the M-SET.

subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV1.

REPORT confirmation to the NPAC SMS.

kkkkkkkkkkkkkkkk. NPAC SMS sends out an M-DELETE on the subscription
Version SV1 to all Local SMSs, that are accepting downloads for the
NPA-NXX of subscription Version SV1. If the M-DELETE is for
multiple subscription versions, a scoped and filtered operation will be
sent.

1L NPAC SMS waits for a response from each Local SMS.

mmmmmmmmmmmmmmmm.NPAC SMS retries any Local SMS that has not
responded.

nnnnnnnnnnnnnnnn.No response or an error is received from at least one, but
not each, Local SMS.

0000000000000000.NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV1 to old.

prprrrrPrrPrrPreppp-NPAC SMS responds to the M-SET.

4999999999999999-The NPAC SMS sends to the current/new service provider
SOA a subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to old on SV1.

rrrrrrrerrererrr. The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.
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ssssssssssssssss.NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV2 to partially failed. It also sets the
subscriptionFailed-SP-List.

ttettttttttttttt. NPAC SMS responds to the M-SET.

uuuuuuuuuuuuuuuu. The NPAC SMS sends to the old service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to partially failed on SV2, along
with the subscriptionFailed-SP-List.

vvvvvvvvvvvvvvvy.The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

wwwwwwwwwwwwwwww.The NPAC SMS sends to the new service provider
SOA a subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to partially failed on SV2, along
with the subscriptionFailed-SP-List.

xxxxxxxxxxxxxxxx.The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

VYYYYYYYYYYyyyyy.After a tunable amount of days, the subscription versions
SV1 and SV2 are purged by the NPAC SMS housekeeping process.

772777777777777z.NOTE: SV1 may exist as an old SV that may be associated
with SV2 that is in a “partially failed” state for a port to original port.
In this case, the housekeeping process should not purge SV1 unless
SV2 is also being purged.

aaaaaaaaaaaaaaaaa.NOTE: SV1 and SV2 should be updated to the NPA-NXX
for a NPA Split if SV2 is in a “failed” or “partially failed” state.

bbbbbbbbbbbbbbbbb.



SubscriptionVersion Port-to-Original: Resend

This scenario shows how a port-to-original (resend) port is processed.

New SOA

Old SOA

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange

NPAC
SMS

LOCAL
SMS

(subscriptionVersion

Btatus=sending on SV1

M-EVENT-REPORT Corffirmation

M-EVENT-REPORT

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChangg

M-SET Request

M-EVENT-REPORT Confirmation

(subscriptionVersionStatus=sending on SV2

subscriptionVersion3tatusAttributeValueChange

-

(subscriptionVersionftatus=sending on SV2

M-EVENT-REPORT Corjfirmation

(continued on next page)

M-DELETE request

-

(subscriptionVersion (SV1)

M-DELETE response

-

All previously failed Local SMSs

| have responded successfully.




New SOA

Old SOA

M-EVENT-REPORT
subscriptionVersion{

tatusAttributeValueChange

NPAC
SMS

LOCAL
SMS

M-SET Request
subscriptionVersionStatus=old on SV1

subscriptionModifiedTimeStamp
subscriptionDisconnectCompleteTimg

M-SET Response

(subscriptionVersion

Btatus=old on SV1

M-EVENT-REPORT Corjfirmation

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus=old on SV2

M-EVENT-REPORT Confirmation

M-EVENT-REPORT
subscriptionVersion

tatusAttributeValueChange

>

M-SET Request

subscriptionVersionStatus=old on SV2

g

subscriptionModifiedTimeSta

M-SET Respbonse

(subscriptionVersion

Btatus=old on SV2

M-EVENT-REPORT Corffirmation

Housekeeper purges after x days.

SV 1 is the currently active Subscription Version.

SV 2 is the current pending Subscription Version.

cceecceeccceeccce. NPAC personnel take action to resend a failed port-to-
original for a subscription version.

ddddddddddddddddd.The NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending”,
subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp
on the subscriptionVersionNPAC on SV1.

eeceeeeceeeceeece. NPAC SMS response to the M-SET.

THTTfTtTf. The NPAC SMS sends to the new/current service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV1.

ggggggggooooooooe The new/current service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.




hhhhhhhhhhhhhhhhh. The NPAC SMS sets the subscriptionVersionStatus to
sending on the subscriptionVersionNPAC on SV2.

subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

kkkkkkkkkkkkkkkkk.The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

LI The NPAC SMS sends to the new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

mmmmmmmmmmmmmmmmm. The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

nnnnnnnnnnnnnnnnn. NPAC SMS sends out an M-DELETE on the subscription
Version SV1 to all Local SMSs that previously failed, that are accepting
downloads for the NPA-NXX of the subscription Version SV1. If the
M-DELETE is for multiple subscription versions, a scoped and filtered
operation may be sent.

00000000000000000.Each previously failed Local SMS responds with a
successful M-DELETE reply.

prrprePPPPPPPPPPp-All previously failed Local SMSs respond successfully.

99999999999999999-NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV1 to old. It also sets the
subscriptionModifiedTimeStamp and
subscriptionDisconnectCompleteTimeStamp.

rrrrrrrrrrrrrrit. NPAC SMS responds to the M-SET.

sssssssssssssssss. The NPAC SMS sends to the current/new service provider SOA
a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to old on SV1.

teeeeeeettttttttt. The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

uuuuuuuuuuuuuuuuu. NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV2 to old. It also sets the
subscriptionModified TimeStamp.

vvvvvvvvvvvvvvvvy.NPAC SMS responds to the M-SET.

wwwwwwwwwwwwwwwww. The NPAC SMS sends to the old service provider
SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to old on SV2.

xXXxxXxxxxxxxxxxx.The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

Vyyyyyyyyyyyyyyyy.The NPAC SMS sends to the new service provider SOA a
subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to old on SV2.

zz777777777777777.The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.




aaaaaaaaaaaaaaaaaa.After a tunable amount of days, the subscription versions
SV1 and SV2 are purged by the NPAC SMS housekeeping process.
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SubscriptionVersion Port-to-Original: Resend Failure to Local SMS

This scenario shows a failure on a resend of a subscription port-to-original that
failed previously to one or more of the Local SMSs. The resend of a failed port-
to-original for a subscription can only be performed by authorized NPAC
personnel.

NPAC LOCAL

New SOA Old SOA SMS SMS

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersion$tatus=sending on SV1

M-EVENT-REPORT Corffirmation »

M-SET Request

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChangq

(subscriptionVersionStatus=sending on SV2

M-EVENT-REPORT Confirmation -

M-EVENT-REPORT
subscriptionVersion§tatusAttributeValueChange

(subscriptionVersionftatus=sending on SV2

M-EVENT-REPORT Corjfirmation »

M-DELETE request

| S

(subscriptionVersion (SV1)

The NPAC SMS waits for a I
response from each Local SMS.

The NPAC SMS retries any Local
SMS that has not responded

No response or an error is re-
| ceived from at least one Local
SMS

(continued on next page)




New SOA

Old SOA

M-EVENT-REPORT
subscriptionVersion§

tatusAttributeValueChange

NPAC LOCAL
SMS SMS
M-SET Request
subscriptionVersionStatus=old or active or] SV1

(subscriptionVersion

M-EVENT-REPORT Co

Btatus=old or actrive on SV1

firmation

subscriptionVersion

M-EVENT-REPORT|

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChand

M-SET Request

subscriptionVersionStatus=partiallv failed

< SubscriptionFailed-SP-List
M-SET Response

e

(subscriptionVersionStatus=partially failed or f:

M-EVENT-REPORT Confirmation

-

BtatusAttributeValueChange

iled on SV2; SubscriptionFailed-SP-List

(subscriptionVersior

M-EVENT-REPORT Copfirmation

L

Status=partially failed or failed on SV2; SubscriptionFgiled-SP-List

Housekeeper purges after x days. f—af= == == -====--- z

SV 1 is the currently active Subscription Version.

SV 2 is the current pending Subscription Version.

bbbbbbbbbbbbbbbbbb.NPAC personnel take action to resend a failed port-to-
original for a subscription version.

ccceccceccceecccee. The NPAC SMS issues an M-SET request setting the
subscriptionVersionStatus to “sending”,
subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp
on the subscriptionVersionNPAC on SV1.

dddddddddddddddddd.NPAC SMS response to the M-SET.

eceeeeeeeeeeceeeeee. The NPAC SMS sends to the new/current service provider
SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to sending on SV1.

T The new/current service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

gggggoogoogooooooo The NPAC SMS sets the subscriptionVersionStatus to
sending on the subscriptionVersionNPAC on SV2.




hhhhhhhhhhhhhhhhhh NPAC SMS response to the M-SET.

subscriptionVersionStatusAttribute ValueChange for the
subscriptionVersionStatus being set to sending on SV2.

confirmation to the NPAC SMS.

kkkkkkkkkkkkkkkkkk.The NPAC SMS sends to the new service provider SOA a
subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to sending on SV2.

11111111111 The new service provider SOA returns an M-EVENT-REPORT
confirmation to the NPAC SMS.

mmmmmmmmmmmmmmmmmm.NPAC SMS sends out an M-DELETE on the
subscription Version SV1 to all Local SMSs that previously failed, that
are accepting downloads for the NPA-NXX of the subscription Version
SV1. If the M-DELETE is for multiple subscription versions, a scoped
and filtered operation may be sent.

nnnnnnnnnnnnnnnnnn. NPAC SMS waits for a response from each Local SMS.

000000000000000000.NPAC SMS retries any Local SMS that has not
responded.

PPPPPPPPPPPPPPPPPP-NoO response or an error is received from at least one
Local SMS.

499999999999999999-NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV1 to “old” or “active” (if all Local
SMSs accepting download for the NPA-NXX failed) from “sending”.
It will also update the subscriptionFailed-SP-List with the service
provider ID and name of the Local SMSs that failed to successfully
receive the broadcast.

rrrrrrrrrrrrrrirt. NPAC SMS responds to the M-SET.

ssssssssssssssssss. The NPAC SMS sends to the current/new service provider
SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to “old” or “active” on SV1.

teeeeeeetttttttttt. The current/new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

uuuuuuuuuuuuuuuuuu. NPAC SMS issues an M-SET updating the
subscriptionVersionStatus of SV2 to partially failed. It also sets the
subscriptionFailed-SP-List.

vvvvvvvvvvvvvvvvvv.NPAC SMS responds to the M-SET.

wwwwwwwwwwwwwwwwww. The NPAC SMS sends to the old service
provider SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to “partially failed” or “failed” on
SV2, along with the subscriptionFailed-SP-List.

xxxxxxxxxxxxxxxxxx.The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

yYyyyyyyyyyyyyyyyy.The NPAC SMS sends to the current/new service
provider SOA a subscriptionVersionStatusAttributeValueChange for the
subscriptionVersionStatus being set to “partially failed” or “failed” on
SV2, along with the subscriptionFailed-SP-List.
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777777777777777777.The current/new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

aaaaaaaaaaaaaaaaaaa.After a tunable amount of days, the subscription versions
SV1 and SV2 are purged by the NPAC SMS housekeeping process.

bbbbbbbbbbbbbbbbbbb.NOTE: SV1 may exist as an old SV that may be
associated with SV2 that is in a “partially failed” state for a port to
original port. In this case, the housekeeping process should not purge
SV1 unless SV2 is also being purged.

cceccecceccecceccce. NOTE: SV1 and SV2 should be updated to the NPA-NXX
for a NPA Split if SV2 is in a “failed” or “partially failed” state.
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Modify Scenarios

6.5.2.1  SubscriptionVersion Modify Active Version Using M-ACTION by a Service Provider SOA

This scenario shows the modification of an active subscription. The modification
of an active subscription version can only be performed by the current service
provider SOA using M-ACTION.

Current NPAC LOCAL
SOA sSMs sMs
SOA - T a
M-ACTION subscriptionVersionModify > ________________________________ b

M-SET Request
subscriptionVersionStatus=sending
subscriptionBroadcastTimeStamp

M-ACTION Response

< U RN o

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

————————— e | f

subscriptionVersionStatus=sending

M-EVENT-REPORT Confirmation >

M-EVENT-REPORT
AttributeValueChange

e h

M-EVENT-REPORT Confirmation >

b - —_————— e e e e e |, e - - i

M-SET subscriptionVersion attributes

M-SET Response

< ----------- k

All Local SMS(s) have
reported object modification.

M-SET Request
subscriptionVersionStatus=active

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

—_————— | = - 1)

(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation >

ddddddddddddddddddd.Action is taken by current service provider to modify an
active subscription version by specifying the TN, TN range, and the
version status, or by specifying the version ID of the subscription
version to be modified; and the data to be modified.




The current service provider can only modify the following attributes:

subscriptionLRN
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionlSVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingld

eeceeeeeeeeeceeeeeeee. Current service provider SOA issues M-ACTION
ModifySubscriptionVersion to the NPAC SMS InpSubscriptions object
to update the active version. The NPAC SMS validates the data.

Tt If the M-ACTION data validates, NPAC SMS issues M-SET to
the subscriptionVersionNPAC. The subscriptionVersionStatus is
updated to “sending,” the subscriptionBroadcastTimeStamp and
subscriptionModifiedTimeStamp are set, and any other modified
attributes are updated.

gggeggoooooooooooocs NPAC SMS issues M-SET response indicating success
or failure.

hhhhhhhhhhhhhhhhhhh.NPAC SMS replies to the M-ACTION with success or
failure and reasons for failure to the service provider SOA. If the action
fails, no modifications are applied and processing stops. Failure reasons
include accessDenied (not the current service provider) and
invalidArgumentValue (validation problems).

subscriptionVersionStatusAttributeValueChange for the status change
to “sending.”

confirmation.

kkkkkkkkkkkkkkkkkkk. NPAC SMS issues M-EVENT-REPORT for the rest of
the modified attributes.

111111111111 Current service provider SOA responds with M-EVENT-REPORT
confirmation.

mmmmmmmmmmmmmmmmmmm.NPAC SMS issues M-SET to all Local
SMSs for the updated attributes, that are accepting downloads for the
NPA-NXX of the subscriptionVersion. If the update involves multiple
subscription version objects, a scoped and filtered request will be sent.

nnnnnnnnnnnnnnnnnnn.Local SMSs reply to M-SET.

0000000000000000000.All Local SMSs have reported the object modification.

Failure scenarios for this modification follow the same rules for an
objectCreation failure to the Local SMS. However, upon failure the
version status is updated to “active” and the subscriptionFailedSP-List
is updated to contain the name of the service providers for which the
download fails.



preppepeprprrpepppp-NPAC SMS issues M-SET to update the current
subscriptionVersionNPAC object subscriptionVersionStatus to “active.”

4999999999999999999-NPAC SMS responds to M-SET.

rrrrrrrerrererrrre. NPAC SMS sends M-EVENT-REPORT to the current provider
of the subscriptionVersionStatus update.

sssssssssssssssssss.Service provider SOA issues M-EVENT-REPORT
confirmation.
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SubscriptionVersion Modify Active: Failure to Local SMS

Current
SOA

M-EVENT-REPORT

This scenario shows the broadcast of a modified active subscription that fails to
one or more of the Local SMSs.

NPAC LOCAL
SMS SMS

The NPAC SMS has a
subscription version that has been
successfully modified by the
current service provider. The
subscription version now has a
status of “sending”.

M-SET Request
subscriptionVersion attributes

M-SET Response

-——— 1+ - — - - —— - c
The NPAC SMS waits for a

[ | responsefromeachlocalSMS.[ [~~~ "~~~ 7 d
The NPAC SMS retries any

| 1 local SMS that has not I e
responded.

No response or an error is
— received from at least one - -—-=-=-=-=-- f
local SMS.

M-SET Request
subscriptionVersionStatus=active

M-SET Response

subscriptionVersionStatusAttributeValueChange|
(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation

p--—-—-——-———————— - -] - - ———— - j

teeetteettttttttttt. The NPAC SMS has an active subscription version that has been
successfully modified by the current service provider. The subscription
version now has a status of “sending”.

uuuuuuuuuuuuuuuuuuu. The NPAC SMS issues M-SET to all Local SMSs for
the updated attributes, that are accepting downloads for the NPA-NXX
of the subscriptionVersion.

vvvvvvvvvvvvvvvvvvy.Local SMSs should respond successfully to the M-SET.

WWWWWWWWWWWWWWwwwww.NPAC SMS waits for responses from each
Local SMS.

XXXXXXXXXXXXXXXXXXX.NPAC SMS retries any Local SMS that has not
responded.

VYYYYYYYYYYYYYYYyyy.No response or an error is received from at least one
Local SMS.

7777777777777777777Z.NPAC SMS issues the M-SET to update the current
subscriptionVersionNPAC object’s subscriptionVersionStatus to
“active” from “sending”. It will also update the subscriptionFailed-SP-
List with the service provider ID and name of the Local SMS that failed
to successfully receive the broadcast.



aaaaaaaaaaaaaaaaaaaa.NPAC SMS responds to the M-SET.

bbbbbbbbbbbbbbbbbbbb.NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange M-EVENT-REPORT
to the current service provider SOA with the current status and
failedSP-List.

ccceccceccceeccceece. The current service provider SOA issues the M-EVENT-
REPORT confirmation.

6.5.2.3



SubscriptionVersion Modify Prior to Activate Using M-ACTION

This scenario can only be performed when the subscriptionVersionStatus is
conflict or pending.

NPAC LOCAL
SMS SMS

M-ACTION Request
subscriptionVersionModify

M-EVENT-REPORT Attribute\alueChange

M-SET Request

U S c

subscriptionVersionNPAC

M-SET Response

M-ACTION Response

-

M-EVENT-REPORT Confirmation

| Rt 9

M-EVENT-REPORT AttributeValueChange

O h

M-EVENT-REPORT Confirmation

p---———— e —— - i

dddddddddddddddddddd.Action is taken by a service provider to modify a

subscriptionVersion by specifying the TN, TN range, and eptienally-the
version status, or by specifying the version ID of the subscription
version to be modified; and the data to be modified.

The old service provider can only update the following attributes:
subscriptionOldSP-DueDate

subscriptionOldSP-Authorization
subscriptionStatusChangeCauseCode

NOTE: The subscriptionStatusChangeCauseCode can only be
modified when the subscriptionOldSP-Authorization is set to FALSE

The new service provider can only update the attributes:

subscriptionLRN
subscriptionNewSP-DueDate
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionlISVM-DPC
subscriptionISVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingld
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eceeeeeeeeeeeeeeeeee. Service provider SOA issues M-ACTION
subscriptionVersionModify to the NPAC SMS InpSubscriptions object
to update the version. The NPAC SMS validates the data.

TRt If validation is successful, NPAC SMS will M-SET the
attributes modified in the subscriptionVersionNPAC object and set the
subscriptionModifiedTimeStamp.

gggeggogoooooooooooo The NPAC SMS will issue an M-SET response.

hhhhhhhhhhhhhhhhhhhh.NPAC SMS replies to the M-ACTION with success or
failure and reasons for failure.

Note: If the old service provider was the initiator of the M-ACTION
that caused the subscription version status to change, the NPAC SMS
would issue a subscription VersionStatusAttribute ValueChange M-
EVENT-REPORT to the old and new service provider SOAs.

confirmation to the NPAC SMS.

kkkkkkkkkkkkkkkkkkkk.NPAC SMS issues M-EVENT-REPORT
attributeValueChange to the new service provider SOA.

111111111111 The new service provider SOA returns M-EVENT-REPORT
confirmation to the NPAC SMS.



SubscriptionVersion Modify Prior to Activate Using M-SET

This scenario shows a modify using an M-SET. The M-SET can only be
performed when the subscriptionVersionStatus is conflict or pending.

Old New NPAC LOCAL
SOA SOA SMS SMS
SOA Sl ---oommmo b a
M-SET Request
! P B b
M-SET Response
Sy Sy H S c
M-EVENT-REPORT attributeYalueChange
S d
M-EVENT-REPORT Confirmgtion
»————————————————— ——————————— e
M-EVENT-REPORT attributeValueChange
MR S f
M-EVENT-REPORT Confirmation
R g

mmmmmmmmmmmmmmmmmmmm.Action is taken by a service provider to
modify the subscriptionVersion. The old service provider can only
update the following attributes:

subscriptionOldSP-DueDate
subscriptionOldSP-Authorization

subscriptionStatusChangeCauseCode

NOTE: The subscriptionStatusChangeCauseCode can only be
modified when the subscriptionOldSP-Authorization is set to FALSE

The new service provider can only update the attributes:

subscriptionLRN

subscriptionNewSP-DueDate

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionlSVM-SSN

subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingld

nnnnnnnnnnnnnnnnnnnn. The new or old service provider SOA will issue an M-

SET request for the attributes to be updated in the
subscriptionVersionNPAC object. The request will be validated for an
authorized service provider and validation of the attributes and values.

00000000000000000000.The NPAC SMS will issue an M-SET response
indicating success or failure and reasons for failure.

Note: If the old service provider was the initiator of the M-SET that
caused the subscription version status to change, the NPAC SMS would
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issue a subscriptionVersionStatusAttribute ValueChange M-EVENT-
REPORT to the old and new service provider SOAs

prrrrPPPPPPPPPPPPPPP-NPAC SMS issues M-EVENT-REPORT
attributeValueChange to the old service provider SOA.

q99999999999999999499- The old service provider SOA returns M-EVENT-
REPORT confirmation to the NPAC SMS.

rrrrrrrrrrrrerrrrrt. NPAC SMS issues M-EVENT-REPORT attributeValueChange
to the new service provider SOA.

ssssssssssssssssssss. The new service provider SOA returns M-EVENT-REPORT
confirmation to the NPAC SMS.



Subscription Version Modify Active: Resend Successful to Local SMS

This scenario shows the successful resend of a modification of an active
subscription. The resend of a failed modified active version can only be
performed by authorized NPAC personnel.

Current NPAC LOCAL
SOA SMS SMS

M-SET Request
subscriptionVersionStatus=sending
subscriptionBroadcastTimeStamp

M-EVENT-REPORT
siJbscriptionVersionStatusAttributeVaIueChange

) d
subscriptionVersionStatus=sending
M-EVENT-REPORT Confirmation
S e
M-SET subscriptionVersion attributes
---------- f
M-SET Response
----------- 9
| | All Local SMS(s) have | | h
reported object modification. [~~~ """ """ "7
M-SET Request
subscriptionVersionStatus=active
«——— - i
M-SET Response
__________________ J
M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange
————e e e e k

(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation >

tetetetetttttttttttt. Action is taken by NPAC personnel to resend the failed modified
active version.

vuuuuuuuuuuuuuuuuuuu. NPAC SMS issues M-SET to the
subscriptionVersionNPAC. The subscriptionVersionStatus is updated to
“sending”.

vvvvvvvvvvvvvvvvvvvv.NPAC SMS issues M-SET response indicating success
or failure.

WWWWWWWWWWWWWWWWWWWW.INPAC SMS issues M-EVENT- REPORT
subscriptionVersionStatusAttribute ValueChange for the status change
to “sending.”

XXXXXXXXXXXXXXXXXXXX.Current service provider SOA responds with M-
EVENT-REPORT confirmation.
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VYYYyyyyyyyyyyyyyyyy.NPAC SMS issues M-SET to all Local SMSs that
previously failed for the updated attributes, and are accepting
downloads for the NPA-NXX of the subscriptionVersion.

77777777777777777777.1 .ocal SMSs reply to M-SET.

aaaaaaaaaaaaaaaaaaaaa.All Local SMSs have reported the object modification.

bbbbbbbbbbbbbbbbbbbbb.NPAC SMS issues M-SET to update the current
subscriptionVersionNPAC object subscriptionVersionStatus to “active.”

ccecceccecceccecceece. NPAC SMS responds to M-SET.

ddddddddddddddddddddd.NPAC SMS sends M-EVENT-REPORT to the current
provider of the subscriptionVersionStatus update.

eeceeeeeeeeeeeeeeeeeee.Service provider SOA issues M-EVENT-REPORT
confirmation.



Subscription Version Modify Active: Resend Failure to Local SMS

NPAC

Current
SOA

subscriptionVersionStatusAttributeValueChange
(subscriptionVersionStatus=active)

M-EVENT-REPORT

This scenario shows a failure on a resend of a modified active subscription that
failed previously to one or more of the Local SMSs. The resend of a failed
modified active version can only be performed by authorized NPAC personnel.

NPAC LOCAL
SMS SMS

M-SET Request
subscriptionVersion attributes

M-SET Response

The NPAC SMS waits for a
response from each local SMS.[~ [T~~~ =~~~ 7 d

The NPAC SMS retries any
1 1 local SMS that has not | - — - — — — - e
responded.

No response or an error is
— received from at leastone @ }— - - —— - — - f
local SMS.

M-SET Request
| _subscriptionVersionStatus=active

M-SET Response

M-EVENT-REPORT Confirmation

p--—-—-—-—-—-—-———— - - - - ———— - j

. The NPAC SMS has an active subscription version that has
been unsuccessfully modified by the current service provider. The
NPAC personnel issues a resend for the failed modified version and the
subscription version now has a status of “sending”.

gggggooooooooooooooos The NPAC SMS issues M-SET to all Local SMSs
that previously failed for the updated attributes, and are accepting
downloads for the NPA-NXX of the subscriptionVersion.

hhhhhhhhhhhhhhhhhhhhh.Local SMSs should respond successfully to the M-
SET.

kkkkkkkkkkkkkkkkkkkkk.No response or an error is received from at least one
or all Local SMSs.

LI NPAC SMS issues the M-SET to update the current
subscriptionVersionNPAC object’s subscriptionVersionStatus to
“active” from “sending”. It will also update the subscriptionFailed-SP-
List with the service provider ID and name of the Local SMSs that
failed to successfully receive the broadcast.



mmmmmmmmmmmmmmmmmmmmm.NPAC SMS responds to the M-SET.

nnnnnnnnnnnnnnnnnnnnn. NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange M-EVENT-REPORT
to the current service provider SOA with the current status and
failedSP-List.

000000000000000000000.The current service provider SOA issues the M-
EVENT-REPORT confirmation.

6.5.3



Cancel Scenarios

6.5.3.1  SubscriptionVersion Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred
A subscription version can be canceled when the current status is conflict,
disconnect-pending, or pending.
In this scenario, the old service provider initiates the cancel after both the old
and new service provider SOAs have issued their create actions. Once the new
service provider SOA’s cancellation acknowledgment is received, the version
status is set to “canceled”. Since the old service provider SOA initiated the
cancel, its cancellation acknowledgment is optional.
NPAC
New SOA Old SOA
SMS
SOA N
M-ACTION Request subscriptionVersionCancel
- - - - -
[M-SET Request
|§ubscrigtionVersionS(atus=canceI-pending
1 M-SET Response
M-ACTION Response Tt
- ———| - - - - — - — — - —
M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange
(subscriptionVersionStatus=cancel pending) TTTTTTTTTTTT T
M-EVENT-REPORT Confirmation » e
M-EVENT-REPORT statusAttributeValueChange |} _ _ _ __ —
(subscriptionVersiorfStatus =cancel pending)
M-EVENT-REPORT Confirmation > _______________ —
M-SET Request subscription-
OldSP-CancellationTimeStamp
1 M-SET Response
M-ACTION Request subscriptionVersionOldSP-CancellationAcknowledge
M-ACTION Response Tt
M-ACTION Request subscriptionVersionNewSP-CancellationAcknowledge . ______________ _
M-SET Request subscription-
-CancellationTimeStamp
subscriptionVersionStatus=canceled
] M-SET Response
M-ACTION Reply T
fy———————— 1 - — - ————— == —
M-EVENT-REPORT subscriptionVersionAttributeValueChange
< (subscriptionVersionStatus=canceled) | " °77
M-EVENT-REPORT Confirmation > __________________
< M-EVENT-REHORT subscriptionVersionAttributeValueChange |~ _ _ ___ _ _ ______
(subscriptionVdrsionStatus =canceled)
M-EVENT-RERORT Confirmation > _________________

LOCAL
SMS

PPPPPPPPPPPPPPPPPPPPP-Action is initiated by the old or new service provider
SOA to cancel a subscription version by specifying the TN, TN range,
or version ID of the subscription version to be canceled.

4999999999999999999499.Service provider SOA issues an M-ACTION
subscriptionVersionCancel to the NPAC SMS to the InpSubscriptions

object.

rrrrrrrrrrererrererr. NPAC SMS issues M-SET to update
subscriptionVersionStatus to “cancel-pending” in the
subscriptionVersionNPAC object and the
subscriptionModifiedTimeStamp.

$3555555855885SS58Sss. NPAC SMS issues M-SET response.

teeeteeettttttttttttt. NPAC SMS returns the M-ACTION reply. This either reflects a
success or failure. Failure reasons are version in wrong state, no version
to cancel, and authorization service provider. If successful, the
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subscriptionPre-CancellationStatus is set to the current
subscriptionVersionStatus and then the subscriptionVersionStatus is set
to “cancel-pending.” If the action fails, no modifications are applied
and processing stops.

vuuuuuuuuuuuuuuuuuuuu. An M-EVENT-REPORT for the
subscriptionVersionStatus change is sent from the NPAC SMS to the
old service provider SOA.

vvvvvvvvvvvvvvvvvvvvy. The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

WWWWWWWWWWWWWWWWWWWWw.An M-EVENT-REPORT for the
subscriptionVersionStatus change is sent from the NPAC SMS to the
new service provider SOA.

XXXXXXXXXXXXXXXXXXXXX.The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

VYYYyyyyyyyyyyyyyyyyy.The NPAC SMS issues M-SET for the
subscriptionOldSP-CancellationTimeStamp in the
subscriptionVersionNPAC object and subscriptionModifiedTimeStamp.

777777777777777777777.NPAC SMS issues an M-SET response.

aaaaaaaaaaaaaaaaaaaaaa.The old service provider SOA sends an M-ACTION
subscriptionVersionOldSP-CancellationAcknowledge to the NPAC
SMS InpSubscription object. This acknowledges the cancellation of the
subscriptionVersionNPAC with a status of cancel-pending.

bbbbbbbbbbbbbbbbbbbbbb.NPAC SMS responds to the M-ACTION with either
a success or failure and failure reasons. If the action fails, no
modifications are applied.

ccceccceccceeccceeccee. The new service provider SOA sends an M-ACTION
subscriptionVersionNewSP-CancellationAcknowledge to the NPAC
SMS InpSubscriptions object.

dddddddddddddddddddddd.The NPAC SMS issues M-SET for the
subscriptionNewSP-CancellationTimeStamp,
subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp,
and subscriptionVersionStatus to “canceled.”

eceeeeeeececeeceeeceee. NPAC SMS issues M-SET response.

Tt NPAC SMS replies to M-ACTION with success or failure and
reasons for failure. If the action fails, no modifications are applied.

gggggoooogooooooaooooo If the last M-ACTION was successful, the NPAC
SMS sends the M-EVENT-REPORT for the subscriptionVersionStatus
update to canceled to the old service provider SOA.

hhhhhhhhhhhhhhhhhhhhhh If the last M-ACTION was successful, the old

service provider SOA returns an M-EVENT-REPORT confirmation to
the NPAC SMS.

subscriptionVersionStatus update to canceled to the new service
provider SOA.

confirmation to the NPAC SMS.



SubscriptionVersionCancel: No Acknowledgment from a SOA

The NPAC SMS has set the status of the subscription version to “cancel-
pending” upon request of the old SOA. It is now waiting for the
acknowledgments from both service provider SOAs. Acknowledgment from the
old SOA is optional. In this scenario the new service provider does not respond.

NPAC LOCAL

New SOA Old SOA SMS SMS

| NPAC SMS waiting for
M-ACTION Request cancellation acknowledgement.
subscriptionVersionOldSP-CancellationAcknowledge

M-SET Request subscription-
OIdSP-CancellationTimeStamp

| M-SET Response

M-ACTION Response

- e e

No acknowledgment after
7] tunable period.

M-EVENT-REPORT subdcriptionVersionCancellationAcknowledgeRequest

- ——————————————————— - - - ——----— - ------ g

M-EVENT-REPORT Confirmation

p-— ---——————————— === h

[ No reply within tunable period. f----------- i

M-SET Request
subscriptionVersionStatus=conflict

[P——— B |

subscriptionConflictTimeStamp

| M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus =conflict)

M-EVENT-REPORT Confirmation
|

M-EVENT-REPORT] subscriptionVersionStatusAttributeValueChange
g — . ——
(subscriptionVersionStatus =conflict)

M-EVENT-REPORT| Confirmation >

kkkkkkkkkkkkkkkkkkkkkk.NPAC SMS is waiting for the cancellation
acknowledgments from both service provider SOAs.

LI The old service provider SOA sends a
subscriptionVersionOldSP-CancellationAcknowledge M-ACTION to
the NPAC SMS InpSubscriptions object. This acknowledges the
cancellation of the subscriptionVersionNPAC with a status of cancel-
pending.

mmmmmmmmmmmmmmmmmmmmmm.NPAC SMS issues M-SET for the
subscriptionOldSP-CancellationTimeStamp and
subscriptionModifiedTimeStamp in the subscriptionVersionNPAC
object.

nnnnnnnnnnnnnnnnnnnnnn. NPAC SMS responds to M-SET.
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0000000000000000000000.NPAC SMS replies to the M-ACTION with either a
success or failure and failure reasons. If the action fails, no
modifications are applied and processing stops.

prrpprerrrrrrereprppppp-The NPAC SMS waits for the cancellation
acknowledgment from the new service provider SOA. No reply is
received after a tunable period.

4999999999999999999999-NPAC SMS issues M-EVENT-REPORT
subscriptionVersionCancellationAcknowledgeRequest to the
unresponsive new service provider SOA.

rrrerrrrrrerrrreerrrer. The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

ssssssssssssssssssssss. The “Service Provider Concurrence Cancellation
Window” has expired and still no cancellation acknowledgment is
received from the new service provider.

teeeeeeeeetttttttttttt. NPAC SMS issues M-SET to update the
subscriptionVersionStatus to conflict and the
subscriptionConflictTimeStamp and subscriptionModifiedTimeStamp
are set.

uuuuuuuuuuuuuuuuuuuuuu. NPAC SMS issues M-SET response.

vvvvvvvvvvvvvvyvvvvyvvyvy.The NPAC SMS issues M-EVENT-REPORT,
subscriptionVersionStatusAttribute ValueChange, to the old service
provider SOA.

WWWWWWWwwwwwwwwwwwwwww. The old service provider SOA returns an
M-EVENT-REPORT confirmation to the NPAC SMS.

XXXXXXXXXXXXXXXXXXXXXX.The NPAC SMS issues M-EVENT-REPORT,
subscriptionVersionStatusAttribute ValueChange, to the new service
provider SOA.

YYYYYYYYYYYYYYYYYYYyyyy.The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

16At this point, the flow follows the conflict resolution scenarios.



Subscription Version Cancels With Only One Create Action Received

New
SOA

Once one of the subscriptionVersionNewSP-Create or
subscriptionVersionOldSP-Create actions has been received, the subscription
version can be canceled by the same service provider who created the
subscription version. In this case, the subscription version status is set to
“canceled”, not “cancel-pending”, and no further acknowledgments are
necessary by either the old or new service provider.

If the new service provider SOA creates the pending subscription version and the
old service provider attempts to cancel it (or vice-versa), an error is returned to
the service provider who requested the cancel.

In this scenario, the new service provider SOA has already successfully issued
the subscriptionVersionNewSP-Create action. The old service provider has not
issued it’s subscriptionVersionOldSP-Create action. Now, the new service
provider needs to cancel the pending subscription version.

Oid SOA

NPAC
SMS

LOCAL
SMS

M-ACTION Request
subscriptionVersionCancd

M-ACTION Response

| M-SET Response

M-SET Request
subscriptionVersionStatus=cancel

e}

M-EVENT-REPORT
subscriptionVersionStatusAttributeValueChange

g

(subscriptionVersionStatus=cancel)

M-EVENT-REPORT Confirmation

M-EVENT-REPORT
subscriptionVersionStatyisAttributeValueChange
(subscriptionVersionStafus =cancel)
M-EVENT-REPORT Corjfirmation

7777777777777777777777.Action is taken by the new service provider to cancel a
subscription version they created.

aaaaaaaaaaaaaaaaaaaaaaa.The new service provider SOA sends M-ACTION
subscriptionVersionCancel to the NPAC SMS InpSubscriptions object
to cancel a pending subscriptionVersionNPAC.

bbbbbbbbbbbbbbbbbbbbbbb.NPAC SMS issues M-SET to update the
subscriptionVersionStatus to “canceled” and update the
subscriptionModifiedTimeStamp in the subscriptionVersionNPAC

object.

ccecceccecceccecceeccec. NPAC SMS issues M-SET response.

ddddddddddddddddddddddd. NPAC SMS returns the M-ACTION reply. This
either reflects a success or failure. Failure reasons are version in wrong
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state, no version to cancel, and service provider not authorized.

If successful, the subscriptionPreCancellationStatus is set to the current
subscriptionVersionStatus, and then the subscriptionVersionStatus is set
to “canceled”. If the action fails, no modifications are applied and
processing stops.

eceeeeeeeceeeeceeeeeeee. The subscriptionVersionStatusAttribute ValueChange
M-EVENT-REPORT is sent to the old service provider SOA.

Tt The old service provider confirms the M-EVENT-REPORT.

geggggegegegegggeggggeg The
subscriptionVersionStatusAttribute ValueChange M-EVENT-REPORT

is sent to the new service provider SOA.

hhhhhhhhhhhhhhhhhhhhhhh.The new service provider confirms the M-EVENT-
REPORT.



Disconnect Scenarios

6.5.4.1  SubscriptionVersion Immediate Disconnect

The current service provider can disconnect an active subscription version. In
this scenario, the disconnect is immediate.

DONOR SOA NPAC LOCAL
SOA SMS SMS

M-ACTION Request

M-SET Request .
subscriptionCustomerDisconnectDgte
subscriptionVersionStatus=sending

subscriptionBroadcastTimeStamp

< e ‘

M-SET Response

subscriptionVersionDisconnect

< M-ACTIONResponse | __ _ _ _ _ _ _ _ _ __ ____Jdo-_______ e

M-EVENT-REPORT
subscriptionVersionStatusAttributeVlueChange

(subscriptionVersionStatus=sending

M-EVENT-REPORT Confirmation ' ________________________ g

> M-EVENT-REPORT | oo oo oo h
(subscriptionVersionDonorSP-
CustomerDisconnectDate)

M-EVENT-REPORT N o o |- oo -
Confirmation >

M-DELETE Request

subscription\ersion ’,_ ........... j
‘-M-D.ELEIE.Respause— ____________ K

All Local SMSs have respondgd
successfully.

M-SET Request

bscriptionVersionStatus=old
- YU m

M-SET Response

M-EVENT-REPORT
subscriptionVersionStatusAttributeVglueChange

g | o

(subscriptionVersionStatus=old)

Wm» ________________________ p

disconnect to the InpSubscriptions object. The M-ACTION specifies
either the subscriptionVersionld, or subscriptionTN or range of TN,
and also has future dated the subscriptionEffectiveReleaseDate and the
subscriptionCustomerDisconnectDate. The subscription version status
must be active and no pending, failed, conflict or cancel-pending
versions can exist.
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kkkkkkkkkkkkkkkkkkkkkkk.NPAC SMS issues an M-SET to set the
subscriptionCustomerDisconnectDate according to the disconnect
action. The subscriptionVersionStatus goes to “sending ” and the
subscriptionModifiedTimeStamp and the
subscriptionBroadcastTimeStamp are both set accordingly.

TIIIIIIIILNPAC SMS responds to whether M-SET was successful.

mmmmmmmmmmmmmmmmmmmmmmm.NPAC SMS responds to the M-
ACTION. If the action failed, an error will be returned and processing
will stop on this flow.

nnnnnnnnnnnnnnnnnnnnnnn. NPAC SMS notifies service provider SOA of status
change to “sending.”

00000000000000000000000.Service provider SOA confirms event report.

prrrrerrrPrrPrrrrrrpPrpppp-NPAC SMS sends the donor service provider SOA
notification that the subscription version is being disconnected with the
customer disconnect date.

49999999999999999999999.-The donor service provider SOA confirms the M-
EVENT-REPORT.

rrrrrrrrrrrrerrrrrrerr. NPAC SMS sends out an M-DELETE on the
subscriptionVersion to all Local SMSs, that are accepting downloads
for the NPA-NXX of the subscriptionVersion. If the M-DELETE is for
multiple subscription versions, a scoped and filtered operation will be
sent.

sssssssssssssssssssssss.Each Local SMS responds with a successful M-DELETE
reply.

teeeeeeeettttttttttttt. All Local SMSs respond successfully.

uuuuuuuuuuuuuuuuuuuuuuu. NPAC SMS issues M-SET updating the
subscriptionVersionStatus to old for subscriptionVersionNPAC objects.
It also sets the subscriptionModifiedTimeStamp and
subscriptionDisconnectCompleteTimeStamp.

vvvvvvvvvvvyvvvvvvvvvvyv.NPAC SMS responds to M-SET.

WWWWWWWWWWWWWWWWWWWWWWW.NPAC SMS issues an M-EVENT-
REPORT for the subscriptionVersionStatus equal to “old.”

XXXXXXXXXXXXXXXXXXXXXXX.Service provider SOA responds to M-EVENT-
REPORT.

YYYYYYYYYYYYYYYYYYYYYyy.After a tunable amount of days, the subscription
version is purged by the NPAC SMS housekeeping process.



SubscriptionVersion Disconnect With Effective Release Date

In this scenario, a future dated request is submitted to disconnect an active
subscriptionVersion.

Current NPAC LOCAL
SOA SMS SMS

SOA - -m oo he oo a

M-ACTION subscriptionVersionDisconnect

—— e —— — —— — —— —— — —— — — — = — e = —— — - b
(subscriptionEffectiveReleaseDate=
future date and time) M-SET Request

subscriptionVersionStatus=disconnect-pending
subscriptionEffectiveReleaseDate

M-SET Response

M-ACTION Response

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChange
(subscriptionVersion=disconnect-pending

M-EVENT-REPORT

L Bl el 9

NPAC SMS waits for
I — { subscriptionEffectiveReleaseDate
to arrive.

Confirmation

77777777777777777777777.Service provider SOA personnel take action to
disconnect a subscription version.

aaaaaaaaaaaaaaaaaaaaaaaa.Service provider SOA issues an M-ACTION request
to disconnect to the InpSubscriptions object. The M-ACTION specifies
either the subscriptionVersionld, or subscriptionTN or range of TN,
and also has future dated the subscriptionEffectiveReleaseDate and the
subscriptionCustomerDisconnectDate. The subscription version status
must be active and no pending, failed, conflict, conflict-pending, cancel
or cancel-pending versions can exist.

bbbbbbbbbbbbbbbbbbbbbbbb.NPAC SMS M-SETs the status to disconnect-
pending, and sets the subscriptionEffectiveReleaseDate of the existing
subscriptionVersionNPAC and also the
subscriptionModifiedTimeStamp.

cceccecceccecceccecccece. NPAC SMS responds to M-SET.

dddddddddddddddddddddddd.NPAC SMS responds to M-ACTION. If the
action fails, no modifications are applied and the processing stops.

eeceeeeeeeeeeeeeeeeeeeeee. NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange
M-EVENT-REPORT to the current service provider SOA.

AT The current service provider SOA issues the M-EVENT-
REPORT confirmation.

gggeggegeggegeggoossooos The NPAC SMS waits for the
subscriptionEffectiveReleaseDate date to arrive.



17At this point, the flow follows an immediate disconnect scenario. First
the donor service provider’s Local SMS is notified of the impending
disconnect. The NPAC SMS sets the subscriptionVersionStatus to sending
the broadcast timestamp, notifies the service provider SOA of the status
change, and proceeds to issue M-DELETE:s for the subscriptionVersion to
the Local SMS.

6.5.4.3



SubscriptionVersion Disconnect: Failure to Local SMS

This scenario shows the broadcast of a disconnected subscription that fails to all
of the Local SMSs.

Current NPAC LOCAL
SOA SMS SMS

The NPAC SMS has a
subscription version that has been
successfully disconnected by the | |
current service provider. The
subscription version now has a
status of “sending”.

M-DELETE Request
subscriptionVersion

- - - - - - - - b

The NPAC SMS waits for a
[ | response fromeachlocalSMS.[ [~~~ ~~ 7~~~ ¢

The NPAC SMS retries any
| | local SMS that has not e — — - — — — = d
responded.

No response or an error is
—{ received from all . e
local SMSs.

M-SET Request
subscriptionVersionStatus=active

M-SET Response

M-EVENT-REPORT

e e - - h

subscriptionVersionStatusAttributeValueChange
(subscriptionVersionStatus=active)

M-EVENT-REPORT Confirmation

p-—--—-——————————— ] - ———— - i

hhhhhhhhhhhhhhhhhhhhhhhh. The NPAC SMS has an active subscription
version that has been successfully disconnected by the current service
provider using the subscriptionVersionDisconnect action. The
subscription version now has a status of “sending”.

subscriptionVersion, that are accepting downloads for the NPA-NXX of
the subscriptionVersion.

kkkkkkkkkkkkkkkkkkkkkkkk. NPAC SMS retries any Local SMS that has not
responded.

1T No response or an error is received from all Local SMSs.

mmmmmmmmmmmmmmmmmmmmmmmm.NPAC SMS issues the M-SET to
update the current subscriptionVersionNPAC object’s
subscriptionVersionStatus to “active” from “sending”. It will also
update the subscriptionFailed-SP-List with the service provider ID and
name of all the Local SMSs.

nnnnnnnnnnnnnnnnnnnnnnnn. NPAC SMS responds to the M-SET.

000000000000000000000000.NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange
M-EVENT-REPORT to the current service provider SOA with the
current status and failedSP-List.

PPPPPPPPPPPPPPPPPPPPPPPP-Current service provider SOA issues the M-
EVENT-REPORT confirmation.



6.5.4.4



SubscriptionVersion Disconnect: Partial Failure to Local SMS

This scenario shows the broadcast of a disconnected subscription that fails to
one or more, but not all, of the Local SMSs.

Current
SOA

M-EVENT-REPORT

NPAC
SMS

LOCAL
SMS

The NPAC SMS has a

subscription version that has been

successfully disconnected by the
current service provider. The
subscription version now has a
status of “sending”.

M-DELETE Request

subscriptionVersion

M-DELETE Response

- - - b

The NPAC SMS waits for a
response from each local SMS.

The NPAC SMS retries any

responded.

No response or an error is

local SMS.

M-SET Request

|subscriptionVersionStatus=old

M-SET Response

(subscriptionVersionStatus=old)

M-EVENT-REPORT Confirmation

subscriptionVersionStatusAttributeValueChange|

-

| | local SMS that has not e — — — — — — = e

received from at least one L f

999999999999999999999999-The NPAC SMS has an active subscription

version that has been successfully disconnected by the current service
provider using the subscriptionVersionDisconnect action. The
subscription version now has a status of “sending”.

rrrrrrrrrrrrrrrerrrrrrrir. NPAC SMS issues the M-DELETE to all Local SMSs for

the subscriptionVersion, that are accepting downloads for the NPA-
NXX of the subscriptionVersion.

sSssssssssssssssssssssss. Local SMSs should respond successfully to the M-

DELETE.

teeetetetttttttttttttttt. NPAC SMS waits for a response from each Local SMS.

uuuuuuuuuuuuuuuuuuuuuuuu. NPAC SMS retries any Local SMS that has not

responded.

vVVVVVVVVvvyvvvvvvvyvyvy.No response or an error is received from at least

one Local SMS.
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WWWWWWWWWWWWWWWWWWWWWWWW.NPAC SMS issues the M-SET to
update the current subscriptionVersionNPAC object’s
subscriptionVersionStatus to “old” from “sending”. It will also update
the subscriptionFailed-SP-List with the service provider ID and name
of the Local SMSs that failed to successfully receive the broadcast.

XXXXXXXXXXXXXXXXXXXXXXXX.NPAC SMS responds to the M-SET.

YYYYYYYyyyyyyyyyyyyyyyyy-NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange

M-EVENT-REPORT to the current service provider SOA with the
current status and failedSP-List.

777777777777777777777777.Current service provider SOA issues the M-EVENT-
REPORT confirmation.



Subscription Version Disconnect: Resend Successful to Local SMS

This scenario shows a successful resend of a disconnect for a subscription that
fails to one or more of the Local SMSs. The resend of a failed disconnect can
only be performed by authorized NPAC personnel.

»@ ______________________________________________ a

subscriptionVersionStatus=sending
subscriptionBroadcastTimeStamp

M-SET Response

M-EVENT-REPORT
subscriptionVersionAttributeValueChange

(subscriptionVersionStatus=sending)
M-EVENT-REPORT Confirmation »

M-DELETE Request
subscriptionVersion >

M-DELETE Response

All Local SMSs have responded || _ _ _ _______ h
successfully.

M-SET Request
subscriptionVersionStatus=old

M-EVENT-REPORT | . 5= = e e e e e e e e e e - = - i
subscriptionVersionStatusAttributeValue
Change

(subscriptionVersionStatus=old)
M-EVENT-REPORT Confirmation »

—I housekeeper purges after x days === ==- m

aaaaaaaaaaaaaaaaaaaaaaaaa.NPAC personnel take action to resend a failed
disconnect for a subscription version.

bbbbbbbbbbbbbbbbbbbbbbbbb.NPAC SMS issues an M-SET to the existing
subscriptionVersionNPAC object to set the status to “sending”.

ccceccecccceecceeecceecce. NPAC SMS responds to whether M-SET was
successful.

ddddddddddddddddddddddddd. NPAC SMS notifies service provider SOA of
status change to “sending.”

eeeeeeeeeeeeeeeeeeeeeeeee.Service pI'OVidCI' SOA confirms event report.

FIFFFTTT. NPAC SMS sends out an M-DELETE on the
subscriptionVersion to all previously failed Local SMSs, that are
accepting downloads for the NPA-NXX of the subscriptionVersion.

ggggggooooooooooooooooooo Each Local SMS responds with a successful M-
DELETE reply.

hhhhhhhhhhhhhhhhhhhhhhhhh.All Local SMSs respond successfully.



subscriptionVersionStatus to old for subscriptionVersionNPAC objects.
It also sets the subscriptionModifiedTimeStamp and
subscriptionDisconnectCompleteTimeStamp.

kkkkkkkkkkkkkkkkkkkkkkkkk.NPAC SMS issues an M-EVENT-REPORT for
the subscriptionVersionStatus equal to “old.”

L. Service provider SOA responds to M-EVENT-REPORT.

mmmmmmmmmmmmmmmmmmmmmmmmm. After a tunable amount of days,
the subscription version is purged by the NPAC SMS housekeeping
process.

6.5.4.6



Subscription Version Disconnect: Resend Failure to Local SMS

This scenario shows a failure on a resend of a subscription disconnect that failed
previously to one or more of the Local SMSs. The resend of a failed disconnect
for a subscription can only be performed by authorized NPAC personnel.

Current NPAC LOCAL
SOA SIS SMS

|/ M-DELETE Request

subscription\ersion

\-DELETE Response
{0 ------- ¢

The NPAC SIS watt fora
response fiom each Local SMS.

The NPAC SHS refies any
L1 local SIS that has not . ¢
responded.

Noresponse or an error s
—1  received rom atlast ong . f
Local SMS.

M-SET Request
subscriptionVersionStatus=old or acfve

M-SET Response

N-EVENT-REPORT

< R, W

subscripfionVersionStatusAtrbuteValueChange
(subscriptionVersionStatus=0ld or acfve)

I-EVENT-REPORT Confrmation

e j

nnnnnnnnnnnnnnnnnnnnnnnnn. NPAC personnel take action to resend a failed
disconnect for a subscription version.

0000000000000000000000000.NPAC SMS issues the M-DELETE to all Local
SMSs for which the disconnect previously failed for the
subscriptionVersion, and are accepting downloads for the NPA-NXX of
the subscriptionVersion.

PPPPPPPPPPPPPPPPPPPPPPPPP-Local SMSs should respond successfully to the
M-DELETE.

4999999999999999999999999.-NPAC SMS waits for a response from each
Local SMS.
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rrrrrrrrerrrrrrrrerrrirr. NPAC SMS retries any Local SMS that has not responded.

$S555558SSSSSSSSsssssssss.No response or an error is received from at least one or
all Local SMSs.

teeetetettttttttttttttttt. NPAC SMS issues the M-SET to update the current
subscriptionVersionNPAC object’s subscriptionVersionStatus to “old”
or “active” (if all Local SMSs failed) from “sending”. It will also
update the subscriptionFailed-SP-List with the service provider ID and
name of the Local SMSs that failed to successfully receive the
broadcast.

uuuuuuuuuuuuuuuuuuuuuuuuun. NPAC SMS responds to the M-SET.

vvvvvvvyvvvvvyvvvvvvvvyvy.NPAC SMS sends the
subscriptionVersionStatusAttribute ValueChange
M-EVENT-REPORT to the current service provider SOA with the
current status and failedSP-List.

WWWWWWWWWWWWWWWWwwwwwwwww.Current service provider SOA
issues the M-EVENT-REPORT confirmation.



Conflict Scenarios
A situation has arisen which causes the NPAC SMS or NPAC personnel to place the
subscriptionVersion into conflict.

A subscription version can be removed from conflict by the NPAC personnel or the new
service provider SOA.
6.5.5.1  SubscriptionVersion Conflict and Conflict Resolution by the NPAC SMS

This scenario shows a version being placed into conflict and removed from
conflict by the NPAC personnel.

New SOA|| | O1d SOA NPAC LOCAL
SMS SMS
NPAC D - - oo oo e oo e e - a
M-SET Request subscriptionVersionStatus=conflict

subscriptionVersionNPAC
M-SET Response

M-EVENT-REPORT

<subscriptionVersionStatusAnributeVaIueCha_qg_e _____________________ ———-
(subscriptionVersionStatus=conflict)
M-EVENT-REPORT _Confirmation » ______________________ - e
< M-EVENT-REPQRT subscriptionVersionStatusAttributeValueCharlge ¢
(subscriptionVefsionStatus =conflict)
M-EVENT-REPPRT Confirmation >
B it et ni
M-EVENT-REPORT
<AttributeVaIueChange ______________________ ———=-h
(authorization=false)
M-EVENT-REPORT Confirmation » ______________________ i
< M-EVENT-REPORT AttributeValueChange .
B ittt e
(authorization=false)
M-EVENT-REPPRT Confirmation ’ "

/

NPAC 5= === =w- === === =m==ommooomo oo oo oo SRl

M-SET Request

| subscriptionVersionStatus=pending
b ____________ _——-m

M-SET Response

M-EVENT-REPORT

subscriptionVersionStatusAttributeValueChanpelf———— ~ ~ -~~~ -~~~ 7~ 7 -T-T=on
(subscriptionVersionStatus=pending) CTTTTTTTTTTTTTTTTTTTT T oo
M-EVENT-REPORT Confirmation e e

< M-EVENT-REPPRT subscriptionVersionStatusAttributeVaIueCha1g_;e ____________________ o
q

(subscriptionVefsionStatus=pending)
M-EVENT-RERORT Confirmation ’

M-EVENT-REPORT
l AttributeValueChange

B T Ty

(authorization=true)

U IS {

M-EVENT-REPORT Confirmation »

< M-EVENT-REPQORT AttributeValueChange I P
u
)

(authorization=trge
M-EVENT-REPORT Confirmation >

XXXXXXXXXXXXXXXXXXXXXXXXX.NPAC personnel or NPAC SMS take action to
set the status of a subscription to “conflict.”



VYYYYYYYYYYYYYYYYYyyyyyyy.NPAC SMS issues M-SET request to update
subscriptionVersionStatus to “conflict,”

subscriptionConflictTimeStamp, and subscriptionModifiedTimeStamp
in the subscriptionVersionNPAC object.

777777777777727777777777Z.NPAC SMS issues an M-SET response. If the M-
SET fails, processing for this scenario stops.

aaaaaaaaaaaaaaaaaaaaaaaaaa.NPAC SMS issues an M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange to old service provider
SOA.

bbbbbbbbbbbbbbbbbbbbbbbbbb.The old service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

ccceccceccececceeccceeccce. NPAC SMS issues
subscriptionVersionStatusAttribute ValueChange for status to new
service provider SOA.

dddddddddddddddddddddddddd.The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

eceeeceeeeeeeeeeeeeeeeeeeee. NPAC SMS sends a
subscription VersionStatusAttribute ValueChange to set the old service
provider’s authorization to “FALSE”.

T, The old service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

gggggoogogoooooogoooooooos NPAC SMS sends an AttributeValueChange to
set the new service provider authorization to “FALSE”.

hhhhhhhhhhhhhhhhhhhhhhhhhh. The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

subscriptionModifiedTimeStamp and the subscriptionVersionStatus to
“pending.”

kkkkkkkkkkkkkkkkkkkkkkkkkk.NPAC SMS issues an M-SET response. If the
M-SET fails, processing for this scenario stops.

TIIIIIIIIILNPAC SMS issues
subscription VersionStatusAttribute ValueChange for the new status to
the old service provider SOA.

mmmmmmmmmmmmmmmmmmmmmmmmmm. The old service provider
SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

nnnnnnnnnnnnnnnnnnnnnnnnnn. NPAC SMS issues
subscriptionVersionStatusAttribute ValueChange for the new status to
the new service provider SOA.

00000000000000000000000000.The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

PPPPPPPPPPPPPPPPPPPPPPPPPP-NPAC SMS sends a
subscriptionVersionStatusAttributeValueChange to set the old service

provider’s authorization to “TRUE”.

499999999999999999999999499- The old service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.



rrrrerrerrrrerrerererrrrtt. NPAC SMS sends an AttributeValueChange to set the new
service provider authorization to “TRUE”.

$SSSSSSSSsssssssssssssssss. The new service provider SOA returns an M-EVENT-
REPORT confirmation to the NPAC SMS.

6.5.5.2



Subscription Version Conflict Removal by the New Service Provider SOA

In this scenario, the new service provider elects to remove the subscription
version from conflict.

NPAC LOCAL
New SOA 0ld SOA
. SNS SMS
Asubscrpton version
1 exists wih a status of r------- a
confict

MACTION Request
subscrpfion\VersionRemoveFromConflct IS .
MSET Request
subscriptionVersionStatus=pending
———— - - - - d
_ MSET Response
e I 0
IACTONResporse |~~~ | | (
MEVENT Report

subscrptionVersionStafushftrbute ValueChange
(subscrpton\ersionStatus=pending)

BLEVENT Confim

- =t h
NEVENT Repor
subscrpfion'VersionStatushttibuteValueChange

(subscrptionVersionStatus=pending)
BHEVENT Confim

R RO |

teettttttteeettttettettett. A subscription version exists on the NPAC SMS with a status
of conflict.

uuuuuuuuuuuuuuuuuuuuuuuuuu. The new service provider SOA personnel take
action to remove the subscription version from conflict.

vvvvvvvvvvvvvvvvvvvvvyvvvvy. The new service provider SOA sends the M-
ACTION subscriptionVersionNewSP-RemoveFromConflict specifying



6.5.5.3

the subscription version TN or subscription version ID of the
subscription version in conflict.

WWWWWWWWWWWWWWwwwwwwwwwwww.If the request is valid, the NPAC
SMS will set the status to “pending”.
The request will be denied and an error returned if the
subscriptionOldSP-Authorization was set to conflict by the old service
provider and the conflict restriction window has not expired.

XXXXXXXXXXXXXXXXXXXXXXXXXX.The NPAC SMS responds to its own M-SET.

YYYYYYYYYYYYYYYYYYYYYyyyyy.The NPAC SMS responds to the M-ACTION
with success or failure and reason for failure.

727777777277777777777777777.The NPAC SMS sends the M-EVENT-REPORT
subscriptionVersionStatusAttribute ValueChange to the New SOA.

aaaaaaaaaaaaaaaaaaaaaaaaaaa.The New SOA sends the M-EVENT-REPORT
confirmation.

bbbbbbbbbbbbbbbbbbbbbbbbbbb.The NPAC SMS sends the M-EVENT-
REPORT subscriptionVersionStatusAttribute ValueChange to the Old
SOA.

cccccccecccccccceccccccceee. The Old SOA sends the M-EVENT-REPORT
confirmation.



SubscriptionVersion Conflict: No Conflict Resolution

This scenario shows the action taken at the NPAC SMS when service providers
do not reach a conflict resolution.

NPAC LOCAL
New SOA Old SOA SMS SMS
NPAC o e TS :

iptionVersionStatus=conflict

subscriptionVersionNPAC
M-SET Response

N-EVENT-REPORT D ¢
subscriptionVersionStatusAttributeValueChange

(subscriptionVersionStatus =conflict)

M-EVENT-REPORT Confirmation >

M-EVENT-REPORT [subscriptionVersionStatusAttributeValueChange

R f

(subscriptionVersipnStatus =conflict)
M-EVENT-REPORT [Confirmation

o i BEEEEE TR g

After “VersionConflict
r| Cancellation Window,” H-—--—-=-=-=-===-- h
version status still in conflict.

M-SET Request
subscriptionVersionStatus=cancel

subscriptionVersionNPAC

M-SET Response

M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange
(subscriptionVersionStatus ='cancel’)
M-EVENT-REPORT Confirmation l

M-EVENT REPORT
fubscriptionVersionStatusAttributeVaIueC hange

(subscriptionVersionStatus=‘cancel’)

M-EVENT REPORT Confirmation

A S n

ddddddddddddddddddddddddddd.NPAC personnel or NPAC SMS take action to
set a subscriptionVersionStatus to “conflict.”

eceeeceeeceeeeeeeeeeeeeeeeeee. NPAC SMS issues an M-SET request to set the
subscriptionVersionStatus to “conflict,” the
subscriptionConflictTimeStamp, and the
subscriptionModifiedTimeStamp in the subscriptionVersionNPAC
object.

AT, NPAC SMS responds to M-SET. If the M-SET fails,
processing stops for this scenario until the M-SET completes
successfully.

geggegegggeegagegeaggageegg NPAC SMS issues
subscriptionVersionStatusAttribute ValueChange to old service provider

SOA for the new “conflict” status.

hhhhhhhhhhhhhhhhhhhhhhhhhhh. The old service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

subscriptionVersionStatusAttribute ValueChange to new service
provider SOA for the “conflict” status.
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REPORT confirmation to the NPAC SMS.

kkkkkkkkkkkkkkkkkkkkkkkkkkk.“Version Conflict Cancellation Window”
expires without conflict resolution.

LU NPAC SMS issues an M-SET request to set the
subscriptionVersionStatus to “cancel” in the subscriptionVersionNPAC
object and sets the subscriptionCancellationTimeStamp and
subscriptionModifiedTimeStamp.

mmmmmmmmmmmmmmmmmmmmmmmmmmm.NPAC SMS responds to
M-SET. If the M-SET fails, processing stops for this scenario until the
M-SET is successfully completed.

nnnnnnnnnnnnnnnnnnnnnnnnnnn. NPAC SMS issues attribute value change for
status to new service provider SOA for the “cancel” status.

000000000000000000000000000.The new service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.

prPPPPPPPPPPPPPPPPPPPPPPPPP-NPAC SMS issues attribute value change for
status to old service provider SOA for the “cancel” status.

499999999999999999999999999- The old service provider SOA returns an M-
EVENT-REPORT confirmation to the NPAC SMS.



Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

The old service provider SOA can put a pending subscription version into
conflict by setting its authorization flag to off. This can be done on the
subscriptionVersionOldSP-Create action, subscriptionVersionModify action, or
M-SET of the attribute on the subscription version object.

This scenario shows the old service provider putting a new pending subscription
version into conflict by turning the authorization flag off on the
subscriptionVersionOldSP-Create. In this case, the old service provider’s create
action is the first sent to the NPAC SMS.

NPAC LOCAL
New SOA Old SOA SMS SMS
Oid
SOA 5™~ " T T TTTo T IT TS TS oo fooooooosoosoooofooosooo-oe a
M-ACTION Request
subscriptionVersionOldSP-Create e I N b
M-CREATE Request
subscriptionVersionNPAC

M-ACTION Response
< ————————————————————————— e

M-EVENT-REPORT
object creation

(subscriptionVersionStatus=conflict)

M-EVENT-REPORT Confirmation

M-EVENT-REPORT
object creation

—,———————— e e h

(subscriptionVersionStafus =conflict)

M-EVENT-REPORT Corjfirmation

rrrerrrrerrrrrrerrrreeeerer. Action is taken by the old service provider to set a subscription
version to conflict using the subscriptionVersionOldSP-Create action.

$S85SSSSsssssssssssssssssss. The old service provider SOA sends M-ACTION
subscriptionVersionOldSP-Create to the NPAC SMS InpSubscriptions object to
create a new subscriptionVersionNPAC with the status of “conflict”.

The old service provider SOA specifies the following valid attributes:

subscriptionTN or valid subscriptionVersionTN-Range
subscriptionNewCurrentSP

subscriptionOldSP

subscriptionOldSP-DueDate
subscriptionOldSP-Authorization
subscriptionLNPType

In this case, the subscriptionOldSP-Authorization is set to NO.



teetttttttteetttttttetttttt. NPAC SMS issues M-CREATE to create the
subscriptionVersionNPAC with a status of “conflict” and sets all the other
attribute values from the subscriptionVersionOldSP-Create action.

uuuuuuuuuuuuuuuuuuuuuuuuuuu. NPAC SMS issues M-CREATE response.

vvvvvvvvvvvvvvvvvvvvvvvvvvv.NPAC SMS returns M-ACTION reply. This either
reflects a success or failure and reasons for the failure.

WWWWWWWWWWWWWWWWWwWwwwwwwwww.If the action was successful, the NPAC
SMS issues the M-EVENT-REPORT to the old service provider SOA notifying
them of the object creation.

XXXXXXXXXXXXXXXXXXXXXXXXXXX.The old service provider SOA confirms the M-EVENT-
REPORT.

VYYYYYYYYYYYYYYYYYYYyyyyyyy.If the action was successful, the NPAC SMS issues the
M-EVENT-REPORT to the new service provider SOA notifying them of the
object creation.

777777777777777777777777777.The new service provider SOA confirms the M-EVENT-
REPORT.

6.5.6



SubscriptionVersion Query

This scenario shows subscriptionVersion query from service provider systems to the
NPAC SMS.

SOA/ NPAC
Local SMS SMS

SOA/
Local SMS > - —— "~~~ —"—~"~"~-~-~"—-—-f-—-—---—-—-—--—-—- a
M-GET Request

(scoped/filtered) - b
M-GET Reply
-————————————— - c

aaaaaaaaaaaaaaaaaaaaaaaaaaaa.Action is taken by either a service provider SOA or Local

SMS for retrieving one or more versions of a subscription.

bbbbbbbbbbbbbbbbbbbbbbbbbbbb.The service provider SOA or Local SMS issues a

scoped filtered M-GET from the InpSubscriptions object to retrieve a specific
version for a subscription version TN or can request all subscription versions.
However, the service provider SOA is limited by a scope and filter in their
search capabilities. The filter will currently support all the attributes on the
subscriptionVersionNPAC.

cceccecceccecceccecceeccecce. The NPAC SMS replies with the requested

subscriptionVersion data if the requested number of records is less than or equal
to “Max SubscriberQuery” specified in the NPAC SMS. Otherwise a
complexityLimitation error will be returned.

18The query return data includes:

subscriptionTN

subscriptionLRN
subscriptionNewCurrentSP
subscriptionOldSP
subscriptionNewSP-DueDate
subscriptionNewSP-CreationTimeStamp
subscriptionOldSP-DueDate
subscriptionOldSP-Authorization
subscriptionOldSP-AuthorizationTimeStamp
subscriptionActivationTimeStamp
subscriptionBroadcastTimeStamp
subscriptionConflictTimeStamp
subscriptionCustomerDisconnectDate
subscriptionDisconnectCompleteTimeStamp
subscriptionEffectiveReleaseDate
subscriptionVersionStatus
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionlSVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
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subscriptionBillingld

subscriptionLNPType
subscriptionPreCancellationStatus
subscriptionCancellationTimeStamp
subscriptionOldTimeStamp
subscriptionModifiedTimeStamp
subscriptionCreationTimeStamp
subscriptionOldSP-CancellationTimeStamp
subscriptionNewSP-CancellationTimeStamp
subscriptionOldSP-ConflictResolutionTimeStamp
subscriptionNewSP-ConflictResolutionTimeStamp
subscriptionPortingToOriginal-SPSwitch
subscriptionFailedSP-List
subscriptionDownloadReason



Subscription Data Download

6.6

This scenario shows a Local SMS request for subscription data download in
order to update their view of this data.

NPAC
SMS

LOCAL
SMS

- - -————————---1+local SMS |- — — — a

M-ACTION Request

——————————— b
InpDownload
The NPAC SMS looks up the
-1 specified subscription data inthef —/m — — — — — — — — — c
subscription tables.
M-ACTION Response
—— - - — - - — - — - = d

InpDownload

The Local SMS updates their

o = ] — e

subscription view according to thel
data received in the download.

dddddddddddddddddddddddddddd. Action is taken by the Local SMS personnel
to request a subscription data download. The criteria to decide which
subscription data is to be downloaded is specified by the Local SM'S
personnel.

\,uu\,uuuuu\,uuuuuuuu\,uuuuuuuu\,.The Local SMS sends an M-ACTION request to
the NPAC SMS InpSubscription object requesting a subscription data
download.

THTTTf. The NPAC SMS looks up the subscription data in the
subscription database as specified by the criteria in the M-ACTION
request.

gggeggegeggegeggeosggeosgsee. The NPAC SMS responds by sending an M-
ACTION response to the Local SMS that initiated the request. The

response includes the success/failure of the request along with the
requested subscription data.

hhhhhhhhhhhhhhhhhhhhhhhhhhhh. The Local SMS must take appropriate action
to update their view of the data.



LSMS Filter NPA-NXX Scenarios

6.6.1  IsmsFilterNPA-NXX Creation by the Local SMS

NPAC Local
SMS SMS
T N R I a
M-CREATE
gﬂSFilterNPA-Nxx ———————————— b
M-CREATE Response
N .

IsmsFilterNPA-NXX object to be created.

kkkkkkkkkkkkkkkkkkkkkkkkkkkk.The NPAC SMS attempts to create the object. If
successful, the M-CREATE response is returned. Otherwise, an error is
returned.

6.6.2



IsmsFilterNPA-NXX Deletion by the Local SMS

NREAC Local
SMS SMS
e R I a
M-DELETE
SMSFlterNPANXX | 7T b
M-DELETE Response
Pl - — - —— c

T Action is taken by the Local SMS personnel to delete an
IsmsFilterNPA-NXX object.

mmmmmmmmmmmmmmmmmmmmmmmmmmmm. The Local SMS sends the M-
DELETE request to the NPAC for the IsmsFilterNPA-NXX object to be
removed.

nnnnnnnnnnnnnnnnnnnnnnnnnnnn. The NPAC SMS attempts to delete the object. If
successful, the M-DELETE response is returned. Otherwise, an error is
returned.

6.6.3



IsmsFilterNPA-NXX Query by the Local SMS

NREAC Local
SMS SMS
S N B B a
M-GET
SMSFlterNPANXX | 7T b
M-GET Response
Pl - m e c

0000000000000000000000000000.Action is taken by the Local SMS personnel to query
for one or all IsmsFilterNPA-NXX object(s).

PPPPPPPPPPPPPPPPPPPPPPPPPPPDP- The Local SMS sends the M-GET request to the
NPAC for the 1smsFilterNPA-NXX object(s).

4999999999999999999999999999.If the Service Provider ID was specified, all

IsmsFilterNPA-NXX objects for that Service Provider are returned. If only one
object was requested, that object is returned.

6.6.4



IsmsFilterNPA-NXX Creation by the SOA

SOA NPAC

SOA > |--—--—-------- - a

M-CREATE
IsmsFilterNPA-NXX

M-CREATE Response

rrrrrrrrrrrrerrerrrrererreer. Action is taken by the SOA personnel to create an IsmsFilterNPA-
NXX object.

$55555585SSSSsssssssssssssss. The SOA sends the M-CREATE request to the NPAC for the
IsmsFilterNPA-NXX object to be created.

teeetetetttttttttttttttttttt. The NPAC SMS attempts to create the object. If successful, the M-
CREATE response is returned. Otherwise, an error is returned.

6.6.5



IsmsFilterNPA-NXX Deletion by the SOA

SOA NPAC

SOA > |--—--—-------- - a

M-DELETE
IsmsFilterNPA-NXX

M-DELETE Response

uuuuuuuuUuUuUIUUuUuUUuuuuuUUL Action is taken by the SOA personnel to delete an
IsmsFilterNPA-NXX object.

vvvvvvvvvvvvvvvvvvvvvvvvvvvy. The SOA sends the M-DELETE request to the NPAC
for the IsmsFilterNPA-NXX object to be removed.

WWWWWWWWWWWWWWWWWWWWwwwwwwwww. The NPAC SMS attempts to delete the
object. If successful, the M-DELETE response is returned. Otherwise, an error
is returned.

6.6.6



IsmsFilterNPA-NXX Query by the SOA

SOA NPAC

SOA > |--—--—-------- - a

M-GET
IsmsFilterNPA-NXX

M-GET Response

XXXXXXXXXXXXXXXXXXXXXXXXXXXX.Action is taken by the SOA personnel to query for one
or all IsmsFilterNPA-NXX object(s).

YYYYYYYYYYYYYYYYYYYYYYYyyyyy.-The SOA sends the M-GET request to the NPAC for
the IsmsFilterNPA-NXX object(s).

7777777777777777777777777777.1f the Service Provider ID was specified, all
IsmsFilterNPA-NXX objects for that Service Provider are returned. If only one
object was requested, that object is returned.

6.7



Miscellaneous

6.7.1 Sequencing of Events on Initialization/Resynchronization of Local SMS

6.7.2

If the resynchronization flag is TRUE upon association establishment, the NPAC SMS
will hold updates to the Local SMS until the flag is turned off. At that time all updates
issued since the association establishment will be sent.

If any of the requests in this scenario fail, the Local SMS must correct the problem - retry
the action instead of continuing.

NPAC LOCAL
SMS SMS

Local SMS establishes
associatonwith ~ ~—|—m—mf——— — — — — — — a
resynchronization flag on.

M-ACTION Request

InpDownload

M-ACTION Response

M-ACTION Request

InpDownload

M-ACTION Response »

M-ACTION Request

InpRecoveryComplete

M-ACTION Response

Normal processing |  ( _ _ _ _ _ _ _ _ _ h
resumes.

aaaaaaaaaaaaaaaaaaaaaaaaaaaaa.l.ocal SMS establishes association with
resynchronization flag on.

bbbbbbbbbbbbbbbbbbbbbbbbbbbbb.Local SMS sends M-ACTION to start network data
download. The Local SMS specifies the start time.

cceecceccccceccececcceccceecc. NPAC SMS responds to M-ACTION with updates.

ddddddddddddddddddddddddddddd.Local SMS sends M-ACTION to start subscription
data download. The Local SMS specifies the start time.

eeeeeeececeeeeeeeeeceeeeeeeeeeee. NPAC SMS reSpOHdS to M-ACTION with SubSCI'iptiOH
version updates.

AT Local SMS sends M-ACTION to set resynchronization flag off.

gggeggogooooooooaoaosooooooso NPAC SMS replies with data updates since
association establishment.

hhhhhhhhhhhhhhhhhhhhhhhhhhhhh.Normal processing resumes.



SOA/Local SMS Notification of Scheduled NPAC Downtime

This scenario shows SOA/Local SMS notification of scheduled NPAC downtime.

SOA NPAC LOCAL
SMS SMS

- = -—————====- -+ NPAC [f————==-- ===~ a

System recognizes that it is
X hours beforethe @ @ |———-———==—=——- b
scheduled downtime.

M-EVENT-REPORT

- - - ————————- c

InpNPAC-SMS-Operational -Information

M-EVENT-REPORT Confirmation

InpNPAC-SMS-Operational -Information

M-EVENT-REPORT

L R R e R e

InpNPAC-SMS-Operational -Information

M-EVENT-REPORT Confirmation

InpNPAC-SMS-Operational -Information

time before a scheduled outage.

kkkkkkkkkkkkkkkkkkkkkkkkkkkkk.The NPAC SMS sends an InpNPAC-SMS-
Operational-Information M-EVENT-REPORT to the Local SMSs.

[HTI. The Local SMSs respond by sending an InpNPAC-SMS-
Operational-Information M-EVENT-REPORT confirmation back to the NPAC
SMS.

mmmmmmmmmmmmmmmmmmmmmmmmmmmmm. The NPAC SMS sends an
InpNPAC-SMS-Operational-Information M-EVENT-REPORT to all SOAs.

nnnnnnnnnnnnnnnnnnnnnnnnnnnnn. The SOA(s) respond by sending an InpNPAC-SMS-
Operational-Information M-EVENT-REPORT confirmation back to the NPAC
SMS.

6.7.3



NPA-NXX Split

This scenario shows NPAC SMS personnel initiation of an NPA-NXX split.

NPAC
SMS

NPAC Db—————--—------——-a

Update the Local database with
the new NPA for each

[ subscription version that
matches the specified TN range.

- —-—-b

Permissive dialing period expires.

— -——-—--cC

Update the local database
removing the internal field in the
NPAC SMS storing the previous
TN for each subscription version
that matches the specified TN
range.

00000000000000000000000000000.Action is taken by the NPAC SMS personnel to
cause an NPA-NXX split.

prrPPPPPPPPPPPPPPPPPPPPPPPPPP- The NPAC SMS updates all subscription version
records in its local database that match the specified TN range. The TN field will

be updated with the new NPA, and a data field internal to the NPAC SMS will
be set to the previous TN (old NPA).

49999999999999999999999999999- The permissive dialing period expires.

rrrrrrererrrrrrerrrererererer. The NPAC SMS updates all subscription version records in its
local database that match the specified TN range. The internal field in the NPAC
SMS storing the previous TN will be set to Null.

6.7.4



Mass Update

NPAC SMS personnel can perform a mass update on subscription data.

SOA

;

NPAC

M-EVENT-REPORT

subscriptionDatabase

I for subscription versions
that match the entered mass
update criteria.

NPAC LOCAL
SMS SMS
Search the

M-SET Request

subscriptionVersion

M-SET Response

AttributeValueChange

M-EVENT-REPORT Confirmatiin

$5S555SS55S5SSSSSSSssssssssss. Action is taken by the NPAC SMS personnel to request that
a mass update be performed on active subscription data.

teetttttteeettttetteetettttt. Search the subscription database for subscription versions that match
the specified mass update criteria. Perform steps c-f for the allowable range of

subscription versions.

uuuuuuuuuuuuuuuuuuuuuuuuuuuuu. The NPAC SMS sends an M-SET on the
subscription versions to the Local SMS, that is accepting downloads for the

NPA-NXX of the subscription versions.

vvvvvvvvvvvvvvvvvvvvvvvvvvvvy. The Local SMS replies to the M-SET.

WWWWWWWWWWWWWWWWWWWWWWWwWwwwww. The NPAC SMS sends an
attributeValueChange M-EVENT-REPORT to the current service provider SOA.

XXXXXXXXXXXXXXXXXXXXXXXXXXXXX.The service provider SOA sends a confirmation to

the M-EVENT-REPORT.






7 GDMO Definitions

7.1 Overview

The GDMO interface definitions provided below support the SOA to NPAC SMS interface and the
NPAC SMS to Local SMS interface. Included in this chapter of the interface specification are
object name bindings, attribute, package, action, and notification definitions.

7.2 Object Definitions

-- 1.0 LNP Audits Managed Object

lnpAudits MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
lnpAuditsPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 1};

lnpAuditsPkg PACKAGE
BEHAVIOUR
lnpAuditsDefinition,
lnpAuditsBehavior;
ATTRIBUTES
lnpAuditsName GET;

’

InpAuditsDefinition BEHAVIOUR
DEFINED AS !
The lnpAudits class is the managed object that is used as
the container object for the subscriptionAudit objects on the
NPAC SMS. This object has been created for scoping efficiency.
1.
lnpAuditsBehavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object for the SOA to NPAC SMS interface.

The service provider SOA can M-GET any lnpAudits object on the
NPAC SMS. (SOA Management Association Function).
The Local SMS can not M-GET any lnpAudits object on the NPAC SMS.

The lnpAuditsName attribute is read only and can not
be changed via the Local SMS or SOA Interface once the object has
been created. The value of lnpAuditsName will always be "lnpAudits".

Only one of these objects will exist per agent and it will only be
created at startup of the CMIP agent software on the NPAC SMS.
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-- 2.0 LNP Local SMS Managed Object Class

lnpLocalSMS MANAGED OBJECT CLASS



DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY

InpLocalSMS-Pkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 2};

InpLocalSMS-Pkg PACKAGE
BEHAVIOUR
lnpLocalSMS-Definition,
lnpLocalSMS-Behavior;
ATTRIBUTES
InpLocal-SMS-Name GET;

’

lnpLocalSMS-Definition BEHAVIOUR
DEFINED AS !
The lnpLocalSMS class is the managed object that is used as the
container object for all Local SMS data in the NPAC SMS to
Local SMS Interface.

lnpLocalSMS-Behavior BEHAVIOUR
DEFINED AS !
Local SMS Managed Object.

The NPAC SMS can M-GET any lnpLocalSMS object (Data Download
Association Function).

The lnp-LocalSMS-Name attribute is read only and can not

be changed via the Local SMS Interface once the object has
been created. The value of lnpLocal-SMS-Name will always be
a unique identifier for the Local SMS for the NPAC SMS to
Local SMS Interface.

Only one of these objects will exist and it will only be
created at startup of the CMIP agent software on the Local
SMS.

-- 3.0 LNP Log Record for the Subscription Audit Local SMS Discrepancy Report

lnpLogAudit-DiscrepancyRptRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
lnpLogAudit-DiscrepancyRptPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 3};

lnpLogAudit-DiscrepancyRptPkg PACKAGE

BEHAVIOUR
InpLogAudit-DiscrepancyRptDefinition,
lnpLogAudit-DiscrepancyRptBehavior;

ATTRIBUTES
auditDiscrepancyTn GET,
auditDiscrepancyVersionId GET,
auditDiscrepancyLSMS-SP-Id GET,
auditDiscrepancyFailureReason GET,
accessControl GET;

lnpLogAudit-DiscrepancyRptDefinition BEHAVIOUR
DEFINED AS !
The lnpLogAudit-DiscrepancyRptRecord class is the managed
object that is used to create log records for the
subscriptionAudit-DiscrepancyRpt Notification.

InpLogAudit-DiscrepancyRptBehavior BEHAVIOUR



DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionAudit-DiscrepancyRpt Notification.

|

-- 4.0 LNP Log Record for the Subscription Audit Results

InpLogAuditResultsRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
lnpLogAuditResultsPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 4};

InpLogAuditResultsPkg PACKAGE

BEHAVIOUR
lnpLogAuditResultsDefinition,
IlnpLogAuditResultsBehavior;

ATTRIBUTES
auditResultStatus GET,
auditResultFailed-SP-List GET,
auditResultNumberDiscrepancies GET,
auditResultCompletionTime GET,
accessControl GET;

’

lnpLogAuditResultsDefinition BEHAVIOUR
DEFINED AS !
The lnpLogAuditResultsRecord class is the managed object
that is used to create log records for the
subscriptionAuditResults Notification.

lnpLogAuditResultsBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionAuditResults Notification.
1.
-- 5.0 LNP Log Record for the Subscription Version Cancellation
-- Acknowledge Request Notification

InpLogCancellationAcknowledgeRequestRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
lnpLogCancellationAcknowledgeRequestPkyg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 5};

lnpLogCancellationAcknowledgeRequestPkg PACKAGE
BEHAVIOUR
lnpLogCancellationAcknowledgeRequestDefinition,
lnpLogCancellationAcknowledgeRequestBehavior;
ATTRIBUTES
subscriptionTN GET,
subscriptionVersionId GET,
accessControl GET;

lnpLogCancellationAcknowledgeRequestDefinition BEHAVIOUR
DEFINED AS !
The lnpLogCancellationAcknowledgeRequestRecord class is
the managed object that is used to create log records for the
subscriptionVersionCancellationAcknowledgeRequest
Notification.



lnpLogCancellationAcknowledgeRequestBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionCancellationAcknowledgeRequest
Notification.

-- 7.0 LNP Log Record for the Subscription Version New SP Create Request
-- Notification

InpLogNewSP-CreateRequestRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
InpLogNewSP-CreateRequestPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 7};

InpLogNewSP-CreateRequestPkg PACKAGE

BEHAVIOUR
lnpLogNewSP-CreateRequestDefinition,
IlnpLogNewSP-CreateRequestBehavior;

ATTRIBUTES
subscriptionTN GET,
subscriptionVersionId GET,
subscriptionOldSP GET,
subscriptionOldSP-DueDate GET,
subscriptionOldSP-Authorization GET,
subscriptionOldSP-AuthorizationTimeStamp GET,
subscriptionStatusChangeCauseCode GET,
accessControl GET;

IlnpLogNewSP-CreateRequestDefinition BEHAVIOUR
DEFINED AS !
The lnpLogNewSP-CreateRequestRecord class is the managed
object that is used to create log records for the
subscriptionVersionNewSP-CreateRequest Notification.
1.
InpLogNewSP-CreateRequestBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionNewSP-CreateRequest Notification.

-- 8.0 LNP Log Record for the Subscription Version 0ld SP Concurrence Request
-- Notification

InpLogOldSP-ConcurrenceRequestRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
1npLogOldSP-ConcurrenceRequestPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 8};

InpLogOldSP-ConcurrenceRequestPkg PACKAGE
BEHAVIOUR
lnpLogOldSP-ConcurrenceRequestDefinition,
1lnpLogOldSP-ConcurrenceRequestBehavior;
ATTRIBUTES
subscriptionTN GET,
subscriptionVersionId GET,
subscriptionNewCurrentSP GET,
subscriptionNewSP-DueDate GET,
subscriptionNewSP-CreationTimeStamp GET,



accessControl GET;

’

1lnpLogOldSP-ConcurrenceRequestDefinition BEHAVIOUR
DEFINED AS !
The lnpLogOldSP-ConcurrenceRequestRecord class is the managed
object that is used to create log records for the
subscriptionVersionOldSP-ConcurrenceRequest Notification.

lnpLog0ldSP-ConcurrenceRequestBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionOldSP-ConcurrenceRequest Notification.

-- 9.0 LNP Log Record for the NPAC SMS Operational Information Notification

lnpLogOperational-InformationRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
lnpLogOperational-InformationPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 9};

lnpLogOperational-InformationPkg PACKAGE
BEHAVIOUR
lnpLogOperational-InformationDefinition,
InpLogOperational-InformationBehavior;
ATTRIBUTES
downTime GET,
npacContactNumber GET,
additionalDownTimeInformation GET,
accessControl GET;

’

InpLogOperational-InformationDefinition BEHAVIOUR
DEFINED AS !
The lnpLogOperational-InformationRecord class is the managed object
that is used to create log records for the
1npNPAC-SMS-Operational-Information Notification.

lnpLogOperational-InformationBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
1npNPAC-SMS-Operational-Information Notification.

-- 10.0 LNP Log Record for the Subscription Version Status Attribute Value
-= Change Notification

InpLogStatusAttributeValueChangeRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":eventLogRecord;
CHARACTERIZED BY
lnpLogStatusAttributeValueChangePkg;
CONDITIONAL PACKAGES
subscriptionVersionAttributeValueChangeFailed-SP-ListPkg PRESENT IF
'the version status is failed or partially failed!,
subscriptionStatusChangeCauseCodePkg PRESENT IF
'the version status is set to conflict by the old service
provider!;
REGISTERED AS {LNP-OIDS.lnp-objectClass 10};



lnpLogStatusAttributeValueChangePkg PACKAGE
BEHAVIOUR
lnpLogStatusAttributeValueChangeDefinition,
lnpLogStatusAttributeValueChangeBehavior;
ATTRIBUTES
subscriptionVersionAttributeValueChangeInfo GET,
accessControl GET;

lnpLogStatusAttributeValueChangeDefinition BEHAVIOUR
DEFINED AS !
The lnpLogStatusAttributeValueChangeRecord class is the managed
object that is used to create log records for the
subscriptionVersionStatusAttributeValueChange Notification.
| .
lnpLogStatusAttributeValueChangeBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the

subscriptionVersionStatusAttributeValueChange Notification.
!

-- 11.0 LNP Network Managed Object Class

InpNetwork MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
lnpNetworkPkg;
CONDITIONAL PACKAGES
InpDownloadPkg PRESENT IF
'the object is instantiated on the NPAC SMS!;
REGISTERED AS {LNP-OIDS.lnp-objectClass 11};

InpNetworkPkg PACKAGE
BEHAVIOUR
lnpNetworkDefinition,
lnpNetworkBehavior;
ATTRIBUTES
InpNetworkName GET;

InpNetworkDefinition BEHAVIOUR
DEFINED AS !
The lnpNetwork class is the managed object that is used as the
container object for the serviceProvNetwork objects.
This object has been created primarily for scoping efficiency.

The lnpDownloadPkg will only be used for lnpNetwork object
instantiated on the NPAC SMS (Data Download Association Function).
This package is used for initiating from the Local SMS downloading
of serviceProvNetwork, serviceProvNPA-NXX, and serviceProvLRN object
creation or deletion to the Local SMS from the NPAC SMS.

lnpNetworkBehavior BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object used for the Local SMS to
NPAC SMS interface.

The Local SMS and the NPAC SMS can M-GET any lnpNetwork

object (Data Download Association Function). The lnpNetworkName
attribute is read only and can not be changed via the NPAC SMS
to Local SMS Interface once the object has been created. The
value of lnpNetworkName will always be "lnpNetwork".

Only one of these objects will exist and it will only be



created at startup of the CMIP agent software on the NPAC SMS

or the Local SMS.
| .
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-- 12.0 LNP NPAC SMS Managed Object Class

1InpNPAC-SMS MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
1npNPAC-SMS-Pkg,
InpRecoveryCompletePkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 12};

1npNPAC-SMS-Pkg PACKAGE

BEHAVIOUR
1npNPAC-SMS-Definition,
1npNPAC-SMS-Behavior;

ATTRIBUTES
1InpNPAC-SMS-Name GET;

NOTIFICATIONS
1npNPAC-SMS-Operational-Information;

1npNPAC-SMS-Definition BEHAVIOUR
DEFINED AS !
The 1npNPAC-SMS class is the managed object that is used as
the container object for all NPAC SMS objects in the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS interface.

1npNPAC-SMS-Behavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS
to NPAC SMS interface.

A Local SMS (Data Download Association Function) and service
provider SOA (SOA Management Association Function) can M-GET
any lnpNPAC-SMS object.

The 1npNPAC-SMS-Name attribute is read only and can not be
changed via either Interface once the object has been created.
The value of 1npNPAC-SMS-Name will be set to "Illinois-NPAC-SMS"
in Illinois.

The lnpRecoveryComplete-Pkg is used to used for indicating the
recovery mode for the Local SMS is complete and to return all

updates made since the recovery mode began. (Data Download Functional
Group) .

Only one of these objects will exist and it will only be
created at startup of the CMIP agent software on the NPAC SMS.

The 1npNPAC-SMS-Operational-Information will be used to notify
service provider SOA and Local SMS systems of planned outages.

-- 13.0 LNP Service Providers Managed Object Class

lnpServiceProvs MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
lnpServiceProvsPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 13};

lnpServiceProvsPkg PACKAGE
BEHAVIOUR
lnpServiceProvsDefinition,



lnpServiceProvsBehavior;
ATTRIBUTES
lnpServiceProvsName GET;

’

lnpServiceProvsDefinition BEHAVIOUR
DEFINED AS !
The lnpServiceProvs class is the managed object that is
used as the container object for the serviceProv
objects on the NPAC SMS. This object has been created
for scoping efficiency.
1.
lnpServiceProvsBehavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object used for the Local SMS to NPAC
SMS interface.

A Local SMS and service provider SOA can M-GET any
lnpServiceProvs object (Network Data Association Function).
The lnpServiceProvsName attribute is read only and can not
be changed via the Local SMS Interface once the object has
been created. The value of lnpServiceProvsName will
always be "lnpServiceProvs".

Only one of these objects will exist and it will only be created

at startup of the CMIP agent software on the NPAC SMS.

-- 14.0 LNP Subscriptions Managed Object Class

lnpSubscriptions MANAGED OBJECT CLASS

DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

CHARACTERIZED BY

lnpSubscriptionsPkg,

subscriptionVersionLocalSMS-CreatePkg;
CONDITIONAL PACKAGES
InpDownloadPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersion0OldSP-CreatePkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionNewSP-CreatePkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionDisconnectPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionModifyPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionActivatePkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionCancelPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionOldSP-CancellationPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionNewSP-CancellationPkg PRESENT IF

'the object is instantiated on the NPAC SMS!,
subscriptionVersionRemoveFromConflictPkg PRESENT IF

'the object is instantiated on the NPAC SMS!;
REGISTERED AS {LNP-OIDS.lnp-objectClass 14};

lnpSubscriptionsPkg PACKAGE
BEHAVIOUR
lnpSubscriptionsDefinition,
lnpSubscriptionsBehavior;
ATTRIBUTES
lnpSubscriptionsName GET;
NOTIFICATIONS



subscriptionVersionLocalSMS-ActionResults;

’

lnpSubscriptionsDefinition BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object for the SOA to NPAC SMS
and the Local SMS to NPAC SMS interface.

The lnpSubscriptions class is the managed object that is used
as the container object for the subscription version objects
on the NPAC SMS and the Local SMS.

Local SMS interfaces must be able to support scope/filtered
M-SETs and M-DELETEs with a TN range as the primary filter.

| .
lnpSubscriptionsBehavior BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object

The Local SMS (Data Download Association Function) and the service
provider SOA (SOA Management Association Function) can M-GET any
lnpSubscriptions object. The lnpSubscriptionsName attribute

is read only and can not be changed via the Local SMS Interface
once the object has been created. The value of
lnpSubscriptionsName will always be "lnpSubscriptions".

Only one of these objects will exist and it will only be
created at startup of the CMIP agent software on the NPAC SMS
or the Local SMS.

The lnpDownloadPkg will only be used for a lnpSubscriptions
object instantiated on the NPAC SMS. This package is used to
used for initiating downloading of subscriptionVersions
object creation, deletion, or modifications to the Local

SMS (Data Download Association Function) .

The subscriptionVersion0OldSP-CreatePkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for creation of subscription versions for
porting TNs by the old service provider.

The subscriptionVersionNewSP-CreatePkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for creation of subscription versions for
porting TNs by the new service provider.

The subscriptionVersionDisconnectPkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for disconnection of a ported TN by the current
service provider.

The subscriptionVersionModifyPkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for modification of a ported TN by a service
provider.

The subscriptionVersionActivatePkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for activation of a ported TN by a new service
provider.

The subscriptionVersionCancelPkg will only be used for a
lnpSubscriptions object instantiated on the NPAC SMS. This
package is used for cancellation of a ported TN by a service



provider.

The subscriptionVersionOldSP-CancellationPkg will only be

used for a lnpSubscriptions object instantiated on the NPAC SMS.
This package is used for acknowledgment of subscription versions
with status values of cancel-pending. Acknowledgments

from both old and new service provider SOAs take a version from
cancel-pending and to a canceled state. This action is used by
the old service provider SOA.

The subscriptionVersionNewSP-CancellationPkg will only be

used for a lnpSubscriptions object instantiated on the NPAC SMS.
This package is used for acknowledgment of subscription versions
with status values of cancel-pending. Acknowledgments

from both old and new service provider SOAs take a version out of
cancel-pending and to a canceled state. This action is used by
the new service provider SOA.

The subscriptionVersionRemoveFromConflictPkg will only be
used for a lnpSubscriptions object instantiated on the NPAC SMS.
This package is used for setting the status of subscription versions
with status values of conflict to pending. This action is used by
either the new or old service provider SOA.

1.

-- 15.0 LNP Service Provider Managed Object Class

serviceProv MANAGED OBJECT CLASS
DERIVED FROM serviceProvNetwork;
CHARACTERIZED BY
serviceProvPkg;
CONDITIONAL PACKAGES
serviceProvBillingAddressPkg PRESENT IF
'the service provider has billing address and contact
information!,
serviceProvSOA-AddressPkg PRESENT IF
'the service provider has SOA address and contact information!,
serviceProvLSMS-AddressPkg PRESENT IF
'the service provider has LSMS address and contact information!,
serviceProvilebAddressPkg PRESENT IF
'the service provider has Web address and contact information!,
serviceProvNetAddressPkg PRESENT IF
'the service provider has network and communication facilities
address and contact information!,
serviceProvConflictAddressPkg PRESENT IF
'the service provider has conflict resolution interface
address and contact information!,
serviceProvOperationsAddressPkg PRESENT IF
'the service provider has operations address and contact
information!,
serviceProvRepairCenterInfoPkg PRESENT IF
'the service provider has repair contact information!,
serviceProvSecurityAddressPkg PRESENT IF
'the service provider has security contact information!,
serviceProvUserAdminAddressPkg PRESENT IF
'the service provider has user administration interface address
and contact information!;
REGISTERED AS {LNP-OIDS.lnp-objectClass 15};

serviceProvPkg PACKAGE

BEHAVIOUR
serviceProvDefinition,
serviceProvBehavior;

ATTRIBUTES
npacCustomerAllowableFunctions GET-REPLACE,
serviceProvAddress GET-REPLACE,
serviceProvSysLinkInfo GET-REPLACE;



’

serviceProvDefinition BEHAVIOUR
DEFINED AS !
The serviceProv class is the managed object
used on the NPAC SMS to contain the data related to each
LNP service provider.

serviceProvBehavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object used for the Local SMS to NPAC
SMS interface.

A Local SMS and service provider SOA can M-GET their own
serviceProv object (Network Data Association Function).
Attempts to read any service provider information other
than their own will be rejected as unauthorized. All attributes
in this object, except serviceProvID and
npacCustomerAllowableFunctions can be M-SET by the Local SMS
Interface once the object has been created on the NPAC SMS.

1.

-- 16.0 LNP Service Provider LRN Managed Object Class

serviceProvLRN MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
serviceProvLRN-Pkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 16};

serviceProvLRN-Pkg PACKAGE

BEHAVIOUR
serviceProvLRN-Definition,
serviceProvLRN-Behavior;

ATTRIBUTES
serviceProvLRN-ID GET,
serviceProvLRN-Value GET,
serviceProvDownloadReason GET,
serviceProvLRN-CreationTimeStamp GET;

serviceProvLRN-Definition BEHAVIOUR
DEFINED AS !
The serviceProvLRN class is the managed object
used to identify Service Provider LRN values open for
porting.
1.
serviceProvLRN-Behavior BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object used for the Local SMS to
NPAC SMS interface.

All attributes are read only. Once created, the serviceProvLRN
object can only be deleted via the Local SMS or SOA interface.

The serviceProvLRN-ID is specified by the NPAC SMS. The
serviceProvLRN-CreationTimeStamp will reflect the current system
date and time when the object is created.

NPAC SMS can M-GET, M-DELETE and M-CREATE any

serviceProvLRN object on the Local SMS (Network Data

Functional Unit). The Local SMS only creates local

copies of serviceProvLRN objects after receiving the

objects from an NPAC SMS create request, reading them from

the NPAC SMS for initial instantiation, or from a download request.



A Local SMS or SOA can M-GET any serviceProvLRN object (Network Data
Functional Unit).

The Local SMS can M-DELETE and M-CREATE any

serviceProvLRN object on the NPAC SMS for their

own service provider id (Network Data Functional Unit). Attempts
to take actions on other service provider objects will be
rejected as unauthorized.

The creation or deletion of a serviceProvLRN object will be
distributed to all Local SMSs.

The serviceProvLRN-Value attributes on the NPAC SMS can
not be modified by the Local SMS or SOA. The service
provider will have to add a new object and delete the
old one to modify the data.

-- 17.0 LNP Service Provider Network Managed Object Class

serviceProvNetwork MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
serviceProvNetworkPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 17};

serviceProvNetworkPkg PACKAGE
BEHAVIOUR
serviceProvNetworkDefinition,
serviceProvNetworkBehavior;
ATTRIBUTES
serviceProvID GET,
serviceProvName GET-REPLACE;

’

serviceProvNetworkDefinition BEHAVIOUR
DEFINED AS !
The serviceProvNetwork class is the managed object
used to contain the network data for a service provider.

serviceProvNetworkBehavior BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object used for the Local SMS to
NPAC SMS interface.

Service providers and the NPAC SMS can M-GET, M-CREATE, and M-SET

any serviceProvNetwork object (Network Data Association Function).

The serviceProvId attribute is read only and can not be

changed via the NPAC SMS to Local SMS Interface once the object

has been created on the Local SMS or NPAC SMS. The

serviceProvName can be M-SET via the NPAC SMS to Local

SMS Interface by the NPAC SMS. The Local SMS only creates

or modifies local copies of serviceProvNetwork objects

after receiving the objects from an NPAC SMS M-CREATE or M-SET

request or reading them from the NPAC SMS for initial instantiation.
1.

-- 18.0 LNP Service Provider NPA-NXX Managed Object Class

serviceProvNPA-NXX MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
serviceProvNPA-NXX-Pkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 18};



serviceProvNPA-NXX-Pkg PACKAGE

BEHAVIOUR
serviceProvNPA-NXX-Definition,
serviceProvNPA-NXX-Behavior;

ATTRIBUTES
serviceProvNPA-NXX-ID GET,
serviceProvNPA-NXX-Value GET,
serviceProvNPA-NXX-EffectiveTimeStamp GET,
serviceProvDownloadReason GET,
serviceProvNPA-NXX-CreationTimeStamp GET;

’

serviceProvNPA-NXX-Definition BEHAVIOUR
DEFINED AS !
The serviceProvNPA-NXX class i1s the managed object
used to identify Service Provider NPA-NXX values open for
porting.

serviceProvNPA-NXX-Behavior BEHAVIOUR
DEFINED AS !
Local SMS and NPAC SMS Managed Object used for the Local SMS to
NPAC SMS interface.

All attributes are read only. Once created, the serviceProvNPA-NXX
object can only be deleted via the Local SMS or SOA interface. The
serviceProvNPA-NXX-ID is specified by the NPAC SMS. The
serviceProvNPA-NXX-CreationTimeStamp will be set to the current
system date and time when the object is created.

NPAC SMS can M-GET, M-DELETE and M-CREATE any

serviceProvNPA-NXX object on the Local SMS (Network Data
Association Function). The Local SMS only creates local copies of
serviceProvNPA-NXX objects after receiving the objects from

an NPAC SMS create, after reading them from the NPAC SMS for
initial instantiation, or from a download.

Service providers can M-GET any serviceProvNPA-NXX object.

A Local SMS or SOA can M-DELETE and M-CREATE any
serviceProvNPA-NXX object on the NPAC SMS for their own service
provider id (Network Data Association Function). Attempts to
take actions on other service provider objects will be rejected
as unauthorized.

A Local SMS or SOA can not modify any of the attributes.

To cause an NPA-NXX split to occur the service provider must
contact the NPAC SMS operations personnel.
| .

-

-- 19.0 LNP Subscription Audit Managed Object

subscriptionAudit MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
subscriptionAuditPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 19};

subscriptionAuditPkg PACKAGE
BEHAVIOUR
subscriptionAuditDefinition,
subscriptionAuditBehavior;
ATTRIBUTES
subscriptionAuditId GET,
subscriptionAuditName GET,



subscriptionAuditStatus GET,
subscriptionAuditAttributelist GET,
subscriptionAuditTN-Range GET,
subscriptionAuditTN-ActivationRange GET,
subscriptionAuditServiceProvIdRange GET,
subscriptionAuditNumberOfTNs GET,
subscriptionAuditNumberOfTNsComplete GET,
subscriptionAuditRequestingSP GET;
NOTIFICATIONS
subscriptionAuditResults,
subscriptionAudit-DiscrepancyRpt,

"CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange
accessControlParameter,

"CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation
accessControlParameter,

"CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectDeletion

accessControlParameter;

subscriptionAuditDefinition BEHAVIOUR

DEFINED AS !
The subscriptionAudit class is the managed object that
represents a subscription audit request. This object is

only instantiated on the NPAC SMS.
1.

subscriptionAuditBehavior BEHAVIOUR
DEFINED AS !
When the subscriptionAuditStatus changes an attribute value
change will be emitted to the audit requester.

All attributes must be specified upon create with the exception
of the subscriptionAuditTN-ActivationRange, if an audit is

not being performed on an activation date range. If the
subscriptionAuditAttributelist is not specified then a full
audit is assumed. If the subscriptionAuditTN-ActivationRange is
specified then an audit of all TNs in the range specified in
subscriptionAuditTN-Range will be audited. The serviceAuditId
is determined by the NPAC SMS.

The subscriptionAuditRequestingSP is the id of the service provider
who requested the audit.

The NPAC SMS will be required to set the number of TNs that
will be audited in the subscriptionAuditNumberOfTNs attribute
based on the NPAC SMS audit request criteria.

The SOA or NPAC SMS can M-CREATE, M-GET subscriptionAudit

managed objects on the NPAC SMS (SOA Management Function).

When a subscriptionAudit object is created on the NPAC SMS the

NPAC SMS will begin the audit for the service provider specified

or all service providers. The SOA can only M-GET subscriptionAudit
that they created.

The SOA will be required to set the requesting SP with

their service provider id so that the origination of the audit
request can be tracked and notifications can be sent to the
requesting SOA.

The subscriptionAuditTN-Range will be limited based on the

maximum range size specified in the NPAC SMS. If the limit
specified is exceeded, the create request will fail with an
invalidAttributeValue error.

When this object is created and deleted, object creation and
deletion notifications will be sent to the requester. Object
deletion indicates completion of an audit. The audit results



notification will be sent before the object is deleted by the
entity performing the audit indicating how may discrepancies the
audit found and reported during execution.

If discrepancies are found during the audit, audit discrepancy
notifications will be sent to the requester at the time they

are found. When audit discrepancy notifications are sent to

the NPAC SMS by the Local SMS, create or modify requests will be
sent to the Local SMS by the NPAC SMS to correct the
discrepancies found.

Deletion of an audit object cancels an audit request.

-- 20.0 LNP subscription Version Managed Object Class

subscriptionVersion MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY

subscriptionVersionPkg;

REGISTERED AS {LNP-OIDS.lnp-objectClass 20};

subscriptionVersionPkg PACKAGE
BEHAVIOUR

subscriptionVersionDefinition,
subscriptionVersionBehavior;

ATTRIBUTES

’

subscriptionVersionId GET,

subscriptionTN GET-REPLACE,

subscriptionlRN GET-REPLACE,
subscriptionNewCurrentSP GET-REPLACE,
subscriptionActivationTimeStamp GET-REPLACE,
subscriptionCLASS-DPC GET-REPLACE,
subscriptionCLASS-SSN GET-REPLACE,
subscriptionLIDB-DPC GET-REPLACE,
subscriptionLIDB-SSN GET-REPLACE,
subscriptionCNAM-DPC GET-REPLACE,
subscriptionCNAM-SSN GET-REPLACE,
subscriptionISVM-DPC GET-REPLACE,
subscriptionISVM-SSN GET-REPLACE,
subscriptionEndUserLocationValue GET-REPLACE,
subscriptionEndUserLocationType GET-REPLACE,
subscriptionBillingId GET-REPLACE,
subscriptionLNPType GET-REPLACE,
subscriptionDownloadReason GET-REPLACE;

subscriptionVersionDefinition BEHAVIOUR
DEFINED AS !

The subscriptionVersion class is the managed object that
represents a subscription version on the Local SMS.

subscriptionVersionBehavior BEHAVIOUR
DEFINED AS !

Local SMS Managed Object

NPAC SMS can M-GET (Query Association Function), M-SET, M-DELETE
and M-CREATE (Data Download Association Function) any
subscriptionVersion object on the Local SMS (Data Download
Association Function). The Local SMS only creates local copies

of subscriptionVersion objects after receiving the objects from an
NPAC SMS create request or reading them from the NPAC SMS for
initial instantiation.

The serviceProvVersionId with subscriptionVersionId is assigned



upon creation by the NPAC SMS and is read only.

The subscriptionTN, subscriptionLRN and associated routing
information, are specified by the new service provider SOA upon
creation of a new subscription version.

The subscriptionActivationTimeStamp is the time when the subscription
version was activated by the new service provider.

When the subscription version is downloaded to the locals, the
subscriptionDownloadReason is set to one of new, delete, modified,
or audit-discrepancy. This field is not validated in audits.

When the subscription version status is set to disconnect pending
or old, the subscriptionVersionDonorSP-CustomerDisconnectDate is
sent to the donor SOA informing the service provider of the actual
customer disconnect date.

The Local SMS can not modify any of the subscription version
data locally unless changes were downloaded via a download
request.

-- 21.0 LNP NPAC Subscription Version Managed Object Class

subscriptionVersionNPAC MANAGED OBJECT CLASS
DERIVED FROM subscriptionVersion;
CHARACTERIZED BY
subscriptionVersionNPAC-Pkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 21};

subscriptionVersionNPAC-Pkg PACKAGE

BEHAVIOUR
subscriptionVersionNPAC-Definition,
subscriptionVersionNPAC-Behavior;

ATTRIBUTES
subscriptionVersionStatus GET-REPLACE,
subscription0OldSP GET-REPLACE,
subscriptionNewSP-DueDate GET-REPLACE,
subscriptionNewSP-CreationTimeStamp GET-REPLACE,
subscriptionOldSP-DueDate GET-REPLACE,
subscriptionOldSP-Authorization GET-REPLACE,
subscriptionStatusChangeCauseCode GET-REPLACE,
subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,
subscriptionBroadcastTimeStamp GET-REPLACE,
subscriptionConflictTimeStamp GET-REPLACE,
subscriptionCustomerDisconnectDate GET-REPLACE,
subscriptionEffectiveReleaseDate GET-REPLACE,
subscriptionDisconnectCompleteTimeStamp GET-REPLACE,
subscriptionCancellationTimeStamp GET-REPLACE,
subscriptionCreationTimeStamp GET-REPLACE,
subscriptionFailed-SP-List GET-REPLACE,
subscriptionModifiedTimeStamp GET-REPLACE,
subscriptionOldTimeStamp GET-REPLACE,
subscriptionOldSP-CancellationTimeStamp GET-REPLACE,
subscriptionNewSP-CancellationTimeStamp GET-REPLACE,
subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,
subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,
subscriptionPortingToOriginal-SPSwitch GET-REPLACE,
subscriptionPreCancellationStatus GET-REPLACE;

NOTIFICATIONS
subscriptionVersion0OldSP-ConcurrenceRequest,
subscriptionVersionNewSP-CreateRequest,
subscriptionVersionOldSPFinalConcurrenceWindowExpiration,
subscriptionVersionNewNPA-NXX,
subscriptionVersionCancellationAcknowledgeRequest,



subscriptionVersionDonorSP-CustomerDisconnectDate,
subscriptionVersionStatusAttributeValueChange,
"CCITT Rec. X.721 (1992) | ISO/IEC 10165-2
1992":attributeValueChange
accessControlParameter,
"CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation
accessControlParameter;

subscriptionVersionNPAC-Definition BEHAVIOUR
DEFINED AS !
The subscriptionVersionNPAC class is the managed object
that represents a subscription version on the NPAC SMS.
1.
subscriptionVersionNPAC-Behavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS
to NPAC SMS interface.

A Local SMS can M-GET any subscriptionVersionNPAC objects
from the NPAC SMS via the Local SMS Interface (Data Download
Association Function).

A Service Provider SOA can M-GET any subscriptionVersionNPAC
objects from the NPAC SMS via the SOA Interface (SOA Management
Association Function).

If a Service Provider SOA or Local SMS does a scoped filtered
M-GET for subscription versions, this request will only be
successful if a the number of records to be returned is less
than or equal to the NPAC SMS tunable parameter,

"Max Subscriber Query", in the Service Data table.

When the status of an object is changed to "cancel-pending",
subscriptionPreCancellationStatus is first set to the current status.

The subscriptionCreationTimeStamp is set to the current system
time when the object is created.

When the subscription version is modified for any reason, the
subscriptionModifiedTimeStamp is updated with the current system time.

When the subscription version is broadcast to Local SMSs via
the NPAC to Local SMS interface, the subscriptionBroadcastTimeStamp
is updated with the current system time.

When the subscription version has its version status set to old,
the subscriptionOldTimeStamp is updated with the current system
time.

When the subscription version has its version status set to cancel,
the subscriptionCancellationTimeStamp is updated with the
current system time.

When the subscription version has its version status set to
conflict, the subscriptionConflictTimeStamp is updated with the
current system time.

When the subscription version is disconnected and the version
status is set to old, the subscriptionDisconnectCompleteTimeStamp
is updated with the current system time.

When the subscription version status is set to disconnect pending
the subscriptionEffectiveReleaseDate is set to the date the
disconnect should be broadcast.



When the subscription version in a cancel-pending

state is acknowledged by an old service provider SOA, the
subscriptionOldSP-CancellationTimeStamp is updated with the
current system time.

When the subscription version in a cancel-pending

state is acknowledged by a new service provider SOA, the
subscriptionNewSP-CancellationTimeStamp is updated with the
current system time.

When the subscription version in a conflict state is removed

from conflict by the old service provider SOA, the
subscriptionOldSP-ConflictResolutionTimeStamp is updated with the
current system time.

When the subscription version in a conflict state is removed
from conflict by the new service provider SOA, the
subscriptionNewSP-ConflictResolutionTimeStamp is updated with
the current system time.

When the subscription version status is failed or partially-failed,
the subscriptionFailed-SP-List is populated with a list of the
failed service providers.

The Service Provider SOA can M-GET and M-SET subscriptionVersionNPAC
objects via the SOA to NPAC SMS interface (SOA Management Association
Function). Rules for M-SET are described below.

For M-GET requests, the filter will support all attributes for
a specified ported TN.

Any service provider SOA can view any subscription version for any
ported TN (SOA Management Association Function).

Subscription versions are created on the NPAC SMS via actions over
the SOA to NPAC SMS interface to the lnpSubscriptions object (SOA
Management Association Function). New service provider SOAs must use
the subscriptionVersionNewSP-Create action and old service

provider SOAs must use the subscriptionVersionOldSP-Create action.
Creates can only be performed provided there is only one

currently active subscription version for the TN.

subscriptionPortingToOriginal-SPSwitch can only be specified as

TRUE for a TN that is currently ported and is being ported back

to the original service provider. If the value of
subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data
should not be specified. This data is not specified because

when the activate occurs for the subscription version, the Local

SMS will receive requests to delete the old subscription version
routing data in their networks and they will not receive any

new network routing data for the subscription. Concurrence from the
old service provider is required.

If the port of the subscription version is an intra-service
provider port, the new service provider SOA can use the
subscriptionVersionNewSP-Create action specifying the old service
provider equal to the new service provider. 1In this case, the
old service provider create action is not required and processing
proceeds after a valid pending version is created in the same
manner as it does for inter-service provider porting.

Once a version has been created that passes validation, the
subscriptionVersionNPAC object subscriptionVersionStatus will

be set to pending and an object creation notification will be sent
to both old and new service provider SOAs. If a version
previously existed, attribute value change notifications will be
sent to both old and new service provider SOAs.



If there is a pending version that does not have concurrence during
the "Service Provider Concurrence Window" specified in the Service
Data table, a subscriptionVersionNoConcurrence notification will be
sent to the service provider SOA that has not responded. The
subscriptionVersionStatus will be set to cancel-pending if the new
service provider SOA has not responded or to conflict if the old
service provider SOA has not responded after the "Service Provider
Concurrence Failure Window" specified in the Service Data table.

An attribute value change will be sent to the service provider

SOA that sent the original create request.

The Service Provider SOA can M-SET attributes associated with
pending, or conflict subscription versions (SOA Management Association
Function) .

Attempts to modify an active, sending, failed, canceled, cancel-pending,
disconnect-pending or old version using M-SET will result in
an access denied error.

Modification of an active subscription can only be done by the
current/new service provider SOA using the subscriptionVersionModify
action.

The modify action can be used by both old and new service
provider SOAs to update pending or conflict subscription versions.

0ld service provider SOAs can only modify the following attributes:

subscriptionOldSP-DueDate
subscriptionOldSP-Authorization
subscriptionStatusChangeCauseCode

New service provider SOAs can only modify the following attributes:

subscriptionLRN
subscriptionNewSP-DueDate
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingId

The subscription0OldSP-DueDate and subscriptionVewSP-DueDate must
match. Validation will be done for both old and new service
provider data that is specified on an M-SET. If validation fails,
no changes will be made and a processing failure will be returned.
If the version passes validation, the version status will be

set to pending. An error message will be returned to the service
provider if the status i1s not pending when they attempt to change
the version status to cancel-pending.

Once a pending version has been created, the new service provider
can activate the subscription version if authorization for the port
has been received by the old service provider within

the "Service Provider Concurrence Cancellation Window".

Once the version is activated, the version status is set to
sending, the broadcast time stamp is updated, and creates
are sent to the Local SMSs.



If the create requests are successful for all Local SMSs, the
version status will be marked as active and the previously active
subscription version will have its version status set to old.

If create requests fail for a subscription version after the
retry periods have expired, the version status will be set

to failed or partially-failed based on if the download failed
in all or some of the Local SMSs respectively.

A status version attribute value change will be sent to both old
and new service providers when the subscriptionVersionStatus is
modified. If the version status is failed or partially-failed then
a list of failed service providers is provided in the
subscriptionVersionStatus notification.

A subscription version can be put into conflict by either the NPAC
SMS or by the old service provider explicitly setting the
subscriptionOldSP-Authorization off or by not responding with the
subscriptionVersionOldSP-Create action.

If the old service provider explicitly sets the
subscriptionOldSP-Authorization off, the
subscriptionStatusChangeCauseCode must be given.

The old service provider can only put a subscription version into
conflict once and only by explicitly setting the
subscriptionOldSP-Authorization off.

A service provider should acknowledge the conflict resolution pending
state within a tunable time frame specified on the NPAC SMS
with a conflict resolution acknowledgement action.

A service provider should acknowledge the cancel pending
state within a tunable time frame specified on the NPAC SMS
with a cancel acknowledgement action.

If a service provider SOA fails to acknowledge the cancel pending
state, a subscriptionVersionCancellationAcknowledgeRequest is
sent to the service provider SOA. If they do not respond to this
acknowledgement in a tunable time frame specified on the NPAC SMS,
the version status will be set to conflict.

Attribute value change notifications will be sent to both service
provider SOAs when the following attribute values change for

a pending, cancel-pending, conflict or disconnect-pending subscription
versions:

subscriptionNewSP-DueDate
subscriptionNewSP-CreationTimeStamp
subscriptionOldSP-DueDate
subscriptionOldSP-Authorization
subscriptionOldSP-AuthorizationTimeStamp
subscriptionStatusChangeCauseCode
subscriptionVersionStatus

Object creation notifications will be sent to both old and

new service provider SOAs when a subscriptionVersionNPAC associated
with their Service Provider id is created. Object deletion
notifications will not be used. Objects will only be deleted by the
NPAC SMS as a result of housekeeping processing.

Prior to when the subscription version status is set to disconnect
pending or old, the subscriptionVersionDonorSP-CustomerDisconnectDate
is sent to the donor SOA informing the service provider of the

actual customer disconnect date.



-- 22.0 LNP Log Record for the Subscription Version Donor Service Provider
-- Customer Disconnect Date Notification

lnpLogbDonorSP-CustomerDisconnectDateRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":eventLogRecord;
CHARACTERIZED BY
lnpLogDonorSP-CustomerDisconnectDatePkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 22};

lnpLogDonorSP-CustomerDisconnectDatePkg PACKAGE
BEHAVIOUR
lnpLogDonorSP-CustomerDisconnectDateDefinition,
lnpLogDonorSP-CustomerDisconnectDateBehavior;
ATTRIBUTES
subscriptionTN GET,
subscriptionVersionId GET,
subscriptionCustomerDisconnectDate GET,
subscriptionEffectiveReleaseDate GET,
accessControl GET;

lnpLogDonorSP-CustomerDisconnectDateDefinition BEHAVIOUR
DEFINED AS !
The lnpLogDonorSP-CustomerDisconnectDateRecord class is the managed
object that is used to create log records for the
subscriptionVersionDonorSP-CustomerDisconnectDate Notification.
| .
lnpLogDonorSP-CustomerDisconnectDateBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionDonorSP-CustomerDisconnectDate Notification.
1.
-- 23.0 LNP Log Record for the Subscription Version Local SMS Action Results
-- Notification

InpLogLocalSMS-ActionResultsRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":eventLogRecord;
CHARACTERIZED BY
lnpLogLocalSMS-ActionResultsPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 23};

lnpLogLocalSMS-ActionResultsPkg PACKAGE
BEHAVIOUR
lnpLogLocalSMS-ActionResultsDefinition,
lnpLogLocalSMS-ActionResultsBehavior;
ATTRIBUTES
actionId GET,
actionResultsStatus GET,
failedTN-List GET,
resultsCompletionTime GET,
accessControl GET;

lnpLogLocalSMS-ActionResultsDefinition BEHAVIOUR
DEFINED AS !
The lnpLogLocalSMS-ActionResultsRecord class is the managed
object that is used to create log records for the
subscriptionVersionLocalSMS-ActionResults Notification.
1.
lnpLogLocalSMS-ActionResultsBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionLocalSMS-ActionResults Notification.



.7
-- 24.0 LNP Log Record for the Subscription Version New NPA-NXX Notification

InpLogNewNPA-NXXRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":eventLogRecord;
CHARACTERIZED BY
InpLogNewNPA-NXXPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 24};

1npLogNewNPA-NXXPkg PACKAGE

BEHAVIOUR
1lnpLogNewNPA-NXXDefinition,
InpLogNewNPA-NXXBehavior;

ATTRIBUTES
serviceProvNPA-NXX-ID GET,
serviceProvNPA-NXX-Value GET,
serviceProvNPA-NXX-EffectiveTimeStamp GET,
serviceProvID GET,
accessControl GET;

InpLogNewNPA-NXXDefinition BEHAVIOUR
DEFINED AS !
The lnpLogNewNPA-NXX class is the managed
object that is used to create log records for the
subscriptionVersionNewNPA-NXX Notification.
| .
1npLogNewNPA-NXXBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionNewNPA-NXX Notification.
1.

-- 25.0 LNP Service Provider NPA-NXX Managed Object Class

lsmsFilterNPA-NXX MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
1smsFilterNPA-NXX-Pkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 25};

lsmsFilterNPA-NXX-Pkg PACKAGE
BEHAVIOUR
lsmsFilterNPA-NXX-Definition,
lsmsFilterNPA-NXX-Behavior;
ATTRIBUTES
lsmsFilterNPA-NXX-ID GET,
lsmsFilterNPA-NXX-Value GET;

’

lsmsFilterNPA-NXX-Definition BEHAVIOUR
DEFINED AS !
The lsmsFilterNPA-NXX class is the managed object
used to identify the NPA-NXX values for which a service provider
does not want to be informed of subscription version broadcasts.
1.
lsmsFilterNPA-NXX-Behavior BEHAVIOUR
DEFINED AS !
NPAC SMS Managed Object used for the Local SMS to NPAC SMS interface
and the NPAC SMS to SOA interface.

All attributes are read only. Once created, the lsmsFilterNPA-NXX
object can be deleted via the Local SMS or SOA interface. The
lsmsFilterNPA-NXX-ID is specified by the NPAC SMS.



The Local SMS or SOA can M-DELETE, M-CREATE and M-GET the
1smsFilterNPA-NXX objects on the NPAC SMS. (LSMS Network Data
Association Function) .

-- 26.0 LNP Log Record for the Subscription Version Final Concurrence
-- Timer Expiration

lnpLogOldSPFinalConcurrenceWindowExpirationRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":eventLogRecord;
CHARACTERIZED BY
InpLogOldSPFinalConcurrenceWindowExpirationPkg;
REGISTERED AS {LNP-OIDS.lnp-objectClass 26};

1lnpLogOldSPFinalConcurrenceWindowExpirationPkg PACKAGE
BEHAVIOUR
InpLogOldSPFinalConcurrenceWindowExpirationDefinition,
InpLogOldSPFinalConcurrenceWindowExpirationBehavior;
ATTRIBUTES
subscriptionTN GET,
subscriptionVersionId GET,
accessControl GET;

’

lnpLogOldSPFinalConcurrenceWindowExpirationDefinition BEHAVIOUR
DEFINED AS !
The lnpLogOldSPFinalConcurrenceWindowExpirationRecord class is
the managed object that is used to create log records for the
subscriptionVersionOldSPFinalConcurrenceWindowExpiration
Notification.

lnpLogOldSPFinalConcurrenceWindowExpirationBehavior BEHAVIOUR
DEFINED AS !
This log record can be used by any CME wanting to log the
subscriptionVersionOldSPFinalConcurrenceWindowExpiration
Notification.

7.3  Name Binding Definitions

-- Name Binding Definitions

-- 1.0 LNP Audits Managed Object Name Bindings

lnpAudits-1npNPAC-SMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpAudits AND SUBCLASSES;
NAMED BY

SUPERIOR OBJECT CLASS 1lnpNPAC-SMS AND SUBCLASSES;

WITH ATTRIBUTE lnpAuditsName;
-- Note: Create through interface is not supported.
-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 1};

lnpAudits-lnpLocalSMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpAudits AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS lnpLocalSMS AND SUBCLASSES;
WITH ATTRIBUTE lnpAuditsName;
-- Note: Create through interface is not supported.



-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 2};

-- 2.0 LNP Local SMS Managed Object Name Bindings

InpLocalSMS-root NAME BINDING

SUBORDINATE OBJECT CLASS lnpLocalSMS AND SUBCLASSES;

NAMED BY

SUPERIOR OBJECT CLASS "CCITT Rec. X.660 (1992) | ISO/IEC 9834-1

1992":root;

WITH ATTRIBUTE lnpLocal-SMS-Name;

-- Note: Create through interface is not supported.

-- Note: Delete through interface is not supported.

REGISTERED AS {LNP-OIDS.lnp-nameBinding 3};

-- 3.0 LNP Network Managed Object Name Bindings

InpNetwork-1npNPAC-SMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpNetwork AND SUBCLASSES;
NAMED BY

SUPERIOR OBJECT CLASS lnpNPAC-SMS AND SUBCLASSES;

WITH ATTRIBUTE lnpNetworkName;
-- Note: Create through interface is not supported.
-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 4};

InpNetwork-lnpLocalSMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpNetwork AND SUBCLASSES;
NAMED BY

SUPERIOR OBJECT CLASS lnpLocalSMS AND SUBCLASSES;

WITH ATTRIBUTE lnpNetworkName;
-- Note: Create through interface is not supported.
-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 5};

-- 4.0 LNP NPAC SMS Managed Object Name Bindings

1InpNPAC-SMS-root NAME BINDING

SUBORDINATE OBJECT CLASS 1npNPAC-SMS AND SUBCLASSES;

NAMED BY

SUPERIOR OBJECT CLASS "CCITT Rec. X.660 (1992) | ISO/IEC 9834-1

1992":root;

WITH ATTRIBUTE 1npNPAC-SMS-Name;

-- Note: Create through interface is not supported.

-- Note: Delete through interface is not supported.

REGISTERED AS {LNP-OIDS.lnp-nameBinding 6};

-- 5.0 LNP Service Providers Managed Object Name Bindings

lnpServiceProvs-1npNPAC-SMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpServiceProvs AND SUBCLASSES;
NAMED BY

SUPERIOR OBJECT CLASS 1npNPAC-SMS AND SUBCLASSES;

WITH ATTRIBUTE lnpServiceProvsName;
-- Note: Create through interface is not supported.
-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 7};

-- 6.0 LNP Subscriptions Managed Object Class Name Bindings

lnpSubscriptions-1npNPAC-SMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpSubscriptions AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS 1lnpNPAC-SMS AND SUBCLASSES;
WITH ATTRIBUTE lnpSubscriptionsName;
-- Note: Create through interface is not supported.
-— Note: Delete through interface is not supported.



REGISTERED AS {LNP-OIDS.lnp-nameBinding 8};

InpSubscriptions-1lnpLocalSMS NAME BINDING
SUBORDINATE OBJECT CLASS lnpSubscriptions AND SUBCLASSES;
NAMED BY

SUPERIOR OBJECT CLASS lnpLocalSMS AND SUBCLASSES;

WITH ATTRIBUTE lnpSubscriptionsName;
-- Note: Create through interface is not supported.
-- Note: Delete through interface is not supported.
REGISTERED AS {LNP-OIDS.lnp-nameBinding 9};

-- 7.0 LNP Service Provider Managed Object Class Name Bindings

serviceProv-lnpServiceProvs NAME BINDING
SUBORDINATE OBJECT CLASS serviceProv AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS lnpServiceProvs AND SUBCLASSES;
WITH ATTRIBUTE serviceProvID;
CREATE;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 10};

-- 8.0 LNP Service Provider LRN Managed Object Class Name Bindings

serviceProvLRN-serviceProvNetwork NAME BINDING
SUBORDINATE OBJECT CLASS serviceProvLRN AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS serviceProvNetwork AND SUBCLASSES;
WITH ATTRIBUTE serviceProvLRN-ID;
CREATE WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 11};

-- 9.0 LNP Service Provider Network Managed Object Class Name Bindings

serviceProvNetwork-1npNetwork NAME BINDING
SUBORDINATE OBJECT CLASS serviceProvNetwork AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS lnpNetwork AND SUBCLASSES;
WITH ATTRIBUTE serviceProvID;
CREATE;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 12};

-- 10.0 LNP Service Provider NPA-NXX Managed Object Class Name Bindings

serviceProvNPA-NXX-serviceProvNetwork NAME BINDING
SUBORDINATE OBJECT CLASS serviceProvNPA-NXX AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS serviceProvNetwork AND SUBCLASSES;
WITH ATTRIBUTE serviceProvNPA-NXX-ID;
CREATE WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 13};

-- 11.0 LNP Subscription Audit for the NPAC SMS Managed Object

subscriptionAudit-1lnpAudits NAME BINDING
SUBORDINATE OBJECT CLASS subscriptionAudit AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS lnpAudits AND SUBCLASSES;
WITH ATTRIBUTE subscriptionAuditId;
CREATE WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 14};



-- 12.0 LNP Subscription Version Managed Object Class

subscriptionVersion-lnpSubscriptions NAME BINDING
SUBORDINATE OBJECT CLASS subscriptionVersion AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS lnpSubscriptions AND SUBCLASSES;
WITH ATTRIBUTE subscriptionVersionId;
CREATE WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 15};

-- 13.0 LNP Service Provider LSMS Filter NPA-NXX Managed Object
-= Name Bindings

lsmsFilterNPA-NXX-serviceProv NAME BINDING
SUBORDINATE OBJECT CLASS lsmsFilterNPA-NXX AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS serviceProv AND SUBCLASSES;
WITH ATTRIBUTE lsmsFilterNPA-NXX-ID;
CREATE WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS {LNP-OIDS.lnp-nameBinding 16};

7.4 Attribute Definitions

-— 1.0 LNP Access Control Attribute

accessControl ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LnpAccessControl;
MATCHES FOR EQUALITY;
BEHAVIOUR accessControlBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 1};

accessControlBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store/define access control
information for security.

--— 2.0 LNP Action Id Attribute

actionId ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.Integer;
MATCHES FOR EQUALITY;
BEHAVIOUR actionIdBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 2};

actionIdBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the action id associated

Class

with an action that sends back an asynchronous notification.

-- 3.0 LNP Action Results Status Attribute

actionResultsStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.ActionResultsStatus;
MATCHES FOR EQUALITY;
BEHAVIOUR actionResultsStatusBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 3};

actionResultsStatusBehavior BEHAVIOUR
DEFINED AS !



This attribute is used to store the status of an action that
sends back an asynchronous notification with the results.

--— 4.0 LNP Additional Down Time Information

additionalDownTimeInformation ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GraphicString255;
MATCHES FOR EQUALITY;
BEHAVIOUR additionalDownTimeInformationBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 4};

additionalDownTimeInformationBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to provide additional information
about planned NPAC SMS down time in an NPAC operations notification
in a log record.

-- 5.0 LNP Audit Discrepancy Failure Reason

auditDiscrepancyFailureReason ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.AuditFailureData;
MATCHES FOR EQUALITY;
BEHAVIOUR auditDiscrepancyFailureReasonBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 5};

auditDiscrepancyFailureReasonBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the audit discrepancy failure reason
in an audit discrepancy notification in a log record.

-- 6.0 LNP Audit Discrepancy Local SMS Service Provider Id

auditDiscrepancyLSMS-SP-Id ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.ServiceProvId;
MATCHES FOR EQUALITY;
BEHAVIOUR auditDiscrepancyLSMS-SP-Id-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 6};

auditDiscrepancyLSMS-SP-Id-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the service provider id
associated with the Local SMS in an audit discrepancy notification
in a log record.

-- 7.0 LNP Audit Discrepancy TN

auditDiscrepancyTn ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.PhoneNumber;
MATCHES FOR EQUALITY;
BEHAVIOUR auditDiscrepancyTnBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 7};

auditDiscrepancyTnBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the TN for which the discrepancy
was found in an audit discrepancy notification in a log record.

-- 8.0 LNP Audit Discrepancy Version Id
auditDiscrepancyVersionId ATTRIBUTE

WITH ATTRIBUTE SYNTAX LNP-ASNl.SubscriptionVersionId;
MATCHES FOR EQUALITY;



BEHAVIOUR auditDiscrepancyVersionId-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 8};

auditDiscrepancyVersionId-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the version id for the TN for
which the discrepancy was found in an audit discrepancy
notification in a log record.

-- 10.0 LNP Audit Results Audit Completion Time

auditResultCompletionTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR auditResultCompletionTimeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 10};

auditResultCompletionTimeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the completion time of the audit
in an audit results notification in a log record.

-- 11.0 LNP Audit Result Failed Service Provider List

auditResultFailed-SP-List ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.Failed-SP-List;
MATCHES FOR EQUALITY;
BEHAVIOUR auditResultFailed-SP-ListBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 11};

auditResultFailed-SP-ListBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store, in an audit results
notification in a log record, the list of failed service
providers for an audit that failed due to failures on Local

SMSs.
I .

-- 12.0 LNP Audit Results Number of Discrepancies

auditResultNumberDiscrepancies ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.Integer;
MATCHES FOR EQUALITY;
BEHAVIOUR auditResultNumberDiscrepanciesBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 12};

auditResultNumberDiscrepanciesBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the number of discrepancies found
in an audit results notification in a log record.

-—- 13.0 LNP Audit Result Status

auditResultStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AuditResultStatus;
MATCHES FOR EQUALITY;
BEHAVIOUR auditResultStatusBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 13};

auditResultStatusBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the final status of the audit
in an audit results notification in a log record.



-- 14.0 LNP Operational Notification Down Time

downTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.TimeRange;
MATCHES FOR EQUALITY;
BEHAVIOUR downTimeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 14};

downTimeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to indicate the down time in an
NPAC operations notification in a log record.

-- 15.0 LNP Failed TN List

failedIN-List ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.FailedTN-List;
MATCHES FOR EQUALITY;
BEHAVIOUR failedTN-ListBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 15};

failedTN-ListBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to indicate the tn(s) and errors for
a failed action in the return asynchronous notification.

-- 16.0 LNP Audits Name

InpAuditsName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.LnpAuditsName;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpAuditsNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 16};

InpAuditsNameBehavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the lnpAudits managed
object. The value for this attribute is "lnpAudits".

-- 17.0 LNP Local SMS Name

InpLocal-SMS-Name ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.LnpSMS-Name;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpLocal-SMS-NameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 17};

lnpLocal-SMS-NameBehavior BEHAVIOUR
DEFINED AS !

This attribute provides an identifier for the 1npNPAC-SMS
object. The valid value is the service provider id of the
Local SMS followed by a dash and then the region name of the
NPAC-SMS specified in the 1npNPAC-SMS-Name for the NPAC SMS to
Local SMS Interface. For example, if the region name is
"Midwest Regional NPAC SMS" and the service provider id is "1234",
the lnpLocal-SMS-Name would be "1234-Midwest Regional NPAC SMS".

-- 18.0 LNP Network Name

InpNetworkName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LnpNetworkName;



MATCHES FOR EQUALITY;
BEHAVIOUR lnpNetworkNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 18};

lnpNetworkNameBehavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the lnpNetwork
object. Valid values are "lnpNetwork" for the NPAC SMS to Local
SMS Interface.

-- 19.0 LNP NPAC SMS Name

1npNPAC-SMS-Name ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LnpSMS-Name;
MATCHES FOR EQUALITY;
BEHAVIOUR 1lnpNPAC-SMS-NameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 19};

1npNPAC-SMS-NameBehavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the 1npNPAC-SMS
object. Valid values for NPAC SMS regional systems can be obtained
from NPAC personnel.

The 1npNPAC-SMS-Name for the Illinois NPAC will be "Midwest Regional
NPAC SMS" and will be noted in a table in the M&P.

-- 20.0 LNP Service Providers Name

lnpServiceProvsName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.LnpServiceProvsName;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpServiceProvsNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 20};

lnpServiceProvsNameBehavior BEHAVIOUR

DEFINED AS !
This attribute provides an identifier for the
lnpServiceProvs object. The value for this attribute
will be "lnpServiceProvs" in the NPAC SMS to Local SMS
Interface.

-- 21.0 LNP Specific Info

lnpSpecificInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.LnpSpecificInfo;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpSpecificInfoBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 21};

lnpSpecificInfoBehavior BEHAVIOUR
DEFINED AS !
This attribute 1is used to pass specific error information in the
case of a cmip processing failure error.
1.

-- 22.0 LNP Subscriptions Name

lnpSubscriptionsName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.LnpSubscriptionsName;
MATCHES FOR EQUALITY;
BEHAVIOUR lnpSubscriptionsNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 22};



lnpSubscriptionsNameBehavior BEHAVIOUR

DEFINED AS !
This attribute provides an identifier for the
lnpSubscriptions object. The value for this attribute
will be "lnpSubscriptions” in the NPAC SMS to Local SMS
Interface.

-- 23.0 LNP NPAC Contact Number

npacContactNumber ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.PhoneNumber;
MATCHES FOR EQUALITY;
BEHAVIOUR npacContactNumberBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 23};

npacContactNumberBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to indicate the NPAC contact number
to be called concerning an NPAC SMS outage in an NPAC operations
notification in a log record.

-— 24.0 LNP NPAC Customer Allowable Functions

npacCustomerAllowableFunctions ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AssociationFunction;
MATCHES FOR EQUALITY;
BEHAVIOUR npacCustomerAllowableFunctionsBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 24};

npacCustomerAllowableFunctionsBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify what functions a service provider
can perform on the SOA to NPAC SMS and NPAC SMS to Local SMS
interfaces.
!

-- 25.0 LNP Results Completion Time

resultsCompletionTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR resultsCompletionTimeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 25};

resultsCompletionTimeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the completion time of the
action in the action results notification.

-- 26.0 LNP Service Provider Address

serviceProvAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AddressInformation;
MATCHES FOR EQUALITY;
BEHAVIOUR serviceProvAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 26};

serviceProvAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the address information
for a service provider.



-- 27.0 LNP Service Provider Billing Address

serviceProvBillingAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvBillingAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 27};

serviceProvBillingAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the billing address information
for a service provider.

-— 28.0 LNP Service Provider Conflict Resolution Contact Address

serviceProvConflictAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvConflictAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 28};

serviceProvConflictAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider conflict
resolution contact address and contact information.

-- 29.0 LNP Service Provider Data Download Reason

serviceProvDownloadReason ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.DownloadReason;
MATCHES FOR EQUALITY;
BEHAVIOUR serviceProvDownloadReasonBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 29};

serviceProvDownloadReasonBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the reason the data was
downloaded to the Local SMS from NPAC SMS. This attribute only
has meaning in objects instantiated on the Local SMS.

-- 30.0 LNP Service Provider ID

serviceProvID ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.ServiceProvId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvID-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 30};

serviceProvID-Behavior BEHAVIOUR
DEFINED AS !

This attribute provides an identifier for the
serviceProvNetwork and serviceProv objects as
well as an identifier for the service provider who has requested
an audit on the NPAC SMS. Valid values are the Facilities Id
(or OCN) of the service provider.

1.

-- 31.0 LNP Service Provider LRN Last Modified Time Stamp

serviceProvLRN-CreationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvLRN-CreationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 31};



serviceProvLRN-CreationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute provides the timestamp of the last time the
serviceProvLRN object was created on the NPAC SMS.

-— 32.0 LNP Service Provider LRN ID

serviceProvLRN-ID ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LRN-ID;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvLRN-ID-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 32};

serviceProvLRN-ID-Behavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the serviceProvLRN
object. The NPAC SMS determines the value for this attribute.

-- 33.0 LNP Service Provider LRN Value

serviceProvLRN-Value ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LRN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvLRN-Value-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 33};

serviceProvLRN-Value-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the value for a service
provider LRN associated with an NPA-NXX.

The data is stored as packed decimal. For example, if the octets
contained 01 23 45 67 89 then the LRN value would be displayed
as 0123456789) .

-— 34.0 LNP Service Provider LSMS Address

serviceProvLSMS-Address ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvLSMS-AddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 34};

serviceProvLSMS-AddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider LSMS
address and contact information.

-- 35.0 LNP Service Provider Name

serviceProvName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.ServiceProvName;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 35};

serviceProvNameBehavior BEHAVIOUR

DEFINED AS !
This attribute is the English name for the service provider.

-— 36.0 LNP Service Provider Network and Communications Address



serviceProvNetAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNetAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 36};

serviceProvNetAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider network
and communications facilities address and contact information.
1.

-- 37.0 LNP Service Provider NPA-NXX Creation Time Stamp

serviceProvNPA-NXX-CreationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNPA-NXX-CreationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 37};

serviceProvNPA-NXX-CreationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute provides the timestamp of the creation of the

serviceProvNPA-NXX object on the NPAC SMS.
|
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-- 38.0 LNP Service Provider NPA-NXX Effective Time Stamp

serviceProvNPA-NXX-EffectiveTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNPA-NXX-EffectiveTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 38};

serviceProvNPA-NXX-EffectiveTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute provides a timestamp as to when the
NPA-NXX is available for LNP in the service provider networks.

-- 39.0 LNP Service Provider NPA-NXX ID

serviceProvNPA-NXX-ID ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.NPA-NXX-ID;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNPA-NXX-ID-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 39};

serviceProvNPA-NXX-ID-Behavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the
serviceProvNPA-NXX object.
The NPAC SMS determines the value for this attribute.

-— 40.0 LNP Service Provider NPA-NXX Value

serviceProvNPA-NXX-Value ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.NPA-NXX;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvNPA-NXX-ValueBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 40};

serviceProvNPA-NXX-ValueBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify a portable NPA-NXX wvalue.



-- 41.0 LNP Service Provider Operations Address

serviceProvOperationsAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvOperationsAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 41};

serviceProvOperationsAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider
operations contact address and contact information.
1.
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-- 42.0 LNP Service Provider Repair Center Information

serviceProvRepairCenterInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvRepairCenterInfoBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 42};

serviceProvRepairCenterInfoBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the repair center information
for a service provider.

-— 43.0 LNP Service Provider SOA Address

serviceProvSOA-Address ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvSOA-AddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 43};

serviceProvSOA-AddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider SOA address
and contact information.

-- 44.0 LNP Service Provider System Link Information

serviceProvSysLinkInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.NetworkAddressInformation;
MATCHES FOR EQUALITY;
BEHAVIOUR serviceProvSysLinkInfoBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 44};

serviceProvSysLinkInfoBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the system link address
information for service provider for the SOA to NPAC SMS and
NPAC SMS to Local SMS interfaces.

-- 46.0 LNP Service Provider User Administration Contact Address

serviceProvUserAdminAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvUserAdminAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 46};



serviceProvUserAdminAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider
user administration contact address and contact information.

-— 47.0 LNP Service Provider Web Address

serviceProvilebAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvWebAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 47};

serviceProvilebAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider Web
interface address and contact information.

-- 48.0 LNP Subscription Activation Time Stamp

subscriptionActivationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionActivationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 48};

subscriptionActivationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time and date that the
subscription version was activated.

-- 49.0 LNP Subscription Audit Attribute List

subscriptionAuditAttributelList ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.AuditAttributes;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditAttributelListBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 49};

subscriptionAuditAttributelListBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the list of attributes in
a subscription version that are to be audited.
1.

-- 50.0 LNP Subscription Audit ID

subscriptionAuditId ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AuditId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionAuditIdBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 50};

subscriptionAuditIdBehavior BEHAVIOUR

DEFINED AS !
This attribute provides an identifier for the subscriptionAudit
managed objects. The value for this attribute is specified by

the NPAC SMS.
I .

-- 51.0 LNP Subscription Audit Name

subscriptionAuditName ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AuditName;



MATCHES FOR EQUALITY, ORDERING, SUBSTRINGS;
BEHAVIOUR subscriptionAuditNameBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 51};

subscriptionAuditNameBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the English name associated
with an audit.

-- 52.0 LNP Subscription Audit Number of TNs to be Audited

subscriptionAuditNumberOfTNs ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNI1.AuditNumberOfTNs;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditNumberOfTNsBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 52};

subscriptionAuditNumberOfTNsBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the number of TNs that
will be audited based on the audit request criteria.
1.

-- 53.0 LNP Subscription Audit Number of TNs having Completed Audit

subscriptionAuditNumberOfTNsComplete ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AuditNumberOfTNsComplete;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditNumberOfTNsCompleteBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 53};

subscriptionAuditNumberOfTNsCompleteBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the number of TNs that
have completed audit.
1.

-- 54.0 LNP Subscription Audit Requesting Service Provider

subscriptionAuditRequestingSP ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.ServiceProvId;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditRequestingSP-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 54};

subscriptionAuditRequestingSP-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the service provider who
requested the audit.
1.

-- 55.0 LNP Subscription Audit Service Provider Id Range

subscriptionAuditServiceProvIdRange ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.AuditServiceProvIdRange;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditServiceProvIdRangeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 55};

subscriptionAuditServiceProvIdRangeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify a specific service provider
or all service providers should be audited in the subscription
audit.



-- 56.0 LNP Subscription Audit Status

subscriptionAuditStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AuditStatus;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditStatusBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 56};

subscriptionAuditStatusBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the status of an audit.

values are in-progress, suspended, canceled, and complete.

-- 57.0 LNP Subscription Audit TN Activation Range

subscriptionAuditTN-ActivationRange ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.AuditTN-ActivationRange;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditTN-ActivationRangeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 57};

subscriptionAuditTN-ActivationRangeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the activation date and
range for which TNs should be audited in the subscription
1.
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-- 59.0 LNP Subscription Audit TN Range

subscriptionAuditTN-Range ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.TN-Range;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionAuditTN-RangeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 59};

subscriptionAuditTN-RangeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the TN range to be used
the subscription audit.

-- 60.0 LNP Subscription Billing Id

subscriptionBillingId ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.BillingId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionBillingIdBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 60};

subscriptionBillingIdBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the Billing Id for the
subscription version.

-- 61.0 LNP Subscription Broadcast Time Stamp

subscriptionBroadcastTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionBroadcastTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 61};

subscriptionBroadcastTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when

Valid

time
audit.

for



the subscription version was broadcast to the service provider

Local SMSs.
| .

-- 62.0 LNP Subscription Cancellation Time Stamp

subscriptionCancellationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCancellationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 62};

subscriptionCancellationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the cancellation time
stamp for the subscription version. This field is only valid
if the subscription version status is cancel.

-- 63.0 LNP Subscription Version Class Destination Point Code

subscriptionCLASS-DPC ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCLASS-DPCBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 63};

subscriptionCLASS-DPCBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription version
CLASS Destination Point Code.

The data is stored in BCD (e.g. a value of FFF would be displayed

as 255.255.255).
| .

-- 64.0 LNP Subscription Version Class SSN

subscriptionCLASS-SSN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCLASS-SSN-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 64};

subscriptionCLASS-SSN-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription version

CLASS SSN.
I .

-- 65.0 LNP Subscription CNAM Destination Point Code

subscriptionCNAM-DPC ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCNAM-DPC-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 65};

subscriptionCNAM-DPC-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the CNAM Destination Point
value for the subscription version.

The data is stored in BCD (e.g. a value of FFF would be displayed
as 255.255.255).



-- 66.0 LNP Subscription CNAM SSN

subscriptionCNAM-SSN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCNAM-SSN-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 66};

subscriptionCNAM-SSN-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the CNAM SSN
value for the subscription version.
1.

-- 67.0 LNP Subscription Conflict Time Stamp

subscriptionConflictTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionConflictTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 67};

subscriptionConflictTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when
the subscription version was put into conflict.
1.

-- 68.0 LNP Subscription Creation Time Stamp

subscriptionCreationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCreationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 68};

subscriptionCreationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the creation date for a
subscription version.

-- 69.0 LNP Subscription Customer Disconnect Date

subscriptionCustomerDisconnectDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionCustomerDisconnectDateBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 69};

subscriptionCustomerDisconnectDateBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when the
customer was disconnected.

-- 70.0 LNP Subscription Disconnect Complete Date

subscriptionDisconnectCompleteTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionDisconnectCompleteTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 70};

subscriptionDisconnectCompleteTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when the



subscription version was disconnected.
|

-- 71.0 LNP Subscription Download Reason

subscriptionDownloadReason ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.DownloadReason;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionDownloadReasonBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 71};

subscriptionDownloadReasonBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the reason the data was
downloaded to the Local SMS from NPAC SMS. This attribute
only has meaning in objects instantiated on the Local SMS and
not audited in subscription versions.

-—- 72.0 LNP Subscription Effective Release Date

subscriptionEffectiveReleaseDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionEffectiveReleaseDateBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 72};

subscriptionEffectiveReleaseDateBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when the
subscription version is to be disconnected. The status
of the version must be disconnect pending.

-- 73.0 LNP Subscription End User Location Type

subscriptionEndUserLocationType ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.EndUserLocationType;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionEndUserLocationTypeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 73};

subscriptionEndUserLocationTypeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the End User Location Type
for the subscription version. This field is included for
future use.
1.

-- 74.0 LNP Subscription End User Location Value

subscriptionEndUserLocationValue ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1l.EndUserLocationValue;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionEndUserLocationValueBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 74};

subscriptionEndUserLocationValueBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the End User Location Value
for the subscription version. This field is included for
future use.
1.

-- 75.0 LNP Subscription Failed Service Provider List

subscriptionFailed-SP-List ATTRIBUTE

is



WITH ATTRIBUTE SYNTAX LNP-ASNl.Failed-SP-List;
MATCHES FOR EQUALITY;

BEHAVIOUR subscriptionFailed-SP-ListBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 75};

subscriptionFailed-SP-ListBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the failed service providers
a subscription version broadcast results in a failed or
partially-failed subscription version status.
1.

-- 76.0 LNP Subscription ISVM Destination Point Code

subscriptionISVM-DPC ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionISVM-DPC-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 76};

subscriptionISVM-DPC-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the ISVM Destination Point
value for the subscription version.

The data is stored in BCD (e.g. a value of FFF would be

displayed as 255.255.255).

I .
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-- 77.0 LNP Subscription ISVM SSN

subscriptionISVM-SSN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionISVM-SSN-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 77};

subscriptionISVM-SSN-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the ISVM SSN
value for the subscription version.

-- 78.0 LNP Subscription LIDB Destination Point Code

subscriptionLIDB-DPC ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionLIDB-DPC-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 78};

subscriptionLIDB-DPC-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the LIDB Destination Point
value for the subscription version.

The data is stored in BCD (e.g. a value of FFF would be

displayed as 255.255.255).
1.

-- 79.0 LNP Subscription LIDB SSN

subscriptionLIDB-SSN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionLIDB-SSN-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 79};

after



subscriptionLIDB-SSN-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the LIDB SSN
value for the subscription version.

-- 80.0 LNP Subscription Local Number Portability Type

subscriptionlNPType ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.LNPType;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionLNPTypeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 80};

subscriptionLNPTypeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the Local Number Portability
type for the subscription version.

-- 81.0 LNP Subscription LRN

subscriptionLRN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.LRN;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionLRNBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 81};

subscriptionLRNBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription LRN
for a subscription version.

The data is stored as packed decimal. For example, if the octets
contained 01 23 45 67 89 then the LRN value would be displayed

as 0123456789) .
I .

-- 82.0 LNP Subscription Modified Time Stamp

subscriptionModifiedTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionModifiedTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 82};

subscriptionModifiedTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the last modification date
for a subscription version.

1 .
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-- 83.0 LNP Subscription New or Current Service Provider

subscriptionNewCurrentSP ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionNewCurrentSPBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 83};

subscriptionNewCurrentSPBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription New or Current
Service Provider for a subscription version.

This attribute is also used to store the new service provider



for an old SP concurrence request notification in a log record.
|

-- 84.0 LNP Subscription New Service Provider Cancellation Time Stamp

subscriptionNewSP-CancellationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionNewSP-CancellationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 84};

subscriptionNewSP-CancellationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription cancellation
concurrence time stamp for the subscription in a
cancel-pending state. This value is specified by the new
service provider.

-- 85.0 LNP Subscription New Service Provider Conflict Resolution Time

subscriptionNewSP-ConflictResolutionTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionNewSP-ConflictResolutionTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 85};

subscriptionNewSP-ConflictResolutionTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify when the subscription
version was removed from conflict by the new service provider.

-- 86.0 LNP Subscription New Service Provider Creation Time Stamp

subscriptionNewSP-CreationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionNewSP-CreationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 86};

subscriptionNewSP-CreationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the time stamp of when
the new service provider creates the cutover for the
subscription from the old service provider. This timestamp is
by the NPAC SMS when the new service provider sends its create
request for activation.

This attribute is also used to store the new service provider

Stamp

set

creation time stamp for an old SP concurrence request notification

in a log record.

-— 87.0 LNP Subscription New Service Provider Activation Due Date

subscriptionNewSP-DueDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionNewSP-DueDateBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 87};

subscriptionNewSP-DueDateBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription due
date for the subscription when they are Dbeing ported to a new
service provider. This value is specified by the new service



provider.

If not specified, the time defaults to 00:00.00.

1 .
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-- 88.0 LNP Subscription 0ld Service Provider

subscriptionOldSP ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionOldSPBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 88};

subscriptionOldSPBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription 01d
Service Provider for a subscription version.

This attribute is also used to store the old service provider id
for a new service provider create request notification in a
log record.

| .

-- 89.0 LNP Subscription 0ld Service Provider Authorization

subscriptionOldSP-Authorization ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.ServiceProvAuthorization;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionOldSP-AuthorizationBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 89};

subscriptionOldSP-AuthorizationBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to indicate the old service
provider authorization or denial of cutover for the subscription
to the new service provider.

This attribute is also used to store the old service provider
authorization for a new service provider create request
notification in a log record.

-- 90.0 LNP Subscription Old Service Provider Authorization Time Stamp

subscriptionOldSP-AuthorizationTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionOldSP-AuthorizationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 90};

subscriptionOldSP-AuthorizationTimeStampBehavior BEHAVIOUR
DEFINED AS !

This attribute is used to specify the time stamp of when
the old service provider authorizes or denies the cutover for the
subscription to the new service provider. This timestamp is set
by the NPAC SMS when the old service provider sends its create
request or modifies the authorization information for
activation.

This attribute is also used to store the old service provider
authorization timestamp for an old service provider concurrence
request notification in a log record.

1.

-- 91.0 LNP Subscription 0Old Service Provider Cancellation Time Stamp

subscriptionOldSP-CancellationTimeStamp ATTRIBUTE



WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;

MATCHES FOR EQUALITY, ORDERING;

BEHAVIOUR subscriptionOldSP-CancellationTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 91};

subscriptionOldSP-CancellationTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription cancellation
concurrence time stamp for the subscription in a
cancellation-pending state. This value is specified by the
old service provider.
1.

-- 92.0 LNP Subscription 0Old Service Provider Conflict Resolution Time Stamp

subscriptionOldSP-ConflictResolutionTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionOldSP-ConflictResolutionTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 92};

subscriptionOldSP-ConflictResolutionTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify when the subscription
version was removed from conflict by the old service provider.
|

-- 93.0 LNP Subscription 0ld Service Provider Cutover Due Date

subscriptionOldSP-DueDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionOldSP-DueDateBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 93};

subscriptionOldSP-DueDateBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription due
date for the subscription when they are being ported to a new
service provider from an old service provider. This value
is specified by the old service provider.

The time if not specified with the date is defaulted to 00:00.00.

-- 94.0 LNP Subscription O0ld Time Stamp

subscriptionOldTimeStamp ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.GeneralTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionOldTimeStampBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 94};

subscriptionOldTimeStampBehavior BEHAVIOUR
DEFINED AS !
This attribute 1is used to specify the old time
stamp for the subscription version. This field is only valid
if the subscription version status is old.
1.

.

-- 95.0 LNP Subscription Porting To Original SP Switch

subscriptionPortingToOriginal-SPSwitch ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.SubscriptionPortingToOriginal-SPSwitch;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionPortingToOriginal-SPSwitchBehavior;



REGISTERED AS {LNP-OIDS.lnp-attribute 95};

subscriptionPortingToOriginal-SPSwitchBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify that the subscription version
created is to be to ported back to the original service
provider switch.

-- 96.0 LNP Subscription Pre-Cancellation Status

subscriptionPreCancellationStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.SubscriptionPreCancellationStatus;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionPreCancellationStatusBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 96};

subscriptionPreCancellationStatusBehavior BEHAVIOUR
DEFINED AS !
This attribute 1is used to specify the previous status of a
cancel-pending subscription version. Valid values are pending,
conflict, sending, active, failed, failed-partial, and
disconnect-pending.
|

-- 97.0 LNP Subscription Version TN

subscriptionTN ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.PhoneNumber;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionTN-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 97};

subscriptionTN-Behavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the subscription version TN

This attribute is also used to store the subscription version TN
for a new SP create request and a old service provider concurrence
request notification in a log record.

-- 98.0 LNP Subscription Version Attribute Value Change Information

subscriptionVersionAttributeValueChangeInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AttributeValueChangeInfo;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionVersionAttributeValueChangeInfoBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 98};

subscriptionVersionAttributeValueChangeInfoBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to store the attribute value change
information for a subscription version attribute value change
notification in a log record.

-- 99.0 LNP Subscription Version Id

subscriptionVersionId ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.SubscriptionVersionId;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR subscriptionVersionIdBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 99};

subscriptionVersionIdBehavior BEHAVIOUR
DEFINED AS !



This attribute provides an identifier for the
lnpSubscriptions and subscriptionVersion objects. The
NPAC SMS determines the value for this attribute.

This attribute is also used to store the subscription version
in notification log records.

-- 100.0 LNP Subscription Version Status

subscriptionVersionStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.VersionStatus;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionVersionStatusBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 100};

subscriptionVersionStatusBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the status of the
subscription version. Valid values are pending,
conflict, sending, active, failed, failed partial, old,
canceled, disconnect-pending, and cancel-pending.

-- 101.0 LNP LSMS Filter NPA-NXX ID

1smsFilterNPA-NXX-ID ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.NPA-NXX-ID;
MATCHES FOR EQUALITY;
BEHAVIOUR lsmsFilterNPA-NXX-ID-Behavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 101};

lsmsFilterNPA-NXX-ID-Behavior BEHAVIOUR
DEFINED AS !
This attribute provides an identifier for the
lsmsFilterNPA-NXX object. The NPAC SMS determines the value
for this attribute.

-- 102.0 LNP LSMS Filter NPA-NXX Value

lsmsFilterNPA-NXX-Value ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.NPA-NXX;
MATCHES FOR EQUALITY;
BEHAVIOUR lsmsFilterNPA-NXX-ValueBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 102};

lsmsFilterNPA-NXX-ValueBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify a portable NPA-NXX value.
1.

-

-- 103.0 LNP Subscription Status Change Cause Code

subscriptionStatusChangeCauseCode ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.SubscriptionStatusChangeCauseCode;
MATCHES FOR EQUALITY;
BEHAVIOUR subscriptionStatusChangeCauseCodeBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 103};

subscriptionStatusChangeCauseCodeBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to indicate the reason for putting a
subscription version into conflict.

-- 104.0 LNP Service Provider Security Address

Id



serviceProvSecurityAddress ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASN1.AddressInformation;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR serviceProvSecurityAddressBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 104};

serviceProvSecurityAddressBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to specify the security contact information
for a service provider.

-- 105.0 LNP NPAC Association User Info

npacAssociationUserInfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX LNP-ASNl.NpacAssociationUserInfo;
MATCHES FOR EQUALITY;
BEHAVIOUR npacAssociationUserInfoBehavior;
REGISTERED AS {LNP-OIDS.lnp-attribute 105};

npacAssociationUserInfoBehavior BEHAVIOUR
DEFINED AS !
This attribute is used to report the status of a login attempt or
the current state of the NPAC SMS.

7.5  Package Definitions

-- 1.0 LNP Download Package

lnpDownloadPkg PACKAGE
BEHAVIOUR lnpDownloadPkgBehavior;
ACTIONS
lnpDownload;
REGISTERED AS {LNP-OIDS.lnp-package 1};

lnpDownloadPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
lnpbDownload action.

-- 2.0 LNP Recovery Complete Package

lnpRecoveryCompletePkg PACKAGE
BEHAVIOUR lnpRecoveryCompletePkgBehavior;
ACTIONS
lnpRecoveryComplete;
REGISTERED AS {LNP-OIDS.lnp-package 2};

lnpRecoveryCompletePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
InpRecoveryCompletePkg action.

-- 3.0 LNP Service Provider Billing Address Package

serviceProvBillingAddressPkg PACKAGE
BEHAVIOUR serviceProvBillingAddressPkgBehavior;
ATTRIBUTES
serviceProvBillingAddress GET-REPLACE;



REGISTERED AS {LNP-OIDS.lnp-package 3};

serviceProvBillingAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally
serviceProvBillingAddress attribute.

-- 4.0 LNP Service Provider Conflict Address Pac

serviceProvConflictAddressPkg PACKAGE
BEHAVIOUR serviceProvConflictAddressPkgBehav
ATTRIBUTES
serviceProvConflictAddress GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 4};

serviceProvConflictAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally
serviceProvConflictAddress attribute.

-- 5.0 LNP Service Provider LSMS Address Package

serviceProvLSMS-AddressPkg PACKAGE
BEHAVIOUR serviceProvLSMS-AddressPkgBehavior
ATTRIBUTES
serviceProvLSMS-Address GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 5};

serviceProvLSMS-AddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally
serviceProvLSMS-Address attribute.
1.

-- 6.0 LNP Service Provider Net Address Package

serviceProvNetAddressPkg PACKAGE
BEHAVIOUR serviceProvNetAddressPkgBehavior;
ATTRIBUTES
serviceProvNetAddress GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 6};

serviceProvNetAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally
serviceProvNetAddress attribute.
1.

.
-- 7.0 LNP Service Provider Operations Address P

serviceProvOperationsAddressPkg PACKAGE
BEHAVIOUR serviceProvOperationsAddressPkgBeh
ATTRIBUTES
serviceProvOperationsAddress GET-REPLACE
REGISTERED AS {LNP-OIDS.lnp-package 7};
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serviceProvOperationsAddressPkgBehavior BEHAVIOUR

DEFINED AS !
This package provides for conditionally
serviceProvOperationsAddress attribute.
1.

.7
-- 8.0 LNP Service Provider Repair Center Info P

serviceProvRepairCenterInfoPkg PACKAGE
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BEHAVIOUR serviceProvRepairCenterInfoPkgBehavior;
ATTRIBUTES

serviceProvRepairCenterInfo GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 8};

serviceProvRepairCenterInfoPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
serviceProvRepairCenterInfo attribute.
1.

-- 9.0 LNP Service Provider SOA Address Package

serviceProvSOA-AddressPkg PACKAGE
BEHAVIOUR serviceProvSOA-AddressPkgBehavior;
ATTRIBUTES
serviceProvSOA-Address GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 9};

serviceProvSOA-AddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
serviceProvSOA-Address attribute.
1.

-- 10.0 LNP Service Provider User Administration Address Package

serviceProvUserAdminAddressPkg PACKAGE
BEHAVIOUR serviceProvUserAdminAddressPkgBehavior;
ATTRIBUTES
serviceProvUserAdminAddress GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 10};

serviceProvUserAdminAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
serviceProvUserAdminAddress attribute.
1.

-- 11.0 LNP Service Provider Web Address Package

serviceProvilebAddressPkg PACKAGE
BEHAVIOUR serviceProvWebAddressPkgBehavior;
ATTRIBUTES
serviceProviWlebAddress GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 11};

serviceProvilebAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
serviceProvilebAddress attribute.

1 .
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-- 12.0 LNP Subscription Version Activate Package

subscriptionVersionActivatePkg PACKAGE
BEHAVIOUR subscriptionVersionActivatePkgBehavior;
ACTIONS
subscriptionVersionActivate;
REGISTERED AS {LNP-OIDS.lnp-package 12};

subscriptionVersionActivatePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionActivate action.



-- 13.0 LNP Subscription Version Attribute Value Change Failed Service

-— Providers List

subscriptionVersionAttributeValueChangeFailed-SP-ListPkg PACKAGE
BEHAVIOUR
subscriptionVersionAttributeValueChangeFailed-SP-ListPkgBehavior;
ATTRIBUTES
subscriptionFailed-SP-List GET;
REGISTERED AS {LNP-OIDS.lnp-package 13};

subscriptionVersionAttributeValueChangeFailed-SP-ListPkgBehavior
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionAttributeValueChangeFailed-SP-List

attribute.

.
-

-- 14.0 LNP Subscription Version Cancel Package

subscriptionVersionCancelPkg PACKAGE
BEHAVIOUR subscriptionVersionCancelPkgBehavior;
ACTIONS
subscriptionVersionCancel;
REGISTERED AS {LNP-OIDS.lnp-package 14};

subscriptionVersionCancelPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionCancel action.

-- 15.0 LNP Subscription Version Disconnect Package

subscriptionVersionDisconnectPkg PACKAGE
BEHAVIOUR subscriptionVersionDisconnectPkgBehavior;
ACTIONS
subscriptionVersionDisconnect;
REGISTERED AS {LNP-OIDS.lnp-package 15};

subscriptionVersionDisconnectPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionDisconnect action.

-- 16.0 LNP Subscription Version Local SMS Create Package

subscriptionVersionLocalSMS-CreatePkg PACKAGE
BEHAVIOUR subscriptionVersionLocalSMS-CreatePkgBehavior;
ACTIONS
subscriptionVersionLocalSMS-Create;
REGISTERED AS {LNP-OIDS.lnp-package 16};

subscriptionVersionLocalSMS-CreatePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for including the
subscriptionVersionLocalSMS-Create action.
1.

-- 17.0 LNP Subscription Version Modify Package

subscriptionVersionModifyPkg PACKAGE
BEHAVIOUR subscriptionVersionModifyPkgBehavior;
ACTIONS
subscriptionVersionModify;
REGISTERED AS {LNP-OIDS.lnp-package 17};

BEHAVIOUR



subscriptionVersionModifyPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionModify action.

-- 18.0 LNP New Service Provider Subscription Version Cancellation
-- Acknowledge Package

subscriptionVersionNewSP-CancellationPkg PACKAGE
BEHAVIOUR subscriptionVersionNewSP-CancellationPkgBehavior;
ACTIONS
subscriptionVersionNewSP-CancellationAcknowledge;
REGISTERED AS {LNP-OIDS.lnp-package 18};

subscriptionVersionNewSP-CancellationPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionNewSP-CancellationAcknowledge action.

-- 20.0 LNP Subscription Version Remove From Conflict
-- Pending Package

subscriptionVersionRemoveFromConflictPkg PACKAGE
BEHAVIOUR subscriptionVersionRemoveFromConflictPkgBehavior;
ACTIONS
subscriptionVersionRemoveFromConflict;
REGISTERED AS {LNP-OIDS.lnp-package 20};

subscriptionVersionRemoveFromConflictPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionRemoveFromConflict action.
1.

-- 21.0 LNP New Service Provider Subscription Version Create Package

subscriptionVersionNewSP-CreatePkg PACKAGE
BEHAVIOUR subscriptionVersionNewSP-CreatePkgBehavior;
ACTIONS
subscriptionVersionNewSP-Create;
REGISTERED AS {LNP-OIDS.lnp-package 21};

subscriptionVersionNewSP-CreatePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionNewSP-Create action.
1.
-- 22.0 LNP 0Old Service Provider Subscription Version Cancellation
-- Acknowledge Package

subscriptionVersionOldSP-CancellationPkg PACKAGE
BEHAVIOUR subscriptionVersionOldSP-CancellationPkgBehavior;
ACTIONS
subscriptionVersionOldSP-CancellationAcknowledge;
REGISTERED AS {LNP-OIDS.lnp-package 22};

subscriptionVersion0OldSP-CancellationPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersionOldSP-CancellationAcknowledge action.

.
-

-- 24.0 LNP 0Old Service Provider Subscription Version Create Package



subscriptionVersion0ldSP-CreatePkg PACKAGE
BEHAVIOUR subscriptionVersionOldSP-CreatePkgBehavior;
ACTIONS
subscriptionVersion0OldSP-Create;
REGISTERED AS {LNP-OIDS.lnp-package 24};

subscriptionVersion0OldSP-CreatePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionVersion0OldSP-Create action.
1.

-- 25.0 LNP Subscription Status Change Cause Code Package

subscriptionStatusChangeCauseCodePkg PACKAGE
BEHAVIOUR subscriptionStatusChangeCauseCodePkgBehavior;
ATTRIBUTES
subscriptionStatusChangeCauseCode GET;
REGISTERED AS {LNP-OIDS.lnp-package 25};

subscriptionStatusChangeCauseCodePkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
subscriptionStatusChangeCauseCode attribute.
1.

-- 26.0 LNP Service Provider Security Address Package

serviceProvSecurityAddressPkg PACKAGE
BEHAVIOUR serviceProvSecurityAddressPkgBehavior;
ATTRIBUTES
serviceProvSecurityAddress GET-REPLACE;
REGISTERED AS {LNP-OIDS.lnp-package 26};

serviceProvSecurityAddressPkgBehavior BEHAVIOUR
DEFINED AS !
This package provides for conditionally including the
serviceProvSecurityAddress attribute.

7.6 Parameter Definitions

-— 1.0 Access Control Parameter

accessControlParameter PARAMETER
CONTEXT EVENT-INFO;
WITH SYNTAX LNP-ASN1.LnpAccessControl;
REGISTERED AS {LNP-OIDS.lnp-parameter 1};

-- 2.0 LNP Specific Info Parameter

lnpSpecificInfoParameter PARAMETER
CONTEXT SPECIFIC-ERROR;

-= ATTRIBUTE lnpSpecificInfo;

WITH SYNTAX LNP-ASN1l.LnpSpecificInfo;
REGISTERED AS {LNP-OIDS.lnp-parameter 2};

7.7 Action Definitions

-- 1.0 LNP Download Action

InpDownload ACTION
BEHAVIOUR



lnpDownloadDefinition,

lnpDownloadBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;
WITH REPLY SYNTAX LNP-ASN1l.DownloadReply;
REGISTERED AS {LNP-OIDS.lnp-action 1};

InpDownloadDefinition BEHAVIOUR
DEFINED AS !
The lnpDownload action is the action that is used by the Local SMS

to specify the objects to be downloaded from the NPAC SMS.
1.

lnpDownloadBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
or an lnpNetwork object and all objects to be downloaded
are specified in the action request.

Postconditions: After this action has been executed by the Local
SMS specifying which objects to download, the NPAC SMS will
determine which objects satisfy the download request and return
them in the download action reply. All data for objects that have
been modified is downloaded not just the information that was
modified.

Data to be downloaded can be specified by a time range of last
modification/creation or by other criteria. Time range requests
will be limited to a tunable range specified in the NPAC SMS.

All data modified/created in the download time period, regardless
of the amount of data, will be downloaded. For download requests
not specifying a time range, the amount of data downloaded will be
limited to a tunable amount as specified in the NPAC SMS.

Criteria for a subscription download is a time range or a TN or
TN range.

Criteria for a network data download is a time range, service
provider id or all service providers, an npa-nxx range or all
npa-nxx data, an LRN range or all LRN data, or all network data.

If a download requests fails in the NPAC SMS, the failure reason
will be returned in the reply.

-- 2.0 LNP Recovery Complete Action

InpRecoveryComplete ACTION
BEHAVIOUR
lnpRecoveryCompleteDefinition,
lnpRecoveryCompleteBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.RecoveryCompleteAction;
WITH REPLY SYNTAX LNP-ASN1l.RecoveryCompleteReply;
REGISTERED AS {LNP-OIDS.lnp-action 2};

lnpRecoveryCompleteDefinition BEHAVIOUR
DEFINED AS !
The lnpRecoveryComplete action is used by the Local SMS to
specify the system has recovered from downtime and the
transactions performed since the association establishment can now be

sent from the NPAC SMS.
| .

lnpRecoveryCompleteBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpLocalSMS object that



specified the recovery mode flag in the access control as true at
association establishment.

Postconditions: After this action has been executed by the Local

SMS specifying recovery is complete, the NPAC SMS will

forward those updates which took place for the network and subscription
data since the association was established in the action reply.

If a recovery complete request fails in the NPAC SMS the failure reason
will be returned in the reply.
1.

-- 3.0 LNP Subscription Version Activate Action

subscriptionVersionActivate ACTION
BEHAVIOUR
subscriptionVersionActivateDefinition,
subscriptionVersionActivateBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1l.ActivateAction;
WITH REPLY SYNTAX LNP-ASNl.ActivateReply;
REGISTERED AS {LNP-OIDS.lnp-action 3};

subscriptionVersionActivateDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionActivate action is the action that can be
used by the SOA of the new service provider to activate a
subscription version id, tn or a range of tns via the SOA to
NPAC SMS interface.

subscriptionVersionActivateBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
object specifying the object or range of objects to be activated by
either subscriptionVersionId, the subscriptionTN or range of TNs.

Postconditions: The service provider has activated the subscription
version. An error will be returned to the service provider if
there is no version that can be activated at this time or if the
activation fails due to the service provider not being the

new service provider for the subscription version.

Only pending subscription versions can be activated. Attempts to
port subscription that have not been authorized by both service
providers will fail.

-- 4.0 LNP Subscription Version Cancel Action

subscriptionVersionCancel ACTION
BEHAVIOUR
subscriptionVersionCancelDefinition,
subscriptionVersionCancelBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1l.CancelAction;
WITH REPLY SYNTAX LNP-ASNl.CancelReply;
REGISTERED AS {LNP-OIDS.lnp-action 4};

subscriptionVersionCancelDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionCancel action is the action that can be
used by the SOA to cancel a subscription version via the SOA to
NPAC SMS interface.



subscriptionVersionCancelBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
object specifying the object or objects to be canceled by either
the subscriptionVersionId, the subscriptionTN or a range of TNs.

Postconditions: The service provider has set the version status
to cancel-pending in the subscription version. An error will be
returned to the service provider if there is no version that can be
canceled (i.e. pending, conflict, or disconnect-pending) or if the
cancellation fails due to authorization of the service provider.

1.

-- 5.0 LNP Subscription Version Disconnect Action

subscriptionVersionDisconnect ACTION
BEHAVIOUR
subscriptionVersionDisconnectDefinition,
subscriptionVersionDisconnectBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1l.DisconnectAction;
WITH REPLY SYNTAX LNP-ASN1l.DisconnectReply;
REGISTERED AS {LNP-OIDS.lnp-action 5};

subscriptionVersionDisconnectDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionDisconnect action is the action that is
used by the SOA to disconnect a subscription version via the SOA to
NPAC SMS interface.

subscriptionVersionDisconnectBehavior BEHAVIOUR
DEFINED AS !

Preconditions: This action is issued from an lnpSubscriptions
object and specifies the object or objects to be disconnected by
either stating the subscriptionVersionId, the subscriptionTN or a
range of TNs. In addition, the customer's disconnect date is
specified. An optional effective release date can be specified for
a time deferred disconnect.

Postconditions: The current service provider can disconnect an active
subscription version. An error will be returned to the service

provider if there is no active version. If there is a pending

version and an active version, the disconnect of the active subscription
version will fail.

If the version is active, no outstanding versions exist,

and the time stamp for disconnect has not been reached, the
subscription version will be modified with a version status of
disconnect-pending and the subscriptionEffectiveReleaseDate
set to the effective release date specified in the action.

If the version is active, there are no outstanding versions, and
the time stamp for effective release has not been specified, the
subscription version will be updated with a version status of
sending.

When the new subscription version status is set to sending either
immediately or at the time the date and time specified in the
subscriptionEffectiveReleaseDate, the broadcast time stamp is

set to the current time when the disconnect version sending starts
to the Local SMSs via the NPAC SMS to Local SMS interface.

Before the broadcast of deletes begins, the
subscriptionVersionDonorSP-CustomerDisconnectDate notification
is sent to the donor SOA informing the service provider of the
actual customer disconnect date.



If the delete requests are successful for all Local SMSs, the
current active version will have its version status marked as old
and the subscriptionDisconnectCompleteTimeStamp is set to the
current system date and time.

If a delete request fails for the disconnect subscription
version after the retry periods have expired, the version

status will be set to active if all Local SMSs fail, or set to old

if one or more, but not all, Local SMSs fail.
1.

-- 6.0 LNP Subscription Version Local SMS Create Action

subscriptionVersionLocalSMS-Create ACTION
BEHAVIOUR
subscriptionVersionLocalSMS-CreateDefinition,
subscriptionVersionLocalSMS-CreateBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.LocalSMS-CreateAction;
WITH REPLY SYNTAX LNP-ASN1l.LocalSMS-CreateReply;
REGISTERED AS {LNP-OIDS.lnp-action 6};

subscriptionVersionLocalSMS-CreateDefinition BEHAVIOUR
DEFINED AS !

The subscriptionVersionLocalSMS-Create action is the action that can be
used by the NPAC SMS to create multiple subscription versions via the

Local SMS to NPAC SMS interface.

subscriptionVersionLocalSMS-CreateBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
object specifying the object(s) to be created by
the subscriptionVersionId and the subscriptionTN. All attribute
values required for creation will be supplied.

Postconditions: A successful reply indicates the Local SMS can
decipher the subscription version create action. An error will be
returned to the NPAC SMS if the Local SMS cannot recognize the
action data.

The Local SMS will attempt to create all the specified subscription

versions. It will return the subscriptionVersionActionResults
notification to the NPAC SMS informing it of the success or
failure of the creation attempts.

1.

-- 7.0 LNP Subscription Version Modify Action

subscriptionVersionModify ACTION
BEHAVIOUR
subscriptionVersionModifyDefinition,
subscriptionVersionModifyBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;
WITH REPLY SYNTAX LNP-ASN1.ModifyReply;
REGISTERED AS {LNP-OIDS.lnp-action 7};

subscriptionVersionModifyDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionModify action is the action that can be
used by the SOA to modify a subscription version via the SOA to
NPAC SMS interface.

subscriptionVersionModifyBehavior BEHAVIOUR



DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
object specifying the object to be modified by either
the subscriptionVersionId, the subscriptionTN or a range of TNs and
optionally the status of the subscription version. All attribute
values to be modified shall also be specified.

Postconditions: The service provider has modified the subscription
version. An error will be returned to the service provider if
there is no version that is modifiable or if the modification fails
due to authorization of the service provider or data validation.

Service Providers can modify attributes associated with active,
pending or conflict subscription versions.

0ld service providers can only modify the following attributes
for pending, cancel-pending, or conflict subscription versions:

subscription0ldSP-DueDate
subscriptionOldSP-Authorization
subscriptionStatusChangeCauseCode

The subscriptionStatusChangeCauseCode is an optional field and is
only specified if the subscriptionOldSP-Authorization is false.

New service providers can only modify the following attributes
for pending, cancel-pending, or conflict subscription versions:

subscriptionLRN
subscriptionNewSP-DueDate
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingId

Validation will be done for both old and new service provider
data that is specified for pending, cancel-pending, or conflict
subscription versions.

If validation fails no changes will be made and an error
will be returned. If validation passes, the version will be
modified and remain in a pending or active state.

New service providers can only modify the following attributes
for active subscription versions:

subscriptionLRN
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN
subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingId

If the data specified passes validation, the modified version



is immediately activated. The modified subscription version will have
a status of sending and broadcasts will begin. If validation fails,
no changes will be made and an error will be returned in the action
reply.

-- 8.0 LNP New Service Provider Cancellation Acknowledge Request

subscriptionVersionNewSP-CancellationAcknowledge ACTION

BEHAVIOUR
subscriptionVersionNewSP-CancellationAcknowledgeDefinition,
subscriptionVersionNewSP-CancellationAcknowledgeBehavior;

MODE CONFIRMED;

WITH INFORMATION SYNTAX LNP-ASNl.CancellationAcknowledgeAction;

WITH REPLY SYNTAX LNP-ASNl.CancellationAcknowledgeReply;

REGISTERED AS {LNP-OIDS.lnp-action 8};

subscriptionVersionNewSP-CancellationAcknowledgeDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionNewSP-CancellationAcknowledge action
is the action that is used the on NPAC SMS via the SOA to NPAC
SMS interface by the new service provider to acknowledge
cancellation of a subscriptionVersionNPAC with a status of
cancel-pending.
1.
subscriptionVersionNewSP-CancellationAcknowledgeBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action was issued from an lnpSubscriptions
object specifying the object or objects to be acknowledged by either
the subscriptionVersionId, the subscriptionTN or a range of
subscriptionTNs.

Postconditions: The service provider has acknowledged the
subscription version. An error will be returned to the service
provider if no version exists that can have the cancellation
acknowledged or if the acknowledgement fails due to

the service provider not being authorized to perform the action.

The subscriptionNewSP-CancellationTimeStamp will be

updated to the current time if the action is successful and the
version status will be changed to cancel if the old service
provider has previously acknowledged the cancel.

-- 10.0 LNP Subscription Version Remove From Conflict

subscriptionVersionRemoveFromConflict ACTION
BEHAVIOUR
subscriptionVersionRemoveFromConflictDefinition,
subscriptionVersionRemoveFromConflictBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;
WITH REPLY SYNTAX LNP-ASN1l.RemoveFromConflictReply;
REGISTERED AS {LNP-OIDS.lnp-action 10};

subscriptionVersionRemoveFromConflictDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionRemoveFromConflict action
is the action that is used the on NPAC SMS via the SOA to NPAC
SMS interface by either the old or new service provider to set the
subscription version status from conflict to pending.
| .
subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR
DEFINED AS !



Preconditions: This action was issued from an lnpSubscriptions
object specifying the object or objects to be updated by either
the subscriptionVersionId, the subscriptionTN or a range of
subscriptionTNs.

Postconditions: The NPAC SMS has acknowledged the

subscription version. An error will be returned to the service
provider if there is no version that can have the conflict
status removed or if the service provider is not authorized to
perform the action.

If the action is successful, either the
subscriptionNewSPConflictResolutionTimeStamp or
subscriptionOldSP-ConflictResolutionTimeStamp will be updated to
the current time, the version status will be changed from conflict
to pending, and the subscriptionOldSP-Authorization attribute

will be modified to true.

If the old service provider issues the action, the
subscriptionOldSP-AuthorizationTimeStamp is also updated to the
current date and time.

|

-- 11.0 LNP New Service Provider Subscription Version Create

subscriptionVersionNewSP-Create ACTION
BEHAVIOUR
subscriptionVersionNewSP-CreateDefinition,
subscriptionVersionNewSP-CreateBehavior;
MODE CONFIRMED;
WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;
WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;
REGISTERED AS {LNP-OIDS.lnp-action 11};

subscriptionVersionNewSP-CreateDefinition BEHAVIOUR
DEFINED AS !
The subscriptionVersionNewSP-Create action is the action that is
used the on NPAC SMS via the SOA to NPAC SMS interface by the
new service provider to create a new subscriptionVersionNPAC.
| .
subscriptionVersionNewSP-CreateBehavior BEHAVIOUR
DEFINED AS !
Preconditions: This action is issued from an lnpSubscriptions
object. Creates can only be performed provided there is only one
currently active subscription or no subscription version in the
NPAC or an action failure will be returned.

The new service provider must specify valid values for the
following attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionLRN
subscriptionNewCurrentSP
subscription0l1dSP
subscriptionNewSP-DueDate
subscriptionCLASS-DPC
subscriptionCLASS-SSN
subscriptionLIDB-DPC
subscriptionLIDB-SSN
subscriptionCNAM-DPC
subscriptionCNAM-SSN
subscriptionISVM-DPC
subscriptionISVM-SSN
subscriptionLNPType
subscriptionPortingToOriginal-SPSwitch



The new service provider may specify valid values for the
following attributes:

subscriptionEndUserLocationValue
subscriptionEndUserLocationType
subscriptionBillingId

subscriptionPortingToOriginal-SPSwitch can only be specified as

TRUE for a TN that is currently ported and is being ported back

to the original service provider. If the value of
subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data
should be specified as NULL. If the variable is TRUE,

when the activate occurs for the subscription version, the Local
SMS's will receive a request to delete the old subscription version
routing data in their networks. They will not receive any

new network routing data for the subscription. Concurrence from the
old service provider is required.

If the port of the subscription version is an intra-service
provider port, the new service provider can use the
subscriptionVersionNewSP-Create action specifying the old service
provider equal to the new service provider. In this case, the
old service provider create action is not required.

Postconditions: After this action has been executed, if

the data specified passes validation, a pending subscription
version will exist in the NPAC SMS. These validations are
done as follows:

subscriptionTN or range of TNs are valid in a range open for
porting by the old service provider.

subscriptionLNPType is specified to be "LSPP" or "LISP".

subscriptionNewSP-DueDate is a future date. TIf not specified,
the time defaults to 00:00.00.

0ld and New SP are valid service providers in the NPAC SMS.
LRN data is associated with the New Service Provider.

If a pre-existing version exists, validation will be done to insure
that the new service provider previously specified is the same
as the executor of the action.

If the validations succeed and the subscription version does not exist,
a new subscription version will be created with a status of pending.

If the validations succeed and the subscription version already
exists, the new service provider data will be applied to the
subscription version.

If the validations fail, a new subscription version will not
be created if one does not exist. If one already existed, it
will be retained.

The action success or failure and reasons for failure will be
returned in the action reply.
1.

-- 12.0 LNP 0Old Service Provider Cancellation Acknowledge Request

subscriptionVersionOldSP-CancellationAcknowledge ACTION
BEHAVIOUR
subscriptionVersion0OldSP-CancellationAcknowledgeDefinition,
subscriptionVersionOldSP-CancellationAcknowledgeBehavior;
MODE CONFIRMED;



WITH INFORMATION SYNTAX LNP-ASNl.CancellationAcknowledgeAction;
WITH REPLY SYNTAX LNP-ASNl.CancellationAcknowledgeReply;
REGISTERED AS {LNP-OIDS.lnp-action 12};

subscriptionVersionOldSP-CancellationAcknowledgeDefinition BEHAVIOUR
DEFINED AS !

.

The subscriptionVersionOldSP-CancellationAcknowledge action

is the action that is used on the NPAC SMS via the SOA to NPAC
SMS interface by the old service provider to acknowledge
cancellation of a subscriptionVersionNPAC with a status of
cancel-pending.

subscriptionVersionOldSP-CancellationAcknowledgeBehavior BEHAVIOUR
DEFINED AS !

Preconditions: This action was issued from an lnpSubscriptions
object specifying the object or objects to be acknowledged by either
the subscriptionVersionId, the subscriptionTN or a range of
subscriptionTNs.

Postconditions: The service provider has acknowledged the
subscription version. An error will be returned to the service
provider if there is no version that can have cancellation
acknowledged or if the acknowledgement fails due to

the service provider not being authorized to perform the action.

The subscriptionOldSP-CancellationTimeStamp will be

updated to the current time if the action is successful and the
version status will be changed to cancel if the new service
provider has previously acknowledged the cancel.

-- 14.0 LNP Old Service Provider Subscription Version Create

subscriptionVersion0OldSP-Create ACTION
BEHAVIOUR

subscriptionVersion0OldSP-CreateDefinition,
subscriptionVersion0ldSP-CreateBehavior;

MODE CONFIRMED;

WITH INFORMATION SYNTAX LNP-ASN1.0ldSP-CreateAction;
WITH REPLY SYNTAX LNP-ASN1.0ldSP-CreateReply;
REGISTERED AS {LNP-OIDS.lnp-action 14};

subscriptionVersion0OldSP-CreateDefinition BEHAVIOUR
DEFINED AS !

.

The subscriptionVersion0OldSP-Create action is the action that is
used the on NPAC SMS via the SOA to NPAC SMS interface by the
old service provider to create a new subscriptionVersionNPAC.

subscriptionVersion0ldSP-CreateBehavior BEHAVIOUR
DEFINED AS !

Preconditions: This action was issued from an lnpSubscriptions
object. Creates can be performed provided there is only one
currently active subscription or action failure will be returned.

The old service provider must specify valid values for the
following attributes:

subscriptionTN or a valid subscriptionVersionTN-Range
subscriptionNewCurrentSP

subscriptionO0ldSP

subscription0OldSP-DueDate
subscriptionOldSP-Authorization

subscriptionLNPType

If the subscriptionOldSP-Authorization is false, the old service



provider must specify a subscriptionStatusChangeCauseCode.

Postconditions: After this action has been executed if

the data specified passes validation, a pending subscription
version will exist in the NPAC SMS. These validations are
done as follows:

subscriptionTN or range of TNs are valid in a range open for
porting by the old service provider.

subscriptionlNPType is specified as "LSPP" or "LISP".

subscriptionOldSP-DueDate is a future date. If not specified,
the time defaults to 00:00.00.

0ld and New SP are valid service providers in the NPAC SMS and
the new service provider is not equal to the old service provider.

If a pre-existing version exists, validation will be done to insure
that the new service provider previously specified is the same
as the executor of the action.

If the validations succeed and the subscription version does not exist,
a new subscription version will be created with a status of pending.

If the validations succeed and the subscription version already
exists, the old service provider data will be applied to the
existing subscription version.

If the validations fail, a new subscription version will not
be created if one does not exist. If one already existed it
will be retained and an error returned.

The action success or failure and reasons for failure will be
returned in the action reply.

7.8 Notification Definitions

-- 1.0 LNP NPAC SMS Operational Information Notification

InpNPAC-SMS-Operational-Information NOTIFICATION

BEHAVIOUR 1npNPAC-SMS-Operational-InformationBehavior;

WITH INFORMATION SYNTAX LNP-ASN1.NPAC-SMS-Operational-Information

AND ATTRIBUTE IDS
down-time downTime,
npac-contact-number npacContactNumber,
additional-down-time-information additionalDownTimeInformation,
access-control accessControl;

REGISTERED AS {LNP-OIDS.lnp-notification 1};

1npNPAC-SMS-Operational-InformationBehavior BEHAVIOUR

DEFINED AS !
This notification contains information about the NPAC SMS's
scheduled down time. This notification contains the start and

stop date and time for the planned down time. It is sent to both the
SOA and Local SMS systems.
1.

-- 2.0 LNP Subscription Audit Local SMS Discrepancy Report

subscriptionAudit-DiscrepancyRpt NOTIFICATION
BEHAVIOUR subscriptionAudit-DiscrepancyRptBehavior;



WITH INFORMATION SYNTAX LNP-ASN1l.AuditDiscrepancyRpt
AND ATTRIBUTE IDS
tn auditDiscrepancyTn,
version-id auditDiscrepancyVersionId,
lsms-service-prov-id auditDiscrepancyLSMS-SP-1d,
failure-reason auditDiscrepancyFailureReason,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 2};

subscriptionAudit-DiscrepancyRptBehavior BEHAVIOUR
DEFINED AS !
This notification contains a report on a discrepancy found during
an audit. The discrepancy contains the subscription TN and Version
ID for which the discrepancy was found and the error. Valid
errors are:

fields mismatched between NPAC SMS and Local SMS
record missing in Local SMS and associated Service Provider Id
record missing in NPAC SMS

If field mismatches are found then the attribute(s) for which the
mismatch and the Local SMS value(s) and the NPAC SMS value(s)
will be returned as well as the Service Provider Id associated
with the Local SMS.

When audit discrepancy notifications are sent to the NPAC SMS by
the Local SMS create or modification requests to correct the
discrepancy will be done by the NPAC SMS.

-- 3.0 LNP Subscription Audit Results

subscriptionAuditResults NOTIFICATION

BEHAVIOUR subscriptionAuditResultsBehavior;

WITH INFORMATION SYNTAX LNP-ASN1l.AuditResults

AND ATTRIBUTE IDS
status auditResultStatus,
failed-service-prov-list auditResultFailed-SP-List,
numpber-of-discrepancies auditResultNumberDiscrepancies,
time-of-completion auditResultCompletionTime,
access-control accessControl;

REGISTERED AS {LNP-OIDS.lnp-notification 3};

subscriptionAuditResultsBehavior BEHAVIOUR
DEFINED AS !
This notification contains the results of an audit. It contains
the name of the audit, the number of discrepancies found during the
audit, the success or failure of the audit, and the time of audit
completion or failure.

The audit status will be returned with the following priority
On the return values:

Highest - failed due to discrepancies

High - failed on Local SMS

Low — no audit performed

Lowest - success

A higher priority status condition will override a lower. For
example, any error will override a ‘no audit performed’, and
‘failed due to discrepancies’ will override all other status
conditions.
1.
-- 4.0 LNP Subscription Version Cancellation Resolution Request
-- Notification

subscriptionVersionCancellationAcknowledgeRequest NOTIFICATION



BEHAVIOUR subscriptionVersionCancellationAcknowledgeBehavior;
WITH INFORMATION SYNTAX
LNP-ASNl.VersionCancellationAcknowledgeRequest
AND ATTRIBUTE IDS
tn subscriptionTN,
version-id subscriptionVersionId,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 4};

subscriptionVersionCancellationAcknowledgeBehavior BEHAVIOUR
DEFINED AS !
This notification requests that a service provider send
a cancellation acknowledgement for a subscription
version. The TN and the version id are sent.

-- 6.0 LNP Subscription Version Donor Service Provider Customer
-= Disconnect Date Notification

subscriptionVersionDonorSP-CustomerDisconnectDate NOTIFICATION
BEHAVIOUR subscriptionVersionDonorSP-CustomerDisconnectDateBehavior;
WITH INFORMATION SYNTAX LNP-ASNl.VersionCustomerDisconnectDate
AND ATTRIBUTE IDS
tn subscriptionTN,
version-id subscriptionVersionId,
service-prov-customer-disconnect-date
subscriptionCustomerDisconnectDate,
service-prov-effective-release-date
subscriptionEffectiveReleaseDate,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 6};

subscriptionVersionDonorSP-CustomerDisconnectDateBehavior BEHAVIOUR
DEFINED AS !
This notification informs the donor service provider SOA
that a subscription version is being disconnected.
The TN, the version id, customer disconnect date and
effective release date values are sent.

-- 7.0 LNP Subscription Version Local SMS Action Results

subscriptionVersionLocalSMS-ActionResults NOTIFICATION
BEHAVIOUR subscriptionVersionLocalSMS-ActionResultsBehavior;
WITH INFORMATION SYNTAX LNP-ASNl.LocalSMS-ActionResults
AND ATTRIBUTE IDS
actionId actionId,
status actionResultsStatus,
failed-tn-list failedTN-List,
time-of-completion resultsCompletionTime,
accessControl accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 7};

subscriptionVersionLocalSMS-ActionResultsBehavior BEHAVIOUR
DEFINED AS !
This notification contains the reuslts of a
subscriptionVersionLocalSMS-Create action once all the create requests
have been attempted. It contains the id of the action, the success or
failure of the action, the completion time and an optional list of
failed subscriptionTNs and error codes.

-- 8.0 LNP Subscription Version New NPA-NXX Notification

subscriptionVersionNewNPA-NXX NOTIFICATION
BEHAVIOUR subscriptionVersionNewNPA-NXXBehavior;



WITH INFORMATION SYNTAX
LNP-ASN1.VersionNewNPA-NXX

AND ATTRIBUTE IDS
service-prov-npa-nxx-id serviceProvNPA-NXX-ID,
service-prov-npa-nxx-value serviceProvNPA-NXX-Value,
service-prov-npa-nxx-effective-time-stamp

serviceProvNPA-NXX-EffectiveTimeStamp,

service-prov-id serviceProvID,
access-control accessControl;

REGISTERED AS {LNP-OIDS.lnp-notification 8};

subscriptionVersionNewNPA-NXXBehavior BEHAVIOUR

DEFINED AS !
This notification informs the SOA and Local SMS of a pending
subscription version involving a new NPA-NXX. The

service-prov-npa-nxx-id, service-prov-npa-nxx-value,
service-prov-npa-nxx-effective-time-stamp and service-prov-id
are sent.

-- 9.0 LNP Subscription Version New SP Create Request Notification

subscriptionVersionNewSP-CreateRequest NOTIFICATION
BEHAVIOUR subscriptionVersionNewSP-CreateRequestBehavior;
WITH INFORMATION SYNTAX LNP-ASNl.VersionNewSP-CreateRequest
AND ATTRIBUTE IDS
tn subscriptionTN,
version-id subscriptionVersionId,
service-prov-id subscription0ldSP,
service-prov-due-date subscriptionOldSP-DueDate,
service-prov-old-authorization subscriptionOldSP-Authorization,
service-prov-authorization-creation-time-stamp
subscriptionOldSP-AuthorizationTimeStamp,
status-change-cause-code subscriptionStatusChangeCauseCode,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 9};

subscriptionVersionNewSP-CreateRequestBehavior BEHAVIOUR
DEFINED AS !
This notification requests that a new service provider send
a create request for a subscription version for which
concurrence for porting the number has not been received.
The TN, the version id and the old service provider id,
authorization flag and authorization timestamp values are sent.

-- 10.0 LNP Subscription Version 0ld SP Concurrence Request Notification

subscriptionVersionOldSP-ConcurrenceRequest NOTIFICATION
BEHAVIOUR subscriptionVersionOldSP-ConcurrenceRequestBehavior;
WITH INFORMATION SYNTAX LNP-ASN1l.VersionOldSP-ConcurrenceRequest
AND ATTRIBUTE IDS
tn subscriptionTN,
version-id subscriptionVersionId,
service-prov-id subscriptionNewCurrentSP,
service-prov-due-date subscriptionNewSP-DueDate,
service-prov-authorization-creation-time-stamp
subscriptionNewSP-CreationTimeStamp,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 10};

subscriptionVersionOldSP-ConcurrenceRequestBehavior BEHAVIOUR
DEFINED AS !
This notification requests that a old service provider send
a create request for a subscription version for which
concurrence for porting the number has not been received.



The TN, the version id, and the new service provider id,
authorization flag and creation timestamp values are sent.
| .

-- 11.0 LNP Subscription Version Status Attribute Value Change Notification

subscriptionVersionStatusAttributeValueChange NOTIFICATION

BEHAVIOUR subscriptionVersionStatusAttributeValueChangeBehavior;

WITH INFORMATION SYNTAX LNP-ASNl.VersionStatusAttributeValueChange

AND ATTRIBUTE IDS
value-change-info subscriptionVersionAttributeValueChangelInfo,
failed-service-provs subscriptionFailed-SP-List,
status-change-cause-code subscriptionStatusChangeCauseCode,
access-control accessControl;

REGISTERED AS {LNP-OIDS.lnp-notification 11};

subscriptionVersionStatusAttributeValueChangeBehavior BEHAVIOUR
DEFINED AS !

This notification type is used to report changes to the
subscriptionVersionStatus field. It is identical to an
attribute value change notification as defined in M.3100
except for the addition of the list of failed service
providers in cases where the version status is active, failed or
partially failed and the subscriptionStatusChangeCauseCode if
it is set.

Failed lists will also be potentially sent for subscription versions
with statuses of disconnect-pending and old.

-- 12.0 LNP Subscription Version Final Concurrence Timer Expiration
-= Notification

subscriptionVersionOldSPFinalConcurrenceWindowExpiration NOTIFICATION
BEHAVIOUR
subscriptionVersionOldSPFinalConcurrenceWindowExpirationBehavior;
WITH INFORMATION SYNTAX
LNP-ASNl.VersionOldSPFinalConcurrenceWindowExpiration
AND ATTRIBUTE IDS
tn subscriptionTN,
version-id subscriptionVersionId,
access-control accessControl;
REGISTERED AS {LNP-OIDS.lnp-notification 12};

subscriptionVersionOldSPFinalConcurrenceWindowExpirationBehavior BEHAVIOUR
DEFINED AS !
This notification will be sent by the NPAC SMS upon expiration of
the Final Concurrence Timer to the old service provider via the SOA
to NPAC SMS interface to inform them of the timer expiration.






8 General ASN.1 Definitions

8.1 Overview

The ASN.1 definitions provided below support the GDMO definitions in Chapter 5. Included
below are the ASN.1 object identifier definitions and the syntax definitions for the interface
attributes, notifications, and actions.

Note: The exact lengths must be specified for ASN.1 data send across the interface. This will
prevent trailing null characters that may not be accepted by some CMIP vendor products.

8.2  LNPASN.1 Object Identifier Definitions

-—#include "smi.asn"

LNP-0OIDS
{iso(l) org(3) dod(6) internet(l) private(4) enterprises(l)
lockheedMartin (103) cis(7) npac(0) iis(0) oids(0)}

DEFINITIONS ::=
BEGIN

—-— EXPORTS all definitions

lnp-npac OBJECT IDENTIFIER ::=
{iso(l) org(3) dod(6) internet(l) private(4) enterprises(l)
lockheedMartin(103) cis(7) npac(0)}

lnp-npac-iis OBJECT IDENTIFIER ::=
{lnp-npac i1is (0)}

-- If additional MIB specializations are needed (e.g. regional or vendor
-- specific implementations) object identifiers can be added at the npac level (e.g.
-- {lnp-npac special(l)}, etc.)

-— LNP NPAC SMS categories of Interoperable Interface Specification (IIS)
-- information objects

lnp-attribute OBJECT IDENTIFIER ::= {lnp-npac-iis attribute(2) }
lnp-objectClass OBJECT IDENTIFIER ::= {lnp-npac-iis objectClass(3) }
lnp-nameBinding OBJECT IDENTIFIER ::= {lnp-npac-iis nameBinding(4) }
lnp-notification OBJECT IDENTIFIER ::= {lnp-npac-iis notification(5) }
lnp-action OBJECT IDENTIFIER ::= {lnp-npac-iis action(6) }

lnp-package OBJECT IDENTIFIER ::= {lnp-npac-iis package(7) }
lnp-parameter OBJECT IDENTIFIER ::= {lnp-npac-iis parameter(8) }

END -- LNP-0OIDS

8.3 LNP General ASN.1 Definitions

LNP-ASN1



{iso(l) org(3) dod(6) internet(l) private(4) enterprises(l)
lockheed (103) cis(7) npac(0) iis(0) asnl (1)}

DEFINITIONS IMPLICIT TAGS ::= BEGIN
-- EXPORTS everything
IMPORTS

-- CMIP
ObjectClass, ObjectInstance
FROM CMIP-1 {joint-iso-ccitt ms(9) cmip(l) modules (0) protocol (3)}

-— DMI

AttributeValueChangeInfo
FROM Notification-ASN1Module {joint-iso-ccitt ms(9) smi(3) part2(2)
asnlModule (2) 2};

ActivateAction ::= SubscriptionVersionAction
ActionResultsStatus ::= ResultsStatus
ActivateReply ::= SubscriptionVersionActionReply

AddressInformation ::= SEQUENCE ({
linel GraphicString40,
line2 GraphicString4o0,
city GraphicString20,
state GraphicString(SIZE(2)),
zip GraphicString(SIZE(9)),
province GraphicString(SIZE(2)),
country GraphicString20,
contactPhone PhoneNumber,
contact GraphicString4o0,
contactFax PhoneNumber,
contactPager PhoneNumber,
contactPagerPIN DigitString,
contactE-mail GraphicString60
}

AssociationFunction ::= SEQUENCE ({
soaUnits SoaUnits,
1smsUnits LSMSUnits

}

AuditAttributes ::= CHOICE {
specific-audit [0] SEQUENCE {
lidb-data BOOLEAN,
class-data BOOLEAN,
cnam-data BOOLEAN,
isvm-data BOOLEAN,
lrn-data BOOLEAN
br
all-data [1] NULL
}

AuditDiscrepancyRpt ::= SEQUENCE ({
tn PhoneNumber,
version-id SubscriptionVersionId,
lsms-service-prov-id ServiceProvld,
failure-reason AuditFailureData,
access-control LnpAccessControl

}

AuditFailureData ::= CHOICE {
tn-version-missing-NPAC [0] NULL,



tn-version-missing-LSMS [1] NULL,
mismatch-data [2] MismatchAttributes
}

AuditId ::= LnpKey

AuditName ::= GraphicString40
AuditNumberOfTNs ::= INTEGER
AuditNumberOfTNsComplete ::= INTEGER

AuditResults ::= SEQUENCE {
status [0] AuditResultStatus,
failed-service-prov-1list [1l] Failed-SP-List OPTIONAL,
number-of-discrepancies [2] INTEGER,
time-of-completion [3] GeneralizedTime,
access-control [4] LnpAccessControl

}

AuditResultStatus ::= ENUMERATED {
success (0),
failed-due-to-discrepancies (1),
failed-on-local-sms (2),
no-audit-performed (3)

}
AuditServiceProvIdRange ::= CHOICE {
allServiceProvs [0] NULL,

serviceProv [1l] ServiceProvName

}
AuditStatus ::= ENUMERATED {
in-progress (0),

suspended (1),

complete (2)
}

AuditTN-ActivationRange ::= TimeRange
BillingId ::= CHOICE {
value [0] GraphicString4,
no-value-needed [1] NULL
Boolean ::= BOOLEAN
CancellationAcknowledgeAction ::= SubscriptionVersionAction
CancellationAcknowledgeReply ::= SubscriptionVersionActionReply
CancelAction::= SubscriptionVersionAction
CancelReply ::= SubscriptionVersionActionReply
DPC ::= CHOICE {
dpc-value [0] OCTET STRING (SIZE(3)),

no-value-needed [1] NULL
}

DigitString ::= GraphicString (FROM ("O"™ | "1™ | "2"™ | "3" | "4"™ | "5" |
"6" I "7" I "8" I "9" I mxn I "#" ) )
DisconnectAction::= SEQUENCE ({

subscription-version-action [0] EXPLICIT SubscriptionVersionAction,
customer-disconnect-date [1] GeneralizedTime,



effective-release-date [2] GeneralizedTime OPTIONAL
}

DisconnectReply ::= SEQUENCE ({
status SubscriptionVersionActionReply,
version-id SET OF SubscriptionVersionId OPTIONAL
}

DownloadAction ::= CHOICE {
subscriber-download [0] EXPLICIT SubscriptionDownloadCriteria,
network-download [1] NetworkDownloadCriteria

}

DownloadReason ::= ENUMERATED ({
newl (0),
deletel (1),
modified (2),
audit-discrepancy (3)

}

DownloadReply ::= SEQUENCE ({
status ENUMERATED ({
success (0),
failed (1),
time-range-invalid (2),
criteria-to-large (3),
no-data-selected (4)
br
downloaddata CHOICE {
subscriber-data [0] SubscriptionDownloadData,
network-data [1] NetworkDownloadData
} OPTIONAL
}

EndUserLocationType ::= CHOICE {
value [0] NumberString(SIZE(2)),
no-value-needed [1] NULL

}

EndUserLocationValue ::= CHOICE {
value [0] NumberString(SIZE(1..12)),
no-value-needed [1] NULL

}

Failed-SP-List ::= SET OF SEQUENCE ({
service-prov-id ServiceProvld,
service-prov-name ServiceProvName

}

CMIPErrorCode ::= ENUMERATED ({
noSuchObjectClassEr (0),
noSuchObjectInstanceEr (1),
accessDeniedEr (2),
syncNotSupportedEr (3),
invalidFilterEr (4),
noSuchAttributeEr (5),
invalidAttributevValueEr (6),
getlListErrorEr (7),
setListErorrEr (8),
noSuchActionEr (9),
processingFailureEr (10),
duplicateManagedObjectInstanceEr (11),
noSuchReferenceObjectEr (12),
noSuchEventTypeEr (13),
noSuchArgumentEr (14),
invalidArgumentValueEr (15),
invalidScopeEr (16),



invalidObjectInstanceEr (17),
missingattributeValueEr (18),
classInstanceConflictEr (19),
complexityLimitationEr (20),
mistypedOperationEr (21),
noSuchInvokeIdEr (22),
operationCancelledEr (23)
}

FailedTN-List ::= SET OF SEQUENCE ({
subscriptionVersionId SubscriptionVersionId,
tn PhoneNumber,
errorId CMIPErrorCode

}

GeneralTime ::= GeneralizedTime

GraphicStringBase ::= GraphicString
GraphicString4 ::= GraphicStringBase (SIZE(1l..4))
GraphicStringl6 ::= GraphicStringBase (SIZE(l..16))
GraphicString20 ::= GraphicStringBase (SIZE(1..20))
GraphicString25 ::= GraphicStringBase (SIZE(1..25))
GraphicString28 ::= GraphicStringBase (SIZE(1..28))
GraphicString40 ::= GraphicStringBase (SIZE(1..40))
GraphicString60 ::= GraphicStringBase (SIZE(1..60))
GraphicString255 ::= GraphicStringBase (SIZE(1..255))
Integer ::= INTEGER

LnpAccessControl ::= [0] SEQUENCE {

systemId [0] EXPLICIT SystemID,
systemType [1l] SystemType,
userId [2] GraphicString60 OPTIONAL,
listId [3] INTEGER,
keyId [4] INTEGER,
cmipDepartureTime [5] GeneralizedTime,
sequenceNumber [6] INTEGER(0..4294967295),
function [7] AssociationFunction,
recoveryMode [8] BOOLEAN,
signature [9] BIT STRING

}

LnpAuditsName ::= GraphicString ("lnpAudits")

LnpKey ::= INTEGER

LnpNetworkName ::= GraphicString ("lnpNetwork")

LnpSMS-Name ::= GraphicString40

LnpServiceProvsName ::= GraphicString ("lnpServiceProvs")
LnpSubscriptionsName ::= GraphicString ("lnpSubscriptions")
LnpSpecificInfo ::= GraphicString255

LNPType ::= ENUMERATED {

lspp (0),



lisp (1)
}

LocalSMS-ActionResults ::= SEQUENCE {
actionId [0] INTEGER,
status [1] ActionResultsStatus,
failed-tn-1list [2] FailedTN-List OPTIONAL,
time-of-completion [3] GeneralizedTime,
accessControl [4] LnpAccessControl

}

LocalSMS-CreateAction ::= SEQUENCE {
actionId INTEGER,
subscriptionVersionObjects SET OF SubscriptionVersionObject

}
LocalSMS-CreateReply ::= ResultsStatus

LRN ::= CHOICE {
value [0] OCTET STRING (SIZE(5)),
no-value-needed [1] NULL

LRN-ID ::= LnpKey

LRN-DownloadData ::= SET OF SEQUENCE ({
service-prov-lrn-id LRN-ID,
service-prov-lrn-value LRN,
service-prov-download-reason DownloadReason,
service-prov-lrn-creation-timestamp GeneralizedTime OPTIONAL

LRN-Range ::= SEQUENCE {
start-1lrn LRN,
stop-lrn LRN

}

LSMSUnits ::= SEQUENCE {
dataDownload [0] NULL OPTIONAL,
networkDataMgmt [1] NULL OPTIONAL,
query [2] NULL OPTIONAL

}

MismatchAttributes ::= SEQUENCE {

seq0 [0] SEQUENCE ({
lsms-subscriptionLRN LRN,
npac-subscriptionLRN LRN

} OPTIONAL,

segl [1] SEQUENCE {
lsms-subscriptionNewCurrentSP ServiceProvId,
npac-subscriptionNewCurrentSP ServiceProvId

} OPTIONAL,

seqg2 [2] SEQUENCE {
lsms-subscriptionActivationTimeStamp GeneralizedTime,
npac-subscriptionActivationTimeStamp GeneralizedTime

} OPTIONAL,

seq3 [3] SEQUENCE ({
lsms-subscriptionCLASS-DPC DPC,
npac-subscriptionCLASS-DPC DPC

} OPTIONAL,

seg4 [4] SEQUENCE {
lsms-subscriptionCLASS-SSN SSN,
npac-subscriptionCLASS-SSN SSN

} OPTIONAL,

segb [5] SEQUENCE {
lsms-subscriptionLIDB-DPC DPC,



npac-subscriptionLIDB-DPC DPC
} OPTIONAL,
seqgq6 [6] SEQUENCE ({
lsms-subscriptionLIDB-SSN SSN,
npac-subscriptionLIDB-SSN SSN
} OPTIONAL,
seqg”7 [7] SEQUENCE {
lsms-subscriptionISVM-DPC DPC,
npac-subscriptionISVM-DPC DPC
} OPTIONAL,
seqg8 [8] SEQUENCE ({
lsms-subscriptionISVM-SSN SSN,
npac-subscriptionISVM-SSN SSN
} OPTIONAL,
seq9 [9] SEQUENCE ({
lsms-subscriptionCNAM-DPC DPC,
npac-subscriptionCNAM-DPC DPC
} OPTIONAL,
seqgl0 [10] SEQUENCE {
lsms-subscriptionCNAM-SSN SSN,
npac-subscriptionCNAM-SSN SSN
} OPTIONAL,
seqll [11] SEQUENCE ({
lsms-subscriptionEndUserLocationValue EndUserLocationValue,
npac-subscriptionEndUserLocationValue EndUserLocationValue
} OPTIONAL,
seql2 [12] SEQUENCE ({
lsms-subscriptionEndUserLocationType EndUserLocationType,
npac-subscriptionEndUserLocationType EndUserLocationType
} OPTIONAL,
seqgl3 [13] SEQUENCE {
lsms-subscriptionBillingId BillingId,
npac-subscriptionBillingId BillingId
} OPTIONAL,
seqld [14] SEQUENCE ({
lsms-subscriptionLNPType LNPType,
npac-subscriptionlLNPType LNPType
} OPTIONAL
}

ModifyAction::= SEQUENCE ({
subscription-version-action [0] EXPLICIT SubscriptionVersionAction,
version-status [1l] VersionStatus OPTIONAL,
data-to-modify [2] SubscriptionModifyData

}

ModifyReply ::= SEQUENCE ({

status SubscriptionVersionActionReply,

invalid-data SubscriptionModifyInvalidData OPTIONAL
}

NetworkAddressInformation ::= SET OF SEQUENCE ({
interfaceAddress 0OSI-Address,
systemType SystemType

}

NetworkDownloadCriteria ::= SEQUENCE {
time-range [0] TimeRange OPTIONAL,
chcl [1] EXPLICIT CHOICE {
service-prov [0] ServiceProvId,
all-service-provs [1] NULL
by
chc2 [2] EXPLICIT CHOICE {-- A decision was made by
-- NANC to leave this structure a CHOICE of
-- CHOICEs instead of using one CHOICE to
-- simplify tagging
npa-nxx—-data [0] EXPLICIT CHOICE {



npa-nxx-range [0] NPA-NXX-Range,

all-npa-nxx [1] NULL
s
lrn-data [1] EXPLICIT CHOICE {
lrn-range [0] LRN-Range,
all-lrn [1] NULL
by
all-network-data [2] NULL

NetworkDownloadData ::= SET OF SEQUENCE ({
service-prov-data [0] SEQUENCE ({
service-prov-id ServiceProvld,
service-prov-name ServiceProvName OPTIONAL
by
service-prov-npa-nxx-data [1] NPA-NXX-DownloadData OPTIONAL,
service-prov-lrn-data [2] LRN-DownloadData OPTIONAL
}

NewSP-CreateAction ::= NewSP-CreateData

NewSP-CreateData ::= SEQUENCE ({
chcl [0] EXPLICIT CHOICE {
subscription-version-tn [0] PhoneNumber,
subscription-version-tn-range [1] TN-Range
s
subscription-lrn [1] LRN OPTIONAL,
subscription-new-current-sp [2] ServiceProvId,
subscription-old-sp [3] ServiceProvlId,
subscription-new-sp-due-date [4] GeneralizedTime,
subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,
subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,
subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,
subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,
subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,
subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,
subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,
subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,
subscription-end-user-location-value [14]
EndUserLocationValue OPTIONAL,
subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,
subscription-billing-id [16] BillingId OPTIONAL,
subscription-lnp-type [17] LNPType,
subscription-porting-to-original-sp-switch [18]
SubscriptionPortingToOriginal-SPSwitch
}

NewSP-CreateReply ::= SEQUENCE {
status [0] SubscriptionVersionActionReply,
invalid-data [1] NewSP-CreatelInvalidData OPTIONAL
}

NewSP-CreateInvalidData ::= CHOICE ({
subscription-version-tn [0] EXPLICIT PhoneNumber,
subscription-version-tn-range [1] EXPLICIT TN-Range,
subscription-lrn [2] EXPLICIT LRN,
subscription-new-current-sp [3] EXPLICIT ServiceProvId,
subscription-old-sp [4] EXPLICIT ServiceProvld,
subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,
subscription-class-dpc [6] EXPLICIT DPC,
subscription-class-ssn [7] EXPLICIT SSN,
subscription-lidb-dpc [8] EXPLICIT DPC,
subscription-lidb-ssn [9] EXPLICIT SSN,
subscription-isvm-dpc [10] EXPLICIT DPC,

11
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[
subscription-isvm-ssn [11] EXPLICIT SSN,



subscription-cnam-dpc [12] EXPLICIT DPC,
subscription-cnam-ssn [13] EXPLICIT SSN,
subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,
subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,
subscription-billing-id [16] EXPLICIT BillingId,
subscription-lnp-type [17] EXPLICIT LNPType,
subscription-porting-to-original-sp-switch [18]
EXPLICIT subscriptionPortingToOriginal-SPSwitch
}

NpacAssociationUserInfo ::= SEQUENCE ({

error-code [0] IMPLICIT ErrorCode,

error-text [1] IMPLICIT GraphicString(SIZE(1..80))
}

ErrorCode ::= ENUMERATED {
success (0),
access-denied (1),
retry-same-host (2),
try-other-host (3)

NPA ::= NumberString (SIZE(3))

NPA-NXX ::= SEQUENCE {

npa-value NPA,

nxx-value NumberString (SIZE (3))
}

NPA-NXX-DownloadData ::= SET OF SEQUENCE {
service-prov-npa-nxx—-id NPA-NXX-ID,
service-prov-npa-nxx-value NPA-NXX OPTIONAL,
service-prov-npa-nxx-effective-timestamp GeneralizedTime OPTIONAL,
service-prov-download-reason DownloadReason,
service-prov-npa-nxx-creation-timestamp GeneralizedTime OPTIONAL

NPA-NXX-ID ::= LnpKey

NPA-NXX-Range ::= SEQUENCE {
start-npa-nxx NPA-NXX,
stop-npa-nxx NPA-NXX

}

NPAC-SMS-Operational-Information ::= SEQUENCE ({
down-time TimeRange,
npac-contact-number PhoneNumber,
additional-down-time-information GraphicString255,
access-control LnpAccessControl

}

NumberString ::= GraphicString (FROM ("O" | "1'™ | "2" | "3"™ | ™4™ | "5" |
"6" I "7" I "8" I "9"))

0ldSP-CreateAction ::= 0ldSP-CreateData

0ldSP-CreateData ::= SEQUENCE {

chcl [0] EXPLICIT CHOICE {

subscription-version-tn [0] PhoneNumber,

subscription-version-tn-range [1] TN-Range
by
subscription-new-current-sp [l] ServiceProvld,
subscription-old-sp [2] ServiceProvId,
subscription-old-sp-due-date [3] GeneralizedTime,
subscription-old-sp-authorization [4] ServiceProvAuthorization,
subscription-status-change-cause-code [5] SubscriptionStatusChangeCauseCode,
subscription-lnp-type [6] LNPType



}

0ldSP-CreateReply ::= SEQUENCE {
status SubscriptionVersionActionReply,
invalid-data 0OldSP-CreatelInvalidData OPTIONAL
}

0ldSP-CreateInvalidData ::= CHOICE {
subscription-version-tn [0] EXPLICIT PhoneNumber,
subscription-version-tn-range [1] EXPLICIT TN-Range,
subscription-new-current-sp [2] EXPLICIT ServiceProvId,
subscription-old-sp [3] EXPLICIT ServiceProvld,
subscription-old-sp-due-date [4] EXPLICIT GeneralizedTime,

subscription-old-sp-authorization [5] EXPLICIT ServiceProvAuthorization,

subscription-status-change-cause-code [6]
EXPLICIT subscriptionStatusChangeCauseCode,
subscription-lnp-type [7] EXPLICIT LNPType
}

OSI-Address ::= SEQUENCE {
nsap OCTET STRING(SIZE (20)),
tsap OCTET STRING(SIZE(1l..4)),
ssap OCTET STRING(SIZE(1l..4)),
psap OCTET STRING(SIZE(1l..4))
}
PhoneNumber ::= NumberString (SIZE (10))
RecoveryCompleteAction ::= NULL
RecoveryCompleteReply ::= SEQUENCE ({

status ResultsStatus,
subscriber-data [1] SubscriptionDownloadData OPTIONAL,
network-data [2] NetworkDownloadData OPTIONAL

}

RemoveFromConflictAction ::= SubscriptionVersionAction
RemoveFromConflictReply ::= SubscriptionVersionActionReply
ServiceProvAuthorization ::= BOOLEAN

ServiceProvId ::= GraphicString4

ServiceProvName ::= GraphicString40

SoaUnits ::= SEQUENCE ({

soaMgmt [0] NULL OPTIONAL,
networkDataMgmt [1] NULL OPTIONAL
}

ResultsStatus ::= ENUMERATED ({
success (0),
failure (1)

SSN ::= CHOICE {
ssn-value [0] INTEGER(0..255),
no-value-needed [1] NULL

}

SubscriptionData ::= SEQUENCE {
subscription-lrn [1] LRN OPTIONAL,
subscription-new-current-sp [2] ServiceProvId OPTIONAL,
subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,
subscription-class-dpc [4] EXPLICIT DPC,
subscription-class-ssn [5] EXPLICIT SSN,



subscription-lidb-dpc [6] EXPLICIT DPC,

subscription-lidb-ssn [7] EXPLICIT SSN,

subscription-isvm-dpc [8] EXPLICIT DPC,

subscription-isvm-ssn [9] EXPLICIT SSN,
[1

subscription-cnam-dpc
subscription-cnam-ssn

0] EXPLICIT DPC,

[11] EXPLICIT SSN,

subscription-end-user-location-value [12]
EndUserLocationValue OPTIONAL,
subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,

subscription-billing-id [14] BillingId OPTIONAL,
subscription-lnp-type [15] LNPType,
subscription-download-reason [16] DownloadReason
}
SubscriptionDownloadCriteria ::= CHOICE {
time-range [0] TimeRange,
tn [1] PhoneNumber,
tn-range [2] TN-Range
}

SubscriptionDownloadData ::=
subscription-version-id [0] SubscriptionVersionId OPTIONAL,
subscription-version-tn [1l] PhoneNumber OPTIONAL,
subscription-data SubscriptionData

SET OF SEQUENCE {

}

SubscriptionModifyData ::= SEQUENCE ({
subscription-lrn [0] LRN OPTIONAL,
subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,
subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,
subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,
subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,
subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,

subscription-lidb-dpc
subscription-lidb-ssn
subscription-isvm-dpc
subscription-isvm-ssn

6] EXPLICIT DPC OPTIONAL,
7] EXPLICIT SSN OPTIONAL,

9] EXPLICIT SSN OPTIONAL,

[
[
[8] EXPLICIT DPC OPTIONAL,
[
[1

subscription-cnam-dpc 0] EXPLICIT DPC OPTIONAL,

subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,

subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,

subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,

subscription-billing-id [14] BillingId OPTIONAL,

subscription-status-change-cause-code [15]
SubscriptionStatusChangeCauseCode OPTIONAL

SubscriptionModifyInvalidData ::= CHOICE {
subscription-lrn [0] EXPLICIT LRN,
subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,
subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,
subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,
subscription-class-dpc [4] EXPLICIT DPC,
subscription-class-ssn [5] EXPLICIT SSN,
subscription-lidb-dpc [6] EXPLICIT DPC,
subscription-lidb-ssn [7] EXPLICIT SSN,
subscription-isvm-dpc [8] EXPLICIT DPC,
subscription-isvm-ssn [9] EXPLICIT SSN,
subscription-cnam-dpc [10] EXPLICIT DPC,
subscription-cnam-ssn [11] EXPLICIT SSN,
subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,
subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,
subscription-billing-id [14] EXPLICIT BillingId,
subscription-status-change-cause-code [15]

EXPLICIT subscriptionStatusChangeCauseCode
}

SubscriptionPortingToOriginal-SPSwitch ::= BOOLEAN



SubscriptionPreCancellationStatus
conflict (0),
pending (2),
disconnect-pending (6)

ENUMERATED {

}

SubscriptionStatusChangeCauseCode ::= CHOICE ({
value [0] INTEGER,
no-value-needed [1] NULL

}

SubscriptionVersionAction ::= CHOICE {
subscription-version-action-key [0] EXPLICIT SubscriptionVersionActionKey,
subscription-version-tn-range [1] TN-Range

}

SubscriptionVersionActionKey ::= CHOICE {
version-id [0] SubscriptionVersionId,
tn [1] PhoneNumber

}

SubscriptionVersionActionReply ::= ENUMERATED ({
success (0),
failed (1),
soa-not-authorized (2),
no-version-found (3),
invalid-data-values (4),
version-create-already-exists (5)

}
SubscriptionVersionId ::= LnpKey

SubscriptionVersionObject ::= SEQUENCE ({
tn-version-id SET OF TN-VersionId,
subscription-data SubscriptionData

}

TimeRange ::= SEQUENCE ({
startTime [0] GeneralizedTime OPTIONAL,
stopTime [1l] GeneralizedTime OPTIONAL

SystemID ::= CHOICE ({
serviceProvId [0] ServiceProvId,
npac-sms [1] GraphicString60

SystemType ::= ENUMERATED {
soa (0),
local-sms (1),
soa-and-local-sms (2), -- value will not be supported initially
-- by some NPAC SMS implementations;
-- value will be removed in the next major
-— release of the IIS
npac-sms (3) -- value is only valid for AccessControl definition
}
TN-Range ::= SEQUENCE {

tn-start NumberString(SIZE(10)),
tn-stop NumberString (SIZE (4))
}

TN-VersionId ::= SEQUENCE {
tn PhoneNumber,
version-id SubscriptionVersionId



VersionCancellationAcknowledgeRequest ::= SEQUENCE {
tn PhoneNumber,
version-id LnpKey,
access-control LnpAccessControl

}

VersionCreateConcurrenceRequest ::= SEQUENCE ({
tn PhoneNumber,
version-id LnpKey,
service-prov-id ServiceProvld,
service-prov-due-date GeneralizedTime,
service-prov-authorization-creation-time-stamp GeneralizedTime,
access-control LnpAccessControl

}

VersionCustomerDisconnectDate ::= SEQUENCE ({
tn PhoneNumber,
version-id LnpKey,
service-prov-customer-disconnect-date GeneralizedTime,
service-prov-effective-release-date GeneralizedTime OPTIONAL,
access-control LnpAccessControl

}

VersionNewNPA-NXX ::= SEQUENCE {
service-prov-npa-nxx-id NPA-NXX-ID,
service-prov-npa-nxx-value NPA-NXX OPTIONAL,
service-prov-npa-nxx-effective-time-stamp GeneralizedTime,
service-prov-id ServiceProvId,
access-control LnpAccessControl

}

VersionNewSP-CreateRequest ::= SEQUENCE {
version-create-request [0] VersionCreateConcurrenceRequest,
service-prov-old-authorization [1] ServiceProvAuthorization,
subscription-status-change-cause-code [2] SubscriptionStatusChangeCauseCode

}
VersionOldSP-ConcurrenceRequest ::= VersionCreateConcurrenceRequest

VersionOldSPFinalConcurrenceWindowExpiration ::= SEQUENCE ({
tn PhoneNumber,
version-id LnpKey,
access-control LnpAccessControl

}

VersionStatus ::= ENUMERATED {
conflict (0),
active (1),
pending (2),
sending (3),
download-failed (4),
download-failed-partial (5),
disconnect-pending (6),
old (7),
canceled (8),
cancel-pending (9)

}

VersionStatusAttributeValueChange ::= SEQUENCE ({
value-change-info [0] AttributeValueChangelInfo,
failed-service-provs [1l] Failed-SP-List OPTIONAL,
subscription-status-change-cause-code [2] SubscriptionStatusChangeCauseCode
OPTIONAL,
access-control [3] LnpAccessControl



END -- LNP-ASN1



9 Managed Object Conformance Statements

9.1 Overview
The Managed Object Conformance Statement (MOCS) that follow should be used by an
implementation to identify which features and properties of each managed object class are
supported. These tables have been prepared without regard to whether they are instantiated on the
NPAC SMS, Local SMS, or the SOA.
The Base Status headings identify the requirements, as stated in the GDMO template. The valid
values in the status columns will be as follows:
m for characteristics contained in mandatory packages or in conditional packages
if the GDMO condition is always true
0 for characteristics of conditional packages with GDMO conditions that indicate
static optionality (e.g., “if an instance supports it”)
c for a conditional status expresson
X for characteristics explicitly prohibited in the definition
- for characteristics that are not mentions in the definition
9.2 alarmRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 alarmRecord 293231 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
7 additionalInformationPa 2932418 c N
ckage
8 specificProblemsPackag 293241 PRESENT IF "the c N
€ Specific
problems parameter is
present in the alarm
notification or event
report corresponding to
the instance of alarm
record"
9 backedUpStatusPackag 293242 PRESENT IF "the c N
¢ backedUpStatus

attribute has a value
TRUE and  the
Backed up

status parameter is
present in the alarm
notification or event




report
corresponding to the
instance of alarm
record"
10 backUpObjectPackage 293243 PRESENT IF "Backup N
object parameter is
present in the
alarm notification or
event
report corresponding to
the instance of alarm
record"
11 trendIndicationPackage 293244 PRESENT IF "the N
Trend
indication parameter is
present in the alarm
notification or event
report corresponding to
the instance of alarm
record"
12 thresholdInfoPackage 293245 PRESENT IF "the value Y
for probableCause
attribute is
thresholdCrossed"
13 stateChangeDefinitionP 293246 PRESENT IF "there is a N
ackage state transition for the
states defined in
State Management
Function, corresponding
to the alarm type
specified in the alarm
record"
14 monitoredAttributesPac 293247 PRESENT IF "the Y
kage monitoredAttributes
parameter is present in
the alarm notification
or event report
corresponding to the
instance of alarm
record"
15 proposedRepairActions 293248 PRESENT IF "the N
Package proposedRepairActions
parameter is present in
the alarm alarm
notification or event
report corresponding to
the instance of alarm
record"
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - 0 -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionallnformation 293276 - o -
15 probableCause 2932718 - m -
16 perceivedSeverity 2932717 - m -
17 specificProblems 2932727 - o -
18 backedUpStatus 2932711 - o -
19 backUpObject 2932740 - o -
20 trendIndication 2932730 - o -
21 thresholdInfo 2932729 - o -
22 stateChangeDefinition 2932728 - o -
23 monitoredAttributes 2932715 - o -
24 proposedRepairActions 2932719 - o -

| Eﬁ;ﬁ Add

| Remove

| Set to

Additional information




Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
20 - - -
21 - - -
22 - - -
23 - - -
24 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.3  AttributeValueChangeRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 attributeValueChangeRecord 293232 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationIdentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
7 additionalInformationPa 2932418 c N
ckage
8 sourcelndicatorPackage 2932428 PRESENT IF "the c Y
sourcelndicator
parameter is present in
the
attribute ValueChange




notification or

event report
corresponding to the
instance of attribute
value

change record"

9 attributeldentifierListPa 2932420 PRESENT IF "the c N
ckage attributeldentifierList
parameter is present in
the
attribute ValueChange
notification or event
report corresponding to
the instance of attribute
value change record"
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 attributeValueChangeD 2932710 - m -
efinition
16 sourcelndicator 2932726 - o -
17 attributeldentifierList 293278 - o -
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - B
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Additional information

template label

identifier for

Constraints and values | Status | Support




Exhib
it 15:

Notifi
cation

suppo

rt

notification type

Confirm Non-

ed confirmed

Index

Parameter template
label

Value of object
identifier for parameter

Constraints and values Status Support

Additional information

9.4

eventLogRecord Tables

Index

Managed object class template label

Value of object identifier for
the managed object class

Support of all
mandatory features

(Y/N)

Is the actual class the same as
the managed object class to
which conformance is
claimed?

(Y/N)

eventLogRecord

293235 N

Y

Index

Package template label

Value of object
identifier for package

Constraints and values Status Support

Additional information

packagesPackage

2932416

allomorphicPackage

2932417

eventTimePackage

2932411

PRESENT IF "the event c N
time parameter was
present in the
received event report"

notificationldentifierPa
ckage

2932424

PRESENT IF "the c N
notification

Identifier parameter is
present in the
notification or event
report

corresponding to the
instance of an event
record or an instance of
its

subclasses"

correlatedNotificationsP
ackage

2932423

PRESENT IF "the c N

correlatedNotifications
parameter is present in
the notification or

event report
corresponding to the
instance of an event
record or an

instance of its
subclasses "

additional TextPackage

2932419

PRESENT IF "the c N
Additional text

parameter is present in
the notification or
report corresponding to
the instance of event
record or an instance of
its subclasses"

additionalInformationPa
ckage

2932418

PRESENT IF "the c N
Additional

information parameter
is present in the
notification or report
corresponding to the
instance of event record
or an instance of its

subclasses”

Exhib

17:

Attribute template label

Value of object
identifier for
attribute

Constraints and
values

Set by Get
create

Replace

Affiras.
Xt

Status Support Status

Support Status

Support

objectClass

2932765

suppo




2 nameBinding 2932763 - m -
3 packages 2932766 - -
4 allomorphs 2932750 - 0 -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionallnformation 293276 - o -
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.5 InpAudits Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) wh.ich conformance is
claimed?
(Y/N)
1 InpAudits 1361411037003 1 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N




Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
it 27: attribute
Attri
bute
suppo
rt
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 InpAuditsName 1361411037 - m -
00216
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.6 InpLocalSMS Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLocalSMS 13614110370032 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib
I¥d§§. Attribute template label Value of object Constraints and Set by Get Replace
1 . identifier for values create
o attribute
AT Status Support Status Support Status Support
—bete
1 objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -




4 allomorphs 2932750 - o -
InpLocal-SMS-Name 1361411037 - m -
00217
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.7 InpLogAudit-DiscrepancyRptRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogAudit-DiscrepancyRptRecord 13614110370033 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N
ckage
Exhib
I¥d§§- Attribute template label Value of object Constraints and Set by Get Replace
1 . identifier for values create
. attribute
Attl T
Status Support Status Support Status Support
—hete
1 objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectlnstance 2932761 - m -




9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 auditDiscrepancyTn 1361411037 - m -
0027
16 auditDiscrepancy Versio 1361411037 - m -
nld 0028
17 auditDiscrepancyLSMS 1361411037 - m -
-SP-Id 0026
18 auditDiscrepancyFailur 1361411037 - m -
eReason 0025
19 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.8 InpLogAuditResultsRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogAuditResultsRecord 13614110370034 N Y




Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionallnformationPa 2932418 c N
ckage
Exhib
I¥d§>i. Attribute template label Value of object Constraints and Set by Get Replace
1 . identifier for values create
. attribute
Attl T
Status Support Status Support Status Support
—HEte =
I objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 auditResultStatus 1361411037 - m -
00213
16 auditResultFailed-SP- 1361411037 - m -
List 00211
17 auditResultNumberDisc 1361411037 - m -
repancies 00212
18 auditResultCompletion 1361411037 - m -
Time 00210
19 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - B
4 - - -
5 - - B
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support




Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.9 InpLogCancellationAcknowledgeRequestRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogCancellationAcknowledgeRequestRecord 13614110370035 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationIdentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N
ckage
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationIdentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 subscription TN 1361411037 - m -
00297
16 subscriptionVersionld 1361411037 - m -
00299
17 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support

A ES B




label

identifier for parameter

8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

9.10

InpLogDonorSP-CustomerDisconnectDateRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogDonorSP-CustomerDisconnectDateRecord 136141103700322 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package

1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N

ckage
5 correlatedNotificationsP 2932423 c N

ackage
6 additional TextPackage 2932419 c N
7 additionalInformationPa 2932418 c N

ckage
Exhib
I%dg;% Attribute template label Value of object Constraints and Set by Get Replace
1 . identifier for values create
oV attribute
ki Status Support Status Support Status Support

—HEte =

1 objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -




label

identifier for parameter

10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionallnformation 293276 - o -
15 subscription TN 1361411037 - m -
00297
16 subscriptionVersionld 1361411037 - m -
00299
17 subscriptionCustomerDi 1361411037 - m -
sconnectDate 00269
18 subscriptionEffectiveRe 1361411037 - m -
leaseDate 00272
19 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

9.11

InpLogLocalSMS-ActionResultsRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogLocalSMS-ActionResultsRecord 136141103700323 N Y
Index Package template label Value of object Constraints and values Status Support Additional information




identifier for package

Exhib
it 74:
Packa
ge
suppo
rt
1 packagesPackage 2932416 N
2 allomorphicPackage 2932417 N
3 eventTimePackage 2932411 N
4 notificationldentifierPa 2932424 N
ckage
5 correlatedNotificationsP 2932423 N
ackage
6 additional TextPackage 2932419 N
additionalInformationPa 2932418 N
ckage
Exhib
}gdﬁg. Attribute template label Yaltlg ofol?ject Constraints and Set by Get Replace
. identifier for values create
Aes attribute
ek Status Support Status Support Status Support
=?E“ objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectlnstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 actionld 1361411037 - m -
0022
16 actionResultsStatus 1361411037 - m -
0023
17 failedTN-List 1361411037 - m -
00215
18 resultsCompletionTime 1361411037 - m -
00225
19 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -

©




Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.12 InpLogNewNPA-NXXRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) !
claimed?
(Y/N)
1 InpLogNewNPA-NXXRecord 136141103700324 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N
ckage
Exhib
l%d§§~ Attribute template label Value of object Constraints and Set by Get Replace
1 . identifier for values create
. attribute
Attri
Status Support Status Support Status Support
—HEte =
1 objectClass 2932765 - m -
suppo nameBinding 2932763 - m -
3, packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationIdentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - 0 -
14 additionalInformation 293276 - o -
15 serviceProvNPA-NXX- 1361411037 - m -
00239
16 serviceProvNPA-NXX- 1361411037 - m -
Value 00240
17 serviceProvNPA-NXX- 1361411037 - m -
EffectiveTimeStamp 00238
18 serviceProvID 1361411037 - m -
00230




label

identifier for parameter

19 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - B
10 - - -
11 B B R
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

9.13

InpLogNewSP-CreateRequestRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogNewSP-CreateRequestRecord 13614110370037 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 N
2 allomorphicPackage 2932417 N
3 eventTimePackage 2932411 N
4 notificationldentifierPa 2932424 N
ckage
5 correlatedNotificationsP 2932423 N
ackage
6 additional TextPackage 2932419 N
additionalInformationPa 2932418 N
ckage




Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 subscriptionTN 1361411037 - m -
00297
16 subscriptionVersionld 1361411037 - m -
00299
17 subscriptionOldSP 1361411037 - m -
00288
18 subscriptionOldSP- 1361411037 - m -
DueDate 00293
19 subscriptionOldSP- 1361411037 - m -
Authorization 00289
20 subscriptionOldSP- 1361411037 - m -
AuthorizationTimeStam 00290
p
21 subscriptionStatusChan 1361411037 - m -
geCauseCode 002103
22 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
20 - - -
21 - - -
22 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information

label

identifier for action
type




Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.14 InpLogOldSP-ConcurrenceRequestRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogOldSP-ConcurrenceRequestRecord 13614110370038 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionallnformationPa 2932418 c N
ckage
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 subscription TN 1361411037 - m -
00297
16 subscriptionVersionld 1361411037 - m -
00299
17 subscriptionNewCurren 1361411037 - m -
tSP 00283
18 subscriptionNewSP- 1361411037 - m -
DueDate 00287
19 subscriptionNewSP- 1361411037 - m -
CreationTimeStamp 00286
20 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support

[ EN BN AN




olw|w|a

label

identifier for parameter

10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
20 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

9.15

InpLogOldSPFinalConcurrenceWindowExpirationRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogOldSPFinalConcurrenceWindowExpiration 136141103700326 N Y
Record
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package

1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationIdentifierPa 2932424 c N

ckage
5 correlatedNotificationsP 2932423 c N

ackage
6 additional TextPackage 2932419 c N

additionallnformationPa 2932418 c N

ckage
Exhib
Igdex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
167 attribute

° Status Support Status Support Status Support
=t =

1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3. packages 2932766 - o -
3 e allomorphs 2932750 - o -
Ft logRecordld 293273 - m -




6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 subscriptionTN 1361411037 - m -
00297
16 subscriptionVersionld 1361411037 - m -
00299
17 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.16 InpLogOperational-InformationRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogOperational-InformationRecord 13614110370039 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N




label

identifier for action
type

2 allomorphicPackage 2932417 c N
eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionallnformationPa 2932418 c N
ckage
Exhib
Rdex Attribute template label 'Value. of object Constraints and Set by Get Replace
identifier for values create
11 attribute
s Status Support Status Support Status Support
At -
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3 packages 2932766 - o -
—fupPe allomorphs 2932750 - o -
Ft logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 downTime 1361411037 - m -
00214
16 npacContactNumber 1361411037 - m -
00223
17 additionalDownTimeInf 1361411037 - m -
ormation 0024
18 accessControl 1361411037 - m -
0021
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - B
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information




Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

label

identifier for parameter

9.17

InpLogStatusAttributeValueChangeRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpLogStatusAttributeValueChangeRecord 1361411037003 10 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N
ckage
8 subscriptionVersionAttr 1361411037007 PRESENT IF !the c N
ibute ValueChangeFaile 13 version status is failed
d-SP-ListPkg or partially failed!
9 subscriptionStatusChan 1361411037007 PRESENT IF !the the c N
geCauseCodePkg 25 version status is set to
conflict by the old
service
provider!
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - 0 -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 subscriptionVersionAttr 1361411037 - m -
ibuteValueChangelnfo 00298
16 accessControl 1361411037 - m -
0021
17 subscriptionFailed-SP- 1361411037 - o -
List 00275
18 subscriptionStatusChan 1361411037 - o -
geCauseCode 002103
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -




) ST K- [V PN

9 - - R
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.18 InpNPAC-SMS Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) 1
claimed?
(Y/N)
1 InpNPAC-SMS 1361411037003 12 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - 0 -
4 allomorphs 2932750 - o -
5 InpNPAC-SMS-Name 1361411037 - m -
00219
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support

EN) K53 IS}




Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
1 InpRecoveryComplete 136141103700 m
62
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
1 InpNPAC-SMS- 136141103700 m
Operational- 51
Information
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.19 InpNetwork Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) hich conft i
claimed?
(Y/N)
1 InpNetwork 1361411037003 11 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 InpDownloadPkg 1361411037007 1 PRESENT IF !the c N
object is instantiated on
the NPAC SMS!
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 InpNetworkName 1361411037 - m -
00218
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 - - -
5 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information




label

identifier for action
type

. label identifier for action
Exhib type
it
142:
Actio
n
suppo
rt
1 InpDownload 136141103700 o
61
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.20 InpServiceProvs Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) !
claimed?
(Y/N)
1 InpServiceProvs 1361411037003 13 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
dcﬁ, Attribute template label Value of object Constraints and Set by Get Replace
xhib identifier for values create
.. attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 InpServiceProvsName 1361411037 - m -
00220
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - B
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information




Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

label

identifier for parameter

9.21

InpSubscriptions Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 InpSubscriptions 1361411037003 14 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 InpDownloadPkg 13614110370071 PRESENT IF !the c N
object is instantiated on
the NPAC SMS!
4 subscriptionVersionOld 1361411037007 PRESENT IF !the c N
SP-CreatePkg 24 object is instantiated on
the NPAC SMS!
5 subscriptionVersionNe 1361411037007 PRESENT IF !the c N
wSP-CreatePkg 21 object is instantiated on
the NPAC SMS!
6 subscriptionVersionDisc 1361411037007 PRESENT IF !the c N
onnectPkg 15 object is instantiated on
the NPAC SMS!
7 subscriptionVersionMo 1361411037007 PRESENT IF !the c N
difyPkg 17 object is instantiated on
the NPAC SMS!
8 subscriptionVersionActi 1361411037007 PRESENT IF !the c N
vatePkg 12 object is instantiated on
the NPAC SMS!
9 subscriptionVersionCan 1361411037007 PRESENT IF !the c N
celPkg 14 object is instantiated on
the NPAC SMS!
10 subscriptionVersionOld 1361411037007 PRESENT IF !the c N
SP-CancellationPkg 22 object is instantiated on
the NPAC SMS!
11 subscriptionVersionNe 1361411037007 PRESENT [F !the c N
wSP-CancellationPkg 18 object is instantiated on
the NPAC SMS!
12 subscriptionVersionRe 1361411037007 PRESENT IF !the c N
moveFromConflictPkg 20 object is instantiated on
the NPAC SMS!
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - 0 -
5 InpSubscriptionsName 1361411037 - m -
00222
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
Attribute group Value of object Constraintsand Get

| Index

template label

identifier for attribute

values

Set to
default

| Additional information




group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
1 subscriptionVersionLoc 136141103700 m
alSMS-Create 66
2 InpDownload 136141103700 o
61
3 subscriptionVersionOld 136141103700 o
SP-Create 614
4 subscriptionVersionNe 136141103700 o
wSP-Create 611
5 subscriptionVersionDisc 136141103700 o
onnect 65
6 subscriptionVersionMo 136141103700 o
dify 67
7 subscriptionVersionActi 136141103700 o
vate 63
8 subscriptionVersionCan 136141103700 o
cel 64
9 subscriptionVersionOld 136141103700 o
SP- 612
CancellationAcknowled
ge
10 subscriptionVersionNe 136141103700 o
wSP- 68
CancellationAcknowled
ge
11 subscriptionVersionRe 136141103700 o
moveFromConflict 610
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
1 subscriptionVersionLoc 136141103700 m
alSMS-ActionResults 57
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.22 logRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) hich conft i
claimed?
(Y/N)
1 logRecord 293237 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Edeﬁ, Attribute template label Value of object Constraints and Set by Get Replace
xhib identifier for values create
N attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordId 293273 - m -
6 loggingTime 2932759 - m -
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support




alu|s|w|v]~

Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.23 logSMI Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 logSMI 293236 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 finiteLogSizePackage 2932412 PRESENT IF "an c Y
instance supports it"
4 logAlarmPackage 2932413 PRESENT IF "a log is c Y
of
finite size and halts
logging when the
availability status has
the
log full value."
5 availabilityStatusPacka 2932422 PRESENT IF "any of c Y
ge the
scheduling packages,
( duration, weekly
scheduling, external)
are present. The
presence of this
package makes
available the off-duty
value of the available
status attribute to the
object."
6 duration 2932426 PRESENT IF "the c Y
logging function is
scheduled to
start at a specified time
and stop at  ecithera
specified time or
function continuously ."
7 dailyScheduling 2932425 PRESENT IF "both the c Y
weekly scheduling
package and external
scheduler packages
are not present in an
instance and daily
scheduling is supported




by that instance "
8 weeklyScheduling 2932429 PRESENT IF "both the N

daily scheduling

package and external

scheduler packages are

not present in an

instance and weekly

scheduling is supported

by that instance."
9 externalScheduler 2932427 PRESENT IF "both the N

daily scheduling

package and weekly

scheduling packages are

not present in an

instance and external

scheduling is supported

by that instance."

gl(cﬁib Attribute template label Yalu; of object Constraints and Set by Get Replace
identifier for values create
. attribute
- Status Support Status Support Status Support
[ objectClass 2932765 - m -
Attri nameBinding 2932763 - m -
—gﬂ't» packages 2932766 - o -
4 allomorphs 2932750 - o -
suppo logld 293272 - m -
[ discriminatorConstruct 2932756 - m m
7 administrativeState 2932731 - m m
8 operationalState 2932735 - m -
9 availabilityStatus 2932733 - m -
10 logFullAction 2932758 - m m
11 maxLogSize 2932762 - o o
12 currentLogSize 2932754 - o -
13 numberOfRecords 2932764 - o -
14 capacityAlarmThreshol 2932752 - o o
d
15 startTime 2932768 - o o
16 stopTime 2932769 - o o
17 intervalsOfDay 2932757 - o o
18 weekMask 2932771 - o o
19 schedulerName 2932767 - o -
Index Add Remove Set to Additional information
default
Exhib
it
172:
(concl
uded)
Attri
bute
suppo
rt
Status Support Status Support Statt Support

1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 o o -




15

16 - - o
17 o o o
18 o o o
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
1 objectCreation 2932106 m
2 objectDeletion 2932107 m
3 attributeValueChange 2932101 m
4 stateChange 29321014 m
5 processingErrorAlarm 29321010 m
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.24 IsmsFilterNPA-NXX Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 IsmsFilterNPA-NXX 136141103700325 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 IsmsFilterNPA-NXX-ID 1361411037 - m -
002101
6 IsmsFilterNPA-NXX- 1361411037 - m -
Value 002102
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 - - -
5 - - -
6 - - -
Index Attribute group Value of object Constraintsand Get | Set to Additional information




template label

identifier for attribute
group

values

Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.25 objectCreationRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 objectCreationRecord 293238 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N
ckage
8 sourcelndicatorPackage 2932428 PRESENT IF "the c Y
sourcelndicator
parameter is present in
the object creation
notification or
event report
corresponding to the
instance of object
creation record"
9 attributeListPackage 2932421 PRESENT IF "the c Y
attributeList
parameter is present in
the object creation
notification or event
report corresponding to
the instance of object
creation record"
Exhib
lrt1dex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
187 attribute
° Status Support Status Support Status Support
At
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3. packages 2932766 - o -
3 TR allomorphs 2932750 - 0 -
Ft logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -




10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 sourcelndicator 2932726 - o -
16 attributeList 293279 - o -
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
deﬁ. Notification type Value of object Constraints and values Status Support Additional information
xhib template label identifier for
. notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.26 objectDeletionRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 objectDeletionRecord 293239 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionalInformationPa 2932418 c N

ckage




8 sourcelndicatorPackage 2932428 PRESENT IF "the c Y
sourcelndicator
parameter is present in
the object deletion
notification or
event report
corresponding to the
instance of object
deletion record"
9 attributeListPackage 2932421 PRESENT IF "the c Y
attributeList
parameter is present in
the object deletion
notification or event
report corresponding to
the instance of object
deletion record"
Exhib
lrtldex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
195 attribute
: Status Support Status Support Status Support
=t
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3 packages 2932766 - 0 -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 sourcelndicator 2932726 - o -
16 attributeList 293279 - o -
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - B
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information




template label

identifier for
notification type

Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.27 root Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N)
claimed?
(Y/N)
1 root 293239999 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - 0 -
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.28 securityAlarmReportRecord Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is

claimed?
(Y/N)




1 securityAlarmReportRecord 2932311 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 eventTimePackage 2932411 c N
4 notificationldentifierPa 2932424 c N
ckage
5 correlatedNotificationsP 2932423 c N
ackage
6 additional TextPackage 2932419 c N
additionallnformationPa 2932418 c N
ckage
Exhib
{gdex Attribute template label 'Value. of object Constraints and Set by Get Replace
identifier for values create
P attribute
ZzTT: Status Support Status Support Status Support
At -
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3 packages 2932766 - o -
—fupPe allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 securityAlarmCause 2932721 - m -
16 securityAlarmSeverity 2932723 - m -
17 securityAlarmDetector 2932722 - m -
18 serviceUser 2932725 - m -
19 serviceProvider 2932724 - m -
Jndex., Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
7 - - B
8 - - -
9 - - B
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information




label

identifier for action
type

Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

label

identifier for parameter

9.29

serviceProv Tables

219:

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 serviceProv 1361411037003 15 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
3 serviceProvBillingAddr 13614110370073 PRESENT IF !the c N
essPkg service provider has
billing address and
contact
information!
4 serviceProvSOA- 13614110370079 PRESENT IF !the c N
AddressPkg service provider has
SOA address and
contact information!
5 serviceProvLSMS- 13614110370075 PRESENT IF !the c N
AddressPkg service provider has
LSMS address and
contact information!
6 serviceProvWebAddress 1361411037007 PRESENT IF !the c N
Pkg 11 service provider has
Web address and
contact information!
7 serviceProvNetAddress 13614110370076 PRESENT IF !the c N
Pkg service provider has
network and
communication
facilities
address and
contact information!
8 serviceProvConflictAdd 13614110370074 PRESENT IF !the c N
ressPkg service provider has
conflict resolution
interface
address and
contact information!
9 serviceProvOperations 13614110370077 PRESENT IF !the c N
AddressPkg service provider has
operations address and
contact
information!
10 serviceProvRepairCente 13614110370078 PRESENT IF !the c N
rInfoPkg service provider has
repair contact
information!
11 serviceProvSecurityAdd 1361411037007 PRESENT IF !the c N
ressPkg 26 service provider has
security contact
information!
12 serviceProvUserAdmin 1361411037007 PRESENT IF !the c N
AddressPkg 10 service provider has
user administration
interface address
and contact
information!
Exhib
l%dCX Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create




attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 serviceProvID 1361411037 - m -
00230
6 serviceProvName 1361411037 - m m
00235
7 npacCustomerAllowabl 1361411037 - m m
eFunctions 00224
8 serviceProvAddress 1361411037 - m m
00226
9 serviceProvSysLinkInfo 1361411037 - m m
00244
10 serviceProvBillingAddr 1361411037 - o o
ess 00227
11 serviceProvSOA- 1361411037 - o o
Address 00243
12 serviceProvLSMS- 1361411037 - 0 o
Address 00234
13 serviceProvWebAddress 1361411037 - o o
00247
14 serviceProvNetAddress 1361411037 - o o
00236
15 serviceProvConflictAdd 1361411037 - o o
ress 00228
16 serviceProvOperations 1361411037 - o o
Address 00241
17 serviceProvRepairCente 1361411037 - o o
rInfo 00242
18 serviceProvSecurityAdd 1361411037 - o o
ress 002104
19 serviceProvUserAdmin 1361411037 - o o
Address 00246
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
3 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type




Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

label

identifier for parameter

9.30

serviceProvLRN Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 serviceProvLRN 1361411037003 16 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib
Igdex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
227 attribute
. Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 serviceProvLRN-ID 1361411037 - m -
00232
serviceProvLRN-Value 1361411037 - m -
00233
7 serviceProvDownloadR 1361411037 - m -
eason 00229
8 serviceProvLRN- 1361411037 - m -
CreationTimeStamp 00231
Jndex., . Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - -
5 - - -
6 - - -
7 - - -
8 - - B
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed




Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.31 serviceProvNPA-NXX Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 serviceProvNPA-NXX 1361411037003 18 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib
htldex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
Nas attribute
T T e
Status Support Status Support Status Support
At -
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3. packages 2932766 - o -
4 allomorphs 2932750 - o -
Ft serviceProvNPA-NXX- 1361411037 - m -
1D 00239
6 serviceProvNPA-NXX- 1361411037 - m -
Value 00240
7 serviceProvNPA-NXX- 1361411037 - m -
EffectiveTimeStamp 00238
8 serviceProvDownloadR 1361411037 - m -
cason 00229
9 serviceProvNPA-NXX- 1361411037 - m -
CreationTimeStamp 00237
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - B
4 - - -
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed




Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.32 serviceProvNetwork Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) 1
claimed?
(Y/N)
1 serviceProvNetwork 1361411037003 17 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 serviceProvID 1361411037 - m -
00230
6 serviceProvName 1361411037 - m m
00235
Index Add Remove Set to Additional information
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 R R _
5 - - -
6 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
Exhib group
it
245:
Attri
bute
group
suppo
rt
Status Support Stat Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information




label

identifier for parameter

9.33

stateChangeRecord Tables

Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 stateChangeRecord 2932312 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 N
2 allomorphicPackage 2932417 N
3 eventTimePackage 2932411 N
4 notificationldentifierPa 2932424 N
ckage
5 correlatedNotificationsP 2932423 N
ackage
6 additional TextPackage 2932419 N
additionalInformationPa 2932418 N
ckage
8 sourcelndicatorPackage 2932428 PRESENT IF "the Y
Source indicator
parameter is present in
the  stateChange
notification or event
report
corresponding to the
instance of state change
record"
9 attributeldentifierListPa 2932420 PRESENT IF "the N
ckage Attribute
identifierList parameter
is present in  the
stateChange
notification
or event report
corresponding to the
instance of state
change
record"
Exhib
lgdex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 logRecordld 293273 - m -
6 loggingTime 2932759 - m -
7 managedObjectClass 2932760 - m -
8 managedObjectInstance 2932761 - m -
9 eventType 2932714 - m -
10 eventTime 2932713 - o -
11 notificationldentifier 2932716 - o -
12 correlatedNotifications 2932712 - o -
13 additional Text 293277 - o -
14 additionalInformation 293276 - o -
15 stateChangeDefinition 2932728 - m -
16 sourcelndicator 2932726 - o -
17 attributeldentifierList 293278 - o -
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support

Ny VY I




olo|a|a]lw

10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.34 subscriptionAudit Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
which conformance is
(Y/N) !
claimed?
(Y/N)
1 subscriptionAudit 1361411037003 19 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib
I%dex Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
PN attribute
T T o
Status Support Status Support Status Support
=t
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3. packages 2932766 - o -
EY allomorphs 2932750 - 0 -
Ft subscriptionAuditld 1361411037 - m -
00250
6 subscriptionAuditName 1361411037 - m -
00251
7 subscriptionAuditStatus 1361411037 - m -
00256
8 subscriptionAuditAttrib 1361411037 - m -
uteList 00249
9 subscriptionAuditTN- 1361411037 - m -
Range 00259
10 subscriptionAuditTN- 1361411037 - m -
ActivationRange 00257




11 subscriptionAuditServic 1361411037 - m -
eProvIidRange 00255
12 subscriptionAuditNumb 1361411037 - m -
erOfTNs 00252
13 subscriptionAuditNumb 1361411037 - m -
erOfTNsComplete 00253
14 subscriptionAuditReque 1361411037 - m -
stingSP 00254
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - -
3 - - -
4 - - B
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
1 subscriptionAuditResult 136141103700 m
s 53
2 subscriptionAudit- 136141103700 m
DiscrepancyRpt 52
attributeValueChange 2932101 m
4 objectCreation 2932106 m
objectDeletion 2932107 m
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
1 accessControlParameter 13614110370081 m
9.35 subscriptionVersion Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 subscriptionVersion 136141103700320 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib

I_Edex

Attribute template label

Value of object

Constraints and

Set by

| Get

| Replace




identifier for values
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - o -
5 subscriptionVersionld 1361411037 - m -
00299
subscriptionTN 1361411037 - m m
00297
7 subscriptionLRN 1361411037 - m m
00281
8 subscriptionNewCurren 1361411037 - m m
tSP 00283
9 subscriptionActivationT 1361411037 - m m
imeStamp 00248
10 subscriptionCLASS- 1361411037 - m m
DPC 00263
11 subscriptionCLASS- 1361411037 - m m
SSN 002064
12 subscriptionLIDB-DPC 1361411037 - m m
00278
13 subscriptionLIDB-SSN 1361411037 - m m
00279
14 subscriptionCNAM- 1361411037 - m m
00265
15 subscriptionCNAM- 1361411037 - m m
SSN 00266
16 subscriptionlSVM-DPC 1361411037 - m m
00276
17 subscription]SVM-SSN 1361411037 - m m
00277
18 subscriptionEndUserLo 1361411037 - m m
cationValue 00274
19 subscriptionEndUserLo 1361411037 - m m
cationType 00273
20 subscriptionBillingld 1361411037 - m m
00260
21 subscriptionLNPType 1361411037 - m m
00280
22 subscriptionDownloadR 1361411037 - m m
cason 00271
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 R R _
5 - - -
6 - - -
7 - - -
8 - - -
9 - - -
10 - - -
11 - - -
12 - - -
13 - - -
14 - - -
15 - - -
16 - - -
17 - - -
18 - - -
19 - - -
20 - - -
21 - - -
22 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support




Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
9.36 subscriptionVersionNPAC Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as
the managed object class mandatory features the managed object class to
(Y/N) which conformance is
claimed?
(Y/N)
1 subscriptionVersionNPAC 136141103700321 N Y
Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 c N
2 allomorphicPackage 2932417 c N
Exhib
l¥dcx Attribute template label Value of object Constraints and Set by Get Replace
1 identifier for values create
. attribute
s Status Support Status Support Status Support
At -
1 objectClass 2932765 - m -
bute nameBinding 2932763 - m -
3 packages 2932766 - o -
fappe allomorphs 2932750 - o -
Ft subscriptionVersionld 1361411037 - m -
00299
6 subscriptionTN 1361411037 - m m
00297
7 subscriptionLRN 1361411037 - m m
00281
8 subscriptionNewCurren 1361411037 - m m
tSP 00283
9 subscriptionActivationT 1361411037 - m m
imeStamp 00248
10 subscriptionCLASS- 1361411037 - m m
00263
11 subscriptionCLASS- 1361411037 - m m
SSN 00264
12 subscriptionLIDB-DPC 1361411037 - m m
00278
13 subscriptionLIDB-SSN 1361411037 - m m
00279
14 subscriptionCNAM- 1361411037 - m m
DPC 00265
15 subscriptionCNAM- 1361411037 - m m
SSN 00266
16 subscriptionlSVM-DPC 1361411037 - m m
00276
17 subscriptionlSVM-SSN 1361411037 - m m
00277
18 subscriptionEndUserLo 1361411037 - m m
cationValue 00274
19 subscriptionEndUserLo 1361411037 - m m
cationType 00273
20 subscriptionBillingld 1361411037 - m m
00260
21 subscriptionLNPType 1361411037 - m m
00280
22 subscriptionDownloadR 1361411037 - m m




eason 00271

23 subscriptionVersionStat 1361411037 - m m
us 002100

24 subscriptionOldSP 1361411037 - m m

00288

25 subscriptionNewSP- 1361411037 - m m
DueDate 00287

26 subscriptionNewSP- 1361411037 - m m
CreationTimeStamp 00286

27 subscriptionOldSP- 1361411037 - m m
DueDate 00293

28 subscriptionOldSP- 1361411037 - m m
Authorization 00289

29 subscriptionStatusChan 1361411037 - m m
geCauseCode 002103

30 subscriptionOldSP- 1361411037 - m m
AuthorizationTimeStam 00290
p

31 subscriptionBroadcastTi 1361411037 - m m
meStamp 00261

32 subscriptionConflictTi 1361411037 - m m
meStamp 00267

33 subscriptionCustomerDi 1361411037 - m m
sconnectDate 00269

34 subscriptionEffectiveRe 1361411037 - m m
leaseDate 00272

35 subscriptionDisconnect 1361411037 - m m
CompleteTimeStamp 00270

36 subscriptionCancellatio 1361411037 - m m
nTimeStamp 00262

37 subscriptionCreationTi 1361411037 - m m
meStamp 00268

38 subscriptionFailed-SP- 1361411037 - m m
List 00275

39 subscriptionModifiedTi 1361411037 - m m
meStamp 00282

40 subscriptionOldTimeSta 1361411037 - m m
mp 00294

41 subscriptionOldSP- 1361411037 - m m
CancellationTimeStamp 00291

42 subscriptionNewSP- 1361411037 - m m
CancellationTimeStamp 00284

43 subscriptionOldSP- 1361411037 - m m
ConflictResolutionTime 00292
Stamp

44 subscriptionNewSP- 1361411037 - m m
ConflictResolutionTime 00285
Stamp

45 subscriptionPortingToO 1361411037 - m m
riginal-SPSwitch 00295

46 subscriptionPreCancella 1361411037 - m m
tionStatus 00296

Index Add Remove Set to Additional information

default

Status Support Status Support Status Support

1 - - -

2 - - -

3 - - -

4 R R _

5 - - B

6 - - -

7 - - B

8 - - -

9 - - -

10 - - -

11 - - -

12 - - -

13 - - -

14 - - -

15 - - -

16 - - -

17 - - -

18 - - -

19 - - -

20 - - -

21 - - -

22 - - -

23




24

25 - - -
26 - - -
27 - - -
28 - - -
29 - - -
30 - - -
31 - - -
32 - - -
33 - - -
34 - - -
35 - - -
36 - - -
37 - - -
38 - - -
39 - - -
40 - - -
41 - - -
42 - - -
43 - - -
44 - - -
45 - - -
46 - - -
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirmed | Non-
confirmed
1 subscriptionVersionOld 136141103700 m
SP-ConcurrenceRequest 510
2 subscriptionVersionNe 136141103700 m
wSP-CreateRequest 59
3 subscriptionVersionOld 136141103700 m
SPFinalConcurrence Wi 512
ndowExpiration
4 subscriptionVersionNe 136141103700 m
WNPA-NXX 58
5 subscriptionVersionCan 136141103700 m
cellationAcknowledgeR 54
equest
6 subscriptionVersionDon 136141103700 m
orSP- 56
CustomerDisconnectDa
te
7 subscriptionVersionStat 136141103700 m
usAttributeValueChang 511
e
attribute ValueChange 2932101 m
9 objectCreation 2932106 m
Index Parameter template Value of object Constraints and values Status Support Additional information
label identifier for parameter
1 accessControlParameter 13614110370081 m
9.37 top Tables
Index Managed object class template label Value of object identifier for Support of all Is the actual class the same as

the managed object class

mandatory features
(Y/N)

the managed object class to
which conformance is
claimed?

(Y/N)

top

2932314

Y




Index Package template label Value of object Constraints and values Status Support Additional information
identifier for package
1 packagesPackage 2932416 PRESENT IF "any c N
registered package,
other than this package
has been instantiated"
2 allomorphicPackage 2932417 PRESENT IF " if an c N
object supports
allomorphism"
Index Attribute template label Value of object Constraints and Set by Get Replace
identifier for values create
attribute
Status Support Status Support Status Support
1 objectClass 2932765 - m -
2 nameBinding 2932763 - m -
3 packages 2932766 - o -
4 allomorphs 2932750 - 0 -
Index Add Remove Set to Additional information
default
Status Support Status Support Status Support
1 - - -
2 - - B
3 - - -
4 R R _
Index Attribute group Value of object Constraintsand Get Set to Additional information
template label identifier for attribute values default
group
Status Support Status Support
Index Action type template Value of object Constraints and values Status Support Additional information
label identifier for action
type
Index Notification type Value of object Constraints and values Status Support Additional information
template label identifier for
notification type
Confirm Non-
ed confirmed
Index Parameter template Value of object Constraints and values Status Support Additional information

label

identifier for parameter




10Subscription Version Status

KEY:

O—> Version Dead
O—PP Vesion Ceated

Creafion

Pending

Pending

Discomnect
Pending

Version Status Interaction Descriptions

Interaction Name Type Description
Conflict to NPAC SMS Internal NPAC SMS automatically sets a Subscription Version in
Canceled conflict directly to canceled after it has been in conflict
for a tunable number of calendar days.
SOA to NPAC SMS The old Service Provider User (or NPAC personnel acting on
Interface or NPAC behalf of the Service Provider) sends a cancellation
Operations Interface - requestfor a Subscription Version created by that Service
NPAC Personnel Provider with a status of conflict that has not been
concurred by the other new Service Provider.
Conflict to NPAC Operations User cancels a Subscription Version in conflict or cancels a
Cancel Pending Interface - NPAC Subscription Version that was created by or concurred to
Personnel by both Service Providers.
SOA to NPAC SMS User sends a cancellation request for a Subscription Version
Interface that was created by or concurred to by both Service




Version Status Interaction Descriptions

Cancel Pending to
Canceled

Creation -
Set to Conflict

# Interaction Name Type Description
Providers.
Cancel Pending to NPAC Operations User sets a Subscription Version with a status of cancel
Conflict Interface - NPAC pending to conflict.
Personnel
NPAC SMS Internal NPAC SMS automatically sets a Subscription Version with a
status of cancel pending to conflict if cancel pending
acknowledgment has not been received from the new
Service Provider within a tunable timeframe.
Conflict to NPAC Operations User removes a Subscription Version from conflict.
Pending Interface - NPAC
Personnel and SOA
to NPAC SMS
Interface - Old
Service Provider
SOA to NPAC SMS New Service Provider User removes a Subscription Version
Interface - New from conflict. This action can only occur if a tunable
Service Provider number of hours have elapsed since the Subscription
Version was placed in conflict.
Pending to NPAC Operations 1. User sets a Subscription Version with a status of pending
Conflict Interface - NPAC to conflict.
Personnel 2. User creates a Subscription Version for an existing
pending Subscription Version for the old Service
Provider and does not provide authorization for the
transfer of service.
SOA to NPAC SMS Old Service Provider sends a Subscription Version creation or
Interface - Old modification request for a Subscription Version with a
Service Provider status of pending, which revokes the old Service
Provider’s authorization for transfer of service. This
action can only be taken once, and must be taken a
tunable number of hours prior to the new Service
Provider due date.
Pending to NPAC Operations User cancels a Subscription Version with a status of pending
Canceled Interface - NPAC that has not been concurred by both service providers.
Personnel
SOA to NPAC SMS Service Provider User sends a cancellation request for a
Interface Subscription Version created by that Service Provider
with a status of pending that has not been concurred by
the other Service Provider.
NPAC SMS Internal 3. NPAC SMS automatically sets a pending Subscription
Version to canceled after authorization for the
transfer of service has not been received from the
new Service Provider within a tunable timeframe.
4. NPAC SMS automatically sets a pending Subscription
Version to canceled if an activation request is not
received a tunable amount of time after new Service
Provider due date.
Pending to NPAC Operations User cancels a Subscription Version with a status of pending
Cancel Pending Interface - NPAC that has been created/concurred by both Service
Personnel Providers.
SOA to NPAC SMS Service Provider User sends a cancellation request for a
Interface Subscription Version with a status of pending that has

been concurred by the other Service Provider.

NPAC SMS Internal

NPAC SMS automatically sets a cancel pending Subscription
Version to canceled after receiving cancel pending
acknowledgment from the concurring Service Provider, or
the final cancellation concurrence window has expired
without cancel concurrence from the old Service Provider.

NPAC Operations
Interface - NPAC
Personnel

User creates a Subscription Version for the old Service
Provider and does not provide authorization for the
transfer of service.

SOA to NPAC SMS
Interface - Old

User sends an old Service Provider Subscription Version
creation request and does not provide authorization for the




10

11

12

13

14

15

16

17

18

19

20

21

Version Status Interaction Descriptions

i

Interaction Name

Creation -
Set to Pending

Disconnect Pending to
Sending

Sending to
Disconnect Pending

Type Description
Service Provider transfer of service.
NPAC Operations User creates a Subscription Version for either the new or old
Interface - NPAC Service Provider. If the create is for the old Service
Personnel Provider and authorization for the transfer of service is

not provided, refer to # 9, Creation - Set to Conflict,
NPAC Operations Interface.

SOA to NPAC SMS
Interface

User sends a Subscription Version creation request for either
the new or old Service Provider. If the create is for the old
Service Provider, and authorization for the transfer of
service is not provided, refer to # 9, Creation - Set to
Conflict, SOA to NPAC SMS Interface.

NPAC SMS Internal

NPAC SMS automatically sets a deferred disconnect pending
Subscription Version to sending after the effective release
date is reached.

NPAC SMS Internal

NPAC SMS automatically sets a Subscription Version from
sending to disconnect pending when the broadcast of the
disconnect pending fails completely.

Pending to NPAC Operations User activates a pending Subscription Version for a
Sending Interface - NPAC Subscription Version with a new Service Provider due
Personnel date less than or equal to today.
SOA to NPAC SMS New Service Provider User sends an activation message for a
Interface - New pending Subscription Version for a Subscription Version
Service Provider with a new Service Provider due date less than or equal to
today.
Sending to NPAC SMS Internal NPAC SMS automatically sets a Subscription Version from
Failed sending to failed after all Local SMSs fail Subscription
Version activation after the tunable retry period expires.
Failed to NPAC Operations User re-sends a failed Subscription Version.
Sending Interface - NPAC
Personnel
Partially Failed to Sending | NPAC Operations User re-sends a partial failure Subscription Version.
Interface - NPAC
Personnel
Sending to NPAC SMS Internal NPAC SMS automatically sets a Subscription Version from
Partially Failed sending to partial failure after one or more, but not all, of
the Local SMSs fail the Subscription Version activation
after the tunable retry period expires.
Sending to NPAC SMS Internal NPAC SMS automatically sets a sending Subscription Version
Old to old after a disconnect or “porting to original” port to all
Local SMSs successfully completes. Disconnects that fail
on one or more, but not all, Local SMSs will also be set to
old.
Sending to NPAC SMS Internal 6.  NPAC SMS automatically sets a sending Subscription
Active Version to active after the Subscription Version
activation is successful in all of the Local SMSs.
7.  NPAC SMS automatically sets a sending Subscription
Version to active after the Subscription Version
modification is successfully broadcast to any of the
Local SMSs.
8. NPAC SMS automatically sets a sending Subscription
Version to active after a failure to all Local SMSs on
a disconnect.
Active to NPAC Operations User disconnects an active Subscription Version and does not
Sending Interface - NPAC supply an effective release date, or User modifies an
Personnel active Subscription Version.
SOA to NPAC SMS User sends a disconnect request for an active Subscription
Interface - Current Version and does not supply an effective release date, or
Service Provider User modifies an active Subscription Version.
Active to NPAC SMS Internal NPAC SMS automatically sets the currently active
Old Subscription Version to old once a currently active

subscription version is superceded by a pending
subscription version, due to the fact that the current
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Version Status Interaction Descriptions

i

Interaction Name

Disconnect Pending to
Active

Active to
Disconnect Pending

Old to Sending

Type Description
version is set to old when an activate occurs. The new
pending version is set to sending and then to active,
partially failed, or old. On a disconnect the sending state
accurs before the old.
NPAC Operations User cancels a Subscription Version with a disconnect pending
Interface - NPAC status.
Personnel

SOA to NPAC SMS
Interface - New
Service Provider

User sends a cancellation request for a disconnect pending
Subscription Version.

NPAC Operations
Interface - NPAC
Personnel

User disconnects an active Subscription Version and supplies a
future effective release date.

SOA to NPAC SMS
Interface - Current
Service Provider

User sends a disconnect request for an active Subscription
Version and supplies a future effective release date.

NPA Operations Interface
— NPAC Personnel

User re-sends a partial failure or failure port-to-original
Subscription Version.




Appendix A. Errors

CMISE Primitive Errors

The following exhibit contains the valid errors associated with CMISE confirmed
primitives used in the interoperable interfaces definitions. The situations under which
these errors occur are documented in the message flow diagrams in Chapter 6.

Exhibit 16. Valid Errors Associated with CMISE-Confirmed Primitives Used by the NPAC SMS

M-EVENT-REPORT

CMISE PRIMITIVE ERRORS

invalidArgumentValue, noSuchArgument, noSuchObjectClass,
noSuchObjectInstance, processingFailure

M-GET

accessDenied, classInstanceConflict, complexityLimitation, getListError,
invalidFilter, invalidScope, noSuchObjectClass, noSuchObject-Instance,
processingFailure, syncNotSupported

M-SET

accessDenied, class-InstanceConflict, complexityLimitation,
invalidAttributeValue, invalidFilter, invalidScope, noSuchAttribute,
noSuchObjectClass, noSuchObject-Instance, processingFailure,
syncNotSupported

M-ACTION

accessDenied, class-InstanceConflict, complexityLimitation,
invalidArgumentValue, invalidFilter, invalidScope, noSuchAction,
noSuchArgument, noSuchObjectClass, noSuchObject-Instance,
processingFailure, syncNotSupported

M-CREATE

accessDenied, class-InstanceConflict, duplicateManaged-ObjectInstance,
invalidAttributeValue, invalidObjectInstance, missingAttributeValue,
noSuchAttribute, noSuchObjectClass, noSuchObject-Instance,
processingFailure

M-DELETE

accessDenied, class-InstanceConflict, complexityLimitation, invalidFilter,
invalidScope, noSuchObjectClass, noSuchObject-Instance,
processingFailure, syncNotSupported

CMISE Primitive Error Descriptions

accessDenied

The service provider does not have the authorization to do this operation.

Examples:

The service provider is not authorized to perform this type of operation.

The service provider is not the old or new service provider for the
subscription version.

The modify of the subscription version will cause a mass update.

The version selected for a disconnect is not active.

duplicateManagedObjectInstance




For create operations, the requested object already exists.
Examples:
. Pending subscription version, NPA-NXX or LRN already exist on NPAC
SMS.

classInstanceConflict
The object specified is not a member of the specified class.

complexityLimitation
A parameter was too complex to complete the operation.

invalidArgumentValue
A specified argument is not valid.
Examples:
*  An argument value does not pass validation for an action or event report.
*  Arequired parameter is missing for an action or event report.
*  Anargument value does not exist.

invalidAttributeValue
A specified attribute is not valid.

invalidFilter
A filter specified is not valid.

invalidScope
The scope specified is not valid.

noSuchAction
A specified action is not recognized.

noSuchArgument
A specified argument is not recognized.

noSuchAttribute
A specified attribute is not recognized.

noSuchObjectClass
A specified object class is not recognized.

noSuchObjectInstance
The requested object does not exist.
Examples:
* A query fails based on the search criteria.
*  The referenced object (subscription version, NPA-NXX, LRN, etc.) does
not exist.

processingFailure

A general failure has occurred in processing the operation or notification A text string is
needed to qualify the error message.

Exhibit 17. processingFailure Errors

processingFailure Errors

Description

| InpSpecificInfo (GraphicString) | Number of records in query response, <#records>, exceeds the




number of records that can be returned (<tunable>).

resourceLimitation
The operation was not processed due to a resource limitation.

synchronizationNotSupported
The type of synchronization specified is not supported.

CMIP Error Mapping to the External Design Specification
The following exhibit provides a mapping of CMIP errors to the errors defined in the External
Design Specification. Errors reflected are defined as follows:

accessDenied
Implies the service provider cannot perform the given task.

duplicateObjectInstance
The object already exists.

invalidArgumentValue
Represents invalidArgumentValue for an M-ACTION response, and
invalidAttributeValue for
M-CREATE and M-SET responses.

noSuchObjectInstance
The requested object does not exist.

processingFailure

The processing failed for the reason given.

Exhibit 18 CMIP Error Mapping to the External Design Specification

invalidArgument Subscription Version Required data for TN field(s) missing.

Value Management

invalidArgument Subscription Version Required due date entry missing from the subscription version.
Value Management

invalidArgument Subscription Version Required Customer Disconnect Date missing from the subscription
Value Management version.

invalid Argument Subscription Version Required New Service Provider ID missing from the subscription
Value Management version.

invalidArgument Subscription Version Required Old Service Provider ID missing from the subscription
Value Management version.

invalidArgument Subscription Version Required LRN missing.

Value Management

invalidArgument Subscription Version Required CLASS DPC missing.

Value Management

invalid Argument Subscription Version Required CLASS SSN missing.

Value Management

invalidArgument Subscription Version Required CNAM DPC missing.




Value

Management

invalidArgument Subscription Version Required CNAM SSN missing.

Value Management

invalidArgument Subscription Version Required ISVM DPC missing.

Value Management

invalidArgument Subscription Version Required ISVM SSN missing.

Value Management

invalidArgument Subscription Version Required LIDB DPC missing.

Value Management

invalidArgument Subscription Version Required LIDB SSN missing.

Value Management

invalidArgument Network Management | Required value for Date is missing from Network Data.

Value

invalidArgument Network Management | Required value for Time is missing from Network Data.

Value

invalidArgument NPAC Customer Required value for NPAC Customer Type is missing from NPAC
Value Management Customer.

invalidArgument NPAC Customer Required value for Contact Name is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for Address Line 1 is missing from NPAC

Value Management Customer.

invalidArgument NPAC Customer Required value for NPAC Customer City is missing from NPAC
Value Management Customer.

invalid Argument NPAC Customer Required value for Repair Center City is missing from NPAC
Value Management Customer.

invalidArgument NPAC Customer Required value for NPAC Customer State is missing from NPAC
Value Management Customer.

invalidArgument NPAC Customer Required value for Repair Center State is missing from NPAC
Value Management Customer.

invalidArgument NPAC Customer Required value for NPAC Customer Zip Code is missing from
Value Management NPAC Customer.

invalidArgument NPAC Customer Required value for Repair Center Zip Code is missing from NPAC
Value Management Customer.

invalidArgument NPAC Customer Required value for Pager is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for Pager PIN is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for Fax is missing from NPAC Customer.

Value Management

invalid Argument NPAC Customer Required value for Email is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for NSAP is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for TSAP is missing from NPAC Customer.
Value Management

invalid Argument

NPAC Customer

Required value for SSAP is missing from NPAC Customer.




Value

Management

invalidArgument NPAC Customer Required value for PSAP is missing from NPAC Customer.
Value Management

invalidArgument NPAC Customer Required value for IP is missing from NPAC Customer.
Value Management

invalidArgument Subscription Version Invalid value for CLASS DPC entered.

Value Management

invalidArgument Subscription Version Invalid value for CLASS SSN entered.

Value Management

invalidArgument Subscription Version Invalid value for CNAM DPC entered.

Value Management

invalidArgument Subscription Version Invalid value for CNAM SSN entered.

Value Management

invalidArgument Subscription Version Invalid value for ISVM DPC entered.

Value Management

invalidArgument Subscription Version Invalid value for ISVM SSN entered.

Value Management

invalidArgument Subscription Version Invalid value for LIDB DPC entered.

Value Management

invalidArgument Subscription Version Invalid value for LIDB SSN entered.

Value Management

invalidArgument Subscription Version TN NPA contains invalid data.

Value Management

invalid Argument Subscription Version TN NXX contains invalid data.

Value Management

invalidArgument Subscription Version TN extension field contains invalid data.

Value Management

invalidArgument Subscription Version Month field contains invalid data.

Value Management

invalidArgument Subscription Version Day field contains invalid data.

Value Management

invalidArgument Subscription Version Year field contains invalid data.

Value Management

invalidArgument Subscription Version TN range “through' field (ending extension value) contains invalid
Value Management data.

invalidArgument Subscription Version The entered due date must be greater than or equal to today's date.
Value Management

invalidArgument Subscription Version Billing Service Provider ID contains invalid data.
Value Management

invalid Argument Subscription Version End-User Location Value contains invalid data.
Value Management

invalidArgument Subscription Version End-User Location Type contains invalid data.
Value Management

invalidArgument NPAC Customer Invalid value for Time entered.

Value Management

invalid Argument

NPAC Customer

Invalid value for NPAC Customer Name entered.




Value

Management

invalidArgument NPAC Customer Invalid value for NPAC Customer Id entered.
Value Management

invalidArgument Subscription Version Invalid value for LRN entered.

Value Management

invalidArgument NPAC Customer Invalid value for NPAC Customer Type entered.
Value Management

invalidArgument NPAC Customer Invalid value for Allowable Functions entered.
Value Management

invalidArgument NPAC Customer Invalid value for Download entered.

Value Management

invalidArgument NPAC Customer Invalid value for Contact Name entered.
Value Management

invalidArgument NPAC Customer Invalid value for Address Line 1 entered.
Value Management

invalidArgument NPAC Customer Invalid value for Address Line 2 entered.
Value Management

invalidArgument NPAC Customer Invalid value for City entered.

Value Management

invalidArgument NPAC Customer Invalid value for State entered.

Value Management

invalidArgument NPAC Customer Invalid value for Zip Code entered.

Value Management

invalid Argument NPAC Customer Invalid value for Pager entered.

Value Management

invalidArgument NPAC Customer Invalid value for Pager PIN entered.

Value Management

invalidArgument NPAC Customer Invalid value for Fax entered.

Value Management

invalidArgument NPAC Customer Invalid value for Email entered.

Value Management

invalidArgument NPAC Customer Invalid value for NSAP entered.

Value Management

invalidArgument NPAC Customer Invalid value for TSAP entered.

Value Management

invalid Argument NPAC Customer Invalid value for SSAP entered.

Value Management

invalidArgument NPAC Customer Invalid value for PSAP entered.

Value Management

invalid Argument NPAC Customer Invalid value for IP entered.

Value Management

duplicateObject Network Data Item being added already exists in the database.
Instance Management

accessDenied Network Data Subscriptions in either partial failed or sending state are associated

Management

with the change. Change/Delete is denied.

invalid Argument

Network Data

GTT data is not equivalent across TN range specified. Modify the




Value Management TN range.
duplicateObject NPAC Customer Item being added already exists in the database.
Instance Management
accessDenied NPAC Customer One or more subscriptions will be affected by change. Change is
Management denied.
invalid Argument NPAC Customer The NPAC Customer Id cannot be modified.
Value Management
noSuchObject NPAC Customer The NPAC Customer being modified does not exist in the database.
Instance Management
noSuchObject NPAC Customer The NPAC Customer being deleted does not exist in the database,
Instance Management or has already been deleted.
invalidArgument Subscription Version The NPA-NXX of the TN to be ported does not exist in the NPAC
Value Management SMS system.
invalidArgument Subscription Version Service Provider ID does not exist in the NPAC SMS system.
Value Management
accessDenied Subscription Version The Service Provider issuing this subscription version request is not
Management the Service Provider identified as the New Service Provider ID or
the Old Service Provider ID on the subscription version.
duplicateObject Subscription Version A pending subscription version with authorization from this Service
Instance Management Provider already exists.
invalidArgument Subscription Version The entered LRN is not associated with the New Service Provider
Value Management in the NPAC SMS system.
invalidArgument Subscription Version The Old Service Provider ID in the subscription version does not
Value Management match the current Service Provider ID on an existing active
subscription version for this TN.
invalid Argument Subscription Version The New Service Provider ID in the subscription version to be
Value Management created does not match the new Service Provider ID in an existing
pending subscription version for this TN.
invalidArgument Subscription Version The Old Service Provider ID in the subscription version to be
Value Management created does not match the Old Service Provider ID in an existing
pending subscription version for this TN.
accessDenied Subscription Version Releasing a subscription version for an Intra-Service Provider port
Management does not apply.
invalidArgument Subscription Version The Old Service Provider ID must match the New Service Provider
Value Management ID for an Intra-Service Port.
invalidArgument Subscription Version The New and Old Service Provider Due Dates must match.
Value Management
accessDenied Subscription Version An active subscription version must exist for an Intra-SP port.
Management
accessDenied Subscription Version A subscription version with sending status cannot be modified.
Management
accessDenied Subscription Version A subscription version with failed status cannot be modified.
Management
accessDenied Subscription Version A subscription version with partial failure status cannot be
Management modified.
accessDenied Subscription Version A subscription version with canceled status cannot be modified.

Management




accessDenied

Subscription Version

A subscription version with old status cannot be modified.

Management
accessDenied Subscription Version A subscription version with disconnect pending status cannot be
Management modified.
accessDenied Subscription Version A subscription version with cancel pending status cannot be
Management modified.
accessDenied Subscription Version A subscription version must be in pending status to be activated.
Management
invalidArgument Subscription Version The Old Service Provider Id is not equal to the New Service
Value Management Provider ID on the active subscription version, as required for an
Intra-Service Provider port.
accessDenied Subscription Version The Service Provider originating the modification request is not the
Management current Service Provider.
accessDenied Subscription Version The subscription version cannot be put in conflict because its
Management current status is not pending or cancel pending.
accessDenied Subscription Version The subscription version cannot be set to pending because its
Management current status is not conflict.
accessDenied Subscription Version The subscription version cannot be disconnected because there is no
Management current subscription version in active status.
accessDenied Subscription Version This active subscription version cannot be disconnected until a
Management sending subscription version successfully completes.
accessDenied Subscription Version This active subscription version cannot be disconnected until a
Management failed or partial failure subscription version is re-sent and
successfully completes.
accessDenied Subscription Version The subscription version cannot be canceled because its current
Management status is not pending, conflict or disconnect pending.
accessDenied Subscription Version Active subscription version may not be modified because a related
Management subscription version for this TN has been activated.
accessDenied Subscription Version Pending subscription version may not be activated until a related
Management subscription version in sending status becomes active.
accessDenied Subscription Version Deferred disconnect request is not allowed because a pending
Management subscription version exists for this TN.
accessDenied Subscription Version This subscription version may not be activated because
Management authorization for transfer of service has not been received from both
SPs.
accessDenied Subscription Version This immediate disconnect request is denied because a pending
Management subscription version for the TN exists, and the Old Service Provider
has authorized transfer of service for the pending subscription
version.
invalidArgument Audit Administration Invalid date entered.
Value
invalidArgument Audit Administration Invalid time entered.
Value
invalid Argument Audit Administration Audit Profile name too long.
Value
invalidArgument Audit Administration Invalid TN data entered.

Value




invalidArgument
Value

Audit Administration

Audit Profile name is not unique.

Exhibit 19 CMIP Warning Mapping to the External Design Specification

invalidArgument Subscription Version The entered due date differs from the due date entered by the other
Value Management Service Provider.

invalidArgument Audit Administration NPA does not exist in the NPAC SMS data.

Value

invalid Argument Audit Administration NPA-NXX combination does not exist in the NPAC SMS data.
Value

noSuchObject Audit Administration No audits match the entered criteria.

Instance

Exhibit 20 CMIP Informational Mapping to the External Design Specification

noSuchObject Network Data No match found in the database for the search criteria.

Instance Management

noSuchObject NPAC Customer No match found in the database for the search criteria.

Instance Management

processingFailure | NPAC Customer <x> Subscriptions found: exceed maximum query limit.
Management

noSuchObject NPAC Customer No subscription versions found for the given input search criteria.

Instance Management

noSuchObject Subscription Version No subscription versions found for the given input search criteria.

Instance Management

processingFailure Subscription Version Subscriptions found exceed maximum query limit.
Management

invalidArgument Audit Administration No TNs found within the range entered.

Value
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