/o op

NPAC SMS
INTEROPERABLE INTERFACE SPECIFICATION

NANC Version for National Number Pooling
Bbased upon NANC Version 1.10

Prepared for:
The North American Numbering Council (NANC)

December 15Nevember2, 1998

2.4 Bullet 1, Remove “download”.

4.1.1 Exhibit 7 NPB Query “get a single numberPoolBlockNPAC”.

...firm up set time and correct “NAPC”. Change to “and/or’’rsion plural.

4.1.3 Exhibit 9 serviceProvNPA-NXX-X Effective4.1.3 Exhibit 9 svFailedSP-List Change to “failed to one
Local SMS”...

+able Of Contents

1.1 DoCUMENT O VeI VIEW.euuueeeerenneeeereannessereasnsssocsonssssscessnsssssesssssssssessssssssossssssssssssssssssssssssssssssssssssnssns 1

1.2 How To Use ThiS DOCUIMENT...cccceenneeeeeeennnceeereannnssossonnessocessnsssssossssssssssssnsssssossssssssosssssossssssssosassons 1
1.3 Document Version HiStOIY......eeeeeeeeeeeeeeeeeeeeeeeeeeeennnannnnsaseseseeeeeeeeeesessssssssssssssssssssesesssssssasssssssssssces 2
14 References.....ccceeeeeeennnnnee..

1.4.1 StandardS..........ccevveeee...

1.4.2 Related Publications
1.5 Abbreviations/DefinitionS..ccccceeeeeeeeeeenneeseeeeeeeeeeeeeeeeeannannnsessesaeeeeeeseseeeesssasssssssssssesesessssssssssssssssssses 4
2
2.

© 1998 LOCKHEED MARTIN IMS CORPORATION

The Work is subject to the terms of the GNU General Public License (the “GPL”), a copy of which may be found at
ftp://prep.ai.mit.edu/pub/gnu/GPL. Any use of this Work is subject to the terms of the GPL. The “Work” covered by the GPL by
operation of this notice and license is this document and any and all modifications to or derivatives of this document.

Where the words “Program,” “software,” “source code,” “code,” or “files” are used in the GPL, users understand and agree that
the “Work” as defined here is substituted for purposes of this notice and license.




| 2.2 OSI Protocol Support sasesseessesssessansessnsesannaees 7

2.3 SOA to NPAC SMS Interface teeeeeeeeesnssnssssssssssssesessesesesassssssssssssssssansssnes 8
2.3.1 Subscription AdmiNiStraAtION. .uuueeeeeiiiiieeeiiii ettt 8
232 AUAit REQUESTS. c.oviiiiuiiiiiiiiiiiii oottt 8
233 IN O T CALIONS oottt ettt e e e ee ettt e e ettt e e ettt e e e e nan 8
234 Service Provider Data AdminiStration.......oo.eeeeeueeiieeiiiieiiiiieieiie e 9
235 Number Pool Block AdminiStration. ... i eeeeiiieeeeiiiiiiiiiiiieiiiiieiieeieeeiieeeeeeeeeeeeeeeeeeeeieeeeeeeieieeeeennn 9

24 NPAC SMS to L.ocal SMS InNterface...cccceeeeeeeeeenenccececeeaeerereneananannsssssscascasaseeesasaassssssseasssssses 9
2.4.1 Subscription Version, Number Pool Block and Network Data Download.........c.coooevviiiiiiiiireiiiiiinnnnn.. 9
242 Service Provider Data AdminiStration. . co..ueeeeieeeeeiiiiiiiieiiiiiiiiiiieeiieiiieeeeeieiieeeeeieeeeeeeeeeeeeeeeeeeeeees 10
243 N Ot CATIONS. 1ttt ee e eeiaaaes 10

3.1 Overview........ cesesssssssnnsnnnnnnnnassastaeteeeeeeesssssssssssesessannnsns 11
3.1.1 Managed Object Model Inheritance Hierarchy.......ooooveeeviiieeuiiiieiiiiiiiiiiiiiiiiieiieeeieeeeeeeeeeeeeeen 11
B0 ettt e ettt et ettt et et e et e et et e et e et e et e eeinteeeeannes 13
Log Record Managed Object HIETarCh V.. o.uuiieuiiiieeiiiiiiiiiiiiiiiiiiieiiieeieeeeieeeeeie e eeeeeeeeeeee e 14
B3 ettt ettt ettt ea ettt e et et e et e et ent et e et e et e eeinteeeeennes 14
NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS...ocooviiioiiiiiiiiiiiiieiiiieieeeeeeeieeeeeeeeeeeeenees 15
3.14 NPAC SMS to LLocal SMS Naming Hierarchy for the Local SMS.....ccooiiiiiiiiiiiiiiiiiiiiiiiiiiiiieeeee 16
3.1.5 SOA to NPAC SMS Naming Hierarchy for the NPAC SMS ...ttt eeieeieieeeeeeeeeeeeeeeeeeeeeeees 16

\ Interface Functionality to CMIP Definition MAPPING.............eeeeeeeseesesnnnnnsssssssssssssessssssssssssssssses 19

4.1 Overview 19
4.1.1 Primary NPAC Mechanized Interface OperationsS.......uuieeeeeeeeeiiieuieiiiiiieiiiiiiiiiieieiieeeiieeeeeiiiennens 19
4.1.2 Managed Object Interface FUNCtioNality. ......oooviiieviiiieiiiiiiiiiiiiiiiiiiiieiieiieeeeeeieeeeeeeeeeeeeeeeeaen, 23
4.1.3 Attribute Interface FUNCHONAIItY . .ooeuuviiiiiiiiiiiiiiiiiiiiiiiiiiiiiieeeeiiiee e eeeeeeeeeeeeiiieieiieeens 25
414 Action Interface FUNCHIONAIIY.....ooouviiiiiiiiiiiiiiiiiiii i 38
4.1.5 Notification Interface FUNCtiONAlItY .. .uuiiieeeuviiiiiiiiiiiiiiiiiiiiiiiiieiiiieeeeiiee e 39

| 4.2 cettasensnasenenass s nsensseasensseasenssnasenssnasenssnssensenssensenssaasenssnasensenasensensssnsenssaasansassase e 40

Scoping and Filtering Support cesessssssnnnnnnnnnsasastaaateeeasannssssssaaaaans 41
4.2.1 S COPIIIE . ettt e it e ettt et e ettt e ettt et e e e aaeeeeeeeaaanns 41
422 Bl OIIIG oottt e et eeeeeeeeeeeeaees 41
423 Action Scoping and Filtering SUPPOIt....c.uiiieueiiiiiiiiiiiieiiiiiiieeeiieeeiie e eeiieeeieeeeeeeeeieeees 42

| 4.3 InpLocal-SMS-Name and InpNPAC-SMS-Name Values 43

4.4 OID Usage INfOrmation....cccceeseeeeeeennneeeeeeensoseceeonsssseceosssssocsssssssssssssssssssesssssssssssssssssssssssssssnssssssss 43
44.1 OIDs Used for Bind REQUESES. ....cuviiieuiiiiiiiiiiiiiiiiiiiiiieiie e, 43
442 Other OIDS Of INTEIEST. uuviiiiiiiieiiiiiiiiiiiiiii e e et eeteee et eeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeens 43

| 4.5 Naming Attributes .43
4.6 Subscription Version M DELETE MeSSAZES....cccceeiueeirenianeesaneessaesssonessonsssesssscssasossasssssosssons 44
5.2.1.8 ASSOCIAION FUNCHONS. ...iiiuiiiiiiiiiiiiiii it 45

534 ReSYNCNIONIZAtION. Leiiiiiiiiiiiiiiiiiiiiiiiiiii oottt aeeiteieeeees 46
5.34.1 Local SMS ReSYNCIONIZAtION. ...ecuveiiieeiiiiiiiiiiii i ieeeeeeeeeenns 46




1ot

| PPN ¥
T1eT Ji

[\$)

N9
<Y

O v eryviow
AV AA™ W8 L v A FTrrrrrn vee vee Teeses vee oo vee o voe ceeesseses /

D N N N
G Yo Yo Yo
B Yo N =

240 Qo Py 1dar Data A daaiaictients s 10
Tz [SAZ A VL VS S5 A VA L8 LV B 5 {2 ¢ g {8 B 8 0 B 3 13 L B B eV
242 Notificationa 0

D NOUTICatrorts— AV

000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000

AR ATRL 11
\AZ 2L 2A X X esecee X X X eccece oo ececccee I

215 16
J jav)

412 MNMan d Obicet Tntort Eanetianalit 22
Tz VIdiagCU oo e o raCeTunCaottanty D
412 Attridaiita Tataefs Eunetionalits X~
Ty Yoy Ot T A O O O A T Uy s s s s s s s s s s s s s s essan e e e s e s ne e e e )
4-1-4 A ctinn Tataf Eunetianalit 2Q
LT T X O T O O T O A Y s s s s s e e e s s s e s ssn e s anesenaessaasenneeeeesnnnnns 0
41 5 Notificationtnterface Erunetiaonalitss 20
O NOUTCatoT e raC e TunCtoTarty - >
49 40
i V] oo X U

42 1 Q 11 41
T OCOPIE= I ¥
420D Pl P 41
40 2 A ot Q M nd Paltageing Q 2t 420
20 X0 O U0 P A S O U D P O U s e s s e e s s e rrrnne e s s resrnnnsessssssnnnsssesessnnseessessssssssssssssnes Tz

4-41 OIPHeedforRind Rea 1t 4
aaT A S A B T L Ay e B B LS B AN VS L ® A T P R R R R  EEE T T T RRRRE T T i |
4 -4 0 Other- OIPceofInt 4 4
T T T T S O T I O T O S U r e s e s s e s s s e v rrervrsressesresererosssrssrssossossssssssssssrsrosssssssssssssssssssssssssssssserosesnses

4 5 P am:..n- A ttrihtoe 422
. g7 noutcy cecses ceo cesses cesses cessee oo cee ceeeee ceee T

. 553..0-.oooo.oo.oo.o-.o.oo.oo.oo.o-.o.-o.oo.oo.oooo.-o.oo.o-.oooo.-o.oo.o-.ooo'I"




I P N T I oy

14 e ag
L™ INCITTTIICT Seeeceee o oo eeccce eecece eecece o eecece ecccce e0ccccccocoe L
1
T
1
T

atrong
¥ ¢ 13 L ¥ § D P el

=gy

©00000000000000000000000000000000000000000 eecece eecece eecece ecececee ececee /

23—SOAte NPAC-SMSInterface

© o P

1 arecta
T l\\u\iU\uDlD.........................................................................................................................................U

agtiaaa

der Data A dian
€

o it otiads g
T T atd O St A O s s s s s s s e s e esssrenessseassssenesssersssassessesseess 7

P N N N

N

gerzioa Doy

OCIVICC T TOVT

A
, - D d

do go Yo Yo
Ao o ==
7
—
it

Q Pz
OCTVICCTTOVT

e
o

Azexsiaver
VeI VIOV oo cee ceo cesses oo cee oo Tesess oo

N

[y
@

N d Ohieet Tntorf E 41 nlit
VAT ECU OO O T T O A U O Uy i e e e e e e e e s eerrnneesressrnnnessesenssnsnessssssnsneesesnnsnnnsssssssssees

Attridazata T Lona Pt nnolid
O N T A T T O Ay s s s s s s e s e s s s s e e s e e e e e e s

A ot Tntarfs E 41 114
CHOICrracCrunctofanty

[V N NG )

N N '
1 I R I N
o Yo b o

dn Yo th

NoatifreatronJtnterface Ernetiaonalit
NOUTICaton e raC e T uiCtoTarity

RN

[VSIRUSIRIS]
-~

>

otina Q ming ond Thltaeag Qo 1t
IXULIUTT u\zUt}llls anaT lll\/lllls L}ut}l}ult...................................................................................................

Ineg
. TUTS o o o

o

351
@®

| § Iy eecece eccece o o eccece e eecscccccce

%
jui
=2
]
P

0

7
4-4-1 OIPclleed forRind Rag 4a 20
aaT (S S S RIS v B B E LS B AN VS ¥ A O P P R EEEE I IR TR R T T T R R R R T T R R P PR r T T
4 -4 Other- OIPDeeofInt 20
T Ttct T S O T I T O S U T T e s e rrrrrerrrsresssssrssrsrvsssssssssssssssresosssssssssssssssssssssssssrsrosssssssssssssesesossssssssesdr

P
o

0 ges ™ s ves ™ Tesseseeree

2 ONRT 41
TC VVWeeoooooe o eecece eccece oo o o eccece eccece 8

"
[y
@

n
(%]
wn

fxr
l‘y-oooo-o o o eccece eccece eecece o eccece e eeccccccsccccce

mtinotios qaad A C 421 Ton £ 412
oA T O Al 7 X CC O S S O O T I O T A T O s s s s s s s s e s e e s e e e e oo e es

ot 14
_y SICITIT TUL




Dy STCITT 1_yp\z.......................................................................................................................................

NG N

d

Lo N oo o th Nt

NG N

D g0 N4\ U b U

G U Un U Un U Un Un Un

QUSSR
O gl Y G A

4

Z I A2 i
Q 4

B (o4 T “r

A Qg 1041 Eunetion 4

Tz 1. P N N AWV Ce A L0 B B P 3 B LV 2 W B I P R P e
ReocovercMade 4

B CCO VT y 1vIOGCT T

10 Qionatiire 4

4

4

P N N
O o NN UM BB G PP

_Lh dn _Lh
NG N

521 Eoutablichine-Acg 50
O St D T S T 7 X S S D A S i e i e e s e rrrnr e e s rerrnnnessessrannesessssssnaseeesssssnsesesssssnseeesssssssssssssssssesesnnns U
5211 NinaeAccoecrationlleorlnf 50
[SATo S wu § INPat7essoOtTationo Nivissssacn o0
£219 IabhindR 2| 51
[SATORS w¥~ OTIoTIO INCUC St araIsCS pPOTISeS [
52112 Aot 51
£ 214 MS Rah 51
[SATo S iy 4 INTZYX VIS B CRavior- [

4

©
>
O
wn

A ortinoe-Ag

Un

Ral 1041 an
L\uxuaolus O AXDOT UITE7XS SOt ON S T T s

Errar Handlin
IO rrabiani g

W Qn

2

=4

2

=4

21 NPAC C‘]\/TO Fairar Handla 2

o T N e O IV D O e e i i e e e s e rrrnaseresrrrnnnessssssnnseessssssannessesssasnsesesssssnsseessssssnsesesssssnsssesnes J

5 29 Q Eailyre Heras 52
OO Lluv\.«ooulslau D e O T T e e e rerrerersresresrossasssessosssssossossssssossossossossosssassossossossrossossesnssssssssesesesssd)

£ 2 s sS4
oo S Y O Z A O e e s s e e e eesrarnasseassnsnasessssssnnseeesesssnseessesssaneeesssssnnnseesssssssssssssssssssesssnnns oI
5241 I oecal SNMS R Zat1 54
[SAYo e P § TOTAT OTIVESINUS y U T O T A U T e e e e rrrrrrrrsrrssrssssesssseseasnnsnssssssssssssssssssseseeseesassnsssssssssonsssssssesenss) T
5249 SOAR 1 sS4
[SATo R ¥~ D NS Y O A O e s e s e e s e rerarnesessssnnnassssssssnnneesssssnnnesesesesnnneseessssnssesssssnnsnesesnns oI

00000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000

+. 64
3

12 NPANX X DPeletiaonbi—th PAC
=z INZxZy DOICtiOITr oy tic L‘u X

4 NXNX _Crogtionlbi—thae SOA
B INT X INZR Iz, O AU O Y U O O 2 i e s e s r e e s rerrarnnssssssssnnnesssesssnssessesssnsneesesssssnessesssssssnsssssssssses

NX X DPeletion-bithae QSO
INT X INZSZY OO O O Y U O O 2 i e s e s s rr e e s errarnnsesssssnnnnesssesssnssessesssnsneesesssssnsesssssssssssssssssseses

641 R NPA NX X _Oern—biavrtha SOA Q2
OS50 IN T X INZS Y UL Y 0 Y U O T 7 K i i e e s e rrrnnresrerrrannessssssnsnasesssssnnaseesssssnnseeesesssnsseesesssnsneesesssssseenes (o2
6-4-2 T RNQ 4




6421 I RN Creaationtbirtha NPAC Q4
Oz I A B A Ve 17 v E 3 L B B B B N R P L E L R R R TR T T T TR R T T R PR PP PP PP PP PRRRRTT s |
6422 I RN Cragtionbirthae SOA Q5
\S D F¥-ry B2 AN g A e A A2 A A S S EEEEEE R IR T T TR r R T PR PP T TP T T PR PR PEP LR T T PR RR T Y o b
6422 I RN DPeletign-birtha SOA Q4
O 20 I AN B A A e § 3 Ve A P P P IR EE T R R R R LT T T R R R E T T R F PP PP PP R P PP PP R PP R T L O AV
6424 I RN Onershuvtha SOA Q7
6490 8 T RNL NPAC QQ
O 20 TICTN 00

Deletiontth
TUICTIUIT U)’ |38 LUANE b Ve § W

n tha T
O Oy RS 1-0Ca

hal 2] QN
C1-0Car—-O1vr

oo
vl
;

D P
;

c3

J

L& B § L § 8 8O 2 1§ Py Y

Frioa
0 IOy cee o cee

651 Quls
O T ot

(174

. 7
[T~

4

erintronNMeraon—C 4o Qoo ag
SO POV O S O O At S O A O S s s s e

hcerintion\Veraan—Oners

O S O PO Y O S O O O T y s s s s s s s s e e e
Q

[

1 1mtios MNaota T 1] d
Lo S B 3 S R = e A ¥ B AV ¢ L P R P R R R R R R e R D

6 6 I Saqs l]]_]'ltef P I)é P XX Seeﬂa.‘:nn (174
0 TIOS e, oo oo cesssees 7



O O
612 NPA NNXN _CQinlat Q5
674 Mace I lindata [0

o
n

Azexsiaver
VT VIC VY ooeeeese ceo cesses cesses ceo ceo ceo cesses cesses

o cessce cessce cessee o cessee Oy

7 4 At‘tf‘ib“te I’eﬁ“:":n“n ox
‘ 0 TIECTUTI Sceccccccccccccccccccccccccccccccccccccccscccccccccccccccccs eecece ecccce e0cecccccccccccccce JJ

o
8]

7 6 Ilarameter I’eﬁ“:‘-:n“n ox
0 ITICIUTIS .o eecece eeccce eecece X eecece eeccce ecccce ececece JJ

ge
ot

o
8]

(174
7

.
Tons Teeeee Teeeee Teeeee Teeeseesessesessessessenes

‘ 92 alarmRecord-TFables Ny
. TTICTSeeeee eeccee eeccee eeccee eecccccccscccccce escece escece eeeccce JJ

| 9.3 AttributeValueChangeRecord Tables 95
B WJIT Seecccce eoe X ecccee ecccee eecccccccccccccccee JJ

‘ 95 InpA wditsFables Ny
. TTIC Secccccccee cee cee cee seccee seccee cee cee sesccccccce JJ

. TJICT Seeeee X seccee X g X

‘ : : hloc Ny~
TJ

| 9 InphoghocalSMS-ActionResubtsRecord - Fables 95
0 WICT Seeee o eccece ecccce eeccccccccccccccccee JJ

os
« JJ

hleg ox

0 IJIC Seeccccccccccccccccccce eecece eecece eececccccccccccce JJ
hleg

0 JITS.

ox
TJ




‘ : : hles Ny
o TJIC Seccccccee eeccee eeccee eeccccccccccccccccccccccce JJ

| 917 InpLogStatusAttributeValueChangeRecord Tables 95
o WITS ecccee X eecccccccccccccccccccccccccccce JJ

‘ 918 InpNPAC-SMS Fables Y
0 TICT Sececeee o o ey ey ey o eeeccccscccccccccee JJ

‘ 919 InpNetwork Tables Y
0 JICS ececee o oy ececee ey o eeecccceccccccccccccccccccce JJ

‘ 929 InpServiceProvs Fables Y
. UICT .. ey ececee o o o ecccee o eecccccee JJ

‘ fags bleg Y
. ICT Sececeee o o esecee ececee o o eseccccccccce JJ

‘ 923 lﬂgREEBFd Fables Ny~
.. IJIC Seee seccee X cee seccee seccee seccee X 0] secee JJ

‘ 923 lﬂgSR{I Fables Y~
.. TJICT Seccccccee eeccee eeccee eee eee eeccee eeccee eeccee eee see 7J

‘ 924 lsmsFilterNPA-NXX Tables Ny
. IJICT Seccccee eee eee eeccee eeccce eeccee eee eeccccccee JJ

‘ : . Ll Ny
T ~J

‘ : hloc Ny
. TTIC Seeeee cee cee TJ

‘ : bloc Ny
. TTIC Jeeecee seccee seccee cee seccee seccee Oy

‘ : hloc Ny~
. TICS X X seccee seccee seccee X eecccccccccce JJ

| 933 stateChangeRecord Fables 95
. JICS. X seccee seccee seccee X secee eeccccccccce JJ

‘ soge : hloc Ny~
. JICTS. X seccee seccee seccee eee X eecccccccccccccce JJ

‘ sooge : hloc Y~
. TTIC Seee seccee eee eee eeccee eeccee eeccee eeccccccccce JJ

‘ soage : hlec Ny
. TJIC Seeee X eeccee eeccee eeccee X eeccccccce TJ

‘ 937 top Tables Ny
.. TJICT Seccccccces esccee eee esccee esccee eeccee seccccccccccsccce ssccee TJ

. .

4 ) 2l 257
o1

.



Interface Overview

ettt n e Introduction

1.1 Document Overview

The NPAC SMS Interoperable Interface Specification contains the information model for the

Number Portability Administration Center and Service Management System (NPAC SMS)

mechanized interfaces. Both Service Order Activation (SOA) and Local Service Management

System (LSMS or Local SMS) interfaces to the NPAC SMS are described in this document.
1.2 How To Use This Document

The NPAC SMS Interoperable Interface Specification contains the following chapters:

Chapter 1 Introduction -- This chapter describes the conventions and organization of this
document. It also lists related documentation.

Chapter 2Interface Overview -- This chapter contains an overview of protocol requirements and a
brief description of the functionality provided in each interface.

Chapter 3 Hierarchy Diagrams -- This chapter contains the class hierarchy diagrams for all
managed objects defined in the interoperable interface.

Chapter 4 Interface Functionality to CMOP Definition Mapping -- This chapter contains the

mapping of the interface functionality to the managed objects, attributes, actions, and notifications.

Chapter 5 Secure Association Establishment-- This chapter contains information on secure
association establishment.

Chapter 6 Message Flow Diagrams -- This chapter contains the message flow diagrams.

Chapter 7 GDMO Definitions -- This chapter contains the GDMO interface definitions supporting
the SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface

Chapter 8 General ASN.1 Definitions -- This chapter contains the ASN.1 definitions that support
the GDMO definitions in Chapter 7.

Chapter 9 Managed Object Conformance Statements -- This chapter contains the Managed

Object Conformance tables.

Chapter 10 Subscription Version Status -- This chapter contains a Subscription Version Status
diagram, which illustrates the transition from one subscription version state to another.

Appendix A Errors -- This appendix contains the valid errors associated with CMISE confirmed
primitives used in the interoperable interface definitions.

1.3  Document Version History

NANC Version 1.0, released on 04/07/97, contains changes from the ICC Subcommittee IIS
Version 1.1.5.

NANC Version 1.1, released on 05/08/97, contains changes from the NANC IIS Version 1.0.

Hierarchy Dlagrams




Interface Functionality to CMIP Definition Mapping

NANC Version 1.2, released on 05/25/97, contains changes from the NANC IIS Version 1.1.
NANC Version 1.3, released on 07/09/97, contains changes from the NANC IIS Version 1.2.
NANC Version 1.4, released on 08/08/97, contains changes from the NANC IIS Version 1.3.
NANC Version 1.5, released on 09/09/97, contains changes from the NANC IIS Version 1.4.
NANC Version 1.6, released on 11/12/97, contains changes from the NANC IIS Version 1.5.
NANC Version 1.7, released on 12/12/97, contains changes from the NANC IIS Version 1.6.
NANC Version 1.8, released on 2/11/98, contains changes from the NANC IIS Version 1.7.

NANC Version 1.9, released on 5/13/98, contains changes from the NANC IIS Version 1.8.

NANC Version 1.10, released on 7/8/98, contains the following changes from the NANC IIS
Version 1.9:

0Change Order NANC 133 — Audit Object Definition

1Change Order NANC 197 — IS Clarification for Congestion Handling
2Change Order NANC 211 — Flow Modification for Failed SP List Updates
3Change Order NANC 215 — Immediate Disconnects — Section 6.5.4 of IIS

NANC Version in support of National Number Pooling based upon NANC Version 1.10.

1.4 References

1.4.1 Standards

ANSI T1.224-1992, Operations, Administration, Maintenance, and Provisioning
(OAM&P) - Protocols for Interfaces between Operations Systems in Different
Jurisdictions.

ANSI T1.243-1995, Telecommunications, Operations, Administration, Maintenance and
Provisioning (OAM&P) - Baseline Security Requirements for the Telecommunications
Management Network (TMN).

ANSI T1.246, Operations, Administration, Maintenance and Provisioning (OAM&P) -
Information Model and Services for Interfaces between Operations Systems across
Jurisdictional Boundaries to Support Configuration Management - Customer Account
Record Exchange (CARE).

Bellcore TA- 1253, Generic Requirements for Operations Interfaces Using OSI Tools:
Network Element Security Administration.

Committee T1 Technical Report No, 40, Security Requirements for Electronic Bonding
Between Two TMNs.

ISO/IEC 11183-1:1992, Information Technology - International Standardized Profiles
AOM In OSI Management - Management Communications - Part 1 Specification of
ACSE, Presentation and Session Protocols for the use by ROSE and CMISE.

ISO/TEC 11183-2:1992, Information Technology - International Standardized Profiles
AOM [n OSI Management - Management Communications - Part 2: CMISE/ROSE for
AOM12 - Enhanced Management Communications.

ISO/IEC 11183-3:1992, Information Technology - International Standardized Profiles
AOM In OSI Management - Management Communications - Part 3: CMISE/ROSE for
AOM12 - Basic Management Communications.
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Interface Functionality to CMIP Definition Mapping

1.4.2

ITU X.509, Information Technology - Open Systems Interconnection - The Directory
Authentication Framework.

ITU X.690/ISO IS 8825-1 Annex D, ASNI/BER Encoding of Digital Signatures and
Encrypted Cyphertext.

ITU X.741, OSI Systems Management, Objects and Attributes for Access Control
ITU X.803, Upper Layers Security Model.

NMF Forum 016, Issue 1.0, 1992, OMNIPoint 1 Specifications and Technical Reports,
Application Services Security of Management.

OIW Stable Implementation Agreement, Part 12, 1995.
Rec. M.3100:1992 & 1995 draft, Generic Network Information Model.

Rec. X.701 | ISO/IEC 10040:1992, Information Technology - Open System
Interconnection - Common Management Overview.

Rec. X.710 | ISO/IEC 9595:1990, Information Technology - Open System Interconnection
- Common Management Information Service Definitions.

Rec. X.711 | ISO/IEC 9596-1:1991, Information Technology - Open System
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1.5 Abbreviations/Definitions
A-PDU Application Protocol Data Unit
ASN.1 Abstract Syntax Notation 1
BER Basic Encoding Rules
CARE Customer Account Record Exchange
CER Canonical Encoding Rules
CLASS Custom Local Area Signaling Services
CME Conformance Management Entity
CMIP Common Management Information Protocol
CMISE Common Management Information Service Element
CNAM Caller Id with Name
GDMO Generalized Definitions of Managed Objects
DER Distinguished Encoding Rules
DES Data Encryption Standard
FR Frame Relay
IEC International Electrotechnical Commission
ISO International Organization of Standardization
ISVM Inter-Switch Voice Mail
LIDB Line Information Database
LNP Local Number Portability
LRN Location Routing Number
LSMS Local Service Management System
LSPP Local Service Provider Portability
MAC Media Access Control
MD5 Message Digest (Version 5)
NE Network Element
NMF Network Management Forum
NPAC SMS Number Portability Administration Center and Service Management
System
NPA Numbering Plan Area
NXX Exchange
OCN Operating Company Number
OSI Open Systems Interconnect
PPP Point-To-Point Protocol
RFP Request for Proposal
RSA Encryption Scheme
SOA Service Order Activation
TMN Telecommunications Management Network
SMS Service Management System
TN Telephone Number
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2 Interface Overview

2.1 Overview

This specification defines the interfaces between the NPAC SMS and the service providers’
Service Order Entry System and Local SMS. The interfaces, defined using the CMIP protocol, are
referred to as the SOA to NPAC SMS interface and the NPAC SMS to Local SMS interface
respectively. CMISE M-CREATE, M-DELETE, M-SET, M-GET, M-EVENT-REPORT, and M-
ACTION primitives are fully supported in a confirmed mode. The relationship from the SOA to
the NPAC SMS is a manager to agent relationship. The relationship between the Local SMS to
NPAC SMS is a manager to agent or an agent to manager relationship depending on the function
being performed. The SOA and Local SMS interfaces are defined by Association Functions. These
functions allow each association to define the services it supports. Association establishment from
the SOAs and Local SMSs to the NPAC SMS, Association Function and security for each of these
interfaces is discussed in Chapter 5, Error: Reference source not found.

Note: The M-CANCEL-GET primitive may not be supported in some NPAC SMS
implementations due to the fact that this functionality was not determined necessary for the
interface defined.

The sections that follow provide an overview of protocol requirements and a brief description of
the functionality provided in each interface. Complete functional descriptions for the interfaces

are provided in the process flow diagrams in Chapter 6, Message Flow Diagrams, as well as the
behavior for the managed objects.

2.2 OSI Protocol Support

The SOA to NPAC SMS and NPAC SMS to Local SMS interfaces must be implemented over the
protocol stack shown in Exhibit 1.

Exhibit 1. NPAC/SMS Primary Network Protocol Stacks

Layer Mechanized Interface Function
CMIP Agent Server User
7 CMISE, ACSE, ROSE Application
6 ANSI T1.224 Presentation
5 ANSIT1.224 Session
4 TCP, RFC1006, TPO Transport
3 1P Network
2 PPP, MAC, FRAME Relay, Link
ATM (IEEE 802.3)

1 DS-1, DS-0 x n, ISDN, V.34 Physical
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2.3

232

233

Multiple associations per service provider to the NPAC SMS can be supported. The secure
association establishment is described in Chapter Error: Reference source not found.

SOA to NPAC SMS Interface

The SOA to NPAC SMS interface, which allows communication between a service provider’s
Service Provisioning Operating Systems and/or Gateway systems and the NPAC SMS, supports
the retrieval and update of subscription, service provider, and network information. The following
transactions occur to support local number portability functionality:

* SOA requests for subscription administration to the NPAC SMS and responses from
the NPAC SMS to the SOA.

* Audit requests from the SOA to the NPAC SMS and responses from the NPAC SMS to
the SOA.

* Notifications from the NPAC SMS to the SOA of subscription version _and number
pool block data changes, need for concurrence or authorization for number porting,
conflict-resolution, cancellation, outage information, or customer disconnect dates.

* Service provider data administration from the SOA to the NPAC SMS.

* administartion (creation and modifism the NPAC SMS to the SOASOA requests for
number pool block administartion (creation and modification) to the NPAC SMS and
responses from the NPAC SMS to the SOA.

Mapping of this functionality into the CMIP Definitions is provided in Chapter Error:

Reference source not found (see Exhibit 7.)

2.3.1 Subscription Administration

Audit Requests

Notifications

Service provider subscription administration functionality includes the capability to:
* Create a subscription version
* Cancel a subscription version
* Acknowledge cancellation of a subscription version
* Modify a subscription version or range of versions
* Retrieve a specific subscription version or range of versions
* Activate a version or range of versions
* Disconnect a subscription version or range of versions

* Remove a subscription version from conflict

Audit functionality allows the SOAs to request audits for a subscription version or group
of subscription versions based on a Telephone Number (TN) for a specified service
provider or all service provider networks. The action SOA receives discrepancy reports as
they are found in the network. Upon audit completion it receives a notification of the
success or failure of the audit and the total number of discrepancies found.

SOAs are sent notifications to ensure that they are fully informed of relevant events for
their subscriptions. Notification of creation, deletion, or data value changes for
subscription versions will be sent to the SOA as they occur. Notification will be sent to
the SOA if the service provider has not authorized transfer of service for a TN in the
amount of time specified in the “Service Provider Concurrence Interval” defined on the
NPAC. This notification will indicate to the service provider that authorization is needed
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for the pending subscription version. If the service provider has not acknowledged
version cancellation within a timeframe specified by the NPAC SMS, notifications will
be sent requesting cancellation acknowledgment. The donor service provider SOA is
notified of the customer’s disconnect date. SOA systems are also sent notifications to
insure they are aware of planned down time in the NPAC SMS. Notification of data value
changes and object creations are sent for number pool block objects.

Service Provider Data Administration

Service providers can use, read, and update their own service provider information on the
NPAC SMS using the SOA to NPAC SMS interface. Service providers can update
information in their service provider profile as well as add and delete their own network
data. Changes to network data that result in mass updates are prevented by the NPAC
SMS to SOA interface. Mass changes must be initiated by the service provider
contacting the NPAC personnel directly.

| Number Pool Block Administration

| 2.4

Number pool blocks are a set of 1000 TNs represented by a 7 digit NPA-NXX-X (i.e.
555-333-1 represents 555-333-1000 through 1999). Service providers can create and
modify the number pool blocks for which they are the block holder. Service providers can
query all number pool block objects. Only the NPAC SMS can remove a number pool
block objects.

can create and mod can query all number pool block objects. Only the NPAC SMS can
remove a number P

NPAC SMS to Local SMS Interface

The NPAC SMS to Local SMS interface is used for communications between a service provider’s
Local SMS and the NPAC SMS for support of LNP network element provisioning. The following
transactions occur to support Local Number Portability:

Subscription version, number pool block and network data dewnlead from the NPAC SMS to

the Local SMS.

Service provider data administration from the Local SMS to the NPAC SMS.

Notifications from the NPAC SMS to the Local SMS of planned NPAC SMS outages and the

first use of a new NPA-NXX.

Mapping of this functionality into the CMIP Definitions is provided in Chapter Error:
Reference source not found (see Exhibit 7.)

Subscription Version. Number Pool Block and Network Data Download

When new network data (new-switehes;, NPA-NXX, NPA-NXX-X or LRN data for
service providers),-or subscription data -or number pool block data is created or
existing network.-er subscription data or_number pool block data-a is modified or
removed on the NPAC SMS. the updatedata is automatically downloaded from the
NPAC SMS to the Local SMS. The Local SMS may request that data be
downloaded using a download request that is sent from the Local SMS to the NPAC
SMS. The Local SMS then receives the data to be downloaded in the request
response. Subscriber data to be downloaded can be requested based on time range, a
TN, or a TN range-an-« € pe. If the “NPAC
Customer LSMS EDR Indicator” is set in the service r)r0V1der s profile on the NPAC
SMS., no subscription versions with the LNP type set to ‘pool” will be sent. -Number
pool block data to be downloaded can be re be downleaded-ean-berequested by time-
range, NPA-NXX-X or NPA-NXX-X range. Network data to be downloaded can be
requested based on a time range, service provider or all service providers, an NPA-
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NXX range or all NPA-NXX data, an NPA-NXX-X range or all NPA-NXX-X data,
an NPA-NXX-X range or all NPA-NXX-X data, an LRN range or all LRN data, or

all network data cacified and the “NPAC Customer LSMS NPA-NXX-X Indicator”
has been set in the service provider’s profile on the NPAC SMS, then NPA-NXX-X
object data will be included.

Service providers can also directly read data they wish to download from the NPAC
SMS MIB.

242 Service Provider Data Administration

Service providers can use, read, and update their own service provider information
on the NPAC SMS using the Local SMS to NPAC SMS interface. Service providers
can update information in their service provider profile as well as add and delete their
own network data. Changes to network data that result in mass updates are
prevented by the NPAC SMS to Local SMS interface. Mass changes must be
initiated by the service provider contacting the NPAC personnel directly.

243 Notifications

Local SMS are sent notifications to insure they are aware of planned down time in
the NPAC SMS. Local SMS are also sent notifications when a new NPA-NXX is to
be used for the first time in a subscription version_or number pool block by a
serviceProvNPA-NXX-X creation.
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Hierarchy Diagrams

3.1 Overview

The following five exhibits show the class hierarchy diagram for all managed objects (Exhibit 2), Log
Record Objects (Exhibit 3), the Local SMS (Exhibit 4), the NPAC SMS naming hierarchies for the
Local SMS (Exhibit 5) and the SOA (Exhibit 6.) These exhibits will help the user gain a better
understanding of the structure of the interface definitions provided.

3.1.1  Managed Object Model Inheritance Hierarchy

The Managed Object Model Inheritance Hierarchy shows the inheritance hierarchy used for
object definitions in the NPAC SMS to Local SMS and the SOA to NPAC SMS interfaces.
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Log Record Managed Object Hierarchy

The Log Record Managed Object Hierarchy shows the inheritance hierarchy of the log
records used in the NPAC SMS to Local SMS and SOA to NPAC SMS interfaces.

Log Record Managed Object Hierarchy

top

logRecord
(X.721)

eventLogRecord
(X.721)

InpLog Audit- InpLog AuditResults InpLog Cancellation InpLog Operational- InpLog NewSP-
DiscrepancyRpt Record Record Acknowledgment InformationRecord CreateRequestRecord
RequestRecord

I
InpLogLocalSMS- InpLog OIdSP- InpLog OIdSP- InpLog Donor SP- InpLog NewNPA-NXX InpLog StatusAttribute
ActionResultsRecord ConcurrenceRequest FinalConcurrenceWindow CustomerDisconnect Record ValueChangeRecord
Record ExpirationRecord DateRecord

InpLog NumberPoolBlock
StatusAttributeValue
ChangeRecord

\ Exhibit 3 . Log Record Managed Object Hierarchy
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NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS

The NPAC SMS to Local SMS Naming Hierarchy for the NPAC SMS shows the naming
hierarchy used in the NPAC SMS to instantiate objects defined in the NPAC SMS to Local

SMS interface.

Shaded objects are instantiated at NPAC SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store
on the NPAC SMS or from actions taken while the NPAC SMS is running.

Each object class belongs to one or more Association Functions.
Refer to Section Error: Reference source not found, Error: Reference source not found.

NPAC SMS TO LOCAL SMS
NAMING HIERARCHY FOR THE NPAC SMS

root

[
InpNPAC-SMS

InpServiceProvs

serviceProv

|
IsmsFilterNPA-NXX

InpSubscriptions

subscriptionVersionNPAC | | numberPoolBlockNPAC

Exhibit 4. The NPAC

I
serviceProvNPA-NXX-X

'MS to Local SMS Naming

ierarchy for the NPAC SMS.
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3.14

NPAC SMS to Local SMS Naming Hierarchy for the Local SMS

The NPAC SMS to Local SMS Naming Hierarchy for Local SMS shows the naming
hierarchy used in the Local SMS to instantiate objects defined in the NPAC SMS to Local

SMS interface.

Shaded objects are instantiated at Local SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store
on the Local SMS or from actions taken while the Local SMS is running.

Each object class belongs to one or more Association Functions.

Refer to Section Error: Reference source not found, Error: Reference source not found.

NPAC SMS TO LOCAL SMS
NAMING HIERARCHY FOR THE LOCAL SMS

root
|
InpLocalSMS
InpSubscriptions InpNetwork
numberPoolBlock subscriptionVersion serviceProvNetwork

pd

serviceProvNPA-NXX

N

serviceProvLRN

| serviceProvNPA-NXX-X |

| 3.1.5

Exhibit 5. The NPAC SMS to Local SMS Naming Hierarchy for the Local SMS.
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| SOA to NPAC SMS Naming Hierarchy for the NPAC SMS

The SOA to NPAC SMS Naming Hierarchy for the NPAC SMS shows the naming hierarchy
used in the NPAC SMS to instantiate objects defined in the SOA to NPAC SMS interface.

Shaded objects are instantiated at NPAC SMS start-up and are not created via M-CREATE or
M-DELETE requests. All other objects are created at start-up from a persistent object store
on the NPAC SMS or from actions taken while the NPAC SMS is running.

Each object class belongs to one or more Association Functions.
Refer to Section Error: Reference source not found, Error: Reference source not found.

SOA TO NPAC SMS
NAMING HIERARCHY FOR THE NPAC SMS

root
\
InpNPAC-SMS
InpServiceProvs InpNetwork
[ [
serviceProv serviceProvNetwork
IsmsFilterNPA-NXX serviceProvNPA-NXX
serviceProvNPA-NXX-X serviceProvLRN
InpSubscriptions
numberPoolBlockNPAC subscriptionVersionNPAC

Exhibit 6. The SOA to NPAC SMS Naming Hierarchy for the NPAC SMS.
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Interface Functionality to CMIP Definition Mapping

4.1 Overview

4.1.1

Primary NPAC Mechanized Interface Operations

The following tables, Exhibits 7-11, contain the mapping of the interface functionality to managed
objects, attributes, actions, and notifications.

The primary interface functions in support of the NPAC requirements are described in the
table below, as well as their corresponding Common Management Information Exchange
(CMISE) operation and referenced object type for that operation. This table does not
include miscellaneous operations, such as service provider network data querying or
downloading, etc. These functions are described in the object behaviors in the GDMO

source below.

‘ Exhibit 7. Primary NPAC Mechanized Interface Operations Table

Abort/Cancel Audit | from SOA M-DELETE subscriptionAudit
Request
Audit Complete to SOA M-EVENT-REPORT: subscriptionAudit
subscriptionAuditResults
Audit Discrepancy | to SOA M-EVENT-REPORT: subscriptionAudit
subscriptionAuditDiscrepancyRpt
Audit Query from SOA M-GET subscriptionAudit
Audit Request from SOA M-CREATE subscriptionAudit
SOA
Cancellation from SOA (new service M-ACTION: InpSubscriptions
Acknowledge- provider) subscription VersionNewSP-
ment CancellationAcknowledge
Cancellation from SOA (old service M-ACTION: InpSubscriptions
Acknowledg- provider) subscriptionVersionOldSP-
ment CancellationAcknowledge
Conflict Removal from SOA (new service M-ACTION: InpSubscriptions
id
provider) subscription VersionRemoveFromConflict
Customer to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Di t Dat
iseonnect Late subscriptionVersionDonorSP-
CustomerDisconnectDate
Final Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Version Create (old service provider) subscription VersionOldSP-
FinalConcurrenceWindowExpiration
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LSMS Filter NPA- | from LOCAL SMS M-CREATE IsmsFilterNPA-NXX
NXX Create
LSMS Filter NPA- | from LOCAL SMS M-DELETE IsmsFilterNPA-NXX
NXX Delete
LSMS Filter NPA- | from LOCAL SMS M-GET IsmsFilterNPA-NXX
NXX Query
Network Data from LOCAL SMS M-ACTION: InpNetwork
Download InpDownload
or
M-GET:
scoped and filtered for intended
serviceProvLRN, serviceProvNPA-NXX
serviceProvNPA-NXX-X_service
provider atributes
Network Data from LOCAL SMS M-CREATE: InpNetwork
Update or or servProvNetworkservieePro
from SOA M-SET: . ,P NPA-NXX
on r;levant . serviceProvNPA-NXX-
serviceProvNPA-NXX-ributes
NPA-NXX-X to Local SMS M-CREATE serviceProvNPA-NXX-X
Create
NPA-NXX-X to Local SMS M-SET serviceProvNPA-NXX-X
Modify
NPA-NXX-X to Local SMS M-DELETE serviceProvNPA-NXX-X
Delete
New NPA-NXX to LOCAL SMS M-EVENT-REPORT: subscriptionVersionNPAC
subscriptionVersionNewNPA-NXX
Number Pool to SOA M-EVENT-REPORT: numberPoolBlockNPAC
Block Change attribute ValueChangeNotification or
Notification numberPoolBlockStatusAttribute Value
Change
Number Pool from SOA M-ACTION: InpSubscriptions
Bloh Lreat nNumbrPoolBlock-Create
Number Pool to LOCAL SMS M-CREATE: numberPoolBlock
Blogh vty for a single numberPoolBlock
Number Pool from SOA M-SET: numberPoolBlockNPAC
Block Modify . .
ock Modi to a single numberPoolBlock or InpSubscriptions
Number Pool to LOCAL SMS M-SET: numberPoolBlock
Block Modify . L.
ouh Modi to a single numberPoolBlock or or InpSubscriptions
scoped and filtered by NPA-NXX-X
range for mass update
Number Pool to LOCAL SMS M-DELETE: numberPoolBlock

Block Delete

for a single numberPoolBlock

Number Pool

from Local SMS or SOA

M-GET

InpSubscriptions
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Block Query to a single numberPoolBlockNPAC or numberPoolBlockNPAC
scoped and filtered for intended
numberPoolBlocks
Number Pool to Local SMS M-GET InpSubscriptions
Block Query
e scoped and filtered for intended
numberPoolBlock
Recovery from LOCAL SMS M-ACTION: InpNPAC-SMS
Complet;
ompiete InpRecoveryComplete
Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Cancellation subscription
Acknowledg- VersionCancellationAcknowledgment
ment Request
Request for to SOA M-EVENT-REPORT: subscriptionVersionNPAC

Version Create

(new service provider)

subscriptionVersionNewSPCreate
Request

Request for
Version Create

to SOA
(old service provider)

M-EVENT-REPORT:
subscriptionVersionOldSPConcurrence
Request

subscriptionVersionNPAC

Service Provider to LOCAL SMS M-CREATE serviceProvNetwork
Network
Creation
Service Provider to LOCAL SMS M-DELETE serviceProvNetwork
Network
Deletion
Service Provider to LOCAL SMS M-SET: serviceProvNetwork
Network Service serviceProvName
Provider Name
Change
Subscription from SOA M-ACTION: InpSubscriptions
Version Activate subscriptionVersionActivate
Subscription from SOA M-ACTION InpSubscriptions
Version Cancel subscriptionVersionCancel
Subscription to SOA M-EVENT-REPORT: subscriptionVersionNPAC
Version Change attributeValueChangeNotification or
Notification subscription VersionStatusAttribute Value
Change
Subscription from SOA (old service M-ACTION: subscriptionVersion
Version Conflict provider) subscriptionVersionOldSP-Create
setting subscriptionOldSP-Authoriztion =
FALSE
Note: This is an enhancement based on the
current IIS, superseding RFP narrative
5.1.2.2 for manual-only conflict on/off
Subscription to LOCAL SMS M-ACTION: InpSubscriptions
Version Create subscriptionVersionLocalSMS-Create
for multiple creates (i.e., range bscrintionVersi
operations) where the data in the subscriptionVersion
subscription versions is the same
M-CREATE:
for an individual subscriptionVersion
Subscription from SOA M-ACTION: InpSubscriptions
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Version Create

subscriptionVersionOldSP-Create or
subscription VersionNewSP-Create

Subscription to LOCAL SMS M-DELETE: subscriptionVersion
Version Delete scoped and filtered for intended
subscriptionVersion criteria
Subscription from SOA M-ACTION: InpSubscriptions
Version subscriptionVersionDisconnect
Disconnect
Subscription to LOCAL SMS M-ACTION: InpSubscriptions
Version subscriptionVersionLocalSMS-Create
Download
or
M-CREATE:
for an individual subscriptionVersion
Subscription from LOCAL SMS M-ACTION: InpSubscriptions
Version InpDownload
Download
Request or
M-GET:
scoped and filtered for intended
subscriptionVersionNPAC criteria
Subscription from SOA M-ACTION: subscriptionVersion Modify InpSubscriptions
Version Modify
or
M-SET:
on relevant subscriptionVersionNPAC
attributes for pending, active, and conflict
versions
Subscription to LOCAL SMS M-SET: InpSubscriptions
Version Modify scoped and filtered for intended
subscriptionVersion criteria setting relevant
attributes
Subscription from SOA M-GET: InpSubscriptions
Version Query scoped and filtered for intended
from LOCAL SMS subscriptionVersionNPAC criteria setting
relevant attributes
Subscription to LOCAL SMS M-GET: InpSubscriptions
Version Query scoped and filtered for intended
subscriptionVersion criteria
4.1.2  Managed Object Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS managed objects to the interface functionality described in the RFP.

Exhibit 8. Managed Object Interface Functionality Table

Managed Object Name

Interface Functionality Mapping

InpAudits

Container object used to contain all subscription audit objects on the NPAC SMS and
the Local SMS. It is used in the SOA to NPAC SMS interface to support audit
functionality.

InpLocal SMS

Container object used to contain all objects on a Local SMS. 1t is used in the NPAC
SMS to Local SMS interface to support NPAC SMS communication to the service
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Managed Object Name Interface Functionality Mapping

provider Local SMS system.
InpLogAudit- Object used to log information from a
DiscrepancyRptRecord subscriptionAudit-DiscrepancyRpt notification.

InpLogAuditResultsRecord

Object used to log information from a
subscriptionAuditResults notification.

InpLogCancellation Object used to log information from a

AcknowledgeRequest subscriptionVersionCancellationAcknowledgeRequest notification.
Record

InpLogDonorSP- Object used to log information from a

CustomerDisconnectDate
Record

subscriptionVersionDonorSP-CustomerDisconnectDate notification.

InpLogLocal SMS- Object used to log information from a

ActionResultsRecord subscriptionVersionLocalSMS-ActionResults notification.
InpLogNewNPA- Object used to log information from a

NXXRecord subscriptionVersionNewNPA-NXX notification.
InpLogNewSP- Object used to log information from a

CreateRequestRecord subscriptionVersionNewSP-CreateRequest notification.

InpLogNumberPoolBlockSt

Object used to log information from a

atusAttributeValueChangeR
ecord

numberPoolBlockStatusAttribute ValueChange notification.

InpLogO1dSP- Object used to log information from a
ConcurrenceRequestRecord subscriptionVersionOldSP-ConcurrenceRequest notification.
InpLogO1dSP- Object used to log information from a

FinalConcurrence Window-
Expiration

subscriptionVersionOldSP-FinalConcurrence WindowExpiration notification

InpLogOperational-
InformationRecord

Object used to log information from a
InpNPAC-SMS-Operational-Information notification.

InpLogStatusAttributeValue
ChangeRecord

Object used to log information from a
subscriptionVersionStatusAttribute ValueChange notification.

InpNetwork

Container object used to contain all service provider network data on the NPAC SMS
and the Local SMS 1t is used in the NPAC SMS to Local SMS interface to support
downloading of network data to the Local SMS and the functionality that allows
service providers to create/delete their network data on the NPAC SMS.

InpNPAC-SMS

Container object used to contain all objects on a NPAC SMS. It is used in the NPAC
SMS to Local SMS interface to support NPAC SMS communication from the service
provider Local SMS and the SOA systems.

InpServiceProvs

Container object used to contain all service provider data on the NPAC SMS. 1t is
used in the NPAC SMS to Local SMS interface to support retrieving of service
provider data from the Local SMS and the functionality that allows service providers
to update their service provider data on the NPAC SMS. Service providers can only
retrieve their own service provider data.

InpSubscriptions

Container object used to contain all subscription versions_and number pool block
objects on the NPAC SMS and the Local SMS. It is used in the NPAC SMS to Local
SMS interface to support query of subscription and number pool block data on the
NPAC SMS and downloading of subscription and number pool block data to the
Local SMS.

IsmsFilterNPA-NXX

Object used to represent the NPA-NXX values for which a service provider does not
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Managed Object Name

Interface Functionality Mapping

want to be informed of subscription version broadcasts.

numberPoolBlock

Object used to represent a number pool block on the L.ocal SMS. These objects are
used to support number pool block download from the NPAC SMS to the EDR Local
SMS using the NPAC SMS to Local SMS interface.

Local SMS may support this object by setting the “NPAC Customer LSMS EDR
Indicator” in their service provider profile on the NPAC SMS.

numberPoolBlockNPAC

Object used to represent a number pool block on the NPAC SMS. These objects are
used to support number pool block administration from the SOA using the SOA to
NPAC SMS interface. Capability is provided to the SOA for creation and
modification. The NPAC SMS can create, modify and delete.

serviceProv

Object used to represent a service provider and its associated data on the NPAC SMS.
These objects are used in the NPAC SMS to Local SMS interface to support
retrieving of service provider data from the Local SMS and the functionality that
allows service providers to update their service provider data on the NPAC SMS
except serviceProvld and serviceProvType. Service providers can only retrieve their
own service provider data.

serviceProvLRN

Object used to represent an LRN associated with a service provider on the NPAC
SMS or the Local SMS. These objects are used to support downloading of network
LRN data to the Local SMS and the functionality that allows service providers to
create/delete their own network LRN data. The service provider will have to add a
new object and delete the old one to modify the data.

serviceProvNetwork

Container object used to contain network data for a service provider on the NPAC
SMS and the Local SMS. It is used in the NPAC SMS to Local SMS interface to
support downloading of network data to the Local SMS and the functionality that
allows service providers to update their network data on the NPAC SMS.

serviceProvNPA-NXX

Object used to represent an NPA-NXX associated with a service provider on the
NPAC SMS or the Local SMS. These objects are used to support downloading of
network NPA-NXX data to the Local SMS and the functionality that allows service
providers to create/delete their own network NPA-NXX data. NPA splits are
supported only through direct contact with NPAC personnel.

serviceProvNPA-NXX-X

Object used to represent an NPA-NXX-X associated with a service provider on the

NPAC SMS or the Local SMS. These objects are used in number pooling to support
downloading of network NPA-NXX-X data to the Local SMS. Only the NPAC SMS

is allowed to create, delete and modify a service provider’s NPA-NXX-X data.

Local SMS may support this object by setting the “NPAC Customer LSMS NPA-
NXX-X Indicator” in their service provider profile on the NPAC SMS.

subscriptionAudit

Object used to represent a subscription audit request on the NPAC SMS. These
objects are used to support subscription audit requests from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface. The object supports notifications for
audit discrepancies found and audit completion results. If the subscription version
LNP type is equal to ‘pool’, the appropriate number pool block will also be audited.

subscriptionVersion

Object used to represent a subscription version on the Local SMS. These objects are
used to support subscription version download from the NPAC SMS to the Local
SMS using the NPAC SMS to Local SMS interface

subscriptionVersionNPAC

Object used to represent a subscription version on the NPAC SMS. These objects are
used to support subscription administration from the SOA using the SOA to NPAC
SMS interface. Capability is provided for version creation, activation, modification,
cancellation, and disconnect.

4.1.3  Attribute Interface Functionality
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The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS attributes to the interface functionality described in the RFP.

Exhibit 9. Attribute Interface Functionality Table

Attribute Name Interface Requirements Mapping

accessControl This attribute is used to define access control information for
security. It is used in the NPAC SMS to Local SMS and SOA to
NPAC SMS interfaces.

actionResultsStatus This attribute is used to store the status of an action that sends

back an asynchronous notification with the results.

additionalDownTimeInformation

This attribute is used to provide additional information about a
planned NPAC SMS outage. It is used to support the
notification of operational outages to the service provider SOA
and Local SMS systems using the SOA to NPAC SMS interface
and the NPAC SMS to Local SMS interface.

auditDiscrepancyFailureReason

This attribute is used to specify the failure reason for a
discrepancy in the InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancyLSMS-SP-1d

This attribute is used to specify the service provider Id of the
Local SMS on which a discrepancy was found in the
InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancyTn

This attribute is used to specify the TN for which a discrepancy
was found in the InpLogAudit-DiscrepancyRptRecord.

auditDiscrepancy Versionld

This attribute is used to specify the version Id for which a
discrepancy was found in the InpLogAudit-
DiscrepancyRptRecord.

auditResultCompletionTime

This attribute is used to specify the completion time of an audit
in the InpLogAuditResultsRecord.

auditResultFailed-SP-List

This attribute is used to specify the list of failed service provider
Local SMSs for a failed audit. It is used to support the audit
functionality from the service provider SOA using the SOA to
NPAC SMS interface.

auditResultNumberDiscrepancies

This attribute is used to specify the number of discrepancies
found in an audit in the InpLogAuditResultsRecord.

auditResultStatus This attribute is used to specify the final status of an audit in the
InpLogAuditResultsRecord.
downTime This attribute is used to specify the down time in the

InpLogOperational-InformationRecord.

failedTN-List

This attribute is used to indicate the TN(s) and errors for a failed
action in the return asynchronous notification.

InpAuditsName

This attribute is used to specify the name of the audit container.
It is used to support audit functionality in the NPAC SMS using
the SOA to NPAC SMS interface.

InpLocal-SMS-Name

This attribute is used to specify the name of the Local SMS data
container. It is used to support the NPAC SMS to Local SMS
interface.

InpNetworkName

This attribute is used to specify the name of the network data
container. It is used to support download functionality to the
Local SMS in the NPAC SMS to Local SMS interface.

InpNPAC-SMS-Name

This attribute is used to specify the name of the NPAC SMS
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data container. It is used to support the NPAC SMS to Local
SMS interface.

InpServiceProvsName

This attribute is used to specify the name of the service provider
data container. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

InpSpecificlnfo

This attribute is used to pass specific error information in the
case of a cmip processing failure error.

InpSubscriptionsName

This attribute is used to specify the name of the subscription
container. It is used to support subscription download
functionality to the service provider Local SMS systems and
subscription administration functionality for the SOA systems
using the SOA to NPAC SMS and Local SMS to NPAC SMS
interfaces.

IsmsFilterNPA-NXX-Id

This attribute is used to specify the LSMS Filter NPA-NXX
unique identifier. It supports the broadcast of subscription
versions.

IsmsFilterNPA-NXX-Value

This attribute is used to specify the service provider NPA-NXX
value. It supports the broadcast of subscription versions.

npacContactNumber

This attribute is used to indicate the NPAC contact number to be
called concerning an NPAC SMS outage. It is used to support
the notification of operational outages to the service provider
SOA and Local SMS systems using the SOA to NPAC SMS
interface and the NPAC SMS to Local SMS interface.

npacCustomerAllowableFunctions

This attribute is used to specify what functions a service
provider can perform on the SOA to NPAC SMS and NPAC
SMS to Local SMS interfaces.

numberPoolBlockActivationTimeStamp

This attribute is used to specify the date and time at the start of
the number pool block broadcast for activation only. It is used
to support service provider data administration in NPAC SMS
using the SOA to NPAC SMS interface and number pool block
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

numberPoolBlockBroadcastTimeStamp

This attribute is used to specify the date and time at the start of
any number pool block broadcast from the NPAC SMS to the
Local SMS systems. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and number pool block download from the NPAC
SMS to the Local SMS using the L.ocal SMS to NPAC SMS
interface.

numberPoolBlockCLASS-DPC

This attribute is used to specify the number pool block CLASS
DPC. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockCILASS-SSN

This attribute is used to specify the number pool block CLASS
SSN. It is used to support service provider data administration

in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.
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numberPoolBlockCNAM-DPC

This attribute is used to specify the number pool block CNAM
DPC. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockCNAM-SSN

This attribute is used to specify the number pool block CNAM
SSN. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockCreationTimeStamp

This attribute is used to specify the date and time the number
pool block object is created on the NPAC SMS. 1t is used to
support service provider data administration in the NPAC SMS
using the SOA to NPAC SMS interface and number pool block

download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

numberPoolBlockDisconnectCompleteTimeStam
p

This attribute is used to specify the date and time of when the
NPAC SMS received the first successful response to a
disconnect broadcast. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS

interface and number pool block download from the NPAC
SMS to the Local SMS using the Local SMS to the NPAC SMS

interface.

numberPoolBlockDownloadReason

This attribute is used to specify the reason for download in the

number pool block objects. It is used in the NPAC SMS to
Local SMS Interface.

numberPoolBlockFailed-SP-List

This attribute on the number pool block object is used to store
the failed service providers after the broadcast of a number pool
block and/or subscription versions with LNP type equal to
‘pool’ fails to at least one Local SMS.results in a failed or

partially-failed status.

numberPoolBlockHolderSPID

This attribute is used to specify the service provider ID of the
block holder for the number pool block. It is used to support

service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and number pool block

download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

numberPoolBlockld

This attribute is used to specify the unique version id for the
number pool block in the NPAC SMS. It is used to support

service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and number pool block

download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

numberPoolBlockISVM-DPC

This attribute is used to specify the number pool block ISVM
DPC. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockISVM-SSN

This attribute is used to specify the number pool block ISVM
SSN. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local
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SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockLIDB-DPC

This attribute is used to specify the number pool block LIDB

DPC. Tt is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and

number pool block download from the NPAC SMS to the Local
SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockLIDB-SSN

This attribute is used to specify the number pool block LIDB
SSN. It is used to support service provider data administration

in the NPAC SMS using the SOA to NPAC SMS interface and
number pool block download from the NPAC SMS to the Local

SMS using the Local SMS to NPAC SMS interface.

numberPoolBlockLRN

This attribute is used to specify the LRN data for the number
pool block. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and number pool block download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

numberPoolBlockModifiedTimeStamp

This attribute is used to specify the date and time of any
modifications to the number pool block. It is used to support

service provider data administration in the NPAC SMS using

the SOA to NPAC SMS interface and number pool block
download from the NPAC SMS to the Local SMS using the

Local SMS to NPAC SMS interface.

numberPoolBlockSOA-Origination

This attribute is used to specify whether the block holder SOA
created the number pool block or now desires the notifications
associated with a number pool block to be sent to their SOA. It
is used to support service provider data administration in the
NPAC SMS using the SOA to NPAC SMS interface and number
pool block download from the NPAC SMS to the Local SMS
using the Local SMS to NPAC SMS interface.

numberPoolBlockNPA-NXX-X

This attribute is used to specify NPA-NXX-X value for the
number pool block. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS

interface and number pool block download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS

interface.

numberPoolBlockStatus

This attribute is used to specify the number pool block status. It
is used to support service provider data administration in the
NPAC SMS using the SOA to NPAC SMS interface and number
pool block download from the NPAC SMS to the Local SMS
using the Local SMS to NPAC SMS interface.

resultsCompletionTime

This attribute is used to store the completion time of the action
in the action results notification.

serviceProvAddress

This attribute is used to specify the service provider address
data. It is used to support service provider data query and the
Lockheed Martin functionality for service provider data update
in the NPAC SMS using the Local SMS to NPAC SMS or SOA
to NPAC SMS interface.

serviceProvBillingAddress

This attribute is used to specify the service provider billing
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
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or SOA to NPAC SMS interface.

serviceProvConflictAddress

This attribute is used to specify the service provider conflict
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

serviceProvDownloadReason

This attribute is used to specify the reason for download in the
serviceProvLRN and serviceProvNPA-NXX objects. It is used
in the NPAC SMS to Local SMS Interface.

serviceProvID

This attribute is used to specify the service provider Id to
uniquely identify a service provider object. It is used to support
service provider data query and the Lockheed Martin
functionality for service provider data update in the NPAC SMS
using the Local SMS to NPAC SMS or SOA to NPAC SMS
interface.

serviceProvLRN-ID

This attribute is used to specify the service provider LRN
unique identifier. It is used to support downloading of network
LRN data to the Local SMS and the functionality that allows
service providers to update their own network LRN data.

serviceProvLRN-CreationTimeStamp

This attribute is used to specify the last date and time the
serviceProvLRN object was created on the NPAC SMS. It is
used in the NPAC SMS to Local SMS Interface.

serviceProvLRN-Value

This attribute is used to specify the value for a service provider
LRN associated with an NPA-NXX.

serviceProvLSMS-Address

This attribute is used to specify the service provider Local SMS
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvName

This attribute is used to specify the service provider English
name. It is used to support service provider data query and the
Lockheed Martin functionality for service provider data update
in the NPAC SMS using the Local SMS to NPAC SMS or SOA
to NPAC SMS interface.

serviceProvNetAddress

This attribute is used to specify the service provider Network
operations contact address data. It is used to support service
provider data query and the Lockheed Martin functionality for
service provider data update in the NPAC SMS using the Local
SMS to NPAC SMS or SOA to NPAC SMS interface.

serviceProvNPA-NXX-EffectiveTimeStamp

This attribute is used to specify the effective date on which the
service provider NPA-NXX is available for LNP. It is used in
the NPAC SMS to Local SMS interface.

serviceProvNPA-NXX-ID

This attribute is used to specify the service provider NPA-NXX
unique identifier. It is used to support downloading of network
NPA-NXX data to the Local SMS and the functionality that
allows service providers to update their own network NPA-
NXX data.

serviceProvNPA-NXX-CreationTimeStamp

This attribute is used to specify the date and time the
serviceProvNPA-NXX object was created. It is used in the
NPAC SMS to Local SMS Interface.
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serviceProvNPA-NXX-Value

This attribute is used to specify the service provider NPA-NXX
value. It is used to support downloading of network NPA-NXX
data to the Local SMS.

serviceProvNPA-NXX-X-CreationTimeStamp

This attribute is used to specify the date and time the

serviceProvNPA-NXX-X object was created. It is used in the
NPAC SMS to Local SMS interface.

serviceProvNPA-NXX-X-DownloadReason

This attribute is used to specify the reason for download in the
serviceProvNPA-NXX-X objects. It is used in the NPAC SMS
to Local SMS Interface.

serviceProvNPA-NXX-X-EffectiveTimeStamp

This attribute is used to specify the date the block holder service

provider assumes responsibility of the block TN-Range. The
time portion of the timestamp is set to 00:00:00. It is used in the
NPAC SMS to Local SMS interface

serviceProvNPA-NXX-X-Id

This attribute is used to specify the service provider NPA-NXX-
X unique identifier. It is used to support downloading of
network NPA-NXX-X data to the Local SMS.

serviceProvNPA-NXX-X-ModifiedTimeStamp

This attribute is used to specify the date and time the

serviceProvNPA-NXX-X object was last modified. It is used in
the NPAC SMS to Local SMS interface

serviceProvNPA-NXX-X-Value

This attribute is used to specify the service provider NPA-NXX-
X value. It is used to support downloading of network NPA-
NXX-X data to the L.ocal SMS.

serviceProvOperationsAddress

This attribute is used to specify the service provider operations
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvRepairCenterInfo

This attribute is used to specify the repair center information for
a service provider.

serviceProvSOA-Address

This attribute is used to specify the service provider SOA
contact address data. It is used to support service provider data
query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS or SOA to NPAC SMS interface.

serviceProvSysLinkInfo

This attribute is used to specify the service provider network
address connectivity data. It is used to support service provider
data query and the Lockheed Martin functionality for service
provider data update in the NPAC SMS using the Local SMS to
NPAC SMS interface and the SOA to NPAC SMS interface.

ServiceProvUserAdminAddress

This attribute is used to specify the service provider user
administration contact address data. It is used to support service
provider data query and the Lockheed Martin functionality for
service provider data update in the NPAC SMS using the Local
SMS to NPAC SMS or SOA to NPAC SMS interface.

ServiceProvWebAddress

This attribute is used to specify the service provider web contact
address data. It is used to support service provider data query
and the Lockheed Martin functionality for service provider data
update in the NPAC SMS using the Local SMS to NPAC SMS
or SOA to NPAC SMS interface.

SubscriptionActivationTimeStamp

This attribute is used to specify the date and time that the new
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service provider activation request was received by the NPAC
SMS. It is used to support service provider data administration
in NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

SubscriptionAuditAttributeList

This attribute is used to specify a list of attributes in a
subscription version that are to be audited. It is used to support
audit functionality from the SOA to the NPAC SMS using the
SOA to NPAC SMS interface.

SubscriptionAuditld

This attribute is used to uniquely identify an audit request. It is
used to support audit functionality from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface.

subscriptionAuditName

This attribute is used to give an English name to an audit
request. It is used to support audit functionality from the SOA
to the NPAC SMS using the SOA to NPAC SMS.

subscriptionAuditNonPortedTNs

This attribute is used to specify if non-ported TNs should be
audited in an audit request. It is used to support audit
functionality from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

subscriptionAuditNumberOfTNs

This attribute is used to specify the number of TNs being
audited in an audit request. It is used to support audit
functionality from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

subscriptionAuditNumberOfTNsComplete

This attribute is used to specify the number of TNs that have
been successfully audited in a complete or in progress audit
request. It is used to support audit functionality from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

subscriptionAuditRequestingSP

This attribute is used to specify the service provider Id that
requested the audit.

subscriptionAuditServiceProvidRange

This attribute is used to identify a specific service provider or if
all service providers should be audited in an audit request. It is
used to support audit functionality from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface.

subscriptionAuditStatus

This attribute is used to specify the status of an audit request. It
is used to support audit functionality from the SOA to the NPAC
SMS using the SOA to NPAC SMS interface.

subscriptionAuditTN-ActivationRange

This attribute is used to specify the activation date and time
range for TNs to be audited in an audit request. It is used to
support audit functionality from the SOA to the NPAC SMS
using the SOA to NPAC SMS interface.

subscriptionAuditTN-AtSuspend

This attribute is used to specify the last TN that was audited
when an audit request was suspended in the network. It is used
to support audit functionality from the SOA to the NPAC SMS
using the SOA to NPAC SMS interface.

subscriptionAuditTN-NotificationNumber

This attribute is used to specify the number of TNs that have
completed audit before the number of
subscriptionAuditNumberOfTNsComplete gets incremented in
an audit request. It is used to support audit functionality from
the SOA to the NPAC SMS using the SOA to NPAC SMS
interface.
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subscriptionAuditTN-Range

This attribute is used specify the range of TNs to be audited in
an audit request. It is used to support audit functionality from
the SOA to the NPAC SMS using the SOA to NPAC SMS
interface.

subscriptionBillingld

This attribute is used to specify the subscription version service
provider billing Id. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionBroadcastTimeStamp

This attribute is used to specify the subscription version’s
broadcast from the NPAC SMS to the Local SMS systems time
stamp. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionCancellationTimeStamp

This attribute is used to specify the subscription version
cancellation time stamp. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to NPAC
SMS interface.

subscriptionCLASS-DPC

This attribute is used to specify the subscription version CLASS
DPC Type. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionCLASS-SSN

This attribute is used to specify the subscription version CLASS
SSN. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionCNAM-DPC

This attribute is used to specify the CNAM DPC in the
subscriptionVersion object. It is used in the both the NPAC
SMS to Local SMS Interface and the SOA to NPAC SMS
Interface.

subscriptionCNAM-SSN

This attribute is used to specify the CNAM SSN in the
subscriptionVersion object. It is used in the both the NPAC
SMS to Local SMS Interface and the SOA to NPAC SMS
Interface.

subscriptionConflictTimeStamp

This attribute is used to specify the subscription conflict time
stamp. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionCreationTimeStamp

This attribute is used to specify the subscription version creation
time stamp. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.




Interface Overview

Attribute Name

Interface Requirements Mapping

subscriptionCustomerDisconnectDate

This attribute is used to specify the timestamp of when the
customer was disconnected.

subscriptionDisconnectCompleteTimestamp

This attribute is used to specify the timestamp of when the
subscription version was disconnect. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to the NPAC SMS interface.

subscriptionDownloadReason

This attribute is used to specify the reason for download in the
subscriptionVersion objects. It is used in the NPAC SMS to
Local SMS Interface.

subscriptionEffectiveReleaseDate

This attribute is used to specify the subscription version
disconnect date. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionEndUserLocationType

This attribute is used to specify the subscription version end
user location type. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionEndUserLocationValue

This attribute is used to specify the subscription version end
user location value. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionFailed -SP-List

This attribute is used to store the failed service providers after a
subscription version h’r(—)—tt’rﬁ%()l‘ number pool block broadcast
resultss in a failed or partie stonol
blockol block-statiis: failne Local SMS

subscriptionISVM-DPC

This attribute is used to specify the ISVM DPC in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionlSVM-SSN

This attribute is used to specify the ISVM SSN in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionLIDB-DPC

This attribute is used to specify the subscription version LIDB
DPC. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

subscriptionLIDB-SSN

This attribute is used to specify the LIDB SSN in the
subscriptionVersion object. It is used in both the NPAC SMS to
Local SMS Interface and the SOA to NPAC SMS Interface.

subscriptionLNPType

This attribute is used to specify the subscription version LNP
Type. It is used to support service provider data administration
in the NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
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Local SMS using the Local SMS to NPAC SMS interface.
subscriptionLRN This attribute is used to specify the LRN data for the

subscription version. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionModified TimeStamp

This attribute is used to specify the timestamp of any
modifications to the subscription version. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewCurrentSP

This attribute is used to specify the current or new service
provider for the subscription version. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewSP-CreationTimeStamp

This attribute is used to specify the subscription version new
service provider creation time stamp. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionNewSP-CancellationTimeStamp

This attribute is used to specify the time stamp of the
subscription version cancellation pending acknowledgment by
the new service provider. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to the
NPAC SMS interface.

subscriptionNewSP-
ConflictResolutionTimeStamp

This attribute is used to specify the time stamp of when the
subscription version was removed from conflict by the new
service provider. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to the NPAC SMS
interface.

subscriptionNewSP-DueDate

This attribute is used to specify the new service provider
activation date and time for the subscription version. It is used
to support service provider data administration in the NPAC
SMS using the SOA to NPAC SMS interface and subscription
version download from the NPAC SMS to the Local SMS using
the Local SMS to NPAC SMS interface.

subscriptionOldSP

This attribute is used to specify the old SP for the subscription
version. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to NPAC SMS
interface.

subscriptionOldSP-Authorization

This attribute is used to specify the subscription version old
service provider authorization indication. It is used to support
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Attribute Name

Interface Requirements Mapping

service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldSP-AuthorizationTimeStamp

This attribute is used to specify the subscription version old
service provider authorization time stamp. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldSP-CancellationTimeStamp

This attribute is used to specify the time stamp of the
subscription version cancellation pending acknowledgment by
the old service provider. It is used to support service provider
data administration in the NPAC SMS using the SOA to NPAC
SMS interface and subscription version download from the
NPAC SMS to the Local SMS using the Local SMS to the
NPAC SMS interface.

subscriptionOldSP-
ConflictResolutionTimeStamp

This attribute is used to specify the time stamp of when the
subscription version was removed from conflict by the old
service provider. It is used to support service provider data
administration in the NPAC SMS using the SOA to NPAC SMS
interface and subscription version download from the NPAC
SMS to the Local SMS using the Local SMS to the NPAC SMS
interface.

subscriptionOldSP-DueDate

This attribute is used to specify the subscription version cutover
time stamp to the new service provider. It is used to support
service provider data administration in NPAC SMS using the
SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionOldTimeStamp

This attribute is used to specify the subscription version time
stamp when the version became old. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionPortingToOriginal-SPSwitch

This attribute is used to specify that subscription version is
being ported back to the original service provider. It is used to
support service provider data administration in the NPAC SMS
using the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to the NPAC SMS interface.

subscriptionPreCancellationStatus

This attribute is used to specify the previous status of a cancel-
pending subscription version. Valid values are pending,
conflict, sending, active, failed, failed partial, and disconnect-
pending.

subscriptionStatusChangeCauseCode

This attribute is used to specify the reason a subscription
version went into conflict.

subscriptionTN

This attribute is used to specify the subscription version TN for
a subscription version. It is used to support service provider
data administration using the SOA to NPAC SMS interface and
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the NPAC SMS to Local SMS interface.

subscriptionVersionAttribute ValueChangelnfo This attribute is used to specify the attribute value change
information in the InpLogVersionAttributeValueChangeRecord.

subscriptionVersionld This attribute is used to specify the unique version id for the
subscription version in the NPAC SMS. It is used to support
service provider data administration in the NPAC SMS using
the SOA to NPAC SMS interface and subscription version
download from the NPAC SMS to the Local SMS using the
Local SMS to NPAC SMS interface.

subscriptionVersionStatus This attribute is used to specify the subscription version status. -
It is used to support service provider data administration in the
NPAC SMS using the SOA to NPAC SMS interface and
subscription version download from the NPAC SMS to the
Local SMS using the Local SMS to NPAC SMS interface.

4.1.4  Action Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS actions to the interface functionality described in the RFP.

Exhibit 10. The Action Interface Functionality Table

Action Name Interface Requirements Mapping

LnpDownload This action is used to support the downloading of subscription, number
pool block and network data to the Local SMS from the NPAC via the
NPAC SMS to Local SMS interface.

LnpRecoveryComplete This action is used to specify the system has recovered from down time
and the transactions performed since the association establishment can
now be sent to the Local SMS from the NPAC SMS using the Local SMS
to NPAC SMS interface.

NumberPoolBlock-Create This action is used to support creation of the number pool block object by
the block holder service provider from the SOA to the NPAC SMS using
the SOA to NPAC SMS interface.

SubscriptionVersionActivate This action is used to support subscription version activation by the new
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionCancel This action is used to support subscription version cancellation by a
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionDisconnect This action is used to support subscription version disconnection by the
current service provider from the SOA to the NPAC SMS using the SOA
to NPAC SMS interface.

SubscriptionVersionLocalSMS-Create This action can be used by the NPAC SMS to create multiple subscription
versions via the Local SMS to NPAC SMS interface.

SubscriptionVersionModify This action is used to support subscription version modification by a
service provider from the SOA to the NPAC SMS using the SOA to
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NPAC SMS interface.

SubscriptionVersionNewSP-
CancellationAcknowledge

This action is used to support the acknowledgment of subscription
versions with a status of cancel-pending by the old service from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

SubscriptionVersionNewSP-Create

This action is used to support subscription version creation by the new
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersionOldSP-
CancellationAcknowledge

This action is used to support the acknowledgment of subscription
versions with a status of cancel-pending by the old service from the SOA
to the NPAC SMS using the SOA to NPAC SMS interface.

SubscriptionVersionOldSP-Create

This action is used to support subscription version creation by the old
service provider from the SOA to the NPAC SMS using the SOA to
NPAC SMS interface.

SubscriptionVersion
RemoveFromConflict

This action is used on the NPAC SMS via the SOA to NPAC SMS
interface to set the subscription version status from conflict to pending.

4.1.5  Notification Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to
NPAC SMS notifications to the interface functionality described in the RFP.

Exhibit 11. The Notification Interface Functionality Table

Notification Name

Interface Requirements Mapping

InpNPAC-SMS-Operational-Information

This notification is used to support the reporting of NPAC
SMS scheduled down time. This notification can be issued
from the InpNPAC-SMS object on the NPAC SMS to a
SOA via the SOA to NPAC SMS interface or from the
NPAC SMS to the Local SMS via the NPAC SMS to Local
SMS interface.

numberPoolBlockStatusAttribute ValueChange and contains the number pool block status and failed

service provider lid and can contain the number pool block
status and failed service provider list. This notification is
issued over the NPAC SMS to SOA interface from the
numberPoolBlockNPAC object.

subscriptionAudit-DiscrepancyRpt

This notification is used to support the reporting of audit
discrepancies found during audit processing. This
notification can be issued from an audit object on the
NPAC SMS to a SOA via the SOA to NPAC SMS
interface.

subscriptionAudit-Results

This notification is used to support the reporting of audit
processing results. This notification can be issued from an
audit object on the NPAC SMS to a SOA via the SOA to
NPAC SMS interface.
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subscriptionVersionCancellationAcknowledgeRequest

This notification is issued to new and old service providers
to request that a cancellation acknowledgment be sent for a
subscriber version in a cancel-pending state. This
notification is issued via the SOA to NPAC SMS interface
from the NPAC subscription version object if the service
provider fails to acknowledge the cancellation after a
tunable amount of time specified in the NPAC SMS
service data table.

subscriptionVersionDonorSP-
CustomerDisconnectDate

This notification informs the donor service provider SOA
that a subscription version is being disconnected. This
notification is issued from a subscription version object on
the NPAC SMS to a SOA via the SOA to NPAC SMS
interface.

subscriptionVersionLocalSMS-ActionResults

This notification contains the results of a
subscriptionVersionLocalSMS-Create action once all the
create requests have been attempted. It is issued from the
Local SMS to the NPAC SMS via the NPAC SMS to Local
SMS interface.

subscriptionVersionNew-NPA-NXX

This notification informs the Local SMS of a pending
subscription version or new number pool block involving
the first use of ana-new NPA-NXX.

Subscription VersionNewSP-CreateRequest

This notification is issued to the new service provider to
request that a create request be sent for the subscriber
version created by the old service provider to provide
authorization and/or porting information. This notification
is issued via the SOA to NPAC SMS interface from the
NPAC subscription version object if the new service
provider failed to authorize porting of a number after a
tunable amount of time specified in the NPAC SMS
service data table.

SubscriptionVersionOldSP-ConcurrenceRequest

This notification is issued to the old service provider to
request that a create request be sent for the subscriber
version created by the new service provider to provide
concurrence for porting. This notification is issued via the
SOA to NPAC SMS interface from the NPAC subscription
version object if the old service provider failed to authorize
porting of a number after a tunable amount of time
specified in the NPAC SMS service data table.

subscriptionVersionStatusAttribute ValueChange

This notification is issued when the subscription version-_
status is modified. This notlﬁcanon is 1ssued over-from-
both the NPAC SMS to Lees ' SOA
to-NPAC-SMS-interface from the
subscriptionVersionNPAC object.

4.2
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Scoping and Filtering Support

The following section defines the scoping and filtering support for both the SOA to NPAC SMS
interface and LSMS to NPAC SMS interface.

4.2.1  Scoping

4.2.2  Filtering

The LSMS to NPAC SMS interface does not support scoping of CMIP operations of any
type by the LSMS for the following objects:

71 root

72 InpLocal-SMS

73 InpNetwork

74 any object with an “empty” filter

NPAC SMS is not required to support Scope other than baseObject Scope for CMIP
operations that specify baseManangedObjectClass of one of the following:

75 InpNPAC-SMS

76 InpServiceProvs

Scoped operations for subscriptionVersions or numberPool Blocks to the LSMS must be

supported on-the-baseObjeet-(level-6)-or-from the InpSubscriptions object with a non-
empty filter.

The limit in scoping and functionality prevents both the NPAC and the LSMS systems
from having to implement functionality or respond to large requests that are not necessary
to support LNP over the mechanized interfaces.

Filtering on the NPAC SMS is supported as defined in the GDMO. The NPAC SMS
requires the Local SMS to support at a minimum the filter criterias specified below.

Limitations:
77 OR and NOT filter support is not required for the Local SMS.
78 NOT filter support is not required for the NPAC SMS.

79 Filtering requests with a scope will not be issued to the Local SMS by the NPAC
SMS for any object other than the subscriptionVersion and number pool block
objects. No query will be used that requests both subscription versions and
number pool blocks at the same time.

710 All authorization rules apply to scoped and filtered operations. For example, a query
for data that a service provider is not authorized to view will be failed with a
reason of access denied.

711 CMISSync is not supported for any scoped/filtered CMIP operation.

The following table shows the CMISE primitive filtering support required of the Local
SMS by the NPAC SMS for the subscriptionVersion object.

‘ Exhibit 12 - CMISE Primitive Filtering Support for the Subscription Version Object

CMISE Primitives

Filter Supported | Notes
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CMISE Primitives

Filter Supported

Notes

M-GET

Y

TN Range with greatOrEqual, lessOrEqual, equality must be supported
for auditing.

LNPType with equality must be supported for TN range query requets.

M-SET

TN Range with greatOrEqual, lessOrEqual, equality must be supported
for Mass Update or TN range modify requests._

LNPType with equality must be supported for TN range modify
requests.

M-DELETE

TN Range with greatOrEqual, lessOrEqual, equality will be supported
for range disconnect or port to original requests.

LNPType with equality must be supported for TN range delete
requests.

Exhibit 13 - CMISE Primitive Filtering Support for the Number Pool Block Object

\ CMISE Primitives Filter Supported | Notes
| M-ACTION N No actions are defined for the number pool block object.
M-GET Y NPA-NXX-X Range with greatOrEqual, lessOrEqual, equality must be
supported for auditing.
M-SET Y NPA-NXX-X Range with greatOrEqual, lessOrEqual, equality must be
supported for Mass Update modify requests.
| M-DELETE N Single request deletes are sent to the number pool block.
4.2.3  Action Scoping and Filtering Support

For messages sent to any object, the scope and filter will be checked to insure it is
appropriate for that object class.

All M-Actions that relate to subscriptions and number pool blocks are targeted to

InpSsubscriptions.

The ONLY filters allowed by the GDMO for InpSubscriptions are "equality" and

"present" for the single attribute
InpSubscriptionsName.

If any one of the above M-Actions is sent to a subscriptionVerisonNPAC or

numberPoolBlockNPAC object you will get a "no
such action" error response from that object.

If you send a scoped/filters M-Action that whose scope includes objects of class
subscriptionVersionNPAC _or numberPoolBlockNPAC, you will receive an error "no
such action" from each object specified by the filter. This could mean 1 for EVERY
subscriptionVersion_or numberPoolBlock in the NPAC.

4.3  InpLocal-SMS-Name and InpNPAC-SMS-Name Values

The following table (Exhibit 13) shows the values to be used for all currently identified NPAC
regions for InpNPAC-SMS-Name in the InpNPAC-SMS object. The InpLocal-SMS-Name for the
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InpLocal-SMS object will be the service provider ID followed by a dash and the InpNPA-SMS
Name (e.g., 9999-Midwest Regional NPAC SMS).

Exhibit 13 - Defined InpLocal-SMS-Name and InpNPAC-SMS-Name Values

NPAC SMS Region InpNPAC-SMS-Name NPAC Customer IDs
Mid-Atlantic Mid-Atlantic Regional NPAC SMS 0001
Midwest Midwest Regional NPAC SMS 0000
Northeast Northeast Regional NPAC SMS 0002
Southeast Southeast Regional NPAC SMS 0003
Southwest Southwest Regional NPAC SMS 0004
Western West Regional NPAC SMS 0005
West Coast West Coast Regional NPAC SMS 0006

4.4  OID Usage Information

4.4.1  OIDs Used for Bind Requests

CMIPUserInfo 2:1:1  (per standards and pp.49 1IS1.5)
CMIPAbortInfo 2:1:1  (per standards and pp.51 1IS1.5)
LnpAccessControl {Inp-attribute 1} = 1:3:6:1:4:1:103:7:0:0:2:1

UserInfo (NpacAssociationInfo)

1:3:6:1:4:1:103:7:0:0:2:105

Application context

2:9:0:0:2 (per standards)

4.4.2  Other OIDs of Interest

AccessControl OID as part of a SMI notification 1:3:6:1:4:1:103:7:0:0:8:1

AccessControl as part of LNP notifications {Inp-attribute 1} = 1:3:6:1:4:1:103:7:0:0:2:1

4.5 Naming Attributes

Non-zero values are not supported in the auto-instance naming attributes for Local Number
Portability objects defined in the IIS.

4.6  Subscription Version M_DELETE Messages

M_DELETE commands are not sent for subscription versions set to old as a result of subsequent
porting activity. M_ DELETES for subscription versions are only sent as a result of disconnect or
port to original processing. Local SMS systems are responsible for deletion of the subscription
versions in their Local SMS database due to the fact that some LSMS implementations may
choose to retain old subscription versions in their database.
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| 5.2.1.8

Association Functions

The Association Function(s) must be specified on the initial association request
(AARQ PDU). The following table lists the possible Association Functions that
can be specified for each of the Association Request Initiators:

Exhibit 16 Association Functions

ASsusiation Request Initiator SOA Local SMS

Association Function

SOA Management (Audit and Subscription
Version

>

Classes:

InpSubscriptions

numberPoolBlocknumberPoolBlockNPAC

subscriptionAudit
subscriptionVersion

subscriptionVersionNPAC

Service Provider and Network Data Management

[
[

Classes:
InpNetwork
InpNPAC-SMS

InpServiceProvs
IsmsFilterNPA-NXX

serviceProv
serviceProvLRN
serviceProvNetwork
serviceProv-NPA-NXX
serviceProvNPA-NXX-X

Network and Subscription Data Download

[

Classes:
InpNetwork
InpSubscriptions
Query

Classes:

All

<

The association functions specified upon association are stored. Then all

subsequent operations performed by that associations are then validated against
that data to verify that they are 'legal'. All outbound messages from the NPAC
are also validated against the association functions and if a service provider does
not have the correct masking set, they will not receive the transmission. Note
that the multiple Association Functions can be specified for an association. For

example, a Local SMS can establish an association for both the process audit
and network and subscription data download association functions.




‘ 5.3.4  Resynchronization

The SOA and Local SMS associations are viewed to be permanent connections
by the NPAC SMS. Thus when the association is broken for any reason, the
system connecting to the NPAC SMS must assume responsibility to
resynchronize themselves with the NPAC SMS. One association should be
established for recovery and no other associations should be established in

normal mode until recovery is complete.

| 5.3.4.1  Local SMS Resynchronization

To resynchronize itself, the Local SMS starts by setting the
recoveryMode flag of the access control parameter. This flag signals the
NPAC SMS to hold all data updates to this Local SMS. The Local SMS
should then request the downloads it needs. Once this is complete, the
Local SMS should issue the InpRecoveryComplete action to turn off

the recoveryMode flag and receive back any other updates that have
occurred since the association was established.
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